
 
 

 
 

June [], 2019 

 

Sent via email  

 

Frederick Ryan 

Captain, Keeper of Records 

Salem Police Department 

93 Margin Street 

Salem, MA 01970 

rmulligan@salempd.net 

 

Re: Public records request related to the use of facial-recognition products or services 

 

Dear Frederick, 

 

I am writing to follow up on the letter (attached as Exhibit A) that we received as an answer to 

the public records request we submitted to the Salem Police Department (“SPD”) on May 30, 

2019 (attached as Exhibit B).  

 

The public records law states that each person has a right of access to public records.1 The law 

broadly defines “public records” to include “all books, papers, maps, photographs, recorded 

tapes, financial statements, statistical tabulations, or other documentary materials or data, 

regardless of physical form or characteristics, made or received by any officer or employee” of 

any Massachusetts governmental entity.2 The general rule is that all public records are public.3 

The law contains certain limited exemptions that provide the basis for withholding records 

completely or in part.4 However, under the public records law, these exemptions must be strictly 

and narrowly construed.5 Statutory exemptions are not blanket in nature.6 The fact “that some 

exempt material may be found in a document or report of an investigatory character does not 

justify cloture as to all of it.”7 It follows that where exempt information is mixed with non-

exempt information, the non-exempt portions are subject to disclosure once the exempt portions 

are redacted.8  

                                                      
1 G.L. ch. 66, § 10(a). 
2 G.L. ch.4, § 7(26). 
3 Globe Newspaper Co. v. Police Com'r of Bos., 419 Mass. 852, 857 (1995) (interpreting G.L. ch. 66, § 10(c)). 
4 See generally G.L. ch. 4, §7(26) (a) – (u). 
5 Attorney Gen. v. Assistant Com'r of Real Prop. Dep't of Bos., 380 Mass. 623, 625 (1980) (holding that given the 

statutory presumption in favor of disclosure in G.L. ch. 4, §7(26) exemptions must be strictly construed) 
6 See Reinstein v. Police Com'r of Bos., 378 Mass. 281, 290 (1979) (explaining that there is no blanket exemption 

provided for records kept by police departments and that the exemption for investigatory materials invites a case-by-

case consideration). 
7 Id. 
8 Id., at 287–88 (holding that the June 1978 amendments settled the issue and made clear that the right to access 

extended to any non-exempt segregable portion of a public record) 
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In your letter, you mention that “the Salem Police Department does not have” facial recognition 

technology, products, or services.” You also indicate that you don’t have “any current plans to 

purchase or procure” that technology and that “the Department has no specific policies regarding 

the use of facial-recognition technology.” 

 

Moreover, you mention that “[i]f an investigation undertaken by this department requires the use 

of facial-recognition technology, a request for investigative assistance is sent to an agency that 

has expertise in the use of that technology.”  

 

Recent public reporting shows that you actively use facial recognition as an investigative tool.9 

In the light of this information and the answer you sent us, we are requesting all such records 

created on or after January 1, 2016, that show the Salem Police Department relationship with 

local, state, and federal agencies, as well as private companies, that relate to the use of facial 

recognition. This includes but is not limited to the following: 

 

1. All contracts or MOUs with local, state, and federal agencies referencing or pertaining to 

facial recognition technology, including but not limited to all SPD agreements with the 

Federal Bureau of Investigation (“FBI”), the Massachusetts Registry of Motor Vehicles, 

and the Department of Transportation; 

2. All requests for investigative assistance related to face recognition technology sent to 

local, state, and federal agencies, as well as private companies, with information 

necessary to determine the reason for its request and its outcome. 

3. All audits, annual reports, and other administrative reports referencing requests for 

investigative assistance relating to facial recognition technology or searches. This request 

includes but is not limited to all records containing or pertaining to:  

a. Statistics and other reports that reflect how frequently requests for investigative 

assistance related to facial recognition is used; 

b. Statistics and other reports that show the evolution of requests for investigative 

assistance related to facial recognition use over time; 

c. Statistics and other reports that show the number of times the SPD misidentified 

an individual using requests for investigative assistance for facial recognition; 

4. Any document containing the SPD legal analysis for the use of requests for investigative 

assistance related to facial recognition technology; 

5. Any internal policy referencing or pertaining to the use of requests for investigative 

assistance related to face recognition technology or searches. This request includes but is 

not limited to any internal document that shows how the SPD chooses to which agency 

send the request for investigative assistance; 

                                                      
9 See Julie Manganis, Police use facial recognition, and Facebook, to identify suspect, The Salem News, (May 10, 

208) available at https://www.salemnews.com/news/local_news/police-use-facial-recognition-and-facebook-to-

identify-suspect/article_b0a67ed1-c8a0-5920-8edc-09ef81e8a519.html 

https://www.salemnews.com/news/local_news/police-use-facial-recognition-and-facebook-to-identify-suspect/article_b0a67ed1-c8a0-5920-8edc-09ef81e8a519.html
https://www.salemnews.com/news/local_news/police-use-facial-recognition-and-facebook-to-identify-suspect/article_b0a67ed1-c8a0-5920-8edc-09ef81e8a519.html


 
 

 
 

6. All communications between or among members of the SPD and employees of the 

Registry of Motor Vehicles, the FBI, or any other state, federal, or local agency, 

pertaining to facial recognition searches or capabilities. 

7. All standard forms used to request investigatory assistance using facial recognition 

technology, and any instructions, policies or procedures regarding when and how such 

requests can be made. 

 

Because this request involves a matter of public concern and because it is made on behalf of a 

nonprofit organization, we ask that you waive any fees. ACLU is a nonprofit §501(c)(3) 

organization dedicated to the protection of civil rights and liberties for all persons in the 

Commonwealth of Massachusetts. As the state’s affiliate of the American Civil Liberties Union, 

the ACLU of Massachusetts is part of a nationwide network of advocates dedicated to defending 

and expanding the civil liberties of all. 

 

If you decide not to waive fees, we request that you permit us to examine, at our election, the 

responsive documents before deciding which portions to copy. We would prefer the documents 

in electronic format. 

 

Should you determine that some portion of the documents requested are exempt from disclosure, 

please release any reasonably segregable portions that are not exempt. In addition, please note 

the applicable statutory exemption and explain why it applies to the redacted portions. As you 

know, a custodian of public records shall comply with a request within ten days after receipt. 

 

If you have questions about this request, please contact me at (617) 482-3170 x346 or 

kcrockford@aclum.org.  

 

Thank you for your assistance. We look forward to your response. 

  

 

Sincerely, 

 

 
 

Kade Crockford 

Director 

Technology for Liberty Program 

ACLU of Massachusetts 
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May 30, 2019 

 

Sent via email  

 

Record Access Officer 

Salem Police Department 

93 Margin Street 

Salem, MA 01970 

records@salempd.net 

 

Re: Public records request related to the use of facial-recognition products or services 

 

To Whom It May Concern, 

 

This is a request under the Massachusetts Public Records Law, G.L. c. 66, § 10, made on behalf 

of the American Civil Liberties Union Foundation of Massachusetts (“ACLU”). 

 

The ACLU seeks records1 relating to the Salem Police Department’s plans for, acquisition of, 

and/or use of facial-recognition2 technology, including but not limited to products and services 

like Amazon Rekognition, Microsoft Face API, or NEC NeoFace. 

 

Records requested 

 

The ACLU requests all such records created on or after January 1, 2016, including but not 

limited to:  

 

1. Communications between any representative of the Salem Police Department and any 

representative of any vendor offering any facial-recognition product or service. 

2. Internal communications between representatives or employees of the Salem Police 

Department relating to any facial-recognition product or service. 

3. Documents relating to the Salem Police Department’s purchasing or use of facial 

recognition, including but not limited to: purchase orders, RFPs, licensing agreements, 

invoices, and contracts (including non-disclosure agreements) related to any facial-

recognition product or service. 

                                                      
1 Throughout this request, the term “records” includes but is not limited to any paper or 

electronic information, reports, evaluations, memoranda, correspondence, letters, emails, charts, 

graphs, flyers, meeting agendas, meeting minutes, training materials, diagrams, forms, DVDs, 

tapes, CDs, notes, or other similar materials. 

2 In this letter, “facial recognition” means the automated or semi-automated process by which a 

person is identified or attempted to be identified based on the characteristics of his or her face. 
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4. Materials relating to how any facial-recognition product or service functions (or functions 

improperly), including e-mails, handouts, PowerPoint presentations, advertisements, or 

specification documents. 

5. Manuals, policies, procedures, and practices governing the use or monitoring of a facial-

recognition product or service or related information or databases. This request includes, 

but is not limited to: 

a. Procedures for using, deleting, or retaining photos of subjects to be identified; 

b. Materials identifying any sources of such photos, such as mobile devices, body 

cameras, surveillance videos, identification photos, or arrest photos; 

c. Policies or procedures relating to the legal standard, if any, (e.g., probable cause, 

court order, relevance, consent) that is required before using any facial-

recognition product or service.  

d. Procedures the agency follows after a positive match, such as requiring 

independent or in-person verification; 

e. Permitted uses of the information created from a positive match. 

6. Training materials related to any facial-recognition product or service by employees of 

the Salem Police Department. 

7. Records relating to any mobile application related to any facial-recognition product or 

service. 

8. Records relating to any public process or debate about any facial-recognition product or 

service, including meeting agendas or minutes, public notice, analyses, or 

communications between the Salem Police Department and elected leaders or county 

officials. 

 

Because this request involves a matter of public concern and because it is made on behalf of a 

nonprofit organization, we ask that you waive any fees. ACLU is a nonprofit §501(c)(3) 

organization dedicated to the protection of civil rights and liberties for all persons in the 

Commonwealth of Massachusetts. As the state’s affiliate of the American Civil Liberties Union, 

the ACLU of Massachusetts is part of a nationwide network of advocates dedicated to defending 

and expanding the civil liberties of all. 

 

If you decide not to waive fees, we request that you permit us to examine, at our election, the 

responsive documents before deciding which portions to copy. We would prefer the documents 

in electronic format. 

 

Should you determine that some portion of the documents requested are exempt from disclosure, 

please release any reasonably segregable portions that are not exempt. In addition, please note 

the applicable statutory exemption and explain why it applies to the redacted portions. As you 

know, a custodian of public records shall comply with a request within ten days after receipt. 

 



 
 

 
 

If you have questions about this request, please contact me at (617) 482-3170 x346 or 

kcrockford@aclum.org.  

 

Thank you for your assistance. We look forward to your response. 

  

 

Sincerely, 

 

 
 

Kade Crockford 

Director 

Technology for Liberty Program 

ACLU of Massachusetts 
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