
From: RMV Business Partners
To: Constable Robert Short; RMV Business Partners
Subject: RE: RMV Access for Constables
Date: Thursday, July 11, 2019 6:06:37 PM
Attachments: SEC107 - Access Agreement v2-w Signature-Fillable.pdf

Hi Robert,  I can not accept the Access Agreement for the following reasons:
1.       Do not include your DBA name.  Your company does not get access, just you as a

constable
2.       You checked to many programs.  You should only check General Business

Partner.
3.       Your signature is not digitally acceptable. 

Please complete the attached Agreement and send it back to us.
 

From: Constable Robert Short [mailto:constableshort@live.com] 
Sent: Friday, November 2, 2018 9:14 AM
To: RMV Business Partners
Subject: Re: RMV Access for Constables
 
Hello,

Attached are the forms filled out you've requested. Please let me know if you need anything
else - thank you.

Constable Robert Short

From: RMV-DL - IS Security <RMV-DL-ISSecurity@dot.state.ma.us>
Sent: Thursday, October 25, 2018 7:24 PM
To: constableshort@live.com
Subject: RMV Access for Constables
 
Robert A. Short, Constable
 

You have been approved for remote access to the Registry of Motor Vehicles.  As of March 26th,
2018, the RMV records has been divided into two systems.   ALARS is our legacy system and has
all vehicle information.  ATLAS is our new system and has all driver information.  In the fall of
2019, vehicle information will be converted into the ATLAS system and ALARS/VPN will no
longer be needed. 
 
For connectivity to Driver Information:  Using the RMV’s web based ATLAS Business Portal.
Supported Browsers: Microsoft Edge13+, Microsoft Internet Explorer 7+, Safari 5+, Chrome
5+, Firefox 3.5+ or Opera10+
 
For connectivity to Vehicle Information: Currently the RMV, in conjunction with the Information
Technology Division (ITD) Data Center, uses Verizon’s Virtual Private Network (VPN) for it’s
remote access to the RMV’s ALARS. In order to gain access to the RMV’s database you must use
Verizon’s Universal Identity Service (UIS) and a Junos Pulse Client.  As well as purchase a TN3270
software.  Purchase the TN3270 software. Any TN3270 software should work with Verizon
UIS VPN, however most companies offer a 30 day trial period, we advise you to use the trial
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This agreement (hereinafter “Agreement”) is made and entered into by and between the Massachusetts 


Department of Transportation, through its Registry of Motor Vehicles Division (hereinafter the “RMV”), 


a body politic and corporate, and public instrumentality of the Commonwealth, established and 


operating pursuant to M.G.L. c. 6C and (Business Name)  ______________________________________  


dba _________________________________________________________________________________  


its affiliates and/or subsidiaries or, (hereinafter the “REQUESTOR”).  The Terms and Conditions of this 


Agreement shall be binding upon either party’s legal successor. 


RMV Program(s): (Check all that Applies)   


☐3rd Party Vendor ☐Bulk Data  ☐Driver Verification System (DVS)  ☐Driver Attitudinal Retraining 


Course (DARC)   ☐Electronic Public Driving Records (EPDR)  ☐General Business Partner  ☐Ignition 


Interlock Device  ☐Insurance Agency  ☐Insurance Company  ☐State Courts Against Road Rage(SCARR)   


RECITALS 


WHEREAS, the RMV stores personal and confidential information protected by the federal Driver Privacy 


Protection Act (18 U.S.C. § 2721 et seq.) (hereinafter “DPPA”) in its database and  


WHEREAS, the RMV is authorized under the DPPA to provide and/or allow access to records and data in 


its database containing personal and confidential information to permitted users for permissible 


purposes, as defined under the DPPA and 


WHEREAS, the RMV has established a Database to maintain and provide access to such records and data 


and 


WHEREAS, state and federal law, including the DPPA, protect personal information maintained in the 


records of the RMV and  


WHEREAS, Requestor desires to obtain records and data which may contain personal information from 


the RMV and 


WHEREAS, Requestor agrees that it is a permitted user of RMV records and data under the DPPA and 


WHEREAS, the RMV requires that Requestor execute this written Agreement to ensure that records and 


data obtained from the RMV will be used only for permissible purposes, as set forth in the DPPA, and 


that personal information contained in said records will be safeguarded and protected before Requestor 


obtains access to said records and data; 


NOW THEREFORE, in consideration of the foregoing recitals (which are hereby incorporated into and 


made an integral part of this Agreement), as well as the duties and obligations set forth in this 


Agreement, it is agreed by and between the parties as follows: 
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TERMS AND CONDITIONS 


1. Permitted Use: Requestor hereby certifies that Requestor is permitted to obtain access to RMV data 


under the provisions of the DPPA as it is: PICK FROM BELOW (CHECK ALL THAT APPLY): 


☐A. An insurance company licensed by the Massachusetts Division of Insurance to write 


 private passenger automobile policies in Massachusetts or an authorized agent or 


 service carrier wherein the records and data will be used to the extent authorized in the 


 safe driver insurance plan and for the purpose of complying with the requirements of 


 M.G.L. Chapter 90, §§1A, 34A, 34B and 34H pertaining to motor vehicle liability policies; 


☐B. An insurer or insurance support organization, a self-insured entity or an agent, 


 employee or contractor of such, wherein the records and data will be used in 


 connection with claims investigation activities, anti-fraud activities, rating or 


 underwriting; 


☐C. A federal, state or local governmental agency wherein the records and data will be used 


 for a permitted use as solely determined by the RMV and to carry out the official 


 functions of such agency; 


☐D. A legitimate business, which in the normal course of business will use RMV data solely 


 for the purpose of verifying the accuracy of personal information submitted by an 


 individual to the Requestor’s, agents, contractors or employees; 


☐E. A private entity or individual acting on behalf of a federal, state or local governmental 


 agency for item C above wherein the RMV’s records and data are used to carry out the 


 official functions of such federal, state, or local governmental agency; 


☐F. An authorized lender or lien holder that participates in the RMV’s Electronic Lien Holder 


 Program which permits electronic communication of certain title and lien information, 


 for the purpose of obtaining information about, posting and releasing motor vehicle 


 liens; 


☐G. A licensed motor vehicle dealership or insurance agency or other permitted entity that 


 has been approved by the RMV to participate in its EVR program and to register motor 


 vehicles electronically 


☐H. A Driving School licensed by the RMV under M.G.L. chapter 90, sections 32G and 


 32G1/2; 


☐I. A private entity that the RMV engages to provide programs in driver attitudinal training, 


 or similar services 


☐J. A private entity acting on the behalf of any of those listed in items A through I. 
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2. Access To and Use of Personal Data: Requestor certifies it will use RMV data solely for purposes 


consistent with Paragraph 1 of this Agreement.  Furthermore, the Requestor shall not use any 


personal information obtained pursuant to this Agreement for any purpose that is not permitted 


under Massachusetts or Federal laws, rules or regulations, as may be amended from time to time 


and the Requestor agrees it will comply with all applicable laws and regulations respecting access to 


and use of personal information, including the Federal Driver Privacy Protection Act (the “DPPA”) 


(18 U.S.C. §2721 et seq.), the Massachusetts Identity Theft Act, G.L. c. 93H, the Standards for the 


Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 17.00 and 


Executive Order 504.  The Requestor represents that it has read the DPPA, M.G.L. c. 93H, the 


Standards for the Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 


17.00 and Executive Order 504 and will comply with such laws and Order and all other applicable 


laws, state or federal, regarding access to and the use of motor vehicle records, personal 


information and data privacy and protection, as such laws may be amended from time to time.  The 


Requestor further agrees that Personal Information accessed under this Agreement shall not be 


used to create or aggregate the data for any purpose, except as specifically provided by federal or 


state law or other sections of this Agreement. 


3. Method of Access: Requestor will access data provided by the RMV via one or more of the following 


methods of access : 


a. Obtain files from and/or exchange files with the RMV using Secure File Transfer Protocol 


(“SFTP”).  


b. Call RMV Web Services; 


c. Utilize the eServices Portal or Business Portal; 


d. Using a 3rd Party Vendor that supplies RMV records 


4. Training: Requestor agrees to participate in and complete any training programs in the use of the 


RMV database, as the RMV in its sole discretion, deems necessary. 


5. Data: The RMV may, at its sole discretion and based on the Permitted Use(s) defined in Paragraph 1 


above, make its records and data available to Requestor solely to perform the business functions as 


defined in the Permitted Use in paragraph 1. 


6. Term:  This Agreement shall be in effect for three years, and may be renewed for additional three 


year periods upon notification from the RMV.  The RMV will notify the Requestor on two separate 


occasions in the 30 day period prior to the expiration of the Agreement via the Requestor’s e-mail 


address, as provided.   If the Requestor does not renew the Agreement prior to its expiration date, 


all access will terminate on that date. 


7. Cost:  The requestor will pay the RMV any and all applicable fees established in 801 CMR 4.02, which 


may be subject to change.  


8. Electronic Security Requirements: 


a. The Requestor, by this agreement, certifies it has an information security program in place 


that follow current industry design and best practices, including, but not limited to those 


published by The National Institute of Standards & Technology (NIST), the SANS (SysAdmin, 


Audit, Network, Security (SANS) Institute), and other recognized bodies to prevent 


unauthorized electronic access to RMV data or to its database.    


b. For All Requestors , using any Access Method, Requestor agrees to do the following: 
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i. Have written procedures in place to insure the electronic safety, physical security and 


confidentiality of RMV data in accordance with paragraph 10 of this Agreement; 


ii. Have written procedures in place that insure RMV data is accessed only for permitted 


uses under the DPPA and consistent with paragraph 10 of this Agreement. 


c. For Requestors Who Select Web Services or SFTP Option under Paragraph 3. Requestor 


agrees to do the following: 


i. Assign a unique ID to each end user who will access RMV data.   


ii. Implement written password policies and procedures that follow current 


industry design and best practices such as: 


1. those published by The National Institute of Standards & Technology 


(currently SP800-63b section 5); 


2. the SANS (SysAdmin, Audit, Network, Security Institute) Password 


Construction Guidelines (currently SANS document section 4)and 


3. those published by other recognized bodies such as IRS1075 (currently 


section 9.3.7.5).  


iii. The standards referenced in subsection ii above must be designed to prevent 


unauthorized access to RMV data or to its database. 


iv. Deactivate the unique ID immediately when the end user leaves the Requestor’s 


employment or when the ID has not been used for a period of 90 days. 


v. Maintain an electronic log of all transactions with the RMV for 5 years.  The log 


shall contain all the transactions performed by each end user including the end 


user’s unique ID (if applicable), the end-user’s full name, date and time of each 


transaction performed and/or inquiry. 


vi. Respond within 3 business days to the RMV’s request to review a specific 


transaction or series of transactions including the end user’s name, unique ID, 


dates, times and reason for the transaction(s).  The RMV may, but is not 


required, to inform the Requestor as to its reason for the request. 


vii. Failure to comply with subsections i-vi above may result in termination of the 


Agreement under the provisions of paragraph 12. 


9. A. Data Retention/Audit For SFTP And Web Services Users:  The SFTP and/or Web Services 


Requestor shall at all times adhere to the data retention and destruction requirements of M.G.L. 


Chapter 93I and the Massachusetts Public Records Law. Any data obtained from the RMV shall be 


shredded, destroyed or disposed of in compliance with Chapter 93I after its business purpose has 


expired.  The Requestor shall maintain a record of transactions it performs using RMV data for a 


period of 5 years.  Such record shall include the name of the person or entity that accessed the 


data; the time and date the data was provided to said person or entity and the customer 


information.  The RMV may in its discretion audit all such documentation. The RMV will provide the 


Requestor with written notice at least three (3) business days prior to said audit, which shall be 


performed with the reasonable cooperation of the Requestor.  In the event the Requestor cannot 


provide a legitimate reason for accessing said data, said failure to do so may constitute a material 


breach under paragraph 12 of this Agreement.  Furthermore, if the RMV’s audit reveals 


inaccuracies or a violation of any provision of this Agreement, said violation or inaccuracies may be 
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considered a material breach under paragraph 12 of the Agreement.    If the Requestor does not 


have an office location in Massachusetts, upon request, the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


B. Data Retention/Audit For eServices Portal, Business Portal and Businesses using a 3rd Party: 


The eServices Portal, Business Portal Requestor and/or businesses using a 3rd Party Vendor shall at 


all times adhere to the data retention and destruction requirements of M.G.L. Chapter 93I and the 


Massachusetts Public Records Law.  Any data obtained from the RMV shall be shredded, destroyed 


or disposed of in compliance with Chapter 93I after its business purpose has expired.   The RMV 


may track and audit all business transactions.   The RMV may in its sole discretion require the 


requestor to explain and/or demonstrate its legitimate business purpose or permitted use for 


accessing the RMV’s data for any particular transaction.  Failure by the Requestor to do so may 


constitute a material breach under paragraph 12 of this Agreement.  If the Requestor does not 


have an office location in Massachusetts, upon request the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


10. Physical Security Of Data and Confidentiality:    The Requestor shall do the following: 


a. Ensure that RMV records are not visible to unauthorized individuals; 


b. Shred or deposit RMV records into a locked shredder container when no longer needed; 


c. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the 


DPPA.  Requestor may be liable for impermissible dissemination of personal information to 


any individual to whom the personal information pertains; 


d. Never misrepresent Requestor’s identity or make a false statement in connection with a 


request for personal information with the intention of obtaining said information in a 


manner not authorized under this Agreement or the DPPA; 


e. Never disseminate RMV records unless such dissemination is required by the Requestor’s job 


duties; 


f. Never use RMV records in the furtherance of an illegal act, including a violation of any 


criminal or civil laws;  


11. A. Background Checks For Requestors Who Receive Personal Information Contained in RMV 


Records and Data: 


a. Prior to permitting access to the RMV’s records and data, Requestor shall ensure through  


background checks that its employees, contractors and agents who have access to or who 


may view RMV data have not been convicted of a felony involving violence, dishonesty, 


deceit or indecency.   A Requestor’s employee, contractor or agent who has been convicted 


of such a felony shall not be qualified to access RMV data or view its data. For eServices 


Portal Administrators a back ground check will be conducted by the RMV.  


b. For Requestors Who Select the Business Portal Option under Paragraph 3: The RMV shall 


conduct background checks to ensure that the proposed employee, contractor and agent 


who will have access to or who may view RMV data has not been convicted of a felony 


involving violence, dishonesty, deceit or indecency.   A Requestor’s employee, contractor or 


agent who has been convicted of such a felony shall not be authorized to access the RMV 


database or view its data.  
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12. Termination for Breach:  In addition to any termination of rights contained in this Agreement 


herein, the RMV may immediately terminate the Agreement and the Requestor’s access to RMV 


data at any time, if the RMV determines in the exercise of its sole discretion, that the Requestor 


engaged in a material violation of any term of this Agreement, the DPPA, M.G.L. c. 93H, Executive 


Order 504, or any other law pertaining to the privacy of motor vehicle records.  The RMV shall have 


no liability to the Requestor for terminating the Agreement under this provision.  


13. Right to Appeal:  The Requestor shall have the right to appeal the RMV’s decision to terminate 


Requestor’s access to RMV data pursuant to paragraph 12 above.  Appeals should be made in 


writing and should be addressed to the Registrar of Motor Vehicles (“Registrar”).  If no such appeal 


is made within 30 days of the termination, the termination shall be final.  If the Requestor files an 


appeal within said 30 days period, the Registrar shall review the RMV’s decision to terminate and 


shall make a final determination as to whether the terms of this Agreement were breached and, if 


so, whether the termination of access was appropriate.  In making the final determination, the 


Registrar may consider any documentation proffered by the Requestor evidencing affirmative steps 


taken to prevent similar violations of this Agreement.  The Registrar’s decision is final and 


dispositive and no further appeal process is available.  


14. 30 Day Termination:   Notwithstanding paragraph 5, this Agreement may be terminated by either 


party at any time upon thirty (30) days written notice. This agreement may be immediately 


terminated without advance notification upon any material breach of any covenant by either party, 


or if the performance of this Agreement by the RMV is made impossible or impractical, as 


determined in the sole reasonable judgment of the RMV, or if the requestor has not accessed the 


RMV’s data base for a period of ninety (90) days, by any order of any Court, or any action of the 


Legislature of the Commonwealth of Massachusetts.  Notice of termination shall be in writing 


signed by a duly-authorized representative of the terminating party and deposited with the United 


States Postal Service correctly addressed and postage prepaid. 


15. Indemnification:  The Requestor agrees to defend, hold harmless and indemnify the RMV, the 


Massachusetts Department of Transportation, the Commonwealth of Massachusetts and their 


employees and agents from any and all claims, actions, damages, or losses which may be brought 


or alleged against them for the negligent, improper, or unauthorized access, use or dissemination 


of the personal information contained in the RMV data.  The Requestor shall indemnify and hold 


harmless the Commonwealth of Massachusetts and the Massachusetts Department of 


Transportation, and the RMV against any liability, claim loss, damage or expense, of every nature 


and kind in law or equity, arising out of or in connection with any misuse or misappropriation of 


any RMV Data obtained from the RMV; any failure of the Requestor to comply with any applicable 


provisions of State or Federal laws or regulations regarding privacy of motor vehicle records or 


data; any failure to safeguard and limit access to the RMV Data as required herein; and/or any 


other acts or omissions of the Requestor or its employees or agents in connection with the 


performance, exercise, or enjoyment of this Agreement, including without limitation reasonable 


attorney’s fees and other costs of defending any such claim or action. The obligations under this 


paragraph shall survive the termination of this Agreement. 
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16. Non-Assignment:  The Requestor shall not assign or in any way transfer any interest in this 


Agreement. 


17. Non-Exclusivity:  The Requestor acknowledges that this Agreement is not an exclusive agreement.  


At its sole discretion the RMV may enter into agreements with other parties for the same or similar 


services as provided by this Agreement, on such terms and conditions as the RMV determines in its 


sole discretion.  


18. Warranty:  The RMV makes no representation or warranty, express or implied, with respect to the 


accuracy of any RMV Data from a source other than the RMV.  Therefore, except for acts or 


omissions that constitute gross negligence or willful misconduct by the Commonwealth of 


Massachusetts, the Massachusetts Department of Transportation, the RMV, their employees or 


agents, neither the Commonwealth of Massachusetts, the Massachusetts Department of 


Transportation, the RMV, or their employees or agents shall be liable to the Requestor for any 


costs, claims, liability, damages, expenses, lost production, or any other loss of any nature or kind, 


in law or equity, in connection with this Agreement, including but not limited to inaccurate, 


incomplete or unavailable RMV data. 


19. Litigation Notice:  The Requestor shall immediately notify the Office of the General Counsel at the 


Massachusetts Department of Transportation in the event that it is sued or litigation is filed 


concerning the Requestor’s use of RMV data. 


20. Notice of Data Breach:  The Requestor shall immediately notify the Chief Information Security 


Office for the Massachusetts Department of Transportation at InfoSecTeam@dot.state.ma.us in 


the event of a data breach or misuse of RMV data.  The Requestor is responsible for all notifications 


and remediation pursuant to M.G.L. Chapter 93H. 


21. Forum:  This agreement shall be construed under and governed by the laws and Executive Order 


504 of the Commonwealth of Massachusetts. 


22. Discrimination:  The Requestor shall not engage in any unlawful discrimination against any person 


based upon the RMV Data obtained pursuant to this Agreement, and the requestor agrees to 


comply with all applicable State and Federal laws, rules and regulations prohibiting discrimination 


in employment, including but not limit to 42 USC 12101, 28 CFR Part 35, 29 USC 791 et seq., 


Massachusetts General Laws Chapter 151 B and Chapter 272, §92A and §98 et seq. and Executive 


Orders 227, 237, and 246, or any amendments to such provisions. 


23. Severability Clause:  In the event that any provision in this agreement shall be or become invalid, 


illegal or unenforceable, the validity, legality and enforceability of the remaining provisions shall 


not in any way be affected or impaired thereby and such provision shall be ineffective only to the 


extent of such invalidity, illegality or unenforceability. 


24. Complete Instrument:  This Agreement constitutes the entire agreement of the parties and 


supersedes all other prior written or oral agreements between the parties with respect to subject 


matter hereof.  This Agreement may be changed, modified or amended at any time only by an 


instrument in writing, signed by duly authorized representatives of both parties hereto. 


25. Notice:  Notice required or permitted by this Agreement shall be addressed to the address(s) as 


maintained by the requestor on their company profile on the RMV eServices Portal or as follows: 
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To the RMV:  


  MassDOT Registry of Motor Vehicles Division 


  RMV IS Security 


  25 Newport Avenue Extension  


  Quincy, MA  02171 


  RMVBusinessPartners@state.ma.us 


To the Requestor: (Print Business Name, Address and email address) 


 Business Name: ___________________________________________________________________  


 Address Line 1: ___________________________________________________________________  


 Address Line 2: ___________________________________________________________________  


 Email:  ___________________________________________________________________  


 


Any party may change its address for the purposes of receipt of notices by providing written notice 


to the other party in accordance with this paragraph. 


26. Execution: This Agreement may be executed in one or more counterparts, each of which will be 


deemed to be an original copy of this Agreement and all of which, when taken together, will be 


deemed to constitute one and the same agreement. The facsimile, email or other electronically 


delivered signatures of the parties shall be deemed to constitute original signatures, and facsimile 


or electronic copies hereof shall be deemed to constitute duplicate originals 


IN WITNESS WHEREOF, the parties have hereto caused this instrument to be executed by their duly 


authorized officials or officers. 


 The Massachusetts Department  ____________________________________________ 


 Of Transportation, Registry of Motor Business Name 


 Vehicles Division 


 


 __________________________  ____________________________________________ 
 Authorized Official’s Signature  Authorized Official’s Signature  
 


 _________________________  ____________________________________________ 
Title     Title 


 _________________________  ____________________________________________ 
 Date     Date 





		3rd: Off

		Bulk Data: Off

		Driver Verification System DVS: Off

		Driver Attitudinal Retraining: Off

		Electronic Public Driving Records EPDR: Off

		General Business Partner: Off

		Ignition: Off

		Insurance Agency: Off

		Insurance Company: Off

		State Courts Against Road RageSCARR: Off

		A: Off

		B: Off

		C: Off

		D: Off

		E: Off

		F: Off

		G: Off

		H: Off

		I: Off

		J: Off

		Title: 

		Date: 

		Business Name_2: 

		Title_2: 

		Date_2: 

		dba: 

		Business Name: 

		Address Line 1: 

		Address Line 2: 

		Email: 







before you purchase the software to make sure all is compatible.  You can find this software
by searching the internet. 
 
Please note:  You as the constable is approved for on-line access, when completing the
following forms please use your name, not the name of your company. Also, this on-line access
does not have photo images of people.   Your local police dept has this access thru CJIS.  
 
In the attached pdf document, you will find:

□        Agreement for Access to Records and Data Maintained by the Registry of Motor
Vehicles

o   Must be completed and signed by the constable.  Do not use the name of your
constable business. 

□        RMV Business Partner Contact Form
o   This form is used to collect the Business Owner, Program, Legal, Financial,

Technical, and Security contacts information. You may write same as above for all
contacts.

□        RMV Business Partner User Request form
o   This form is used to identify the End User that will need access to the Business Portal

and ALARS.
 

□        Verizon’s Service Order for Commonwealth of Massachusetts form must be completed.
This form will establish an account with Verizon. The RMV will approve the form and send
the information to Verizon.  You do not have to communicate with Verizon directly. 
 

□        The Verizon’s VPN Service Description document, is a detail documentation on what
Verizon is responsible for providing to you. No need to return these pages.

 
Complete & submit the documents to RmvBusinessPartners@state.ma.us  or mail to: RMV IS
Security, 25 Newport Avenue Ext, Quincy, MA   02171.   
 
With access to two systems, there will be two forms of training. 

1)      For ATLAS training, you must complete the computer based training by clicking
on this link:  http://atlas.massrmv.com/Constables.aspx

2)      For ALARS training, you must attend a training class in person before you are given
credentials to log into the VPN/ALARS.  We will contact you when a class is available. 

 
For ATLAS (Driver Information) you will be sent an email from RMV-DL-ISSecurity@state.ma.us
with your ATLAS credentials.  
For ALARS (Vehicle Information) you will receive an email from MassIT-VPN@betrusted.net to
register for the VPN and download the Junos Software.
Please make sure these email addresses are not blocked or added to your delete/spam/junk folders. 
 
If you should have any questions, please contact IS Security at (857)368-7930.
 



From: RMV IS Security
Subject: RMV Access for Constables
Date: Thursday, July 11, 2019 6:06:37 PM
Attachments: Constable-All docs.pdf

To: Bernard Fafel, Constable
 

You have been approved for remote access to the Registry of Motor Vehicles. As of March 26th,
2018, the RMV records has been divided into two systems. ALARS is our legacy system and has all
vehicle information. ATLAS is our new system and has all driver information. In the fall of 2019,
vehicle information will be converted into the ATLAS system and ALARS/VPN will no longer be
needed.
 
For connectivity to Driver Information: Using the RMV’s web based ATLAS Business Portal.
Supported Browsers: Microsoft Edge13+, Microsoft Internet Explorer 7+, Safari 5+, Chrome
5+, Firefox 3.5+ or Opera10+
 
For connectivity to Vehicle Information: Currently the RMV, in conjunction with the Information
Technology Division (ITD) Data Center, uses Verizon’s Virtual Private Network (VPN) for it’s
remote access to the RMV’s ALARS. In order to gain access to the RMV’s database you must use
Verizon’s Universal Identity Service (UIS) and a Junos Pulse Client. As well as purchase a TN3270
software. Purchase the TN3270 software. Any TN3270 software should work with Verizon
UIS VPN, however most companies offer a 30 day trial period, we advise you to use the trial
before you purchase the software to make sure all is compatible. You can find this software by
searching the internet.
 
Please note: You as the constable is approved for on-line access, when completing the following
forms please use your name, not the name of your company. Also, this on-line access does not
have photo images of people. Your local police dept has this access thru CJIS.
 
In the attached pdf document, you will find:

□        Agreement for Access to Records and Data Maintained by the Registry of Motor
Vehicles

o   Must be completed and signed by the constable. Do not use the name of your
constable business.

□        RMV Business Partner Contact Form
o   This form is used to collect the Business Owner, Program, Legal, Financial,

Technical, and Security contacts information. You may write same as above for all
contacts.

□        RMV Business Partner User Request form
o   This form is used to identify the End User that will need access to the Business Portal

and ALARS.
 

□        Verizon’s Service Order for Commonwealth of Massachusetts form must be completed.
This form will establish an account with Verizon. The RMV will approve the form and send
the information to Verizon. You do not have to communicate with Verizon directly.
 

□        The Verizon’s VPN Service Description document, is a detail documentation on what
Verizon is responsible for providing to you. No need to return these pages.
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This agreement (hereinafter “Agreement”) is made and entered into by and between the Massachusetts 


Department of Transportation, through its Registry of Motor Vehicles Division (hereinafter the “RMV”), 


a body politic and corporate, and public instrumentality of the Commonwealth, established and 


operating pursuant to M.G.L. c. 6C and (Business Name)  ______________________________________  


dba _________________________________________________________________________________  


its affiliates and/or subsidiaries or, (hereinafter the “REQUESTOR”).  The Terms and Conditions of this 


Agreement shall be binding upon either party’s legal successor. 


RMV Program(s): (Check all that Applies)   


☐3rd Party Vendor ☐Bulk Data  ☐Driver Verification System (DVS)  ☐Driver Attitudinal Retraining 


Course (DARC)   ☐Electronic Public Driving Records (EPDR)  ☐General Business Partner  ☐Ignition 


Interlock Device  ☐Insurance Agency  ☐Insurance Company  ☐State Courts Against Road Rage(SCARR)   


RECITALS 


WHEREAS, the RMV stores personal and confidential information protected by the federal Driver Privacy 


Protection Act (18 U.S.C. § 2721 et seq.) (hereinafter “DPPA”) in its database and  


WHEREAS, the RMV is authorized under the DPPA to provide and/or allow access to records and data in 


its database containing personal and confidential information to permitted users for permissible 


purposes, as defined under the DPPA and 


WHEREAS, the RMV has established a Database to maintain and provide access to such records and data 


and 


WHEREAS, state and federal law, including the DPPA, protect personal information maintained in the 


records of the RMV and  


WHEREAS, Requestor desires to obtain records and data which may contain personal information from 


the RMV and 


WHEREAS, Requestor agrees that it is a permitted user of RMV records and data under the DPPA and 


WHEREAS, the RMV requires that Requestor execute this written Agreement to ensure that records and 


data obtained from the RMV will be used only for permissible purposes, as set forth in the DPPA, and 


that personal information contained in said records will be safeguarded and protected before Requestor 


obtains access to said records and data; 


NOW THEREFORE, in consideration of the foregoing recitals (which are hereby incorporated into and 


made an integral part of this Agreement), as well as the duties and obligations set forth in this 


Agreement, it is agreed by and between the parties as follows: 
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TERMS AND CONDITIONS 


1. Permitted Use: Requestor hereby certifies that Requestor is permitted to obtain access to RMV data 


under the provisions of the DPPA as it is: PICK FROM BELOW (CHECK ALL THAT APPLY): 


☐A. An insurance company licensed by the Massachusetts Division of Insurance to write 


 private passenger automobile policies in Massachusetts or an authorized agent or 


 service carrier wherein the records and data will be used to the extent authorized in the 


 safe driver insurance plan and for the purpose of complying with the requirements of 


 M.G.L. Chapter 90, §§1A, 34A, 34B and 34H pertaining to motor vehicle liability policies; 


☐B. An insurer or insurance support organization, a self-insured entity or an agent, 


 employee or contractor of such, wherein the records and data will be used in 


 connection with claims investigation activities, anti-fraud activities, rating or 


 underwriting; 


☐C. A federal, state or local governmental agency wherein the records and data will be used 


 for a permitted use as solely determined by the RMV and to carry out the official 


 functions of such agency; 


☐D. A legitimate business, which in the normal course of business will use RMV data solely 


 for the purpose of verifying the accuracy of personal information submitted by an 


 individual to the Requestor’s, agents, contractors or employees; 


☐E. A private entity or individual acting on behalf of a federal, state or local governmental 


 agency for item C above wherein the RMV’s records and data are used to carry out the 


 official functions of such federal, state, or local governmental agency; 


☐F. An authorized lender or lien holder that participates in the RMV’s Electronic Lien Holder 


 Program which permits electronic communication of certain title and lien information, 


 for the purpose of obtaining information about, posting and releasing motor vehicle 


 liens; 


☐G. A licensed motor vehicle dealership or insurance agency or other permitted entity that 


 has been approved by the RMV to participate in its EVR program and to register motor 


 vehicles electronically 


☐H. A Driving School licensed by the RMV under M.G.L. chapter 90, sections 32G and 


 32G1/2; 


☐I. A private entity that the RMV engages to provide programs in driver attitudinal training, 


 or similar services 


☐J. A private entity acting on the behalf of any of those listed in items A through I. 
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2. Access To and Use of Personal Data: Requestor certifies it will use RMV data solely for purposes 


consistent with Paragraph 1 of this Agreement.  Furthermore, the Requestor shall not use any 


personal information obtained pursuant to this Agreement for any purpose that is not permitted 


under Massachusetts or Federal laws, rules or regulations, as may be amended from time to time 


and the Requestor agrees it will comply with all applicable laws and regulations respecting access to 


and use of personal information, including the Federal Driver Privacy Protection Act (the “DPPA”) 


(18 U.S.C. §2721 et seq.), the Massachusetts Identity Theft Act, G.L. c. 93H, the Standards for the 


Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 17.00 and 


Executive Order 504.  The Requestor represents that it has read the DPPA, M.G.L. c. 93H, the 


Standards for the Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 


17.00 and Executive Order 504 and will comply with such laws and Order and all other applicable 


laws, state or federal, regarding access to and the use of motor vehicle records, personal 


information and data privacy and protection, as such laws may be amended from time to time.  The 


Requestor further agrees that Personal Information accessed under this Agreement shall not be 


used to create or aggregate the data for any purpose, except as specifically provided by federal or 


state law or other sections of this Agreement. 


3. Method of Access: Requestor will access data provided by the RMV via one or more of the following 


methods of access : 


a. Obtain files from and/or exchange files with the RMV using Secure File Transfer Protocol 


(“SFTP”).  


b. Call RMV Web Services; 


c. Utilize the eServices Portal or Business Portal; 


d. Using a 3rd Party Vendor that supplies RMV records 


4. Training: Requestor agrees to participate in and complete any training programs in the use of the 


RMV database, as the RMV in its sole discretion, deems necessary. 


5. Data: The RMV may, at its sole discretion and based on the Permitted Use(s) defined in Paragraph 1 


above, make its records and data available to Requestor solely to perform the business functions as 


defined in the Permitted Use in paragraph 1. 


6. Term:  This Agreement shall be in effect for three years, and may be renewed for additional three 


year periods upon notification from the RMV.  The RMV will notify the Requestor on two separate 


occasions in the 30 day period prior to the expiration of the Agreement via the Requestor’s e-mail 


address, as provided.   If the Requestor does not renew the Agreement prior to its expiration date, 


all access will terminate on that date. 


7. Cost:  The requestor will pay the RMV any and all applicable fees established in 801 CMR 4.02, which 


may be subject to change.  


8. Electronic Security Requirements: 


a. The Requestor, by this agreement, certifies it has an information security program in place 


that follow current industry design and best practices, including, but not limited to those 


published by The National Institute of Standards & Technology (NIST), the SANS (SysAdmin, 


Audit, Network, Security (SANS) Institute), and other recognized bodies to prevent 


unauthorized electronic access to RMV data or to its database.    


b. For All Requestors , using any Access Method, Requestor agrees to do the following: 
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i. Have written procedures in place to insure the electronic safety, physical security and 


confidentiality of RMV data in accordance with paragraph 10 of this Agreement; 


ii. Have written procedures in place that insure RMV data is accessed only for permitted 


uses under the DPPA and consistent with paragraph 10 of this Agreement. 


c. For Requestors Who Select Web Services or SFTP Option under Paragraph 3. Requestor 


agrees to do the following: 


i. Assign a unique ID to each end user who will access RMV data.   


ii. Implement written password policies and procedures that follow current 


industry design and best practices such as: 


1. those published by The National Institute of Standards & Technology 


(currently SP800-63b section 5); 


2. the SANS (SysAdmin, Audit, Network, Security Institute) Password 


Construction Guidelines (currently SANS document section 4)and 


3. those published by other recognized bodies such as IRS1075 (currently 


section 9.3.7.5).  


iii. The standards referenced in subsection ii above must be designed to prevent 


unauthorized access to RMV data or to its database. 


iv. Deactivate the unique ID immediately when the end user leaves the Requestor’s 


employment or when the ID has not been used for a period of 90 days. 


v. Maintain an electronic log of all transactions with the RMV for 5 years.  The log 


shall contain all the transactions performed by each end user including the end 


user’s unique ID (if applicable), the end-user’s full name, date and time of each 


transaction performed and/or inquiry. 


vi. Respond within 3 business days to the RMV’s request to review a specific 


transaction or series of transactions including the end user’s name, unique ID, 


dates, times and reason for the transaction(s).  The RMV may, but is not 


required, to inform the Requestor as to its reason for the request. 


vii. Failure to comply with subsections i-vi above may result in termination of the 


Agreement under the provisions of paragraph 12. 


9. A. Data Retention/Audit For SFTP And Web Services Users:  The SFTP and/or Web Services 


Requestor shall at all times adhere to the data retention and destruction requirements of M.G.L. 


Chapter 93I and the Massachusetts Public Records Law. Any data obtained from the RMV shall be 


shredded, destroyed or disposed of in compliance with Chapter 93I after its business purpose has 


expired.  The Requestor shall maintain a record of transactions it performs using RMV data for a 


period of 5 years.  Such record shall include the name of the person or entity that accessed the 


data; the time and date the data was provided to said person or entity and the customer 


information.  The RMV may in its discretion audit all such documentation. The RMV will provide the 


Requestor with written notice at least three (3) business days prior to said audit, which shall be 


performed with the reasonable cooperation of the Requestor.  In the event the Requestor cannot 


provide a legitimate reason for accessing said data, said failure to do so may constitute a material 


breach under paragraph 12 of this Agreement.  Furthermore, if the RMV’s audit reveals 


inaccuracies or a violation of any provision of this Agreement, said violation or inaccuracies may be 
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considered a material breach under paragraph 12 of the Agreement.    If the Requestor does not 


have an office location in Massachusetts, upon request, the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


B. Data Retention/Audit For eServices Portal, Business Portal and Businesses using a 3rd Party: 


The eServices Portal, Business Portal Requestor and/or businesses using a 3rd Party Vendor shall at 


all times adhere to the data retention and destruction requirements of M.G.L. Chapter 93I and the 


Massachusetts Public Records Law.  Any data obtained from the RMV shall be shredded, destroyed 


or disposed of in compliance with Chapter 93I after its business purpose has expired.   The RMV 


may track and audit all business transactions.   The RMV may in its sole discretion require the 


requestor to explain and/or demonstrate its legitimate business purpose or permitted use for 


accessing the RMV’s data for any particular transaction.  Failure by the Requestor to do so may 


constitute a material breach under paragraph 12 of this Agreement.  If the Requestor does not 


have an office location in Massachusetts, upon request the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


10. Physical Security Of Data and Confidentiality:    The Requestor shall do the following: 


a. Ensure that RMV records are not visible to unauthorized individuals; 


b. Shred or deposit RMV records into a locked shredder container when no longer needed; 


c. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the 


DPPA.  Requestor may be liable for impermissible dissemination of personal information to 


any individual to whom the personal information pertains; 


d. Never misrepresent Requestor’s identity or make a false statement in connection with a 


request for personal information with the intention of obtaining said information in a 


manner not authorized under this Agreement or the DPPA; 


e. Never disseminate RMV records unless such dissemination is required by the Requestor’s job 


duties; 


f. Never use RMV records in the furtherance of an illegal act, including a violation of any 


criminal or civil laws;  


11. A. Background Checks For Requestors Who Receive Personal Information Contained in RMV 


Records and Data: 


a. Prior to permitting access to the RMV’s records and data, Requestor shall ensure through  


background checks that its employees, contractors and agents who have access to or who 


may view RMV data have not been convicted of a felony involving violence, dishonesty, 


deceit or indecency.   A Requestor’s employee, contractor or agent who has been convicted 


of such a felony shall not be qualified to access RMV data or view its data. For eServices 


Portal Administrators a back ground check will be conducted by the RMV.  


b. For Requestors Who Select the Business Portal Option under Paragraph 3: The RMV shall 


conduct background checks to ensure that the proposed employee, contractor and agent 


who will have access to or who may view RMV data has not been convicted of a felony 


involving violence, dishonesty, deceit or indecency.   A Requestor’s employee, contractor or 


agent who has been convicted of such a felony shall not be authorized to access the RMV 


database or view its data.  
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12. Termination for Breach:  In addition to any termination of rights contained in this Agreement 


herein, the RMV may immediately terminate the Agreement and the Requestor’s access to RMV 


data at any time, if the RMV determines in the exercise of its sole discretion, that the Requestor 


engaged in a material violation of any term of this Agreement, the DPPA, M.G.L. c. 93H, Executive 


Order 504, or any other law pertaining to the privacy of motor vehicle records.  The RMV shall have 


no liability to the Requestor for terminating the Agreement under this provision.  


13. Right to Appeal:  The Requestor shall have the right to appeal the RMV’s decision to terminate 


Requestor’s access to RMV data pursuant to paragraph 12 above.  Appeals should be made in 


writing and should be addressed to the Registrar of Motor Vehicles (“Registrar”).  If no such appeal 


is made within 30 days of the termination, the termination shall be final.  If the Requestor files an 


appeal within said 30 days period, the Registrar shall review the RMV’s decision to terminate and 


shall make a final determination as to whether the terms of this Agreement were breached and, if 


so, whether the termination of access was appropriate.  In making the final determination, the 


Registrar may consider any documentation proffered by the Requestor evidencing affirmative steps 


taken to prevent similar violations of this Agreement.  The Registrar’s decision is final and 


dispositive and no further appeal process is available.  


14. 30 Day Termination:   Notwithstanding paragraph 5, this Agreement may be terminated by either 


party at any time upon thirty (30) days written notice. This agreement may be immediately 


terminated without advance notification upon any material breach of any covenant by either party, 


or if the performance of this Agreement by the RMV is made impossible or impractical, as 


determined in the sole reasonable judgment of the RMV, or if the requestor has not accessed the 


RMV’s data base for a period of ninety (90) days, by any order of any Court, or any action of the 


Legislature of the Commonwealth of Massachusetts.  Notice of termination shall be in writing 


signed by a duly-authorized representative of the terminating party and deposited with the United 


States Postal Service correctly addressed and postage prepaid. 


15. Indemnification:  The Requestor agrees to defend, hold harmless and indemnify the RMV, the 


Massachusetts Department of Transportation, the Commonwealth of Massachusetts and their 


employees and agents from any and all claims, actions, damages, or losses which may be brought 


or alleged against them for the negligent, improper, or unauthorized access, use or dissemination 


of the personal information contained in the RMV data.  The Requestor shall indemnify and hold 


harmless the Commonwealth of Massachusetts and the Massachusetts Department of 


Transportation, and the RMV against any liability, claim loss, damage or expense, of every nature 


and kind in law or equity, arising out of or in connection with any misuse or misappropriation of 


any RMV Data obtained from the RMV; any failure of the Requestor to comply with any applicable 


provisions of State or Federal laws or regulations regarding privacy of motor vehicle records or 


data; any failure to safeguard and limit access to the RMV Data as required herein; and/or any 


other acts or omissions of the Requestor or its employees or agents in connection with the 


performance, exercise, or enjoyment of this Agreement, including without limitation reasonable 


attorney’s fees and other costs of defending any such claim or action. The obligations under this 


paragraph shall survive the termination of this Agreement. 
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16. Non-Assignment:  The Requestor shall not assign or in any way transfer any interest in this 


Agreement. 


17. Non-Exclusivity:  The Requestor acknowledges that this Agreement is not an exclusive agreement.  


At its sole discretion the RMV may enter into agreements with other parties for the same or similar 


services as provided by this Agreement, on such terms and conditions as the RMV determines in its 


sole discretion.  


18. Warranty:  The RMV makes no representation or warranty, express or implied, with respect to the 


accuracy of any RMV Data from a source other than the RMV.  Therefore, except for acts or 


omissions that constitute gross negligence or willful misconduct by the Commonwealth of 


Massachusetts, the Massachusetts Department of Transportation, the RMV, their employees or 


agents, neither the Commonwealth of Massachusetts, the Massachusetts Department of 


Transportation, the RMV, or their employees or agents shall be liable to the Requestor for any 


costs, claims, liability, damages, expenses, lost production, or any other loss of any nature or kind, 


in law or equity, in connection with this Agreement, including but not limited to inaccurate, 


incomplete or unavailable RMV data. 


19. Litigation Notice:  The Requestor shall immediately notify the Office of the General Counsel at the 


Massachusetts Department of Transportation in the event that it is sued or litigation is filed 


concerning the Requestor’s use of RMV data. 


20. Notice of Data Breach:  The Requestor shall immediately notify the Chief Information Security 


Office for the Massachusetts Department of Transportation at InfoSecTeam@dot.state.ma.us in 


the event of a data breach or misuse of RMV data.  The Requestor is responsible for all notifications 


and remediation pursuant to M.G.L. Chapter 93H. 


21. Forum:  This agreement shall be construed under and governed by the laws and Executive Order 


504 of the Commonwealth of Massachusetts. 


22. Discrimination:  The Requestor shall not engage in any unlawful discrimination against any person 


based upon the RMV Data obtained pursuant to this Agreement, and the requestor agrees to 


comply with all applicable State and Federal laws, rules and regulations prohibiting discrimination 


in employment, including but not limit to 42 USC 12101, 28 CFR Part 35, 29 USC 791 et seq., 


Massachusetts General Laws Chapter 151 B and Chapter 272, §92A and §98 et seq. and Executive 


Orders 227, 237, and 246, or any amendments to such provisions. 


23. Severability Clause:  In the event that any provision in this agreement shall be or become invalid, 


illegal or unenforceable, the validity, legality and enforceability of the remaining provisions shall 


not in any way be affected or impaired thereby and such provision shall be ineffective only to the 


extent of such invalidity, illegality or unenforceability. 


24. Complete Instrument:  This Agreement constitutes the entire agreement of the parties and 


supersedes all other prior written or oral agreements between the parties with respect to subject 


matter hereof.  This Agreement may be changed, modified or amended at any time only by an 


instrument in writing, signed by duly authorized representatives of both parties hereto. 


25. Notice:  Notice required or permitted by this Agreement shall be addressed to the address(s) as 


maintained by the requestor on their company profile on the RMV eServices Portal or as follows: 


 



mailto:InfoSecTeam@dot.state.ma.us
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To the RMV:  


  MassDOT Registry of Motor Vehicles Division 


  RMV IS Security 


  25 Newport Avenue Extension  


  Quincy, MA  02171 


  RMVBusinessPartners@state.ma.us 


To the Requestor: (Print Business Name, Address and email address) 


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


 


Any party may change its address for the purposes of receipt of notices by providing written notice 


to the other party in accordance with this paragraph. 


26. Execution: This Agreement may be executed in one or more counterparts, each of which will be 


deemed to be an original copy of this Agreement and all of which, when taken together, will be 


deemed to constitute one and the same agreement. The facsimile, email or other electronically 


delivered signatures of the parties shall be deemed to constitute original signatures, and facsimile 


or electronic copies hereof shall be deemed to constitute duplicate originals 


IN WITNESS WHEREOF, the parties have hereto caused this instrument to be executed by their duly 


authorized officials or officers. 


 The Massachusetts Department  ____________________________________________ 


 Of Transportation, Registry of Motor Business Name 


 Vehicles Division 


 


 __________________________  ____________________________________________ 
 Authorized Official’s Signature  Authorized Official’s Signature  
 


 ____Registrar______________  ____________________________________________ 
Title     Title 


 _________________________  ____________________________________________ 
 Date     Date 
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RMV Business Partner Contact Form 
   


 


Date: ___________________________________  


Business Name 


Legal Business Name D.B.A. 


  


Business Owner FID: 


  


Mailing Address 


Street   City  State  Zip Code  


Email Phone # 


  


Reason for Access:  _________________________________________________________________________________________________________  


 _________________________________________________________________________________________________________________________  


Program Contact Information 


Program Contact (The person the RMV will contact regarding issues with the program) 


 


Email Phone # 


  


Legal Contact  


 


Email Phone # 


  


Financial Contact 


 


Email Phone # 


  


Technical Contact 


 


Email Phone # 


  


Security Contact Information 


Security Contact #1 


 


Email Phone # 


  


Security Contact #2 


 


Email Phone # 


  


Processing Entity (Only complete this section if you are using a third party processor to access RMV data) 


Processing Entity Name Contact Name 


  


Mailing Address 


Street    City  State  Zip Code  


Email Phone # 


  


Note: You are not required to have multiple contacts, the same person could fill multiple roles. 


Return form to: RmvBusinessPartners@state.ma.us   



mailto:RmvBusinessPartners@state.ma.us
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Business Partner User Request Form for Business 
Portal End Users  


Effective Date:  ________________________  


 


A. Business Information 


Type of agency Constable  Government Agency Municipality    Other:  _____________________________________________                                     


Legal Business Name DBA 


  


 FEIN:  


Business Mailing Address: 


Street    City  State  Zip Code  


 


 


Security Contact (please print clearly) Phone Email 


   


Security Contact Certification and Signature  


I, _______________________________, hereby certify the below named individual as a permitted user for this business.  


Security Contact Signature: ___________________________________________________  Date:  ____________________  


 


 


B. Service Type- Vehicle Information only 


Nature of request: New User  Change Access Roles   or Reactivate Access – To delete access email: RMV-DL-ISSecurity@state.ma.us 


 
 


C. End User Information 
End User Name 


 


Massachusetts License #  Last 4 Digits of Social Security Number  Non Mass Residents must attach a photo copy of state issued license or 
ID.               


User’s Business Mailing Address: 


Street    City  State  Zip Code  


User’s Email Address 


 


If you have the following information:    


ALARS ID:  _____________________ ATLAS ID::_______ _____________  Username or UAID:  ________________________________________   


 


Access Roles: Check all that applies Driver Basic Information  Vehicle Basic Information Driver Histories    Insurance Information 





 Non-Renew   Other:  _____________________________________________________________________________________________ 


 


Non-Renew Only:   Inquiry Only  or Inquiry with Update-List All Town Codes:  ______________________________________________ 


        Type of Marking:     Abandon/EZ Pass Excise     Parking    


 


 


*Note: Depending on your permitted use, you may not get access to all that is checked.  
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End User Must read this RMV System ID Policy 


Both RMV Systems ALARS and ATLAS stores personal and confidential data.  The Federal Driver Privacy Protection Act (DPPA) and the 


Massachusetts Identity Theft Act, G.L. c. 93H protects this information.   The DPPA broadly defines personal information as information that identifies 


an individual, including an individual’s photograph, social security number, driver identification number, name, address, telephone number, and 


medical or disability information.  Specifically excluded from the definition of personal information is information on vehicular accidents, driving 


violations, and driver’s status.   


You have been granted access to ATLAS and/or ALARS because your company is a permitted business partner allowed to access RMV records.  If 


you are not clear on the business purpose for which you may access the RMV data, talk to your manager/supervisor.  


You will be held personally responsible for all activity that occurs on your issued security credentials including: 


any  money collected (if applicable);  


the accuracy of any transaction performed                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                   


 any inquiry conducted  


All transactions are the official records of the RMV; they are recorded, stored, monitored and audited.  The RMV may in its sole discretion require you 


to explain and/or demonstrate the legitimate business purpose or permitted use for accessing the RMV’s data for any particular transaction.  


As the end user you will: 


1. Never divulge your password to anyone 


2. Only access the RMV data for business purposes. 


3. Never leave your computer unattended with the ATLAS or ALARS actively logged on. You must lock the computer or log off before leaving 


your computer unattended.  


4. Ensure that RMV records are not visible to unauthorized individuals; 


5. Shred or deposit RMV records into a locked shredder container when no longer needed; 


6. Never bring RMV records or use ATLAS/ALARS outside the workplace, unless required to perform your job duties. 


7. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the DPPA.  You may be liable for impermissible 


dissemination of personal information to any individual to whom the personal information pertains; 


8. Never misrepresent yourself or make a false statement in connection with a request for personal information with the intention of obtaining 


said information in a manner not authorized in your companies signed Agreement for Access to Records and Data Maintained by the 


Registry of Motor Vehicles or the DPPA; 


9. Never disseminate RMV records unless such dissemination is required by your specific job duties; 


10. Never use RMV records in the furtherance of an illegal act, including a violation of any criminal or civil laws;  


If you suspect your account has been compromised, contact the RMV IS Security at 857-368-7930 immediately.   


The RMV reserves the exclusive right to alter or amend this policy at any time.  


End User Affirmation and Signature  


I, _______________________________, agree and will abide by the policy described above.  Violation of this policy may be subjected to disciplinary 


actions, including termination of RMV access, criminal proceedings and/or fines per each violation. 


End User Signature: _________________________________________________________  Date:  _____________________  


Return BOTH pages of this form to: RmvBusinessPartners@state.ma.us  or mail to: 


MassDOT RMV-IS Security ● 25 Newport Avenue Ext. ● Quincy, MA  02171 


Security Administration Use Only 


Assigned System ID Password 


  


Date Received (MM/DD/YYYY) CMC Model Security 


  ‒   ‒        


ATLAS ID PWD ATLAS Group(s) 


   


24/Sat VPN: VPN Group 


   


Tr/Sent AC VPN requested: VPN Sent: 
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The information contained in this statement of work is confidential and/or proprietary information intended only for the use of the 


individual or entity named in this document.  Copying, or distribution of this document is strictly prohibited. 


1 Overview 


Verizon Enterprise Solutions (VERIZON) will provide the Secure VPN Remote Access services for 
RMV Business Partners at the request of the Commonwealth of Massachusetts RMV.  This document 
will define the services that VERIZON will provide, and the responsibilities of VERIZON, the 
Customer and the Commonwealth of Massachusetts. 


The Services ordered hereunder are governed by the rates, terms and conditions of the existing 
Commonwealth of Massachusetts and Verizon statewide contract ITT46 (Tab - 4.1A VPN with UIS).  
A copy of these terms and conditions may be obtained at:  


http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricin
g/ (click “cost tables” once on the webpage) 


The Commonwealth of Massachusetts Point of Contact regarding this VPN Service shall be: 


  


MassDOT-RMV 


IS Security  
25 Newport Avenue Ext 


Quincy, MA 02171 


Phone: 857-368-7930 


2 Service Description 


This VPN service will allow RMV Business Partners remote access to MassDOT Registry of Motor 
Vehicles (RMV) Division applications using secure and encrypted VPN technology with 2 factor 
authentication. VPN users can establish secure VPN tunnels from remote end user computers to the 
Commonwealth network using the VPN software installed on the end user’s computer. As an RMV 
Business Partner, your access will be limited to the appropriate RMV applications only.    
 
The VPN service consists of: 
 


1. Verizon’s Universal Identity Service (UIS) – web based service that provides 2 factor 
authentication during logon to the VPN service 


2. Junos Pulse Client – software used for establishing a VPN connection 
 
The service may be used with any form of Internet Access, so long as a consistent IP address is 
assigned throughout the VPN session.  



http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/

http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/
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Customer:  The Commonwealth of Massachusetts 


Business Partner   
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3 Responsibilities 


Verizon Responsibilities 


 Set up all subscribers for services based upon authorization by the Commonwealth of 
Massachusetts - RMV.  


 Provide an Electronic Implementation Guide Kit that includes complete VPN installation 
documentation, and comprehensive helpdesk instructions to Business Partners.  


 Bill the business partner directly 


 Provide Tier 1 & Tier 2 VPN helpdesk  


Commonwealth Responsibilities 


 Troubleshoot and support application-related issues for Business Partners 


 Forward VPN Service Order  to Verizon and request VPN Service creation 


Business Partner Responsibilities 


 Complete and return VPN Service Order to MassDOT-RMV contact.   


 For each VPN user, install Junos Pulse VPN software on a personal computer and complete 
enrollment in Verizon’s Universal Identity Service (UIS). 


 Obtain Internet Access Service  


 Provide accurate billing information to Verizon 


 At the time of installation, ensure the network is stable and free of known problems.  Any 
unresolved problems shall be identified prior to the start of work. 


4 Cost 


Service is billed monthly. RMV Business Partner will be billed for services below. Payments must be 
made in accordance with the terms and conditions of the Commonwealth ITT46 Terms and 
Conditions. 
 


 VPN Access 


 VPN Help Desk  
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5 VPN Help Desk 


Verizon provides Business Partners with Help Desk support for their end-users, to assist with 
deployment of and individual support for the Verizon VPN Service client software. 


All Tier 1 Help Desk calls are answered by a touch-tone menu system to facilitate quick connection to 
the appropriate Verizon VPN Service support staff.  The Help Desk service can be reached by a toll-
free number.  Use of the toll-free number is restricted to callers within the continental United States.  


 


Hours of Operation 


 


Tier 1 - End-User Support for VPN Client Installation & Troubleshooting 


Seven (7) days per week, 24-hours per day – live technicians on duty 


 


Tier 2 - Client SW & Network Administration Support for Authorized Customer 
Technical Contacts Only 


Monday – Friday (5) days per week, 8-hours per day – live technicians on duty 


 


Scope of Support 


 
This service assumes the user has working internet access before the VPN software is installed. The 
help desk will refer the user to their agency Information Technology staff or the hardware 
manufacturer for firmware updates or the atypical internet access problem that cannot be resolved 
quickly. 
 


Verizon Universal Identity Service – The Help Desk will provide support for the VPN user’s 
Verizon Universal Identity Service (UIS) Account. Help Desk personnel will assist with any issues 
encountered during initial enrollment in UIS. They will reset user passwords is required. 


 


Junos Pulse Client Software – The Help Desk will provide installation support for the VPN Junos 
Pulse Client software.  Help Desk personnel will recommend backup of the system registry before 
installation, and provide users with assistance if it is requested.  Help Desk agents will provide 
guidance on the VPN Client’s User Interface, and will perform basic troubleshooting, via telephone, 
of VPN connectivity to the Commonwealth sites.  The help desk will support only the current release 
of the Verizon VPN Service Client software or upgrades to the current release. 







RMV Verizon VPN Order Form 4-14-2015 


Verizon Enterprise Solutions Group 
Virtual Private Networking (VPN) Service Fees 


Service Order for Commonwealth of Massachusetts  
MassDOT Registry Division--Business Partners 


 


 Create New Account     Cancel Account     Change Contact Info  
 
          Account creation, cancellation and changes must be approved and confirmed by the RMV.    


 
 


Account Number:   _____________________________ (Leave Blank if Unknown) 


 
Company Name:  _________________________________________________________________ 
  
Billing Address:  _________________________________________________________________ 
                                     
Company Contact:  ____________________________  Telephone #:  _________________________ 
 
Company Contact email:  ___________________________   
 
 


Number 
Of Users 


Monthly Unit Price 
per user 


Product Total 
Monthly 
Price 


One-Time Set-up  
Costs per user 
 


 $  13.86 VPN Service with Verizon 
Universal ID (UIS), Junos 
Pulse and VPN Help Desk  


 $  4.00 


 
This order is placed under and governed by the terms and conditions of ITT46 the contract between the 
Commonwealth of Massachusetts and Verizon which can be found on cwma.verizon.com.  By signing this 
document you are placing an order under the contract and represent that you are authorized to do so.   
Billing for VPN services will begin the first of the following month.  Please allow 2-3 billing cycles for all 
cancellations of service. VPN access can and will be terminated due to non-payment. 
  


 
____________________________________________  __________________ 
Authorized Signature       Date 
 
____________________________________________                                      
Print Name                                                                                                            
 
RMV Use Only:  


 
 
RMV Approval:___________________________ Date:________  
 
Billing Code Assignment: __________ 
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Complete & submit the documents to RmvBusinessPartners@state.ma.us or mail to: RMV IS
Security, 25 Newport Avenue Ext, Quincy, MA 02171.
 
With access to two systems, there will be two forms of training.

1)      For ATLAS training, you must complete the computer based training by clicking
on this link: http://atlas.massrmv.com/Constables.aspx

2)      For ALARS training, you must attend a training class in person before you are given
credentials to log into the VPN/ALARS. We will contact you when a class is available.

 
For ATLAS (Driver Information) you will be sent an email from RMV-DL-ISSecurity@state.ma.us
with your ATLAS credentials.
For ALARS (Vehicle Information) you will receive an email from MassIT-VPN@betrusted.net to
register for the VPN and download the Junos Software.
Please make sure these email addresses are not blocked or added to your delete/spam/junk folders.
 
If you should have any questions, please contact IS Security at (857)368-7930.
 



From: Merra, Jeffrey (EOL)
To: Foley, Karyn L. (DOT)
Cc: Marshall, Stetson (EOL)
Subject: RMV Photo access
Date: Tuesday, April 23, 2019 11:49:13 AM
Attachments: RMV request for access 03-01-18.pdf

Hi Karyn,
 
It was nice to talk to you last week. 
 
As per your request, our Agency utilizes RMV photos during the course of business for external
investigations involving security threats from claimants/customers pertaining to Federal and State
programs administered by EOLWD.  I have attached our March 2018 request for access which also
indicates the need for access to photos for such reasons as Identity issues/questions relating to the
same such programs.
 
Please let me know if you need any additional information for justification to resume our users
access to RMV photos/images.  As always, thank you for your assistance regarding this matter.
 
In addition, I just wanted to update you that Internal Control and Security has a new Director,
Stetson Marshall.  Stephanie Ross who was our previous Director and cc’d on the attached letter is
now the Labor Relations Director.
 
Thanks again
Jeff
 
Jeffrey F. Merra
Chief of Workplace Security and Records Management
Office of Internal Control and Security
(617) 626-5081
Jeffrey.Merra@MassMail.State.Ma.US
 
This e-mail message, including any attachments, is for the sole use of the intended recipient(s) and may contain confidential and
privileged information. Any unauthorized review, use, disclosure, or distribution is strictly prohibited and may be the subject of
legal action. If you are not the intended recipient, please contact the sender by reply email and destroy all copies of the original
message. Thank you.
 








From: RMV-DL - IS Security
To: daniellowney@comcast.net
Subject: RMV Access for Constables
Date: Wednesday, April 17, 2019 5:56:00 PM
Attachments: Constable Welcome Documents 12.19.2018.pdf

Daniel T. Lowney, Jr., Constable
 

You have been approved for remote access to the Registry of Motor Vehicles. As of March 26th,
2018, the RMV records has been divided into two systems. ALARS is our legacy system and has all
vehicle information. ATLAS is our new system and has all driver information. In the fall of 2019,
vehicle information will be converted into the ATLAS system and ALARS/VPN will no longer be
needed.
 
For connectivity to Driver Information: Using the RMV’s web based ATLAS Business Portal.
Supported Browsers: Microsoft Edge13+, Microsoft Internet Explorer 7+, Safari 5+, Chrome
5+, Firefox 3.5+ or Opera10+
 
For connectivity to Vehicle Information: Currently the RMV, in conjunction with the Information
Technology Division (ITD) Data Center, uses Verizon’s Virtual Private Network (VPN) for it’s
remote access to the RMV’s ALARS. In order to gain access to the RMV’s database you must use
Verizon’s Universal Identity Service (UIS) and a Junos Pulse Client. As well as purchase a TN3270
software. Purchase the TN3270 software. Any TN3270 software should work with Verizon
UIS VPN, however most companies offer a 30 day trial period, we advise you to use the trial
before you purchase the software to make sure all is compatible. You can find this software by
searching the internet.
 
Please note: You as the constable is approved for on-line access, when completing the following
forms please use your name, not the name of your company. Also, this on-line access does not
have photo images of people. Your local police dept has this access thru CJIS.
 
In the attached pdf document, you will find:

□        Agreement for Access to Records and Data Maintained by the Registry of Motor
Vehicles

o   Must be completed and signed by the constable. Do not use the name of your
constable business.

□        RMV Business Partner Contact Form
o   This form is used to collect the Business Owner, Program, Legal, Financial,

Technical, and Security contacts information. You may write same as above for all
contacts.

□        RMV Business Partner User Request form
o   This form is used to identify the End User that will need access to the Business Portal

and ALARS.
 

□        Verizon’s Service Order for Commonwealth of Massachusetts form must be completed.
This form will establish an account with Verizon. The RMV will approve the form and send
the information to Verizon. You do not have to communicate with Verizon directly.
 

□        The Verizon’s VPN Service Description document, is a detail documentation on what
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WHEREAS, the RMV requires that Requestor execute this written Agreement to ensure that records and data 
obtained from the RMV will be used only for permissible purposes, as set forth in the DPPA, and that personal 
information contained in said records will be safeguarded and protected before Requestor obtains access to said 
records and data; 


NOW THEREFORE, in consideration of the foregoing recitals (which are hereby incorporated into and made an 


integral part of this Agreement), as well as the duties and obligations set forth in this Agreement, it is agreed by 


and between the parties as follows: 


TERMS AND CONDITIONS 


1. Permitted Use: Requestor hereby certifies that Requestor is permitted to obtain access to RMV data under 


the provisions of the DPPA as it is: PICK FROM BELOW (CHECK ALL THAT APPLY): 


☐A.  An insurance company licensed by the Massachusetts Division of Insurance to write private 


passenger automobile policies in Massachusetts or an authorized agent or service carrier wherein the 


records and data will be used to the extent authorized in the safe driver insurance plan and for the 


purpose of complying with the requirements of  M.G.L. Chapter 90, §§1A, 34A, 34B and 34H pertaining 


to motor vehicle liability policies; 


☐B.  An insurer or insurance support organization, a self‐insured entity or an agent, employee or 


contractor of such, wherein the records and data will be used in  connection with claims investigation 


activities, anti‐fraud activities, rating or  underwriting; 


☐C.  A federal, state or local governmental agency wherein the records and data will be used  for a 


permitted use as solely determined by the RMV and to carry out the official functions of such agency; 


☐D.  A legitimate business, which in the normal course of business will use RMV data solely for the 


purpose of verifying the accuracy of personal information submitted by an individual to the Requestor’s, 


agents, contractors or employees; 


☐E.  A private entity or individual acting on behalf of a federal, state or local governmental agency 


for item C above wherein the RMV’s records and data are used to carry out the   official functions of 


such federal, state, or local governmental agency; 


☐F.  An authorized lender or lien holder that participates in the RMV’s Electronic Lien Holder 


Program which permits electronic communication of certain title and lien information, for the purpose 


of obtaining information about, posting and releasing motor vehicle liens; 


☐G.  A licensed motor vehicle dealership or insurance agency or other permitted entity that has been 


approved by the RMV to participate in its EVR program and to register motor vehicles electronically 


☐H.  A Driving School licensed by the RMV under M.G.L. chapter 90, sections 32G and 32G1/2; 


☐I.  A private entity that the RMV engages to provide programs in driver attitudinal training,  or 


similar services 


☐J.  A private entity acting on the behalf of any of those listed in items A through I. 
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2. Access To and Use of Personal Data: Requestor certifies it will use RMV data solely for purposes consistent 


with Paragraph 1 of this Agreement.  Furthermore, the Requestor shall not use any personal information 


obtained pursuant to this Agreement for any purpose that is not permitted under Massachusetts or Federal 


laws, rules or regulations, as may be amended from time to time and the Requestor agrees it will comply 


with all applicable laws and regulations respecting access to and use of personal information, including the 


Federal Driver Privacy Protection Act (the “DPPA”) (18 U.S.C. §2721 et seq.), the Massachusetts Identity 


Theft Act, G.L. c. 93H, the Standards for the Protection of Personal Information of Residents of the 


Commonwealth 201 C.M.R. 17.00 and Executive Order 504.  The Requestor represents that it has read the 


DPPA, M.G.L. c. 93H, the Standards for the Protection of Personal Information of Residents of the 


Commonwealth 201 C.M.R. 17.00 and Executive Order 504 and will comply with such laws and Order and all 


other applicable laws, state or federal, regarding access to and the use of motor vehicle records, personal 


information and data privacy and protection, as such laws may be amended from time to time.  The 


Requestor further agrees that Personal Information accessed under this Agreement shall not be used to 


create or aggregate the data for any purpose, except as specifically provided by federal or state law or other 


sections of this Agreement. 


3. Method of Access: Requestor will access data provided by the RMV via one or more of the following 


methods of access : 


a. Obtain files from and/or exchange files with the RMV using Secure File Transfer Protocol (“SFTP”).  


b. Call RMV Web Services; 


c. Utilize the eServices Portal or Business Portal; 


d. Using a 3rd Party Vendor that supplies RMV records 


4. Training: Requestor agrees to participate in and complete any training programs in the use of the RMV 


database, as the RMV in its sole discretion, deems necessary. 


5. Data: The RMV may, at its sole discretion and based on the Permitted Use(s) defined in Paragraph 1 above, 


make its records and data available to Requestor solely to perform the business functions as defined in the 


Permitted Use in paragraph 1. 


6. Term:  This Agreement shall be in effect for three years from the date it is executed by the Requestor, and 


may be renewed at the RMV’s sole and absolute discretion for additional three year periods upon 


notification from the RMV.  The RMV will notify the Requestor on two separate occasions in the 30 day 


period prior to the expiration of the Agreement via the Requestor’s e‐mail address, as provided.   If the 


Requestor does not renew the Agreement prior to its expiration date, all access will terminate on that date. 


7. Cost:  The requestor will pay the RMV any and all applicable fees established in 801 CMR 4.02, which may be 


subject to change.  


8. Electronic Security Requirements: 


a. The Requestor, by this agreement, certifies it has an information security program in place that 


follow current industry design and best practices, including, but not limited to those published by The 


National Institute of Standards & Technology (NIST), the SANS (SysAdmin, Audit, Network, Security 


(SANS) Institute), and other recognized bodies to prevent unauthorized electronic access to RMV 


data or to its database.    


b. For All Requestors , using any Access Method, Requestor agrees, at a minimum, to do the following: 
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i. Have written procedures in place to insure the electronic safety, physical security and 


confidentiality of RMV data in accordance with paragraph 10 of this Agreement; 


ii. Have written procedures in place that insure RMV data is accessed only for permitted uses 


under the DPPA and consistent with paragraph 10 of this Agreement. 


c. For Requestors Who Select Web Services or SFTP Option under Paragraph 3. Requestor agrees to do 


the following: 


i. Assign a unique ID to each end user who will access RMV data.   


ii. Implement written password policies and procedures that follow current industry design 


and best practices such as: 


1. those published by The National Institute of Standards & Technology (currently 


SP800‐63b section 5); 


2. the SANS (SysAdmin, Audit, Network, Security Institute) Password Construction 


Guidelines (currently SANS document section 4)and 


3. those published by other recognized bodies such as IRS1075 (currently section 


9.3.7.5).  


iii. The standards referenced in subsection ii above must be designed to prevent 


unauthorized access to RMV data or to its database. 


iv. Deactivate the unique ID immediately when the end user leaves the Requestor’s 


employment or when the ID has not been used for a period of 90 days. 


v. Maintain an electronic log of all transactions with the RMV for 5 years.  The log shall 


contain all the transactions performed by each end user including the end user’s unique 


ID (if applicable), the end‐user’s full name, date and time of each transaction performed 


and/or inquiry. 


vi. Respond within 3 business days to the RMV’s request to review a specific transaction or 


series of transactions including the end user’s name, unique ID, dates, times and reason 


for the transaction(s).  The RMV may, but is not required, to inform the Requestor as to 


its reason for the request. 


vii. Failure to comply with subsections i‐vi above may result in termination of the 


Agreement under the provisions of paragraph 12. 


9. A. Data Retention/Audit For SFTP And Web Services Users:  The SFTP and/or Web Services Requestor shall 


at all times adhere to the data retention and destruction requirements of M.G.L. Chapter 93I and the 


Massachusetts Public Records Law. Any data obtained from the RMV shall be shredded, destroyed or 


disposed of in compliance with Chapter 93I after its business purpose has expired.  The Requestor shall 


maintain a record of transactions it performs using RMV data for a period of 5 years.  Such record shall 


include the name of the person or entity that accessed the data; the time and date the data was provided 


to said person or entity and the customer information.  The RMV may in its discretion audit all such 


documentation. The RMV will provide the Requestor with written notice at least three (3) business days 


prior to said audit, which shall be performed with the reasonable cooperation of the Requestor.  In the 


event the Requestor cannot provide a legitimate reason for accessing said data, said failure to do so may 


constitute a material breach under paragraph 12 of this Agreement.  Furthermore, if the RMV’s audit 


reveals inaccuracies or a violation of any provision of this Agreement, said violation or inaccuracies may be 


considered a material breach under paragraph 12 of the Agreement.    If the Requestor does not have an 
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office location in Massachusetts, upon request, the Requestor will forward all records to the RMV at the 


time and place designated by the RMV. 


B. Data Retention/Audit For eServices Portal, Business Portal and Businesses using a 3rd Party: The 


eServices Portal, Business Portal Requestor and/or businesses using a 3rd Party Vendor shall at all times 


adhere to the data retention and destruction requirements of M.G.L. Chapter 93I and the Massachusetts 


Public Records Law.  Any data obtained from the RMV shall be shredded, destroyed or disposed of in 


compliance with Chapter 93I after its business purpose has expired.   The RMV may track and audit all 


business transactions.   The RMV may in its sole discretion require the requestor to explain and/or 


demonstrate its legitimate business purpose or permitted use for accessing the RMV’s data for any 


particular transaction.  Failure by the Requestor to do so may constitute a material breach under paragraph 


12 of this Agreement.  If the Requestor does not have an office location in Massachusetts, upon request the 


Requestor will forward all records to the RMV at the time and place designated by the RMV. 


10. Physical Security Of Data and Confidentiality:    The Requestor shall do the following: 


a. Ensure that RMV records are not visible to unauthorized individuals; 


b. Shred or deposit RMV records into a locked shredder container when no longer needed; 


c. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the DPPA.  


Requestor may be liable for impermissible dissemination of personal information to any individual to 


whom the personal information pertains; 


d. Never misrepresent Requestor’s identity or make a false statement in connection with a request for 


personal information with the intention of obtaining said information in a manner not authorized 


under this Agreement or the DPPA; 


e. Never disseminate RMV records unless such dissemination is required by the Requestor’s job duties; 


f. Never use RMV records in the furtherance of an illegal act, including a violation of any criminal or 


civil laws;  


11. A. Background Checks For Requestors Who Receive Personal Information Contained in RMV Records and 


Data: 


a. Prior to permitting access to the RMV’s records and data, Requestor shall ensure through  


background checks that its employees, contractors and agents who have access to or who may view 


RMV data have not been convicted of a felony involving violence, dishonesty, deceit or indecency.   


A Requestor’s employee, contractor or agent who has been convicted of such a felony shall not be 


qualified to access RMV data or view its data. For eServices Portal Administrators a back ground 


check will be conducted by the RMV.  


b. For Requestors Who Select the Business Portal Option under Paragraph 3: The RMV shall conduct 


background checks to ensure that the proposed employee, contractor and agent who will have 


access to or who may view RMV data has not been convicted of a felony involving violence, 


dishonesty, deceit or indecency.   A Requestor’s employee, contractor or agent who has been 


convicted of such a felony shall not be authorized to access the RMV database or view its data.  


12. Termination for Breach:  In addition to any termination of rights contained in this Agreement herein, the 


RMV may immediately terminate the Agreement and the Requestor’s access to RMV data at any time, if 


the RMV determines in the exercise of its sole discretion, that the Requestor engaged in a material 


violation of any term of this Agreement, the DPPA, M.G.L. c. 93H, Executive Order 504, or any other law 


pertaining to the privacy of motor vehicle records.  The RMV shall have no liability to the Requestor for 


terminating the Agreement under this provision.  
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13. Right to Appeal:  The Requestor shall have the right to appeal the RMV’s decision to terminate Requestor’s 


access to RMV data pursuant to paragraph 12 above.  Appeals should be made in writing and should be 


addressed to the Registrar of Motor Vehicles (“Registrar”).  If no such appeal is made within 30 days of the 


termination, the termination shall be final.  If the Requestor files an appeal within said 30 days period, the 


Registrar shall review the RMV’s decision to terminate and shall make a final determination as to whether 


the terms of this Agreement were breached and, if so, whether the termination of access was appropriate.  


In making the final determination, the Registrar may consider any documentation proffered by the 


Requestor evidencing affirmative steps taken to prevent similar violations of this Agreement.  The 


Registrar’s decision is final and dispositive and no further appeal process is available.  


14. 30 Day Termination:   Notwithstanding paragraph 5, this Agreement may be terminated by either party at 


any time upon thirty (30) days written notice. This agreement may be immediately terminated without 


advance notification upon any material breach of any covenant by either party, or if the performance of 


this Agreement by the RMV is made impossible or impractical, as determined in the sole reasonable 


judgment of the RMV, or if the requestor has not accessed the RMV’s data base for a period of ninety (90) 


days, by any order of any Court, or any action of the Legislature of the Commonwealth of Massachusetts.  


Notwithstanding the terms of Section 25 below, a notice of termination shall be in writing signed by a duly‐


authorized representative of the terminating party and deposited with the United States Postal Service 


correctly addressed and postage prepaid. 


15. Indemnification:  The Requestor agrees to defend, hold harmless and indemnify the RMV, the 


Massachusetts Department of Transportation, the Commonwealth of Massachusetts and their employees 


and agents from any and all claims, actions, damages, or losses which may be brought or alleged against 


them for the negligent, improper, or unauthorized access, use or dissemination of the personal information 


contained in the RMV data.  The Requestor shall indemnify and hold harmless the Commonwealth of 


Massachusetts and the Massachusetts Department of Transportation, and the RMV against any liability, 


claim loss, damage or expense, of every nature and kind in law or equity, arising out of or in connection 


with any misuse or misappropriation of any RMV Data obtained from the RMV; any failure of the Requestor 


to comply with any applicable provisions of State or Federal laws or regulations regarding privacy of motor 


vehicle records or data; any failure to safeguard and limit access to the RMV Data as required herein; 


and/or any other acts or omissions of the Requestor or its employees or agents in connection with the 


performance, exercise, or enjoyment of this Agreement, including without limitation reasonable attorney’s 


fees and other costs of defending any such claim or action. The obligations under this paragraph shall 


survive the termination of this Agreement. 


16. Non‐Assignment:  The Requestor shall not assign or in any way transfer any interest in this Agreement. 


17. Non‐Exclusivity:  The Requestor acknowledges that this Agreement is not an exclusive agreement.  At its 


sole discretion the RMV may enter into agreements with other parties for the same or similar services as 


provided by this Agreement, on such terms and conditions as the RMV determines in its sole discretion.  


18. Warranty:  The RMV makes no representation or warranty, express or implied, with respect to the accuracy 


of any RMV Data from a source other than the RMV.  Therefore, except for acts or omissions that 


constitute gross negligence or willful misconduct by the Commonwealth of Massachusetts, the 


Massachusetts Department of Transportation, the RMV, their employees or agents, neither the 


Commonwealth of Massachusetts, the Massachusetts Department of Transportation, the RMV, or their 


employees or agents shall be liable to the Requestor for any costs, claims, liability, damages, expenses, lost 
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production, or any other loss of any nature or kind, in law or equity, in connection with this Agreement, 


including but not limited to inaccurate, incomplete or unavailable RMV data. 


19. Litigation Notice:  The Requestor shall immediately notify the Office of the General Counsel at the 


Massachusetts Department of Transportation in the event that it is sued or litigation is filed concerning the 


Requestor’s use of RMV data. 


20. Notice of Data Breach:  The Requestor shall immediately notify the Chief Information Security Office for 


the Massachusetts Department of Transportation at InfoSecTeam@dot.state.ma.us in the event of a data 


breach or misuse of RMV data.  The Requestor is responsible for all notifications and remediation pursuant 


to M.G.L. Chapter 93H. 


21. Forum:  This agreement shall be construed under and governed by the laws and Executive Order 504 of the 


Commonwealth of Massachusetts.  The parties agree that all actions and proceeding arising out of or 


relating directly or indirectly to this Agreement or any ancillary agreement or any other related obligation 


shall be litigated solely and exclusively in a court of competent jurisdiction in Suffolk County, MA. 


22. Discrimination:  The Requestor shall not engage in any unlawful discrimination against any person based 


upon the RMV Data obtained pursuant to this Agreement, and the requestor agrees to comply with all 


applicable State and Federal laws, rules and regulations prohibiting discrimination in employment, 


including but not limit to 42 USC 12101, 28 CFR Part 35, 29 USC 791 et seq., Massachusetts General Laws 


Chapter 151 B and Chapter 272, §92A and §98 et seq. and Executive Orders 227, 237, and 246, or any 


amendments to such provisions. 


23. Severability Clause:  In the event that any provision in this agreement shall be or become invalid, illegal or 


unenforceable, the validity, legality and enforceability of the remaining provisions shall not in any way be 


affected or impaired thereby and such provision shall be ineffective only to the extent of such invalidity, 


illegality or unenforceability. 


24. Complete Instrument:  This Agreement constitutes the entire agreement of the parties and supersedes all 


other prior written or oral agreements between the parties with respect to subject matter hereof.  This 


Agreement may be changed, modified or amended at any time only by an instrument in writing, signed by 


duly authorized representatives of both parties hereto. 


25. Notice:  Notice required or permitted by this Agreement shall be addressed to the address(s) as maintained 


by the requestor on their company profile on the RMV eServices Portal or as follows: 


To the RMV:   


    MassDOT Registry of Motor Vehicles Division ‐ IS Security 


    25 Newport Avenue Extension   


    Quincy, MA  02171 


    RMVBusinessPartners@dot.state.ma.us 


To the Requestor:  (Print Business Name, Address and email address) 


   _________________________________________________________________________________  


   _________________________________________________________________________________  


   _________________________________________________________________________________  


   _________________________________________________________________________________  
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Page 2 of 2  BP User Request form for Business Portal Users 
 


End User Must read this RMV System ID Policy 


Both RMV Systems ALARS and ATLAS stores personal and confidential data.  The Federal Driver Privacy Protection Act (DPPA) and the 
Massachusetts Identity Theft Act, G.L. c. 93H protects this information.   The DPPA broadly defines personal information as information that identifies 
an individual, including an individual’s photograph, social security number, driver identification number, name, address, telephone number, and 
medical or disability information.  Specifically excluded from the definition of personal information is information on vehicular accidents, driving 
violations, and driver’s status.   


You have been granted access to ATLAS and/or ALARS because your company is a permitted business partner allowed to access RMV records.  If 
you are not clear on the business purpose for which you may access the RMV data, talk to your manager/supervisor.  


You will be held personally responsible for all activity that occurs on your issued security credentials including: 


any  money collected (if applicable);  


the accuracy of any transaction performed                                                                                                                                                                              


 any inquiry conducted  


All transactions are the official records of the RMV; they are recorded, stored, monitored and audited.  The RMV may in its sole discretion require you 
to explain and/or demonstrate the legitimate business purpose or permitted use for accessing the RMV’s data for any particular transaction.  


As the end user you will: 


1. Never divulge your password to anyone 
2. Only access the RMV data for business purposes. 
3. Never leave your computer unattended with the ATLAS or ALARS actively logged on. You must lock the computer or log off before leaving 


your computer unattended.  
4. Ensure that RMV records are not visible to unauthorized individuals; 
5. Shred or deposit RMV records into a locked shredder container when no longer needed; 
6. Never bring RMV records or use ATLAS/ALARS outside the workplace, unless required to perform your job duties. 
7. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the DPPA.  You may be liable for impermissible 


dissemination of personal information to any individual to whom the personal information pertains; 
8. Never misrepresent yourself or make a false statement in connection with a request for personal information with the intention of obtaining 


said information in a manner not authorized in your companies signed Agreement for Access to Records and Data Maintained by the 
Registry of Motor Vehicles or the DPPA; 


9. Never disseminate RMV records unless such dissemination is required by your specific job duties; 
10. Never use RMV records in the furtherance of an illegal act, including a violation of any criminal or civil laws;  


If you suspect your account has been compromised, contact the RMV IS Security at 857-368-7930 immediately.   


The RMV reserves the exclusive right to alter or amend this policy at any time.  


End User Affirmation and Signature  


I, _______________________________, agree and will abide by the policy described above.  Violation of this policy may be subjected to disciplinary 
actions, including termination of RMV access, criminal proceedings and/or fines per each violation. 


End User Signature: __________________________________________________________  Date:  _____________________  


Return BOTH pages of this form to: RmvBusinessPartners@state.ma.us  or mail to: 
MassDOT RMV-IS Security ● 25 Newport Avenue Ext. ● Quincy, MA  02171 


Security Administration Use Only 


Assigned System ID Password 


  
Date Received (MM/DD/YYYY) CMC Model Security 


  ‒   ‒        
ATLAS ID PWD ATLAS Group(s) 


   
24/Sat VPN: VPN Group 


   
Tr/Sent AC VPN requested: VPN Sent: 
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VPN SERVICE DESCRIPTION 


Commonwealth of Massachusetts – Business Partner 
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The information contained in this statement of work is confidential and/or proprietary information intended only for the use of the 
individual or entity named in this document.  Copying, or distribution of this document is strictly prohibited. 


1 Overview 


Verizon Enterprise Solutions (VERIZON) will provide the Secure VPN Remote Access services for 
RMV Business Partners at the request of the Commonwealth of Massachusetts RMV.  This document 
will define the services that VERIZON will provide, and the responsibilities of VERIZON, the 
Customer and the Commonwealth of Massachusetts. 


The Services ordered hereunder are governed by the rates, terms and conditions of the existing 
Commonwealth of Massachusetts and Verizon statewide contract ITT46 (Tab - 4.1A VPN with UIS).  
A copy of these terms and conditions may be obtained at:  


http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing
/ (click “cost tables” once on the webpage) 


The Commonwealth of Massachusetts Point of Contact regarding this VPN Service shall be: 
  
MassDOT-RMV 
IS Security  
25 Newport Avenue Ext 
Quincy, MA 02171 
Phone: 857-368-7930 


2 Service Description 


This VPN service will allow RMV Business Partners remote access to MassDOT Registry of Motor 
Vehicles (RMV) Division applications using secure and encrypted VPN technology with 2 factor 
authentication. VPN users can establish secure VPN tunnels from remote end user computers to the 
Commonwealth network using the VPN software installed on the end user’s computer. As an RMV 
Business Partner, your access will be limited to the appropriate RMV applications only.    
 
The VPN service consists of: 
 


1. Verizon’s Universal Identity Service (UIS) – web based service that provides 2 factor 
authentication during logon to the VPN service 


2. Junos Pulse Client – software used for establishing a VPN connection 
 
The service may be used with any form of Internet Access, so long as a consistent IP address is 
assigned throughout the VPN session.  







Verizon Enterprise Solutions 
Customer:  The Commonwealth of Massachusetts 
Business Partner   
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3 Responsibilities 


Verizon Responsibilities 
 Set up all subscribers for services based upon authorization by the Commonwealth of 


Massachusetts - RMV.  


 Provide an Electronic Implementation Guide Kit that includes complete VPN installation 
documentation, and comprehensive helpdesk instructions to Business Partners.  


 Bill the business partner directly 


 Provide Tier 1 & Tier 2 VPN helpdesk  


Commonwealth Responsibilities 
 Troubleshoot and support application-related issues for Business Partners 


 Forward VPN Service Order  to Verizon and request VPN Service creation 


Business Partner Responsibilities 
 Complete and return VPN Service Order to MassDOT-RMV contact.   


 For each VPN user, install Junos Pulse VPN software on a personal computer and complete 
enrollment in Verizon’s Universal Identity Service (UIS). 


 Obtain Internet Access Service  


 Provide accurate billing information to Verizon 


 At the time of installation, ensure the network is stable and free of known problems.  Any 
unresolved problems shall be identified prior to the start of work. 


4 Cost 


Service is billed monthly. RMV Business Partner will be billed for services below. Payments must be 
made in accordance with the terms and conditions of the Commonwealth ITT46 Terms and 
Conditions. 
 


 VPN Access 
 VPN Help Desk  
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5 VPN Help Desk 


Verizon provides Business Partners with Help Desk support for their end-users, to assist with 
deployment of and individual support for the Verizon VPN Service client software. 


All Tier 1 Help Desk calls are answered by a touch-tone menu system to facilitate quick connection to 
the appropriate Verizon VPN Service support staff.  The Help Desk service can be reached by a toll-
free number.  Use of the toll-free number is restricted to callers within the continental United States.  
 
Hours of Operation 


 
Tier 1 - End-User Support for VPN Client Installation & Troubleshooting 


Seven (7) days per week, 24-hours per day – live technicians on duty 


 
Tier 2 - Client SW & Network Administration Support for Authorized Customer 


Technical Contacts Only 


Monday – Friday (5) days per week, 8-hours per day – live technicians on duty 


 
Scope of Support 


 
This service assumes the user has working internet access before the VPN software is installed. The 
help desk will refer the user to their agency Information Technology staff or the hardware 
manufacturer for firmware updates or the atypical internet access problem that cannot be resolved 
quickly. 
 
Verizon Universal Identity Service – The Help Desk will provide support for the VPN user’s 
Verizon Universal Identity Service (UIS) Account. Help Desk personnel will assist with any issues 
encountered during initial enrollment in UIS. They will reset user passwords is required. 


 
Junos Pulse Client Software – The Help Desk will provide installation support for the VPN Junos 
Pulse Client software.  Help Desk personnel will recommend backup of the system registry before 
installation, and provide users with assistance if it is requested.  Help Desk agents will provide 
guidance on the VPN Client’s User Interface, and will perform basic troubleshooting, via telephone, of 
VPN connectivity to the Commonwealth sites.  The help desk will support only the current release of 
the Verizon VPN Service Client software or upgrades to the current release. 







RMV Verizon VPN Order Form 4-14-2015 


Verizon Enterprise Solutions Group 
Virtual Private Networking (VPN) Service Fees 


Service Order for Commonwealth of Massachusetts  
MassDOT Registry Division--Business Partners 


 


 Create New Account     Cancel Account     Change Contact Info  
 
          Account creation, cancellation and changes must be approved and confirmed by the RMV.    


 
 
Account Number:   _____________________________ (Leave Blank if Unknown) 


 
Company Name:  _________________________________________________________________ 
  
Billing Address:  _________________________________________________________________ 
                                     
Company Contact:  ____________________________  Telephone #:  _________________________ 
 
Company Contact email:  ___________________________   
 
 
Number 
Of Users 


Monthly Unit Price 
per user 


Product Total 
Monthly 
Price 


One-Time Set-up  
Costs per user 
 


 $  13.86 VPN Service with Verizon 
Universal ID (UIS), Junos 
Pulse and VPN Help Desk  


 $  4.00 


 
This order is placed under and governed by the terms and conditions of ITT46 the contract between the 
Commonwealth of Massachusetts and Verizon which can be found on cwma.verizon.com.  By signing this 
document you are placing an order under the contract and represent that you are authorized to do so.   
Billing for VPN services will begin the first of the following month.  Please allow 2-3 billing cycles for all 
cancellations of service. VPN access can and will be terminated due to non-payment. 
  
 
____________________________________________  __________________ 
Authorized Signature       Date 
 
____________________________________________                                      
Print Name                                                                                                            
 
RMV Use Only:  
 
 
RMV Approval:___________________________ Date:________  
 
Billing Code Assignment: __________ 
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Verizon is responsible for providing to you. No need to return these pages.
 
Complete & submit the documents to RmvBusinessPartners@state.ma.us or mail to: RMV IS
Security, 25 Newport Avenue Ext, Quincy, MA 02171.
 
For ALARS training, you must attend a training class in person before you are given credentials to log
into the VPN/ALARS and ATLAS. We will contact you when a class is available.
 
For ATLAS (Driver Information) you will be sent an email from RMV-DL-
ISSecurity@dot.state.ma.us with your ATLAS credentials.
For ALARS (Vehicle Information) you will receive an email from MassIT-VPN@betrusted.net to
register for the VPN and download the Junos Software.
Please make sure these email addresses are not blocked or added to your delete/spam/junk folders.
 
If you should have any questions, please contact IS Security at (857)368-7930.
 



From: RMV IS-Security-Internal
To: Dana Prestone
Subject: RE: RMV Access for Constables
Date: Tuesday, April 16, 2019 7:22:00 AM

Hi Dana, The training is at 25  Newport Avenue Ext Quincy on the 4th floor, starts at 9am.  Thanks.
Karyn
 
From: Dana Prestone [mailto:dprockwellpi@gmail.com] 
Sent: Monday, April 15, 2019 5:32 PM
To: RMV-DL - IS Security
Subject: Re: RMV Access for Constables
 
where and what time is the training class on Wednesday?
 
On Thu, Aug 2, 2018 at 5:12 PM RMV-DL - IS Security <RMV-DL-
ISSecurity@massmail.state.ma.us> wrote:

To: Dana Prestone, Constable
 

You have been approved for remote access to the Registry of Motor Vehicles.  As of March 26th,
2018, the RMV records has been divided into two systems.   ALARS is our legacy system and has
all vehicle information.  ATLAS is our new system and has all driver information.  In the fall of
2019, vehicle information will be converted into the ATLAS system and ALARS/VPN will no
longer be needed. 
 
For connectivity to Driver Information:  Using the RMV’s web based ATLAS Business Portal.
Supported Browsers: Microsoft Edge13+, Microsoft Internet Explorer 7+, Safari 5+,
Chrome 5+, Firefox 3.5+ or Opera10+
 
For connectivity to Vehicle Information: Currently the RMV, in conjunction with the
Information Technology Division (ITD) Data Center, uses Verizon’s Virtual Private Network
(VPN) for it’s remote access to the RMV’s ALARS. In order to gain access to the RMV’s
database you must use Verizon’s Universal Identity Service (UIS) and a Junos Pulse Client.  As
well as purchase a TN3270 software.  Purchase the TN3270 software. Any TN3270 software
should work with Verizon UIS VPN, however most companies offer a 30 day trial period,
we advise you to use the trial before you purchase the software to make sure all is
compatible.  You can find this software by searching the internet. 
 
Please note:  You as the constable is approved for on-line access, when completing the
following forms please use your name, not the name of your company. Also, this on-line
access does not have photo images of people.   Your local police dept has this access thru
CJIS.  
 
In the attached pdf document, you will find:

□        Agreement for Access to Records and Data Maintained by the Registry of Motor
Vehicles

o   Must be completed and signed by the constable.  Do not use the name of your
constable business. 



□        RMV Business Partner Contact Form

o   This form is used to collect the Business Owner, Program, Legal, Financial,
Technical, and Security contacts information. You may write same as above for
all contacts.

□        RMV Business Partner User Request form

o   This form is used to identify the End User that will need access to the Business
Portal and ALARS.

 

□        Verizon’s Service Order for Commonwealth of Massachusetts form must be
completed. This form will establish an account with Verizon. The RMV will approve the
form and send the information to Verizon.  You do not have to communicate with Verizon
directly. 

 

□        The Verizon’s VPN Service Description document, is a detail documentation on what
Verizon is responsible for providing to you. No need to return these pages.

 

Complete & submit the documents to RmvBusinessPartners@state.ma.us  or mail to: RMV
IS Security, 25 Newport Avenue Ext, Quincy, MA   02171.   

 

With access to two systems, there will be two forms of training. 

1)      For ATLAS training, you must complete the computer based training by
clicking on this link:  http://atlas.massrmv.com/Constables.aspx

2)      For ALARS training, you must attend a training class in person before you are
given credentials to log into the VPN/ALARS.  We will contact you when a class is
available. 

 
For ATLAS (Driver Information) you will be sent an email from RMV-DL-
ISSecurity@state.ma.us with your ATLAS credentials.  
For ALARS (Vehicle Information) you will receive an email from MassIT-VPN@betrusted.net to
register for the VPN and download the Junos Software.
Please make sure these email addresses are not blocked or added to your delete/spam/junk
folders. 
 
If you should have any questions, please contact IS Security at (857)368-7930.
 



From: Spencer, Ashley (EOL)
To: Foley, Karyn L. (DOT)
Cc: Merra, Jeffrey (EOL)
Subject: Photo Access
Date: Thursday, April 04, 2019 8:03:54 AM

Hi Karen,
 
I no longer have access to see photos within the ATLAS system.  Are you aware of any issues? Or do I
need to do something on my end to obtain that access back?  My user name is bp_amiles.
 
Thanks for your help.
 
 
Ashley Spencer (Miles)
Office of Labor Relations/Human Resources
Executive Office of Labor and Workforce Development
Office: (617)-626-5576
Cell: (857)-332-2410
Email: Ashley.Spencer@detma.org
 



From: RMV-DL - IS Security
To: "dprockwellpi@gmail.com"
Bcc: RMV VPN Requests
Subject: RMV Access for Constables
Date: Tuesday, March 12, 2019 2:17:04 PM
Attachments: Constable Welcome Documents 12.19.2018.pdf

Dana Prestone, Constable
 

You have been approved for remote access to the Registry of Motor Vehicles. As of March 26th,
2018, the RMV records has been divided into two systems. ALARS is our legacy system and has all
vehicle information. ATLAS is our new system and has all driver information. In the fall of 2019,
vehicle information will be converted into the ATLAS system and ALARS/VPN will no longer be
needed.
 
For connectivity to Driver Information: Using the RMV’s web based ATLAS Business Portal.
Supported Browsers: Microsoft Edge13+, Microsoft Internet Explorer 7+, Safari 5+, Chrome
5+, Firefox 3.5+ or Opera10+
 
For connectivity to Vehicle Information: Currently the RMV, in conjunction with the Information
Technology Division (ITD) Data Center, uses Verizon’s Virtual Private Network (VPN) for it’s
remote access to the RMV’s ALARS. In order to gain access to the RMV’s database you must use
Verizon’s Universal Identity Service (UIS) and a Junos Pulse Client. As well as purchase a TN3270
software. Purchase the TN3270 software. Any TN3270 software should work with Verizon
UIS VPN, however most companies offer a 30 day trial period, we advise you to use the trial
before you purchase the software to make sure all is compatible. You can find this software by
searching the internet.
 
Please note: You as the constable is approved for on-line access, when completing the following
forms please use your name, not the name of your company. Also, this on-line access does not
have photo images of people. Your local police dept has this access thru CJIS.
 
In the attached pdf document, you will find:

□        Agreement for Access to Records and Data Maintained by the Registry of Motor
Vehicles

o   Must be completed and signed by the constable. Do not use the name of your
constable business.

□        RMV Business Partner Contact Form
o   This form is used to collect the Business Owner, Program, Legal, Financial,

Technical, and Security contacts information. You may write same as above for all
contacts.

□        RMV Business Partner User Request form
o   This form is used to identify the End User that will need access to the Business Portal

and ALARS.
 

□        Verizon’s Service Order for Commonwealth of Massachusetts form must be completed.
This form will establish an account with Verizon. The RMV will approve the form and send
the information to Verizon. You do not have to communicate with Verizon directly.
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WHEREAS, the RMV requires that Requestor execute this written Agreement to ensure that records and data 
obtained from the RMV will be used only for permissible purposes, as set forth in the DPPA, and that personal 
information contained in said records will be safeguarded and protected before Requestor obtains access to said 
records and data; 


NOW THEREFORE, in consideration of the foregoing recitals (which are hereby incorporated into and made an 


integral part of this Agreement), as well as the duties and obligations set forth in this Agreement, it is agreed by 


and between the parties as follows: 


TERMS AND CONDITIONS 


1. Permitted Use: Requestor hereby certifies that Requestor is permitted to obtain access to RMV data under 


the provisions of the DPPA as it is: PICK FROM BELOW (CHECK ALL THAT APPLY): 


☐A.  An insurance company licensed by the Massachusetts Division of Insurance to write private 


passenger automobile policies in Massachusetts or an authorized agent or service carrier wherein the 


records and data will be used to the extent authorized in the safe driver insurance plan and for the 


purpose of complying with the requirements of  M.G.L. Chapter 90, §§1A, 34A, 34B and 34H pertaining 


to motor vehicle liability policies; 


☐B.  An insurer or insurance support organization, a self‐insured entity or an agent, employee or 


contractor of such, wherein the records and data will be used in  connection with claims investigation 


activities, anti‐fraud activities, rating or  underwriting; 


☐C.  A federal, state or local governmental agency wherein the records and data will be used  for a 


permitted use as solely determined by the RMV and to carry out the official functions of such agency; 


☐D.  A legitimate business, which in the normal course of business will use RMV data solely for the 


purpose of verifying the accuracy of personal information submitted by an individual to the Requestor’s, 


agents, contractors or employees; 


☐E.  A private entity or individual acting on behalf of a federal, state or local governmental agency 


for item C above wherein the RMV’s records and data are used to carry out the   official functions of 


such federal, state, or local governmental agency; 


☐F.  An authorized lender or lien holder that participates in the RMV’s Electronic Lien Holder 


Program which permits electronic communication of certain title and lien information, for the purpose 


of obtaining information about, posting and releasing motor vehicle liens; 


☐G.  A licensed motor vehicle dealership or insurance agency or other permitted entity that has been 


approved by the RMV to participate in its EVR program and to register motor vehicles electronically 


☐H.  A Driving School licensed by the RMV under M.G.L. chapter 90, sections 32G and 32G1/2; 


☐I.  A private entity that the RMV engages to provide programs in driver attitudinal training,  or 


similar services 


☐J.  A private entity acting on the behalf of any of those listed in items A through I. 
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2. Access To and Use of Personal Data: Requestor certifies it will use RMV data solely for purposes consistent 


with Paragraph 1 of this Agreement.  Furthermore, the Requestor shall not use any personal information 


obtained pursuant to this Agreement for any purpose that is not permitted under Massachusetts or Federal 


laws, rules or regulations, as may be amended from time to time and the Requestor agrees it will comply 


with all applicable laws and regulations respecting access to and use of personal information, including the 


Federal Driver Privacy Protection Act (the “DPPA”) (18 U.S.C. §2721 et seq.), the Massachusetts Identity 


Theft Act, G.L. c. 93H, the Standards for the Protection of Personal Information of Residents of the 


Commonwealth 201 C.M.R. 17.00 and Executive Order 504.  The Requestor represents that it has read the 


DPPA, M.G.L. c. 93H, the Standards for the Protection of Personal Information of Residents of the 


Commonwealth 201 C.M.R. 17.00 and Executive Order 504 and will comply with such laws and Order and all 


other applicable laws, state or federal, regarding access to and the use of motor vehicle records, personal 


information and data privacy and protection, as such laws may be amended from time to time.  The 


Requestor further agrees that Personal Information accessed under this Agreement shall not be used to 


create or aggregate the data for any purpose, except as specifically provided by federal or state law or other 


sections of this Agreement. 


3. Method of Access: Requestor will access data provided by the RMV via one or more of the following 


methods of access : 


a. Obtain files from and/or exchange files with the RMV using Secure File Transfer Protocol (“SFTP”).  


b. Call RMV Web Services; 


c. Utilize the eServices Portal or Business Portal; 


d. Using a 3rd Party Vendor that supplies RMV records 


4. Training: Requestor agrees to participate in and complete any training programs in the use of the RMV 


database, as the RMV in its sole discretion, deems necessary. 


5. Data: The RMV may, at its sole discretion and based on the Permitted Use(s) defined in Paragraph 1 above, 


make its records and data available to Requestor solely to perform the business functions as defined in the 


Permitted Use in paragraph 1. 


6. Term:  This Agreement shall be in effect for three years from the date it is executed by the Requestor, and 


may be renewed at the RMV’s sole and absolute discretion for additional three year periods upon 


notification from the RMV.  The RMV will notify the Requestor on two separate occasions in the 30 day 


period prior to the expiration of the Agreement via the Requestor’s e‐mail address, as provided.   If the 


Requestor does not renew the Agreement prior to its expiration date, all access will terminate on that date. 


7. Cost:  The requestor will pay the RMV any and all applicable fees established in 801 CMR 4.02, which may be 


subject to change.  


8. Electronic Security Requirements: 


a. The Requestor, by this agreement, certifies it has an information security program in place that 


follow current industry design and best practices, including, but not limited to those published by The 


National Institute of Standards & Technology (NIST), the SANS (SysAdmin, Audit, Network, Security 


(SANS) Institute), and other recognized bodies to prevent unauthorized electronic access to RMV 


data or to its database.    


b. For All Requestors , using any Access Method, Requestor agrees, at a minimum, to do the following: 
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i. Have written procedures in place to insure the electronic safety, physical security and 


confidentiality of RMV data in accordance with paragraph 10 of this Agreement; 


ii. Have written procedures in place that insure RMV data is accessed only for permitted uses 


under the DPPA and consistent with paragraph 10 of this Agreement. 


c. For Requestors Who Select Web Services or SFTP Option under Paragraph 3. Requestor agrees to do 


the following: 


i. Assign a unique ID to each end user who will access RMV data.   


ii. Implement written password policies and procedures that follow current industry design 


and best practices such as: 


1. those published by The National Institute of Standards & Technology (currently 


SP800‐63b section 5); 


2. the SANS (SysAdmin, Audit, Network, Security Institute) Password Construction 


Guidelines (currently SANS document section 4)and 


3. those published by other recognized bodies such as IRS1075 (currently section 


9.3.7.5).  


iii. The standards referenced in subsection ii above must be designed to prevent 


unauthorized access to RMV data or to its database. 


iv. Deactivate the unique ID immediately when the end user leaves the Requestor’s 


employment or when the ID has not been used for a period of 90 days. 


v. Maintain an electronic log of all transactions with the RMV for 5 years.  The log shall 


contain all the transactions performed by each end user including the end user’s unique 


ID (if applicable), the end‐user’s full name, date and time of each transaction performed 


and/or inquiry. 


vi. Respond within 3 business days to the RMV’s request to review a specific transaction or 


series of transactions including the end user’s name, unique ID, dates, times and reason 


for the transaction(s).  The RMV may, but is not required, to inform the Requestor as to 


its reason for the request. 


vii. Failure to comply with subsections i‐vi above may result in termination of the 


Agreement under the provisions of paragraph 12. 


9. A. Data Retention/Audit For SFTP And Web Services Users:  The SFTP and/or Web Services Requestor shall 


at all times adhere to the data retention and destruction requirements of M.G.L. Chapter 93I and the 


Massachusetts Public Records Law. Any data obtained from the RMV shall be shredded, destroyed or 


disposed of in compliance with Chapter 93I after its business purpose has expired.  The Requestor shall 


maintain a record of transactions it performs using RMV data for a period of 5 years.  Such record shall 


include the name of the person or entity that accessed the data; the time and date the data was provided 


to said person or entity and the customer information.  The RMV may in its discretion audit all such 


documentation. The RMV will provide the Requestor with written notice at least three (3) business days 


prior to said audit, which shall be performed with the reasonable cooperation of the Requestor.  In the 


event the Requestor cannot provide a legitimate reason for accessing said data, said failure to do so may 


constitute a material breach under paragraph 12 of this Agreement.  Furthermore, if the RMV’s audit 


reveals inaccuracies or a violation of any provision of this Agreement, said violation or inaccuracies may be 


considered a material breach under paragraph 12 of the Agreement.    If the Requestor does not have an 
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office location in Massachusetts, upon request, the Requestor will forward all records to the RMV at the 


time and place designated by the RMV. 


B. Data Retention/Audit For eServices Portal, Business Portal and Businesses using a 3rd Party: The 


eServices Portal, Business Portal Requestor and/or businesses using a 3rd Party Vendor shall at all times 


adhere to the data retention and destruction requirements of M.G.L. Chapter 93I and the Massachusetts 


Public Records Law.  Any data obtained from the RMV shall be shredded, destroyed or disposed of in 


compliance with Chapter 93I after its business purpose has expired.   The RMV may track and audit all 


business transactions.   The RMV may in its sole discretion require the requestor to explain and/or 


demonstrate its legitimate business purpose or permitted use for accessing the RMV’s data for any 


particular transaction.  Failure by the Requestor to do so may constitute a material breach under paragraph 


12 of this Agreement.  If the Requestor does not have an office location in Massachusetts, upon request the 


Requestor will forward all records to the RMV at the time and place designated by the RMV. 


10. Physical Security Of Data and Confidentiality:    The Requestor shall do the following: 


a. Ensure that RMV records are not visible to unauthorized individuals; 


b. Shred or deposit RMV records into a locked shredder container when no longer needed; 


c. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the DPPA.  


Requestor may be liable for impermissible dissemination of personal information to any individual to 


whom the personal information pertains; 


d. Never misrepresent Requestor’s identity or make a false statement in connection with a request for 


personal information with the intention of obtaining said information in a manner not authorized 


under this Agreement or the DPPA; 


e. Never disseminate RMV records unless such dissemination is required by the Requestor’s job duties; 


f. Never use RMV records in the furtherance of an illegal act, including a violation of any criminal or 


civil laws;  


11. A. Background Checks For Requestors Who Receive Personal Information Contained in RMV Records and 


Data: 


a. Prior to permitting access to the RMV’s records and data, Requestor shall ensure through  


background checks that its employees, contractors and agents who have access to or who may view 


RMV data have not been convicted of a felony involving violence, dishonesty, deceit or indecency.   


A Requestor’s employee, contractor or agent who has been convicted of such a felony shall not be 


qualified to access RMV data or view its data. For eServices Portal Administrators a back ground 


check will be conducted by the RMV.  


b. For Requestors Who Select the Business Portal Option under Paragraph 3: The RMV shall conduct 


background checks to ensure that the proposed employee, contractor and agent who will have 


access to or who may view RMV data has not been convicted of a felony involving violence, 


dishonesty, deceit or indecency.   A Requestor’s employee, contractor or agent who has been 


convicted of such a felony shall not be authorized to access the RMV database or view its data.  


12. Termination for Breach:  In addition to any termination of rights contained in this Agreement herein, the 


RMV may immediately terminate the Agreement and the Requestor’s access to RMV data at any time, if 


the RMV determines in the exercise of its sole discretion, that the Requestor engaged in a material 


violation of any term of this Agreement, the DPPA, M.G.L. c. 93H, Executive Order 504, or any other law 


pertaining to the privacy of motor vehicle records.  The RMV shall have no liability to the Requestor for 


terminating the Agreement under this provision.  
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13. Right to Appeal:  The Requestor shall have the right to appeal the RMV’s decision to terminate Requestor’s 


access to RMV data pursuant to paragraph 12 above.  Appeals should be made in writing and should be 


addressed to the Registrar of Motor Vehicles (“Registrar”).  If no such appeal is made within 30 days of the 


termination, the termination shall be final.  If the Requestor files an appeal within said 30 days period, the 


Registrar shall review the RMV’s decision to terminate and shall make a final determination as to whether 


the terms of this Agreement were breached and, if so, whether the termination of access was appropriate.  


In making the final determination, the Registrar may consider any documentation proffered by the 


Requestor evidencing affirmative steps taken to prevent similar violations of this Agreement.  The 


Registrar’s decision is final and dispositive and no further appeal process is available.  


14. 30 Day Termination:   Notwithstanding paragraph 5, this Agreement may be terminated by either party at 


any time upon thirty (30) days written notice. This agreement may be immediately terminated without 


advance notification upon any material breach of any covenant by either party, or if the performance of 


this Agreement by the RMV is made impossible or impractical, as determined in the sole reasonable 


judgment of the RMV, or if the requestor has not accessed the RMV’s data base for a period of ninety (90) 


days, by any order of any Court, or any action of the Legislature of the Commonwealth of Massachusetts.  


Notwithstanding the terms of Section 25 below, a notice of termination shall be in writing signed by a duly‐


authorized representative of the terminating party and deposited with the United States Postal Service 


correctly addressed and postage prepaid. 


15. Indemnification:  The Requestor agrees to defend, hold harmless and indemnify the RMV, the 


Massachusetts Department of Transportation, the Commonwealth of Massachusetts and their employees 


and agents from any and all claims, actions, damages, or losses which may be brought or alleged against 


them for the negligent, improper, or unauthorized access, use or dissemination of the personal information 


contained in the RMV data.  The Requestor shall indemnify and hold harmless the Commonwealth of 


Massachusetts and the Massachusetts Department of Transportation, and the RMV against any liability, 


claim loss, damage or expense, of every nature and kind in law or equity, arising out of or in connection 


with any misuse or misappropriation of any RMV Data obtained from the RMV; any failure of the Requestor 


to comply with any applicable provisions of State or Federal laws or regulations regarding privacy of motor 


vehicle records or data; any failure to safeguard and limit access to the RMV Data as required herein; 


and/or any other acts or omissions of the Requestor or its employees or agents in connection with the 


performance, exercise, or enjoyment of this Agreement, including without limitation reasonable attorney’s 


fees and other costs of defending any such claim or action. The obligations under this paragraph shall 


survive the termination of this Agreement. 


16. Non‐Assignment:  The Requestor shall not assign or in any way transfer any interest in this Agreement. 


17. Non‐Exclusivity:  The Requestor acknowledges that this Agreement is not an exclusive agreement.  At its 


sole discretion the RMV may enter into agreements with other parties for the same or similar services as 


provided by this Agreement, on such terms and conditions as the RMV determines in its sole discretion.  


18. Warranty:  The RMV makes no representation or warranty, express or implied, with respect to the accuracy 


of any RMV Data from a source other than the RMV.  Therefore, except for acts or omissions that 


constitute gross negligence or willful misconduct by the Commonwealth of Massachusetts, the 


Massachusetts Department of Transportation, the RMV, their employees or agents, neither the 


Commonwealth of Massachusetts, the Massachusetts Department of Transportation, the RMV, or their 


employees or agents shall be liable to the Requestor for any costs, claims, liability, damages, expenses, lost 
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production, or any other loss of any nature or kind, in law or equity, in connection with this Agreement, 


including but not limited to inaccurate, incomplete or unavailable RMV data. 


19. Litigation Notice:  The Requestor shall immediately notify the Office of the General Counsel at the 


Massachusetts Department of Transportation in the event that it is sued or litigation is filed concerning the 


Requestor’s use of RMV data. 


20. Notice of Data Breach:  The Requestor shall immediately notify the Chief Information Security Office for 


the Massachusetts Department of Transportation at InfoSecTeam@dot.state.ma.us in the event of a data 


breach or misuse of RMV data.  The Requestor is responsible for all notifications and remediation pursuant 


to M.G.L. Chapter 93H. 


21. Forum:  This agreement shall be construed under and governed by the laws and Executive Order 504 of the 


Commonwealth of Massachusetts.  The parties agree that all actions and proceeding arising out of or 


relating directly or indirectly to this Agreement or any ancillary agreement or any other related obligation 


shall be litigated solely and exclusively in a court of competent jurisdiction in Suffolk County, MA. 


22. Discrimination:  The Requestor shall not engage in any unlawful discrimination against any person based 


upon the RMV Data obtained pursuant to this Agreement, and the requestor agrees to comply with all 


applicable State and Federal laws, rules and regulations prohibiting discrimination in employment, 


including but not limit to 42 USC 12101, 28 CFR Part 35, 29 USC 791 et seq., Massachusetts General Laws 


Chapter 151 B and Chapter 272, §92A and §98 et seq. and Executive Orders 227, 237, and 246, or any 


amendments to such provisions. 


23. Severability Clause:  In the event that any provision in this agreement shall be or become invalid, illegal or 


unenforceable, the validity, legality and enforceability of the remaining provisions shall not in any way be 


affected or impaired thereby and such provision shall be ineffective only to the extent of such invalidity, 


illegality or unenforceability. 


24. Complete Instrument:  This Agreement constitutes the entire agreement of the parties and supersedes all 


other prior written or oral agreements between the parties with respect to subject matter hereof.  This 


Agreement may be changed, modified or amended at any time only by an instrument in writing, signed by 


duly authorized representatives of both parties hereto. 


25. Notice:  Notice required or permitted by this Agreement shall be addressed to the address(s) as maintained 


by the requestor on their company profile on the RMV eServices Portal or as follows: 


To the RMV:   


    MassDOT Registry of Motor Vehicles Division ‐ IS Security 


    25 Newport Avenue Extension   


    Quincy, MA  02171 


    RMVBusinessPartners@dot.state.ma.us 


To the Requestor:  (Print Business Name, Address and email address) 


   _________________________________________________________________________________  


   _________________________________________________________________________________  


   _________________________________________________________________________________  


   _________________________________________________________________________________  
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Page 2 of 2  BP User Request form for Business Portal Users 
 


End User Must read this RMV System ID Policy 


Both RMV Systems ALARS and ATLAS stores personal and confidential data.  The Federal Driver Privacy Protection Act (DPPA) and the 
Massachusetts Identity Theft Act, G.L. c. 93H protects this information.   The DPPA broadly defines personal information as information that identifies 
an individual, including an individual’s photograph, social security number, driver identification number, name, address, telephone number, and 
medical or disability information.  Specifically excluded from the definition of personal information is information on vehicular accidents, driving 
violations, and driver’s status.   


You have been granted access to ATLAS and/or ALARS because your company is a permitted business partner allowed to access RMV records.  If 
you are not clear on the business purpose for which you may access the RMV data, talk to your manager/supervisor.  


You will be held personally responsible for all activity that occurs on your issued security credentials including: 


any  money collected (if applicable);  


the accuracy of any transaction performed                                                                                                                                                                              


 any inquiry conducted  


All transactions are the official records of the RMV; they are recorded, stored, monitored and audited.  The RMV may in its sole discretion require you 
to explain and/or demonstrate the legitimate business purpose or permitted use for accessing the RMV’s data for any particular transaction.  


As the end user you will: 


1. Never divulge your password to anyone 
2. Only access the RMV data for business purposes. 
3. Never leave your computer unattended with the ATLAS or ALARS actively logged on. You must lock the computer or log off before leaving 


your computer unattended.  
4. Ensure that RMV records are not visible to unauthorized individuals; 
5. Shred or deposit RMV records into a locked shredder container when no longer needed; 
6. Never bring RMV records or use ATLAS/ALARS outside the workplace, unless required to perform your job duties. 
7. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the DPPA.  You may be liable for impermissible 


dissemination of personal information to any individual to whom the personal information pertains; 
8. Never misrepresent yourself or make a false statement in connection with a request for personal information with the intention of obtaining 


said information in a manner not authorized in your companies signed Agreement for Access to Records and Data Maintained by the 
Registry of Motor Vehicles or the DPPA; 


9. Never disseminate RMV records unless such dissemination is required by your specific job duties; 
10. Never use RMV records in the furtherance of an illegal act, including a violation of any criminal or civil laws;  


If you suspect your account has been compromised, contact the RMV IS Security at 857-368-7930 immediately.   


The RMV reserves the exclusive right to alter or amend this policy at any time.  


End User Affirmation and Signature  


I, _______________________________, agree and will abide by the policy described above.  Violation of this policy may be subjected to disciplinary 
actions, including termination of RMV access, criminal proceedings and/or fines per each violation. 


End User Signature: __________________________________________________________  Date:  _____________________  


Return BOTH pages of this form to: RmvBusinessPartners@state.ma.us  or mail to: 
MassDOT RMV-IS Security ● 25 Newport Avenue Ext. ● Quincy, MA  02171 


Security Administration Use Only 


Assigned System ID Password 


  
Date Received (MM/DD/YYYY) CMC Model Security 


  ‒   ‒        
ATLAS ID PWD ATLAS Group(s) 


   
24/Sat VPN: VPN Group 


   
Tr/Sent AC VPN requested: VPN Sent: 


             
 







Verizon Enterprise Solutions 


  
 


VPN SERVICE DESCRIPTION 


Commonwealth of Massachusetts – Business Partner 
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The information contained in this statement of work is confidential and/or proprietary information intended only for the use of the 
individual or entity named in this document.  Copying, or distribution of this document is strictly prohibited. 


1 Overview 


Verizon Enterprise Solutions (VERIZON) will provide the Secure VPN Remote Access services for 
RMV Business Partners at the request of the Commonwealth of Massachusetts RMV.  This document 
will define the services that VERIZON will provide, and the responsibilities of VERIZON, the 
Customer and the Commonwealth of Massachusetts. 


The Services ordered hereunder are governed by the rates, terms and conditions of the existing 
Commonwealth of Massachusetts and Verizon statewide contract ITT46 (Tab - 4.1A VPN with UIS).  
A copy of these terms and conditions may be obtained at:  


http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing
/ (click “cost tables” once on the webpage) 


The Commonwealth of Massachusetts Point of Contact regarding this VPN Service shall be: 
  
MassDOT-RMV 
IS Security  
25 Newport Avenue Ext 
Quincy, MA 02171 
Phone: 857-368-7930 


2 Service Description 


This VPN service will allow RMV Business Partners remote access to MassDOT Registry of Motor 
Vehicles (RMV) Division applications using secure and encrypted VPN technology with 2 factor 
authentication. VPN users can establish secure VPN tunnels from remote end user computers to the 
Commonwealth network using the VPN software installed on the end user’s computer. As an RMV 
Business Partner, your access will be limited to the appropriate RMV applications only.    
 
The VPN service consists of: 
 


1. Verizon’s Universal Identity Service (UIS) – web based service that provides 2 factor 
authentication during logon to the VPN service 


2. Junos Pulse Client – software used for establishing a VPN connection 
 
The service may be used with any form of Internet Access, so long as a consistent IP address is 
assigned throughout the VPN session.  
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3 Responsibilities 


Verizon Responsibilities 
 Set up all subscribers for services based upon authorization by the Commonwealth of 


Massachusetts - RMV.  


 Provide an Electronic Implementation Guide Kit that includes complete VPN installation 
documentation, and comprehensive helpdesk instructions to Business Partners.  


 Bill the business partner directly 


 Provide Tier 1 & Tier 2 VPN helpdesk  


Commonwealth Responsibilities 
 Troubleshoot and support application-related issues for Business Partners 


 Forward VPN Service Order  to Verizon and request VPN Service creation 


Business Partner Responsibilities 
 Complete and return VPN Service Order to MassDOT-RMV contact.   


 For each VPN user, install Junos Pulse VPN software on a personal computer and complete 
enrollment in Verizon’s Universal Identity Service (UIS). 


 Obtain Internet Access Service  


 Provide accurate billing information to Verizon 


 At the time of installation, ensure the network is stable and free of known problems.  Any 
unresolved problems shall be identified prior to the start of work. 


4 Cost 


Service is billed monthly. RMV Business Partner will be billed for services below. Payments must be 
made in accordance with the terms and conditions of the Commonwealth ITT46 Terms and 
Conditions. 
 


 VPN Access 
 VPN Help Desk  
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5 VPN Help Desk 


Verizon provides Business Partners with Help Desk support for their end-users, to assist with 
deployment of and individual support for the Verizon VPN Service client software. 


All Tier 1 Help Desk calls are answered by a touch-tone menu system to facilitate quick connection to 
the appropriate Verizon VPN Service support staff.  The Help Desk service can be reached by a toll-
free number.  Use of the toll-free number is restricted to callers within the continental United States.  
 
Hours of Operation 


 
Tier 1 - End-User Support for VPN Client Installation & Troubleshooting 


Seven (7) days per week, 24-hours per day – live technicians on duty 


 
Tier 2 - Client SW & Network Administration Support for Authorized Customer 


Technical Contacts Only 


Monday – Friday (5) days per week, 8-hours per day – live technicians on duty 


 
Scope of Support 


 
This service assumes the user has working internet access before the VPN software is installed. The 
help desk will refer the user to their agency Information Technology staff or the hardware 
manufacturer for firmware updates or the atypical internet access problem that cannot be resolved 
quickly. 
 
Verizon Universal Identity Service – The Help Desk will provide support for the VPN user’s 
Verizon Universal Identity Service (UIS) Account. Help Desk personnel will assist with any issues 
encountered during initial enrollment in UIS. They will reset user passwords is required. 


 
Junos Pulse Client Software – The Help Desk will provide installation support for the VPN Junos 
Pulse Client software.  Help Desk personnel will recommend backup of the system registry before 
installation, and provide users with assistance if it is requested.  Help Desk agents will provide 
guidance on the VPN Client’s User Interface, and will perform basic troubleshooting, via telephone, of 
VPN connectivity to the Commonwealth sites.  The help desk will support only the current release of 
the Verizon VPN Service Client software or upgrades to the current release. 







RMV Verizon VPN Order Form 4-14-2015 


Verizon Enterprise Solutions Group 
Virtual Private Networking (VPN) Service Fees 


Service Order for Commonwealth of Massachusetts  
MassDOT Registry Division--Business Partners 


 


 Create New Account     Cancel Account     Change Contact Info  
 
          Account creation, cancellation and changes must be approved and confirmed by the RMV.    


 
 
Account Number:   _____________________________ (Leave Blank if Unknown) 


 
Company Name:  _________________________________________________________________ 
  
Billing Address:  _________________________________________________________________ 
                                     
Company Contact:  ____________________________  Telephone #:  _________________________ 
 
Company Contact email:  ___________________________   
 
 
Number 
Of Users 


Monthly Unit Price 
per user 


Product Total 
Monthly 
Price 


One-Time Set-up  
Costs per user 
 


 $  13.86 VPN Service with Verizon 
Universal ID (UIS), Junos 
Pulse and VPN Help Desk  


 $  4.00 


 
This order is placed under and governed by the terms and conditions of ITT46 the contract between the 
Commonwealth of Massachusetts and Verizon which can be found on cwma.verizon.com.  By signing this 
document you are placing an order under the contract and represent that you are authorized to do so.   
Billing for VPN services will begin the first of the following month.  Please allow 2-3 billing cycles for all 
cancellations of service. VPN access can and will be terminated due to non-payment. 
  
 
____________________________________________  __________________ 
Authorized Signature       Date 
 
____________________________________________                                      
Print Name                                                                                                            
 
RMV Use Only:  
 
 
RMV Approval:___________________________ Date:________  
 
Billing Code Assignment: __________ 
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□ The Verizon’s VPN Service Description document, is a detail documentation on what
Verizon is responsible for providing to you. No need to return these pages.

 
Complete & submit the documents to RmvBusinessPartners@state.ma.us or mail to: RMV IS
Security, 25 Newport Avenue Ext, Quincy, MA 02171.
 
For ALARS training, you must attend a training class in person before you are given credentials to log
into the VPN/ALARS and ATLAS. We will contact you when a class is available.
 
For ATLAS (Driver Information) you will be sent an email from RMV-DL-
ISSecurity@dot.state.ma.us with your ATLAS credentials.
For ALARS (Vehicle Information) you will receive an email from MassIT-VPN@betrusted.net to
register for the VPN and download the Junos Software.
Please make sure these email addresses are not blocked or added to your delete/spam/junk folders.
 
If you should have any questions, please contact IS Security at (857)368-7930.
 



From: RMV-DL - IS Security
To: rnconstableservices@yahoo.com
Subject: RMV Access for Constables
Date: Monday, December 17, 2018 9:40:00 AM
Attachments: Constable-All docs.pdf

Rick Nunez,  Constable
 

You have been approved for remote access to the Registry of Motor Vehicles.  As of March 26th,
2018, the RMV records has been divided into two systems.   ALARS is our legacy system and has
all vehicle information.  ATLAS is our new system and has all driver information.  In the fall of
2019, vehicle information will be converted into the ATLAS system and ALARS/VPN will no
longer be needed. 
 
For connectivity to Driver Information:  Using the RMV’s web based ATLAS Business Portal.
Supported Browsers: Microsoft Edge13+, Microsoft Internet Explorer 7+, Safari 5+, Chrome
5+, Firefox 3.5+ or Opera10+
 
For connectivity to Vehicle Information: Currently the RMV, in conjunction with the Information
Technology Division (ITD) Data Center, uses Verizon’s Virtual Private Network (VPN) for it’s
remote access to the RMV’s ALARS. In order to gain access to the RMV’s database you must use
Verizon’s Universal Identity Service (UIS) and a Junos Pulse Client.  As well as purchase a TN3270
software.  Purchase the TN3270 software. Any TN3270 software should work with Verizon
UIS VPN, however most companies offer a 30 day trial period, we advise you to use the trial
before you purchase the software to make sure all is compatible.  You can find this software
by searching the internet. 
 
Please note:  You as the constable is approved for on-line access, when completing the
following forms please use your name, not the name of your company. Also, this on-line access
does not have photo images of people.   Your local police dept has this access thru CJIS.  
 
In the attached pdf document, you will find:

□        Agreement for Access to Records and Data Maintained by the Registry of Motor
Vehicles

o   Must be completed and signed by the constable.  Do not use the name of your
constable business. 

□        RMV Business Partner Contact Form
o   This form is used to collect the Business Owner, Program, Legal, Financial,

Technical, and Security contacts information. You may write same as above for all
contacts.

□        RMV Business Partner User Request form
o   This form is used to identify the End User that will need access to the Business Portal

and ALARS.
 

□        Verizon’s Service Order for Commonwealth of Massachusetts form must be completed.
This form will establish an account with Verizon. The RMV will approve the form and send
the information to Verizon.  You do not have to communicate with Verizon directly. 
 

□        The Verizon’s VPN Service Description document, is a detail documentation on what




AGREEMENT FOR ACCESS TO 
RECORDS AND DATA MAINTAINED BY THE 


REGISTRY OF MOTOR VEHICLES 
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This agreement (hereinafter “Agreement”) is made and entered into by and between the Massachusetts 


Department of Transportation, through its Registry of Motor Vehicles Division (hereinafter the “RMV”), 


a body politic and corporate, and public instrumentality of the Commonwealth, established and 


operating pursuant to M.G.L. c. 6C and (Business Name)  ______________________________________  


dba _________________________________________________________________________________  


its affiliates and/or subsidiaries or, (hereinafter the “REQUESTOR”).  The Terms and Conditions of this 


Agreement shall be binding upon either party’s legal successor. 


RMV Program(s): (Check all that Applies)   


☐3rd Party Vendor ☐Bulk Data  ☐Driver Verification System (DVS)  ☐Driver Attitudinal Retraining 


Course (DARC)   ☐Electronic Public Driving Records (EPDR)  ☐General Business Partner  ☐Ignition 


Interlock Device  ☐Insurance Agency  ☐Insurance Company  ☐State Courts Against Road Rage(SCARR)   


RECITALS 


WHEREAS, the RMV stores personal and confidential information protected by the federal Driver Privacy 


Protection Act (18 U.S.C. § 2721 et seq.) (hereinafter “DPPA”) in its database and  


WHEREAS, the RMV is authorized under the DPPA to provide and/or allow access to records and data in 


its database containing personal and confidential information to permitted users for permissible 


purposes, as defined under the DPPA and 


WHEREAS, the RMV has established a Database to maintain and provide access to such records and data 


and 


WHEREAS, state and federal law, including the DPPA, protect personal information maintained in the 


records of the RMV and  


WHEREAS, Requestor desires to obtain records and data which may contain personal information from 


the RMV and 


WHEREAS, Requestor agrees that it is a permitted user of RMV records and data under the DPPA and 


WHEREAS, the RMV requires that Requestor execute this written Agreement to ensure that records and 


data obtained from the RMV will be used only for permissible purposes, as set forth in the DPPA, and 


that personal information contained in said records will be safeguarded and protected before Requestor 


obtains access to said records and data; 


NOW THEREFORE, in consideration of the foregoing recitals (which are hereby incorporated into and 


made an integral part of this Agreement), as well as the duties and obligations set forth in this 


Agreement, it is agreed by and between the parties as follows: 
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TERMS AND CONDITIONS 


1. Permitted Use: Requestor hereby certifies that Requestor is permitted to obtain access to RMV data 


under the provisions of the DPPA as it is: PICK FROM BELOW (CHECK ALL THAT APPLY): 


☐A. An insurance company licensed by the Massachusetts Division of Insurance to write 


 private passenger automobile policies in Massachusetts or an authorized agent or 


 service carrier wherein the records and data will be used to the extent authorized in the 


 safe driver insurance plan and for the purpose of complying with the requirements of 


 M.G.L. Chapter 90, §§1A, 34A, 34B and 34H pertaining to motor vehicle liability policies; 


☐B. An insurer or insurance support organization, a self-insured entity or an agent, 


 employee or contractor of such, wherein the records and data will be used in 


 connection with claims investigation activities, anti-fraud activities, rating or 


 underwriting; 


☐C. A federal, state or local governmental agency wherein the records and data will be used 


 for a permitted use as solely determined by the RMV and to carry out the official 


 functions of such agency; 


☐D. A legitimate business, which in the normal course of business will use RMV data solely 


 for the purpose of verifying the accuracy of personal information submitted by an 


 individual to the Requestor’s, agents, contractors or employees; 


☐E. A private entity or individual acting on behalf of a federal, state or local governmental 


 agency for item C above wherein the RMV’s records and data are used to carry out the 


 official functions of such federal, state, or local governmental agency; 


☐F. An authorized lender or lien holder that participates in the RMV’s Electronic Lien Holder 


 Program which permits electronic communication of certain title and lien information, 


 for the purpose of obtaining information about, posting and releasing motor vehicle 


 liens; 


☐G. A licensed motor vehicle dealership or insurance agency or other permitted entity that 


 has been approved by the RMV to participate in its EVR program and to register motor 


 vehicles electronically 


☐H. A Driving School licensed by the RMV under M.G.L. chapter 90, sections 32G and 


 32G1/2; 


☐I. A private entity that the RMV engages to provide programs in driver attitudinal training, 


 or similar services 


☐J. A private entity acting on the behalf of any of those listed in items A through I. 
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2. Access To and Use of Personal Data: Requestor certifies it will use RMV data solely for purposes 


consistent with Paragraph 1 of this Agreement.  Furthermore, the Requestor shall not use any 


personal information obtained pursuant to this Agreement for any purpose that is not permitted 


under Massachusetts or Federal laws, rules or regulations, as may be amended from time to time 


and the Requestor agrees it will comply with all applicable laws and regulations respecting access to 


and use of personal information, including the Federal Driver Privacy Protection Act (the “DPPA”) 


(18 U.S.C. §2721 et seq.), the Massachusetts Identity Theft Act, G.L. c. 93H, the Standards for the 


Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 17.00 and 


Executive Order 504.  The Requestor represents that it has read the DPPA, M.G.L. c. 93H, the 


Standards for the Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 


17.00 and Executive Order 504 and will comply with such laws and Order and all other applicable 


laws, state or federal, regarding access to and the use of motor vehicle records, personal 


information and data privacy and protection, as such laws may be amended from time to time.  The 


Requestor further agrees that Personal Information accessed under this Agreement shall not be 


used to create or aggregate the data for any purpose, except as specifically provided by federal or 


state law or other sections of this Agreement. 


3. Method of Access: Requestor will access data provided by the RMV via one or more of the following 


methods of access : 


a. Obtain files from and/or exchange files with the RMV using Secure File Transfer Protocol 


(“SFTP”).  


b. Call RMV Web Services; 


c. Utilize the eServices Portal or Business Portal; 


d. Using a 3rd Party Vendor that supplies RMV records 


4. Training: Requestor agrees to participate in and complete any training programs in the use of the 


RMV database, as the RMV in its sole discretion, deems necessary. 


5. Data: The RMV may, at its sole discretion and based on the Permitted Use(s) defined in Paragraph 1 


above, make its records and data available to Requestor solely to perform the business functions as 


defined in the Permitted Use in paragraph 1. 


6. Term:  This Agreement shall be in effect for three years, and may be renewed for additional three 


year periods upon notification from the RMV.  The RMV will notify the Requestor on two separate 


occasions in the 30 day period prior to the expiration of the Agreement via the Requestor’s e-mail 


address, as provided.   If the Requestor does not renew the Agreement prior to its expiration date, 


all access will terminate on that date. 


7. Cost:  The requestor will pay the RMV any and all applicable fees established in 801 CMR 4.02, which 


may be subject to change.  


8. Electronic Security Requirements: 


a. The Requestor, by this agreement, certifies it has an information security program in place 


that follow current industry design and best practices, including, but not limited to those 


published by The National Institute of Standards & Technology (NIST), the SANS (SysAdmin, 


Audit, Network, Security (SANS) Institute), and other recognized bodies to prevent 


unauthorized electronic access to RMV data or to its database.    


b. For All Requestors , using any Access Method, Requestor agrees to do the following: 
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i. Have written procedures in place to insure the electronic safety, physical security and 


confidentiality of RMV data in accordance with paragraph 10 of this Agreement; 


ii. Have written procedures in place that insure RMV data is accessed only for permitted 


uses under the DPPA and consistent with paragraph 10 of this Agreement. 


c. For Requestors Who Select Web Services or SFTP Option under Paragraph 3. Requestor 


agrees to do the following: 


i. Assign a unique ID to each end user who will access RMV data.   


ii. Implement written password policies and procedures that follow current 


industry design and best practices such as: 


1. those published by The National Institute of Standards & Technology 


(currently SP800-63b section 5); 


2. the SANS (SysAdmin, Audit, Network, Security Institute) Password 


Construction Guidelines (currently SANS document section 4)and 


3. those published by other recognized bodies such as IRS1075 (currently 


section 9.3.7.5).  


iii. The standards referenced in subsection ii above must be designed to prevent 


unauthorized access to RMV data or to its database. 


iv. Deactivate the unique ID immediately when the end user leaves the Requestor’s 


employment or when the ID has not been used for a period of 90 days. 


v. Maintain an electronic log of all transactions with the RMV for 5 years.  The log 


shall contain all the transactions performed by each end user including the end 


user’s unique ID (if applicable), the end-user’s full name, date and time of each 


transaction performed and/or inquiry. 


vi. Respond within 3 business days to the RMV’s request to review a specific 


transaction or series of transactions including the end user’s name, unique ID, 


dates, times and reason for the transaction(s).  The RMV may, but is not 


required, to inform the Requestor as to its reason for the request. 


vii. Failure to comply with subsections i-vi above may result in termination of the 


Agreement under the provisions of paragraph 12. 


9. A. Data Retention/Audit For SFTP And Web Services Users:  The SFTP and/or Web Services 


Requestor shall at all times adhere to the data retention and destruction requirements of M.G.L. 


Chapter 93I and the Massachusetts Public Records Law. Any data obtained from the RMV shall be 


shredded, destroyed or disposed of in compliance with Chapter 93I after its business purpose has 


expired.  The Requestor shall maintain a record of transactions it performs using RMV data for a 


period of 5 years.  Such record shall include the name of the person or entity that accessed the 


data; the time and date the data was provided to said person or entity and the customer 


information.  The RMV may in its discretion audit all such documentation. The RMV will provide the 


Requestor with written notice at least three (3) business days prior to said audit, which shall be 


performed with the reasonable cooperation of the Requestor.  In the event the Requestor cannot 


provide a legitimate reason for accessing said data, said failure to do so may constitute a material 


breach under paragraph 12 of this Agreement.  Furthermore, if the RMV’s audit reveals 


inaccuracies or a violation of any provision of this Agreement, said violation or inaccuracies may be 
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considered a material breach under paragraph 12 of the Agreement.    If the Requestor does not 


have an office location in Massachusetts, upon request, the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


B. Data Retention/Audit For eServices Portal, Business Portal and Businesses using a 3rd Party: 


The eServices Portal, Business Portal Requestor and/or businesses using a 3rd Party Vendor shall at 


all times adhere to the data retention and destruction requirements of M.G.L. Chapter 93I and the 


Massachusetts Public Records Law.  Any data obtained from the RMV shall be shredded, destroyed 


or disposed of in compliance with Chapter 93I after its business purpose has expired.   The RMV 


may track and audit all business transactions.   The RMV may in its sole discretion require the 


requestor to explain and/or demonstrate its legitimate business purpose or permitted use for 


accessing the RMV’s data for any particular transaction.  Failure by the Requestor to do so may 


constitute a material breach under paragraph 12 of this Agreement.  If the Requestor does not 


have an office location in Massachusetts, upon request the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


10. Physical Security Of Data and Confidentiality:    The Requestor shall do the following: 


a. Ensure that RMV records are not visible to unauthorized individuals; 


b. Shred or deposit RMV records into a locked shredder container when no longer needed; 


c. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the 


DPPA.  Requestor may be liable for impermissible dissemination of personal information to 


any individual to whom the personal information pertains; 


d. Never misrepresent Requestor’s identity or make a false statement in connection with a 


request for personal information with the intention of obtaining said information in a 


manner not authorized under this Agreement or the DPPA; 


e. Never disseminate RMV records unless such dissemination is required by the Requestor’s job 


duties; 


f. Never use RMV records in the furtherance of an illegal act, including a violation of any 


criminal or civil laws;  


11. A. Background Checks For Requestors Who Receive Personal Information Contained in RMV 


Records and Data: 


a. Prior to permitting access to the RMV’s records and data, Requestor shall ensure through  


background checks that its employees, contractors and agents who have access to or who 


may view RMV data have not been convicted of a felony involving violence, dishonesty, 


deceit or indecency.   A Requestor’s employee, contractor or agent who has been convicted 


of such a felony shall not be qualified to access RMV data or view its data. For eServices 


Portal Administrators a back ground check will be conducted by the RMV.  


b. For Requestors Who Select the Business Portal Option under Paragraph 3: The RMV shall 


conduct background checks to ensure that the proposed employee, contractor and agent 


who will have access to or who may view RMV data has not been convicted of a felony 


involving violence, dishonesty, deceit or indecency.   A Requestor’s employee, contractor or 


agent who has been convicted of such a felony shall not be authorized to access the RMV 


database or view its data.  
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12. Termination for Breach:  In addition to any termination of rights contained in this Agreement 


herein, the RMV may immediately terminate the Agreement and the Requestor’s access to RMV 


data at any time, if the RMV determines in the exercise of its sole discretion, that the Requestor 


engaged in a material violation of any term of this Agreement, the DPPA, M.G.L. c. 93H, Executive 


Order 504, or any other law pertaining to the privacy of motor vehicle records.  The RMV shall have 


no liability to the Requestor for terminating the Agreement under this provision.  


13. Right to Appeal:  The Requestor shall have the right to appeal the RMV’s decision to terminate 


Requestor’s access to RMV data pursuant to paragraph 12 above.  Appeals should be made in 


writing and should be addressed to the Registrar of Motor Vehicles (“Registrar”).  If no such appeal 


is made within 30 days of the termination, the termination shall be final.  If the Requestor files an 


appeal within said 30 days period, the Registrar shall review the RMV’s decision to terminate and 


shall make a final determination as to whether the terms of this Agreement were breached and, if 


so, whether the termination of access was appropriate.  In making the final determination, the 


Registrar may consider any documentation proffered by the Requestor evidencing affirmative steps 


taken to prevent similar violations of this Agreement.  The Registrar’s decision is final and 


dispositive and no further appeal process is available.  


14. 30 Day Termination:   Notwithstanding paragraph 5, this Agreement may be terminated by either 


party at any time upon thirty (30) days written notice. This agreement may be immediately 


terminated without advance notification upon any material breach of any covenant by either party, 


or if the performance of this Agreement by the RMV is made impossible or impractical, as 


determined in the sole reasonable judgment of the RMV, or if the requestor has not accessed the 


RMV’s data base for a period of ninety (90) days, by any order of any Court, or any action of the 


Legislature of the Commonwealth of Massachusetts.  Notice of termination shall be in writing 


signed by a duly-authorized representative of the terminating party and deposited with the United 


States Postal Service correctly addressed and postage prepaid. 


15. Indemnification:  The Requestor agrees to defend, hold harmless and indemnify the RMV, the 


Massachusetts Department of Transportation, the Commonwealth of Massachusetts and their 


employees and agents from any and all claims, actions, damages, or losses which may be brought 


or alleged against them for the negligent, improper, or unauthorized access, use or dissemination 


of the personal information contained in the RMV data.  The Requestor shall indemnify and hold 


harmless the Commonwealth of Massachusetts and the Massachusetts Department of 


Transportation, and the RMV against any liability, claim loss, damage or expense, of every nature 


and kind in law or equity, arising out of or in connection with any misuse or misappropriation of 


any RMV Data obtained from the RMV; any failure of the Requestor to comply with any applicable 


provisions of State or Federal laws or regulations regarding privacy of motor vehicle records or 


data; any failure to safeguard and limit access to the RMV Data as required herein; and/or any 


other acts or omissions of the Requestor or its employees or agents in connection with the 


performance, exercise, or enjoyment of this Agreement, including without limitation reasonable 


attorney’s fees and other costs of defending any such claim or action. The obligations under this 


paragraph shall survive the termination of this Agreement. 
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16. Non-Assignment:  The Requestor shall not assign or in any way transfer any interest in this 


Agreement. 


17. Non-Exclusivity:  The Requestor acknowledges that this Agreement is not an exclusive agreement.  


At its sole discretion the RMV may enter into agreements with other parties for the same or similar 


services as provided by this Agreement, on such terms and conditions as the RMV determines in its 


sole discretion.  


18. Warranty:  The RMV makes no representation or warranty, express or implied, with respect to the 


accuracy of any RMV Data from a source other than the RMV.  Therefore, except for acts or 


omissions that constitute gross negligence or willful misconduct by the Commonwealth of 


Massachusetts, the Massachusetts Department of Transportation, the RMV, their employees or 


agents, neither the Commonwealth of Massachusetts, the Massachusetts Department of 


Transportation, the RMV, or their employees or agents shall be liable to the Requestor for any 


costs, claims, liability, damages, expenses, lost production, or any other loss of any nature or kind, 


in law or equity, in connection with this Agreement, including but not limited to inaccurate, 


incomplete or unavailable RMV data. 


19. Litigation Notice:  The Requestor shall immediately notify the Office of the General Counsel at the 


Massachusetts Department of Transportation in the event that it is sued or litigation is filed 


concerning the Requestor’s use of RMV data. 


20. Notice of Data Breach:  The Requestor shall immediately notify the Chief Information Security 


Office for the Massachusetts Department of Transportation at InfoSecTeam@dot.state.ma.us in 


the event of a data breach or misuse of RMV data.  The Requestor is responsible for all notifications 


and remediation pursuant to M.G.L. Chapter 93H. 


21. Forum:  This agreement shall be construed under and governed by the laws and Executive Order 


504 of the Commonwealth of Massachusetts. 


22. Discrimination:  The Requestor shall not engage in any unlawful discrimination against any person 


based upon the RMV Data obtained pursuant to this Agreement, and the requestor agrees to 


comply with all applicable State and Federal laws, rules and regulations prohibiting discrimination 


in employment, including but not limit to 42 USC 12101, 28 CFR Part 35, 29 USC 791 et seq., 


Massachusetts General Laws Chapter 151 B and Chapter 272, §92A and §98 et seq. and Executive 


Orders 227, 237, and 246, or any amendments to such provisions. 


23. Severability Clause:  In the event that any provision in this agreement shall be or become invalid, 


illegal or unenforceable, the validity, legality and enforceability of the remaining provisions shall 


not in any way be affected or impaired thereby and such provision shall be ineffective only to the 


extent of such invalidity, illegality or unenforceability. 


24. Complete Instrument:  This Agreement constitutes the entire agreement of the parties and 


supersedes all other prior written or oral agreements between the parties with respect to subject 


matter hereof.  This Agreement may be changed, modified or amended at any time only by an 


instrument in writing, signed by duly authorized representatives of both parties hereto. 


25. Notice:  Notice required or permitted by this Agreement shall be addressed to the address(s) as 


maintained by the requestor on their company profile on the RMV eServices Portal or as follows: 


 



mailto:InfoSecTeam@dot.state.ma.us
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To the RMV:  


  MassDOT Registry of Motor Vehicles Division 


  RMV IS Security 


  25 Newport Avenue Extension  


  Quincy, MA  02171 


  RMVBusinessPartners@state.ma.us 


To the Requestor: (Print Business Name, Address and email address) 


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


 


Any party may change its address for the purposes of receipt of notices by providing written notice 


to the other party in accordance with this paragraph. 


26. Execution: This Agreement may be executed in one or more counterparts, each of which will be 


deemed to be an original copy of this Agreement and all of which, when taken together, will be 


deemed to constitute one and the same agreement. The facsimile, email or other electronically 


delivered signatures of the parties shall be deemed to constitute original signatures, and facsimile 


or electronic copies hereof shall be deemed to constitute duplicate originals 


IN WITNESS WHEREOF, the parties have hereto caused this instrument to be executed by their duly 


authorized officials or officers. 


 The Massachusetts Department  ____________________________________________ 


 Of Transportation, Registry of Motor Business Name 


 Vehicles Division 


 


 __________________________  ____________________________________________ 
 Authorized Official’s Signature  Authorized Official’s Signature  
 


 ____Registrar______________  ____________________________________________ 
Title     Title 


 _________________________  ____________________________________________ 
 Date     Date 
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RMV Business Partner Contact Form 
   


 


Date: ___________________________________  


Business Name 


Legal Business Name D.B.A. 


  


Business Owner FID: 


  


Mailing Address 


Street   City  State  Zip Code  


Email Phone # 


  


Reason for Access:  _________________________________________________________________________________________________________  


 _________________________________________________________________________________________________________________________  


Program Contact Information 


Program Contact (The person the RMV will contact regarding issues with the program) 


 


Email Phone # 


  


Legal Contact  


 


Email Phone # 


  


Financial Contact 


 


Email Phone # 


  


Technical Contact 


 


Email Phone # 


  


Security Contact Information 


Security Contact #1 


 


Email Phone # 


  


Security Contact #2 


 


Email Phone # 


  


Processing Entity (Only complete this section if you are using a third party processor to access RMV data) 


Processing Entity Name Contact Name 


  


Mailing Address 


Street    City  State  Zip Code  


Email Phone # 


  


Note: You are not required to have multiple contacts, the same person could fill multiple roles. 


Return form to: RmvBusinessPartners@state.ma.us   



mailto:RmvBusinessPartners@state.ma.us
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Business Partner User Request Form for Business 
Portal End Users  


Effective Date:  ________________________  


 


A. Business Information 


Type of agency Constable  Government Agency Municipality    Other:  _____________________________________________                                     


Legal Business Name DBA 


  


 FEIN:  


Business Mailing Address: 


Street    City  State  Zip Code  


 


 


Security Contact (please print clearly) Phone Email 


   


Security Contact Certification and Signature  


I, _______________________________, hereby certify the below named individual as a permitted user for this business.  


Security Contact Signature: ___________________________________________________  Date:  ____________________  


 


 


B. Service Type- Vehicle Information only 


Nature of request: New User  Change Access Roles   or Reactivate Access – To delete access email: RMV-DL-ISSecurity@state.ma.us 


 
 


C. End User Information 
End User Name 


 


Massachusetts License #  Last 4 Digits of Social Security Number  Non Mass Residents must attach a photo copy of state issued license or 
ID.               


User’s Business Mailing Address: 


Street    City  State  Zip Code  


User’s Email Address 


 


If you have the following information:    


ALARS ID:  _____________________ ATLAS ID::_______ _____________  Username or UAID:  ________________________________________   


 


Access Roles: Check all that applies Driver Basic Information  Vehicle Basic Information Driver Histories    Insurance Information 





 Non-Renew   Other:  _____________________________________________________________________________________________ 


 


Non-Renew Only:   Inquiry Only  or Inquiry with Update-List All Town Codes:  ______________________________________________ 


        Type of Marking:     Abandon/EZ Pass Excise     Parking    


 


 


*Note: Depending on your permitted use, you may not get access to all that is checked.  
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End User Must read this RMV System ID Policy 


Both RMV Systems ALARS and ATLAS stores personal and confidential data.  The Federal Driver Privacy Protection Act (DPPA) and the 


Massachusetts Identity Theft Act, G.L. c. 93H protects this information.   The DPPA broadly defines personal information as information that identifies 


an individual, including an individual’s photograph, social security number, driver identification number, name, address, telephone number, and 


medical or disability information.  Specifically excluded from the definition of personal information is information on vehicular accidents, driving 


violations, and driver’s status.   


You have been granted access to ATLAS and/or ALARS because your company is a permitted business partner allowed to access RMV records.  If 


you are not clear on the business purpose for which you may access the RMV data, talk to your manager/supervisor.  


You will be held personally responsible for all activity that occurs on your issued security credentials including: 


any  money collected (if applicable);  


the accuracy of any transaction performed                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                   


 any inquiry conducted  


All transactions are the official records of the RMV; they are recorded, stored, monitored and audited.  The RMV may in its sole discretion require you 


to explain and/or demonstrate the legitimate business purpose or permitted use for accessing the RMV’s data for any particular transaction.  


As the end user you will: 


1. Never divulge your password to anyone 


2. Only access the RMV data for business purposes. 


3. Never leave your computer unattended with the ATLAS or ALARS actively logged on. You must lock the computer or log off before leaving 


your computer unattended.  


4. Ensure that RMV records are not visible to unauthorized individuals; 


5. Shred or deposit RMV records into a locked shredder container when no longer needed; 


6. Never bring RMV records or use ATLAS/ALARS outside the workplace, unless required to perform your job duties. 


7. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the DPPA.  You may be liable for impermissible 


dissemination of personal information to any individual to whom the personal information pertains; 


8. Never misrepresent yourself or make a false statement in connection with a request for personal information with the intention of obtaining 


said information in a manner not authorized in your companies signed Agreement for Access to Records and Data Maintained by the 


Registry of Motor Vehicles or the DPPA; 


9. Never disseminate RMV records unless such dissemination is required by your specific job duties; 


10. Never use RMV records in the furtherance of an illegal act, including a violation of any criminal or civil laws;  


If you suspect your account has been compromised, contact the RMV IS Security at 857-368-7930 immediately.   


The RMV reserves the exclusive right to alter or amend this policy at any time.  


End User Affirmation and Signature  


I, _______________________________, agree and will abide by the policy described above.  Violation of this policy may be subjected to disciplinary 


actions, including termination of RMV access, criminal proceedings and/or fines per each violation. 


End User Signature: _________________________________________________________  Date:  _____________________  


Return BOTH pages of this form to: RmvBusinessPartners@state.ma.us  or mail to: 


MassDOT RMV-IS Security ● 25 Newport Avenue Ext. ● Quincy, MA  02171 


Security Administration Use Only 


Assigned System ID Password 


  


Date Received (MM/DD/YYYY) CMC Model Security 


  ‒   ‒        


ATLAS ID PWD ATLAS Group(s) 


   


24/Sat VPN: VPN Group 


   


Tr/Sent AC VPN requested: VPN Sent: 


             
 



mailto:RmvBusinessPartners@state.ma.us
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The information contained in this statement of work is confidential and/or proprietary information intended only for the use of the 


individual or entity named in this document.  Copying, or distribution of this document is strictly prohibited. 


1 Overview 


Verizon Enterprise Solutions (VERIZON) will provide the Secure VPN Remote Access services for 
RMV Business Partners at the request of the Commonwealth of Massachusetts RMV.  This document 
will define the services that VERIZON will provide, and the responsibilities of VERIZON, the 
Customer and the Commonwealth of Massachusetts. 


The Services ordered hereunder are governed by the rates, terms and conditions of the existing 
Commonwealth of Massachusetts and Verizon statewide contract ITT46 (Tab - 4.1A VPN with UIS).  
A copy of these terms and conditions may be obtained at:  


http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricin
g/ (click “cost tables” once on the webpage) 


The Commonwealth of Massachusetts Point of Contact regarding this VPN Service shall be: 


  


MassDOT-RMV 


IS Security  
25 Newport Avenue Ext 


Quincy, MA 02171 


Phone: 857-368-7930 


2 Service Description 


This VPN service will allow RMV Business Partners remote access to MassDOT Registry of Motor 
Vehicles (RMV) Division applications using secure and encrypted VPN technology with 2 factor 
authentication. VPN users can establish secure VPN tunnels from remote end user computers to the 
Commonwealth network using the VPN software installed on the end user’s computer. As an RMV 
Business Partner, your access will be limited to the appropriate RMV applications only.    
 
The VPN service consists of: 
 


1. Verizon’s Universal Identity Service (UIS) – web based service that provides 2 factor 
authentication during logon to the VPN service 


2. Junos Pulse Client – software used for establishing a VPN connection 
 
The service may be used with any form of Internet Access, so long as a consistent IP address is 
assigned throughout the VPN session.  



http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/

http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/
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3 Responsibilities 


Verizon Responsibilities 


 Set up all subscribers for services based upon authorization by the Commonwealth of 
Massachusetts - RMV.  


 Provide an Electronic Implementation Guide Kit that includes complete VPN installation 
documentation, and comprehensive helpdesk instructions to Business Partners.  


 Bill the business partner directly 


 Provide Tier 1 & Tier 2 VPN helpdesk  


Commonwealth Responsibilities 


 Troubleshoot and support application-related issues for Business Partners 


 Forward VPN Service Order  to Verizon and request VPN Service creation 


Business Partner Responsibilities 


 Complete and return VPN Service Order to MassDOT-RMV contact.   


 For each VPN user, install Junos Pulse VPN software on a personal computer and complete 
enrollment in Verizon’s Universal Identity Service (UIS). 


 Obtain Internet Access Service  


 Provide accurate billing information to Verizon 


 At the time of installation, ensure the network is stable and free of known problems.  Any 
unresolved problems shall be identified prior to the start of work. 


4 Cost 


Service is billed monthly. RMV Business Partner will be billed for services below. Payments must be 
made in accordance with the terms and conditions of the Commonwealth ITT46 Terms and 
Conditions. 
 


 VPN Access 


 VPN Help Desk  
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5 VPN Help Desk 


Verizon provides Business Partners with Help Desk support for their end-users, to assist with 
deployment of and individual support for the Verizon VPN Service client software. 


All Tier 1 Help Desk calls are answered by a touch-tone menu system to facilitate quick connection to 
the appropriate Verizon VPN Service support staff.  The Help Desk service can be reached by a toll-
free number.  Use of the toll-free number is restricted to callers within the continental United States.  


 


Hours of Operation 


 


Tier 1 - End-User Support for VPN Client Installation & Troubleshooting 


Seven (7) days per week, 24-hours per day – live technicians on duty 


 


Tier 2 - Client SW & Network Administration Support for Authorized Customer 
Technical Contacts Only 


Monday – Friday (5) days per week, 8-hours per day – live technicians on duty 


 


Scope of Support 


 
This service assumes the user has working internet access before the VPN software is installed. The 
help desk will refer the user to their agency Information Technology staff or the hardware 
manufacturer for firmware updates or the atypical internet access problem that cannot be resolved 
quickly. 
 


Verizon Universal Identity Service – The Help Desk will provide support for the VPN user’s 
Verizon Universal Identity Service (UIS) Account. Help Desk personnel will assist with any issues 
encountered during initial enrollment in UIS. They will reset user passwords is required. 


 


Junos Pulse Client Software – The Help Desk will provide installation support for the VPN Junos 
Pulse Client software.  Help Desk personnel will recommend backup of the system registry before 
installation, and provide users with assistance if it is requested.  Help Desk agents will provide 
guidance on the VPN Client’s User Interface, and will perform basic troubleshooting, via telephone, 
of VPN connectivity to the Commonwealth sites.  The help desk will support only the current release 
of the Verizon VPN Service Client software or upgrades to the current release. 







RMV Verizon VPN Order Form 4-14-2015 


Verizon Enterprise Solutions Group 
Virtual Private Networking (VPN) Service Fees 


Service Order for Commonwealth of Massachusetts  
MassDOT Registry Division--Business Partners 


 


 Create New Account     Cancel Account     Change Contact Info  
 
          Account creation, cancellation and changes must be approved and confirmed by the RMV.    


 
 


Account Number:   _____________________________ (Leave Blank if Unknown) 


 
Company Name:  _________________________________________________________________ 
  
Billing Address:  _________________________________________________________________ 
                                     
Company Contact:  ____________________________  Telephone #:  _________________________ 
 
Company Contact email:  ___________________________   
 
 


Number 
Of Users 


Monthly Unit Price 
per user 


Product Total 
Monthly 
Price 


One-Time Set-up  
Costs per user 
 


 $  13.86 VPN Service with Verizon 
Universal ID (UIS), Junos 
Pulse and VPN Help Desk  


 $  4.00 


 
This order is placed under and governed by the terms and conditions of ITT46 the contract between the 
Commonwealth of Massachusetts and Verizon which can be found on cwma.verizon.com.  By signing this 
document you are placing an order under the contract and represent that you are authorized to do so.   
Billing for VPN services will begin the first of the following month.  Please allow 2-3 billing cycles for all 
cancellations of service. VPN access can and will be terminated due to non-payment. 
  


 
____________________________________________  __________________ 
Authorized Signature       Date 
 
____________________________________________                                      
Print Name                                                                                                            
 
RMV Use Only:  


 
 
RMV Approval:___________________________ Date:________  
 
Billing Code Assignment: __________ 
 
 


  





		SEC107 - Access Agreement  v2-w Signature

		SEC102 - RMV Business Partner Contact Form - Fillable

		SEC103 - BP User Request Form for Business Portal Users- Two systems

		RMV BP VPN Service Description 20150416

		RMV Verizon VPN form 4 14 15





Verizon is responsible for providing to you. No need to return these pages.
 
Complete & submit the documents to RmvBusinessPartners@state.ma.us  or mail to: RMV IS
Security, 25 Newport Avenue Ext, Quincy, MA   02171.   
 
With access to two systems, there will be two forms of training. 

1)      For ATLAS training, you must complete the computer based training by clicking
on this link:  http://atlas.massrmv.com/Constables.aspx

2)      For ALARS training, you must attend a training class in person before you are given
credentials to log into the VPN/ALARS.  We will contact you when a class is available. 

 
For ATLAS (Driver Information) you will be sent an email from RMV-DL-ISSecurity@state.ma.us
with your ATLAS credentials.  
For ALARS (Vehicle Information) you will receive an email from MassIT-VPN@betrusted.net to
register for the VPN and download the Junos Software.
Please make sure these email addresses are not blocked or added to your delete/spam/junk folders. 
 
If you should have any questions, please contact IS Security at (857)368-7930.
 



From: RMV Business Partners
To: Constable Robert Short
Subject: RE: RMV Access for Constables
Date: Wednesday, November 14, 2018 2:34:00 PM
Attachments: SEC107 - Access Agreement v2-w Signature-Fillable.pdf

SEC103 - BP User Request Form for Business Portal Users- Two systems-Fillable.pdf

Hi Robert,  I can not accept the Access Agreement for the following reasons:
1.       Do not include your DBA name.  Your company does not get access, just you as a

constable
2.       You checked to many programs.  You should only check General Business

Partner.
3.       Your signature is not digitally acceptable. 

Please complete the attached Agreement and send it back to us.
 
Also, I will need you to complete the BP user Request form for Business Portal User again as well. 
The digital signature is not acceptable. 
 
Thanks. Karyn
 

From: Constable Robert Short [mailto:constableshort@live.com] 
Sent: Friday, November 2, 2018 9:14 AM
To: RMV Business Partners
Subject: Re: RMV Access for Constables
 
Hello,

Attached are the forms filled out you've requested. Please let me know if you need anything
else - thank you.

Constable Robert Short

From: RMV-DL - IS Security <RMV-DL-ISSecurity@dot.state.ma.us>
Sent: Thursday, October 25, 2018 7:24 PM
To: constableshort@live.com
Subject: RMV Access for Constables
 
Robert A. Short, Constable
 

You have been approved for remote access to the Registry of Motor Vehicles.  As of March 26th,
2018, the RMV records has been divided into two systems.   ALARS is our legacy system and has
all vehicle information.  ATLAS is our new system and has all driver information.  In the fall of
2019, vehicle information will be converted into the ATLAS system and ALARS/VPN will no
longer be needed. 
 
For connectivity to Driver Information:  Using the RMV’s web based ATLAS Business Portal.
Supported Browsers: Microsoft Edge13+, Microsoft Internet Explorer 7+, Safari 5+, Chrome
5+, Firefox 3.5+ or Opera10+
 




AGREEMENT FOR ACCESS TO 
RECORDS AND DATA MAINTAINED BY THE 


REGISTRY OF MOTOR VEHICLES 
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This agreement (hereinafter “Agreement”) is made and entered into by and between the Massachusetts 


Department of Transportation, through its Registry of Motor Vehicles Division (hereinafter the “RMV”), 


a body politic and corporate, and public instrumentality of the Commonwealth, established and 


operating pursuant to M.G.L. c. 6C and (Business Name)  ______________________________________  


dba _________________________________________________________________________________  


its affiliates and/or subsidiaries or, (hereinafter the “REQUESTOR”).  The Terms and Conditions of this 


Agreement shall be binding upon either party’s legal successor. 


RMV Program(s): (Check all that Applies)   


☐3rd Party Vendor ☐Bulk Data  ☐Driver Verification System (DVS)  ☐Driver Attitudinal Retraining 


Course (DARC)   ☐Electronic Public Driving Records (EPDR)  ☐General Business Partner  ☐Ignition 


Interlock Device  ☐Insurance Agency  ☐Insurance Company  ☐State Courts Against Road Rage(SCARR)   


RECITALS 


WHEREAS, the RMV stores personal and confidential information protected by the federal Driver Privacy 


Protection Act (18 U.S.C. § 2721 et seq.) (hereinafter “DPPA”) in its database and  


WHEREAS, the RMV is authorized under the DPPA to provide and/or allow access to records and data in 


its database containing personal and confidential information to permitted users for permissible 


purposes, as defined under the DPPA and 


WHEREAS, the RMV has established a Database to maintain and provide access to such records and data 


and 


WHEREAS, state and federal law, including the DPPA, protect personal information maintained in the 


records of the RMV and  


WHEREAS, Requestor desires to obtain records and data which may contain personal information from 


the RMV and 


WHEREAS, Requestor agrees that it is a permitted user of RMV records and data under the DPPA and 


WHEREAS, the RMV requires that Requestor execute this written Agreement to ensure that records and 


data obtained from the RMV will be used only for permissible purposes, as set forth in the DPPA, and 


that personal information contained in said records will be safeguarded and protected before Requestor 


obtains access to said records and data; 


NOW THEREFORE, in consideration of the foregoing recitals (which are hereby incorporated into and 


made an integral part of this Agreement), as well as the duties and obligations set forth in this 


Agreement, it is agreed by and between the parties as follows: 
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TERMS AND CONDITIONS 


1. Permitted Use: Requestor hereby certifies that Requestor is permitted to obtain access to RMV data 


under the provisions of the DPPA as it is: PICK FROM BELOW (CHECK ALL THAT APPLY): 


☐A. An insurance company licensed by the Massachusetts Division of Insurance to write 


 private passenger automobile policies in Massachusetts or an authorized agent or 


 service carrier wherein the records and data will be used to the extent authorized in the 


 safe driver insurance plan and for the purpose of complying with the requirements of 


 M.G.L. Chapter 90, §§1A, 34A, 34B and 34H pertaining to motor vehicle liability policies; 


☐B. An insurer or insurance support organization, a self-insured entity or an agent, 


 employee or contractor of such, wherein the records and data will be used in 


 connection with claims investigation activities, anti-fraud activities, rating or 


 underwriting; 


☐C. A federal, state or local governmental agency wherein the records and data will be used 


 for a permitted use as solely determined by the RMV and to carry out the official 


 functions of such agency; 


☐D. A legitimate business, which in the normal course of business will use RMV data solely 


 for the purpose of verifying the accuracy of personal information submitted by an 


 individual to the Requestor’s, agents, contractors or employees; 


☐E. A private entity or individual acting on behalf of a federal, state or local governmental 


 agency for item C above wherein the RMV’s records and data are used to carry out the 


 official functions of such federal, state, or local governmental agency; 


☐F. An authorized lender or lien holder that participates in the RMV’s Electronic Lien Holder 


 Program which permits electronic communication of certain title and lien information, 


 for the purpose of obtaining information about, posting and releasing motor vehicle 


 liens; 


☐G. A licensed motor vehicle dealership or insurance agency or other permitted entity that 


 has been approved by the RMV to participate in its EVR program and to register motor 


 vehicles electronically 


☐H. A Driving School licensed by the RMV under M.G.L. chapter 90, sections 32G and 


 32G1/2; 


☐I. A private entity that the RMV engages to provide programs in driver attitudinal training, 


 or similar services 


☐J. A private entity acting on the behalf of any of those listed in items A through I. 
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2. Access To and Use of Personal Data: Requestor certifies it will use RMV data solely for purposes 


consistent with Paragraph 1 of this Agreement.  Furthermore, the Requestor shall not use any 


personal information obtained pursuant to this Agreement for any purpose that is not permitted 


under Massachusetts or Federal laws, rules or regulations, as may be amended from time to time 


and the Requestor agrees it will comply with all applicable laws and regulations respecting access to 


and use of personal information, including the Federal Driver Privacy Protection Act (the “DPPA”) 


(18 U.S.C. §2721 et seq.), the Massachusetts Identity Theft Act, G.L. c. 93H, the Standards for the 


Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 17.00 and 


Executive Order 504.  The Requestor represents that it has read the DPPA, M.G.L. c. 93H, the 


Standards for the Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 


17.00 and Executive Order 504 and will comply with such laws and Order and all other applicable 


laws, state or federal, regarding access to and the use of motor vehicle records, personal 


information and data privacy and protection, as such laws may be amended from time to time.  The 


Requestor further agrees that Personal Information accessed under this Agreement shall not be 


used to create or aggregate the data for any purpose, except as specifically provided by federal or 


state law or other sections of this Agreement. 


3. Method of Access: Requestor will access data provided by the RMV via one or more of the following 


methods of access : 


a. Obtain files from and/or exchange files with the RMV using Secure File Transfer Protocol 


(“SFTP”).  


b. Call RMV Web Services; 


c. Utilize the eServices Portal or Business Portal; 


d. Using a 3rd Party Vendor that supplies RMV records 


4. Training: Requestor agrees to participate in and complete any training programs in the use of the 


RMV database, as the RMV in its sole discretion, deems necessary. 


5. Data: The RMV may, at its sole discretion and based on the Permitted Use(s) defined in Paragraph 1 


above, make its records and data available to Requestor solely to perform the business functions as 


defined in the Permitted Use in paragraph 1. 


6. Term:  This Agreement shall be in effect for three years, and may be renewed for additional three 


year periods upon notification from the RMV.  The RMV will notify the Requestor on two separate 


occasions in the 30 day period prior to the expiration of the Agreement via the Requestor’s e-mail 


address, as provided.   If the Requestor does not renew the Agreement prior to its expiration date, 


all access will terminate on that date. 


7. Cost:  The requestor will pay the RMV any and all applicable fees established in 801 CMR 4.02, which 


may be subject to change.  


8. Electronic Security Requirements: 


a. The Requestor, by this agreement, certifies it has an information security program in place 


that follow current industry design and best practices, including, but not limited to those 


published by The National Institute of Standards & Technology (NIST), the SANS (SysAdmin, 


Audit, Network, Security (SANS) Institute), and other recognized bodies to prevent 


unauthorized electronic access to RMV data or to its database.    


b. For All Requestors , using any Access Method, Requestor agrees to do the following: 
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i. Have written procedures in place to insure the electronic safety, physical security and 


confidentiality of RMV data in accordance with paragraph 10 of this Agreement; 


ii. Have written procedures in place that insure RMV data is accessed only for permitted 


uses under the DPPA and consistent with paragraph 10 of this Agreement. 


c. For Requestors Who Select Web Services or SFTP Option under Paragraph 3. Requestor 


agrees to do the following: 


i. Assign a unique ID to each end user who will access RMV data.   


ii. Implement written password policies and procedures that follow current 


industry design and best practices such as: 


1. those published by The National Institute of Standards & Technology 


(currently SP800-63b section 5); 


2. the SANS (SysAdmin, Audit, Network, Security Institute) Password 


Construction Guidelines (currently SANS document section 4)and 


3. those published by other recognized bodies such as IRS1075 (currently 


section 9.3.7.5).  


iii. The standards referenced in subsection ii above must be designed to prevent 


unauthorized access to RMV data or to its database. 


iv. Deactivate the unique ID immediately when the end user leaves the Requestor’s 


employment or when the ID has not been used for a period of 90 days. 


v. Maintain an electronic log of all transactions with the RMV for 5 years.  The log 


shall contain all the transactions performed by each end user including the end 


user’s unique ID (if applicable), the end-user’s full name, date and time of each 


transaction performed and/or inquiry. 


vi. Respond within 3 business days to the RMV’s request to review a specific 


transaction or series of transactions including the end user’s name, unique ID, 


dates, times and reason for the transaction(s).  The RMV may, but is not 


required, to inform the Requestor as to its reason for the request. 


vii. Failure to comply with subsections i-vi above may result in termination of the 


Agreement under the provisions of paragraph 12. 


9. A. Data Retention/Audit For SFTP And Web Services Users:  The SFTP and/or Web Services 


Requestor shall at all times adhere to the data retention and destruction requirements of M.G.L. 


Chapter 93I and the Massachusetts Public Records Law. Any data obtained from the RMV shall be 


shredded, destroyed or disposed of in compliance with Chapter 93I after its business purpose has 


expired.  The Requestor shall maintain a record of transactions it performs using RMV data for a 


period of 5 years.  Such record shall include the name of the person or entity that accessed the 


data; the time and date the data was provided to said person or entity and the customer 


information.  The RMV may in its discretion audit all such documentation. The RMV will provide the 


Requestor with written notice at least three (3) business days prior to said audit, which shall be 


performed with the reasonable cooperation of the Requestor.  In the event the Requestor cannot 


provide a legitimate reason for accessing said data, said failure to do so may constitute a material 


breach under paragraph 12 of this Agreement.  Furthermore, if the RMV’s audit reveals 


inaccuracies or a violation of any provision of this Agreement, said violation or inaccuracies may be 
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considered a material breach under paragraph 12 of the Agreement.    If the Requestor does not 


have an office location in Massachusetts, upon request, the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


B. Data Retention/Audit For eServices Portal, Business Portal and Businesses using a 3rd Party: 


The eServices Portal, Business Portal Requestor and/or businesses using a 3rd Party Vendor shall at 


all times adhere to the data retention and destruction requirements of M.G.L. Chapter 93I and the 


Massachusetts Public Records Law.  Any data obtained from the RMV shall be shredded, destroyed 


or disposed of in compliance with Chapter 93I after its business purpose has expired.   The RMV 


may track and audit all business transactions.   The RMV may in its sole discretion require the 


requestor to explain and/or demonstrate its legitimate business purpose or permitted use for 


accessing the RMV’s data for any particular transaction.  Failure by the Requestor to do so may 


constitute a material breach under paragraph 12 of this Agreement.  If the Requestor does not 


have an office location in Massachusetts, upon request the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


10. Physical Security Of Data and Confidentiality:    The Requestor shall do the following: 


a. Ensure that RMV records are not visible to unauthorized individuals; 


b. Shred or deposit RMV records into a locked shredder container when no longer needed; 


c. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the 


DPPA.  Requestor may be liable for impermissible dissemination of personal information to 


any individual to whom the personal information pertains; 


d. Never misrepresent Requestor’s identity or make a false statement in connection with a 


request for personal information with the intention of obtaining said information in a 


manner not authorized under this Agreement or the DPPA; 


e. Never disseminate RMV records unless such dissemination is required by the Requestor’s job 


duties; 


f. Never use RMV records in the furtherance of an illegal act, including a violation of any 


criminal or civil laws;  


11. A. Background Checks For Requestors Who Receive Personal Information Contained in RMV 


Records and Data: 


a. Prior to permitting access to the RMV’s records and data, Requestor shall ensure through  


background checks that its employees, contractors and agents who have access to or who 


may view RMV data have not been convicted of a felony involving violence, dishonesty, 


deceit or indecency.   A Requestor’s employee, contractor or agent who has been convicted 


of such a felony shall not be qualified to access RMV data or view its data. For eServices 


Portal Administrators a back ground check will be conducted by the RMV.  


b. For Requestors Who Select the Business Portal Option under Paragraph 3: The RMV shall 


conduct background checks to ensure that the proposed employee, contractor and agent 


who will have access to or who may view RMV data has not been convicted of a felony 


involving violence, dishonesty, deceit or indecency.   A Requestor’s employee, contractor or 


agent who has been convicted of such a felony shall not be authorized to access the RMV 


database or view its data.  
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12. Termination for Breach:  In addition to any termination of rights contained in this Agreement 


herein, the RMV may immediately terminate the Agreement and the Requestor’s access to RMV 


data at any time, if the RMV determines in the exercise of its sole discretion, that the Requestor 


engaged in a material violation of any term of this Agreement, the DPPA, M.G.L. c. 93H, Executive 


Order 504, or any other law pertaining to the privacy of motor vehicle records.  The RMV shall have 


no liability to the Requestor for terminating the Agreement under this provision.  


13. Right to Appeal:  The Requestor shall have the right to appeal the RMV’s decision to terminate 


Requestor’s access to RMV data pursuant to paragraph 12 above.  Appeals should be made in 


writing and should be addressed to the Registrar of Motor Vehicles (“Registrar”).  If no such appeal 


is made within 30 days of the termination, the termination shall be final.  If the Requestor files an 


appeal within said 30 days period, the Registrar shall review the RMV’s decision to terminate and 


shall make a final determination as to whether the terms of this Agreement were breached and, if 


so, whether the termination of access was appropriate.  In making the final determination, the 


Registrar may consider any documentation proffered by the Requestor evidencing affirmative steps 


taken to prevent similar violations of this Agreement.  The Registrar’s decision is final and 


dispositive and no further appeal process is available.  


14. 30 Day Termination:   Notwithstanding paragraph 5, this Agreement may be terminated by either 


party at any time upon thirty (30) days written notice. This agreement may be immediately 


terminated without advance notification upon any material breach of any covenant by either party, 


or if the performance of this Agreement by the RMV is made impossible or impractical, as 


determined in the sole reasonable judgment of the RMV, or if the requestor has not accessed the 


RMV’s data base for a period of ninety (90) days, by any order of any Court, or any action of the 


Legislature of the Commonwealth of Massachusetts.  Notice of termination shall be in writing 


signed by a duly-authorized representative of the terminating party and deposited with the United 


States Postal Service correctly addressed and postage prepaid. 


15. Indemnification:  The Requestor agrees to defend, hold harmless and indemnify the RMV, the 


Massachusetts Department of Transportation, the Commonwealth of Massachusetts and their 


employees and agents from any and all claims, actions, damages, or losses which may be brought 


or alleged against them for the negligent, improper, or unauthorized access, use or dissemination 


of the personal information contained in the RMV data.  The Requestor shall indemnify and hold 


harmless the Commonwealth of Massachusetts and the Massachusetts Department of 


Transportation, and the RMV against any liability, claim loss, damage or expense, of every nature 


and kind in law or equity, arising out of or in connection with any misuse or misappropriation of 


any RMV Data obtained from the RMV; any failure of the Requestor to comply with any applicable 


provisions of State or Federal laws or regulations regarding privacy of motor vehicle records or 


data; any failure to safeguard and limit access to the RMV Data as required herein; and/or any 


other acts or omissions of the Requestor or its employees or agents in connection with the 


performance, exercise, or enjoyment of this Agreement, including without limitation reasonable 


attorney’s fees and other costs of defending any such claim or action. The obligations under this 


paragraph shall survive the termination of this Agreement. 
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16. Non-Assignment:  The Requestor shall not assign or in any way transfer any interest in this 


Agreement. 


17. Non-Exclusivity:  The Requestor acknowledges that this Agreement is not an exclusive agreement.  


At its sole discretion the RMV may enter into agreements with other parties for the same or similar 


services as provided by this Agreement, on such terms and conditions as the RMV determines in its 


sole discretion.  


18. Warranty:  The RMV makes no representation or warranty, express or implied, with respect to the 


accuracy of any RMV Data from a source other than the RMV.  Therefore, except for acts or 


omissions that constitute gross negligence or willful misconduct by the Commonwealth of 


Massachusetts, the Massachusetts Department of Transportation, the RMV, their employees or 


agents, neither the Commonwealth of Massachusetts, the Massachusetts Department of 


Transportation, the RMV, or their employees or agents shall be liable to the Requestor for any 


costs, claims, liability, damages, expenses, lost production, or any other loss of any nature or kind, 


in law or equity, in connection with this Agreement, including but not limited to inaccurate, 


incomplete or unavailable RMV data. 


19. Litigation Notice:  The Requestor shall immediately notify the Office of the General Counsel at the 


Massachusetts Department of Transportation in the event that it is sued or litigation is filed 


concerning the Requestor’s use of RMV data. 


20. Notice of Data Breach:  The Requestor shall immediately notify the Chief Information Security 


Office for the Massachusetts Department of Transportation at InfoSecTeam@dot.state.ma.us in 


the event of a data breach or misuse of RMV data.  The Requestor is responsible for all notifications 


and remediation pursuant to M.G.L. Chapter 93H. 


21. Forum:  This agreement shall be construed under and governed by the laws and Executive Order 


504 of the Commonwealth of Massachusetts. 


22. Discrimination:  The Requestor shall not engage in any unlawful discrimination against any person 


based upon the RMV Data obtained pursuant to this Agreement, and the requestor agrees to 


comply with all applicable State and Federal laws, rules and regulations prohibiting discrimination 


in employment, including but not limit to 42 USC 12101, 28 CFR Part 35, 29 USC 791 et seq., 


Massachusetts General Laws Chapter 151 B and Chapter 272, §92A and §98 et seq. and Executive 


Orders 227, 237, and 246, or any amendments to such provisions. 


23. Severability Clause:  In the event that any provision in this agreement shall be or become invalid, 


illegal or unenforceable, the validity, legality and enforceability of the remaining provisions shall 


not in any way be affected or impaired thereby and such provision shall be ineffective only to the 


extent of such invalidity, illegality or unenforceability. 


24. Complete Instrument:  This Agreement constitutes the entire agreement of the parties and 


supersedes all other prior written or oral agreements between the parties with respect to subject 


matter hereof.  This Agreement may be changed, modified or amended at any time only by an 


instrument in writing, signed by duly authorized representatives of both parties hereto. 


25. Notice:  Notice required or permitted by this Agreement shall be addressed to the address(s) as 


maintained by the requestor on their company profile on the RMV eServices Portal or as follows: 
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To the RMV:  


  MassDOT Registry of Motor Vehicles Division 


  RMV IS Security 


  25 Newport Avenue Extension  


  Quincy, MA  02171 


  RMVBusinessPartners@state.ma.us 


To the Requestor: (Print Business Name, Address and email address) 


 Business Name: ___________________________________________________________________  


 Address Line 1: ___________________________________________________________________  


 Address Line 2: ___________________________________________________________________  


 Email:  ___________________________________________________________________  


 


Any party may change its address for the purposes of receipt of notices by providing written notice 


to the other party in accordance with this paragraph. 


26. Execution: This Agreement may be executed in one or more counterparts, each of which will be 


deemed to be an original copy of this Agreement and all of which, when taken together, will be 


deemed to constitute one and the same agreement. The facsimile, email or other electronically 


delivered signatures of the parties shall be deemed to constitute original signatures, and facsimile 


or electronic copies hereof shall be deemed to constitute duplicate originals 


IN WITNESS WHEREOF, the parties have hereto caused this instrument to be executed by their duly 


authorized officials or officers. 


 The Massachusetts Department  ____________________________________________ 


 Of Transportation, Registry of Motor Business Name 


 Vehicles Division 


 


 __________________________  ____________________________________________ 
 Authorized Official’s Signature  Authorized Official’s Signature  
 


 _________________________  ____________________________________________ 
Title     Title 


 _________________________  ____________________________________________ 
 Date     Date 





		3rd: Off

		Bulk Data: Off

		Driver Verification System DVS: Off

		Driver Attitudinal Retraining: Off

		Electronic Public Driving Records EPDR: Off

		General Business Partner: Off

		Ignition: Off

		Insurance Agency: Off

		Insurance Company: Off

		State Courts Against Road RageSCARR: Off

		A: Off

		B: Off

		C: Off

		D: Off

		E: Off

		F: Off

		G: Off

		H: Off

		I: Off

		J: Off

		Title: 

		Date: 

		Business Name_2: 

		Title_2: 

		Date_2: 

		dba: 

		Business Name: 

		Address Line 1: 

		Address Line 2: 

		Email: 








 


Page 1 of 2  BP User Request form for Business Portal Users 
 


Business Partner User Request Form for Business 
Portal End Users  


Effective Date:  ________________________  


 


A. Business Information 


Type of agency Constable  Government Agency Municipality    Other:  _____________________________________________                                     


Legal Business Name DBA 


  


 FEIN:  


Business Mailing Address: 


Street    City  State  Zip Code  


 


 


Security Contact (please print clearly) Phone Email 


   


Security Contact Certification and Signature  


I, _______________________________, hereby certify the below named individual as a permitted user for this business.  


Security Contact Signature: ___________________________________________________  Date:  ____________________  


 


 


B. Service Type- Vehicle Information only 


Nature of request: New User  Change Access Roles   or Reactivate Access – To delete access email: RMV-DL-ISSecurity@state.ma.us 


 
 


C. End User Information 
End User Name 


 


Massachusetts License #  Last 4 Digits of Social Security Number  Non Mass Residents must attach a photo copy of state issued license or 
ID.               


User’s Business Mailing Address: 


Street    City  State  Zip Code  


User’s Email Address 


 


If you have the following information:    


ALARS ID:  _____________________ ATLAS ID::_______ _____________  Username or UAID:  ________________________________________   


 


Access Roles: Check all that applies Driver Basic Information  Vehicle Basic Information Driver Histories    Insurance Information 





 Non-Renew   Other:  _____________________________________________________________________________________________ 


 


Non-Renew Only:   Inquiry Only  or Inquiry with Update-List All Town Codes:  ______________________________________________ 


        Type of Marking:     Abandon/EZ Pass Excise     Parking    


 


 


*Note: Depending on your permitted use, you may not get access to all that is checked.  
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End User Must read this RMV System ID Policy 


Both RMV Systems ALARS and ATLAS stores personal and confidential data.  The Federal Driver Privacy Protection Act (DPPA) and the 


Massachusetts Identity Theft Act, G.L. c. 93H protects this information.   The DPPA broadly defines personal information as information that identifies 


an individual, including an individual’s photograph, social security number, driver identification number, name, address, telephone number, and 


medical or disability information.  Specifically excluded from the definition of personal information is information on vehicular accidents, driving 


violations, and driver’s status.   


You have been granted access to ATLAS and/or ALARS because your company is a permitted business partner allowed to access RMV records.  If 


you are not clear on the business purpose for which you may access the RMV data, talk to your manager/supervisor.  


You will be held personally responsible for all activity that occurs on your issued security credentials including: 


any  money collected (if applicable);  


the accuracy of any transaction performed                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                   


 any inquiry conducted  


All transactions are the official records of the RMV; they are recorded, stored, monitored and audited.  The RMV may in its sole discretion require you 


to explain and/or demonstrate the legitimate business purpose or permitted use for accessing the RMV’s data for any particular transaction.  


As the end user you will: 


1. Never divulge your password to anyone 


2. Only access the RMV data for business purposes. 


3. Never leave your computer unattended with the ATLAS or ALARS actively logged on. You must lock the computer or log off before leaving 


your computer unattended.  


4. Ensure that RMV records are not visible to unauthorized individuals; 


5. Shred or deposit RMV records into a locked shredder container when no longer needed; 


6. Never bring RMV records or use ATLAS/ALARS outside the workplace, unless required to perform your job duties. 


7. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the DPPA.  You may be liable for impermissible 


dissemination of personal information to any individual to whom the personal information pertains; 


8. Never misrepresent yourself or make a false statement in connection with a request for personal information with the intention of obtaining 


said information in a manner not authorized in your companies signed Agreement for Access to Records and Data Maintained by the 


Registry of Motor Vehicles or the DPPA; 


9. Never disseminate RMV records unless such dissemination is required by your specific job duties; 


10. Never use RMV records in the furtherance of an illegal act, including a violation of any criminal or civil laws;  


If you suspect your account has been compromised, contact the RMV IS Security at 857-368-7930 immediately.   


The RMV reserves the exclusive right to alter or amend this policy at any time.  


End User Affirmation and Signature  


I, _______________________________, agree and will abide by the policy described above.  Violation of this policy may be subjected to disciplinary 


actions, including termination of RMV access, criminal proceedings and/or fines per each violation. 


End User Signature: _________________________________________________________  Date:  _____________________  


Return BOTH pages of this form to: RmvBusinessPartners@state.ma.us  or mail to: 


MassDOT RMV-IS Security ● 25 Newport Avenue Ext. ● Quincy, MA  02171 


Security Administration Use Only 


Assigned System ID Password 


  


Date Received (MM/DD/YYYY) CMC Model Security 


  ‒   ‒        


ATLAS ID PWD ATLAS Group(s) 


   


24/Sat VPN: VPN Group 


   


Tr/Sent AC VPN requested: VPN Sent: 


             
 



mailto:RmvBusinessPartners@state.ma.us



		Effective Date: 

		Constable: Off

		Government Agency: Off

		Municipality: Off

		undefined: Off

		Security Contact please print clearly: 

		Phone: 

		Date: 

		New User: Off

		Change Access Roles: Off

		Reactivate Access  To delete access email RMVDLISSecuritystatemaus: Off

		Nature of request: 

		Massachusetts License: 

		Users Email Address: 

		ALARS ID: 

		ATLAS ID: 

		undefined_2: 

		Username or UAID: 

		Driver Basic Information: Off

		Vehicle Basic Information: Off

		Driver Histories: Off

		Insurance Information: Off

		NonRenew: Off

		undefined_3: Off

		Other_2: 

		Inquiry Only or: Off

		undefined_4: Off

		Inquiry with UpdateList All Town Codes: 

		AbandonEZ Pass: Off

		Excise: Off

		Parking: Off

		I_2: 

		Date_2: 

		Other: 

		Email: 

		Leagal Business Name: 

		DBA: 

		Business Owner: 

		Street: 

		City: 

		State: 

		Zip: 

		End User Street: 

		End User City: 

		End User State: 

		End User Zip: 







For connectivity to Vehicle Information: Currently the RMV, in conjunction with the Information
Technology Division (ITD) Data Center, uses Verizon’s Virtual Private Network (VPN) for it’s
remote access to the RMV’s ALARS. In order to gain access to the RMV’s database you must use
Verizon’s Universal Identity Service (UIS) and a Junos Pulse Client.  As well as purchase a TN3270
software.  Purchase the TN3270 software. Any TN3270 software should work with Verizon
UIS VPN, however most companies offer a 30 day trial period, we advise you to use the trial
before you purchase the software to make sure all is compatible.  You can find this software
by searching the internet. 
 
Please note:  You as the constable is approved for on-line access, when completing the
following forms please use your name, not the name of your company. Also, this on-line access
does not have photo images of people.   Your local police dept has this access thru CJIS.  
 
In the attached pdf document, you will find:

□        Agreement for Access to Records and Data Maintained by the Registry of Motor
Vehicles

o   Must be completed and signed by the constable.  Do not use the name of your
constable business. 

□        RMV Business Partner Contact Form
o   This form is used to collect the Business Owner, Program, Legal, Financial,

Technical, and Security contacts information. You may write same as above for all
contacts.

□        RMV Business Partner User Request form
o   This form is used to identify the End User that will need access to the Business Portal

and ALARS.
 

□        Verizon’s Service Order for Commonwealth of Massachusetts form must be completed.
This form will establish an account with Verizon. The RMV will approve the form and send
the information to Verizon.  You do not have to communicate with Verizon directly. 
 

□        The Verizon’s VPN Service Description document, is a detail documentation on what
Verizon is responsible for providing to you. No need to return these pages.

 
Complete & submit the documents to RmvBusinessPartners@state.ma.us  or mail to: RMV IS
Security, 25 Newport Avenue Ext, Quincy, MA   02171.   
 
With access to two systems, there will be two forms of training. 

1)      For ATLAS training, you must complete the computer based training by clicking
on this link:  http://atlas.massrmv.com/Constables.aspx

2)      For ALARS training, you must attend a training class in person before you are given
credentials to log into the VPN/ALARS.  We will contact you when a class is available. 

 
For ATLAS (Driver Information) you will be sent an email from RMV-DL-ISSecurity@state.ma.us
with your ATLAS credentials.  
For ALARS (Vehicle Information) you will receive an email from MassIT-VPN@betrusted.net to
register for the VPN and download the Junos Software.
Please make sure these email addresses are not blocked or added to your delete/spam/junk folders. 
 



If you should have any questions, please contact IS Security at (857)368-7930.
 



From: RMV IS-Security-Internal
To: Foley, Karyn L. (DOT)
Subject: FW: RMV Access for Constables
Date: Tuesday, November 13, 2018 3:48:40 PM
Attachments: image001.png

 
 

From: Middlesex Constable Service [mailto:mcsconstable@gmail.com] 
Sent: Tuesday, November 13, 2018 3:14 PM
To: RMV IS-Security-Internal
Subject: Re: RMV Access for Constables
 
I have been thru the Security training in Quincy when I had service in the past.  I am also 
authorized to use this service as an SIU investigator for Hanover Insurance.  I have experience 
using the system both ALARS for Reg and the newer internet based system for MDL 
inquiroes.
 
Having current experience, di I still need training?
 
Thanks
 
 
Constable Joseph Topol
Middlesex Constable Service
Post Office Box 311, Carlisle, MA 01741

Phone:  (781) 500-9023
Fax:       (978) 759-0052
Web:     www.mcsconstable.wix.com/middlesex-constable
 
Pay Invoice On-Line: paypal.me/middlesexconstable

Constable | Licensed Private Investigator | Notary Public

Appointed Constable to the towns of:
BEDFORD | CARLISLE| CONCORD | LINCOLN | MAYNARD

This e-mail message contains confidential and/or legally privileged information 




belonging to the sender and intended only for the review and use of the intended 
recipient. If you are not the intended recipient, any disclosure, dissemination, 
distribution, copying, review, or use of the information contained in this e-mail 
message or any attachment is strictly prohibited. If you believe you have received 
this e-mail message in error, please notify MIDDLESEX CONSTABLE SERVICES at 
(781) 500-9023, and purge this e-mail message from your computer system 
immediately. 
 

On Oct 24, 2018, at 3:43 PM, RMV, IS-Security-Internal (RMV) <is-security-
internal.rmv@state.ma.us> wrote:
 
Good afternoon,
 
At this point, there isn’t a definitive date to the training. They are currently working on 
the schedule and as soon as it’s finalized, we will be reaching out to all potential 
participants. 
 
Thank you
Shawn Craig
RMV IS-Security
 

From: Middlesex Constable Service [mailto:mcsconstable@gmail.com] 
Sent: Wednesday, October 24, 2018 2:00 PM
To: RMV-DL - IS Security
Subject: Re: RMV Access for Constables
 
Hello
 
Do you have any timeframe for training?
 
Thanks
 
 
Constable Joseph Topol
Middlesex Constable Service
Post Office Box 311, Carlisle, MA 01741

Phone:  (781) 500-9023
Fax:       (978) 759-0052
Web:     www.mcsconstable.wix.com/middlesex-constable
 
Pay Invoice On-Line: paypal.me/middlesexconstable

Constable | Licensed Private Investigator | Notary Public

Appointed Constable to the towns of:
BEDFORD | CARLISLE| CONCORD | LINCOLN | MAYNARD



<image001.png>

This e-mail message contains confidential and/or legally privileged 
information belonging to the sender and intended only for the review and 
use of the intended recipient. If you are not the intended recipient, any 
disclosure, dissemination, distribution, copying, review, or use of the 
information contained in this e-mail message or any attachment is 
strictly prohibited. If you believe you have received this e-mail message 
in error, please notify MIDDLESEX CONSTABLE SERVICES at (781) 
500-9023, and purge this e-mail message from your computer system 
immediately. 
 

On Jun 25, 2018, at 6:38 PM, RMV-DL - IS Security <RMV-DL-
ISSecurity@MassMail.State.MA.US> wrote:
 
To:  Joseph Topol, Constable
 
You have been approved for remote access to the Registry of Motor 
Vehicles.  As of March 26th, 2018, the RMV records has been divided 
into two systems.   ALARS is our legacy system and has all vehicle 
information.  ATLAS is our new system and has all driver information.  In 
the fall of 2019, vehicle information will be converted into the ATLAS 
system and ALARS/VPN will no longer be needed. 
 
For connectivity to Driver Information:  Using the RMV’s web based 
ATLAS Business Portal. Supported Browsers: Microsoft Edge13+, 
Microsoft Internet Explorer 7+, Safari 5+, Chrome 5+, Firefox 3.5+ 
or Opera10+
 
For connectivity to Vehicle Information: Currently the RMV, in 
conjunction with the Information Technology Division (ITD) Data Center, 
uses Verizon’s Virtual Private Network (VPN) for it’s remote access to 
the RMV’s ALARS. In order to gain access to the RMV’s database you 
must use Verizon’s Universal Identity Service (UIS) and a Junos Pulse 
Client.  As well as purchase a TN3270 software.  Purchase the TN3270 
software. Any TN3270 software should work with Verizon UIS 
VPN, however most companies offer a 30 day trial period, we advise 
you to use the trial before you purchase the software to make sure all 
is compatible.  You can find this software by searching the internet.  
 
Please note:  You as the constable is approved for on-line access, 
when completing the following forms please use your name, not the 
name of your company. Also, this on-line access does not have photo 
images of people.   Your local police dept has this access thru CJIS.  
 
In the attached pdf document, you will find:

□        Agreement for Access to Records and Data Maintained by the 
Registry of Motor Vehicles



o   Must be completed and signed by the constable.  Do not 
use the name of your constable business.  

□        RMV Business Partner Contact Form
o   This form is used to collect the Business Owner, Program, 

Legal, Financial, Technical, and Security contacts 
information. You may write same as above for all 
contacts.

□        RMV Business Partner User Request form
o   This form is used to identify the End User that will need 

access to the Business Portal and ALARS.
 

□        Verizon’s Service Order for Commonwealth of Massachusetts 
form must be completed. This form will establish an account with 
Verizon. The RMV will approve the form and send the 
information to Verizon.  You do not have to communicate with 
Verizon directly. 
 

□        The Verizon’s VPN Service Description document, is a detail 
documentation on what Verizon is responsible for providing to 
you. No need to return these pages.

 
Complete & submit the documents to RmvBusinessPartners@state.ma.us  
or mail to: RMV IS Security, 25 Newport Avenue Ext, Quincy, MA   
02171.   
 
With access to two systems, there will be two forms of training. 

1)      For ATLAS training, you must complete the computer 
based training by clicking on this link:  
http://atlas.massrmv.com/Constables.aspx

2)      For ALARS training, you must attend a training class in 
person before you are given credentials to log into the 
VPN/ALARS.  We will contact you when a class is available. 

 
For ATLAS (Driver Information) you will be sent an email from RMV-
DL-ISSecurity@state.ma.us with your ATLAS credentials.   
For ALARS (Vehicle Information) you will receive an email from 
MassIT-VPN@betrusted.net to register for the VPN and download the 
Junos Software.
Please make sure these email addresses are not blocked or added to your 
delete/spam/junk folders. 
 
If you should have any questions, please contact IS Security at (857)368-
7930.
 
<Constable-All docs.pdf>

 



From: RMV-DL - IS Security
To: constableshort@live.com
Subject: RMV Access for Constables
Date: Thursday, October 25, 2018 7:24:00 PM
Attachments: Constable-All docs.pdf

Robert A. Short, Constable
 

You have been approved for remote access to the Registry of Motor Vehicles.  As of March 26th,
2018, the RMV records has been divided into two systems.   ALARS is our legacy system and has
all vehicle information.  ATLAS is our new system and has all driver information.  In the fall of
2019, vehicle information will be converted into the ATLAS system and ALARS/VPN will no
longer be needed. 
 
For connectivity to Driver Information:  Using the RMV’s web based ATLAS Business Portal.
Supported Browsers: Microsoft Edge13+, Microsoft Internet Explorer 7+, Safari 5+, Chrome
5+, Firefox 3.5+ or Opera10+
 
For connectivity to Vehicle Information: Currently the RMV, in conjunction with the Information
Technology Division (ITD) Data Center, uses Verizon’s Virtual Private Network (VPN) for it’s
remote access to the RMV’s ALARS. In order to gain access to the RMV’s database you must use
Verizon’s Universal Identity Service (UIS) and a Junos Pulse Client.  As well as purchase a TN3270
software.  Purchase the TN3270 software. Any TN3270 software should work with Verizon
UIS VPN, however most companies offer a 30 day trial period, we advise you to use the trial
before you purchase the software to make sure all is compatible.  You can find this software
by searching the internet. 
 
Please note:  You as the constable is approved for on-line access, when completing the
following forms please use your name, not the name of your company. Also, this on-line access
does not have photo images of people.   Your local police dept has this access thru CJIS.  
 
In the attached pdf document, you will find:

□        Agreement for Access to Records and Data Maintained by the Registry of Motor
Vehicles

o   Must be completed and signed by the constable.  Do not use the name of your
constable business. 

□        RMV Business Partner Contact Form
o   This form is used to collect the Business Owner, Program, Legal, Financial,

Technical, and Security contacts information. You may write same as above for all
contacts.

□        RMV Business Partner User Request form
o   This form is used to identify the End User that will need access to the Business Portal

and ALARS.
 

□        Verizon’s Service Order for Commonwealth of Massachusetts form must be completed.
This form will establish an account with Verizon. The RMV will approve the form and send
the information to Verizon.  You do not have to communicate with Verizon directly. 
 

□        The Verizon’s VPN Service Description document, is a detail documentation on what




AGREEMENT FOR ACCESS TO 
RECORDS AND DATA MAINTAINED BY THE 


REGISTRY OF MOTOR VEHICLES 
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This agreement (hereinafter “Agreement”) is made and entered into by and between the Massachusetts 


Department of Transportation, through its Registry of Motor Vehicles Division (hereinafter the “RMV”), 


a body politic and corporate, and public instrumentality of the Commonwealth, established and 


operating pursuant to M.G.L. c. 6C and (Business Name)  ______________________________________  


dba _________________________________________________________________________________  


its affiliates and/or subsidiaries or, (hereinafter the “REQUESTOR”).  The Terms and Conditions of this 


Agreement shall be binding upon either party’s legal successor. 


RMV Program(s): (Check all that Applies)   


☐3rd Party Vendor ☐Bulk Data  ☐Driver Verification System (DVS)  ☐Driver Attitudinal Retraining 


Course (DARC)   ☐Electronic Public Driving Records (EPDR)  ☐General Business Partner  ☐Ignition 


Interlock Device  ☐Insurance Agency  ☐Insurance Company  ☐State Courts Against Road Rage(SCARR)   


RECITALS 


WHEREAS, the RMV stores personal and confidential information protected by the federal Driver Privacy 


Protection Act (18 U.S.C. § 2721 et seq.) (hereinafter “DPPA”) in its database and  


WHEREAS, the RMV is authorized under the DPPA to provide and/or allow access to records and data in 


its database containing personal and confidential information to permitted users for permissible 


purposes, as defined under the DPPA and 


WHEREAS, the RMV has established a Database to maintain and provide access to such records and data 


and 


WHEREAS, state and federal law, including the DPPA, protect personal information maintained in the 


records of the RMV and  


WHEREAS, Requestor desires to obtain records and data which may contain personal information from 


the RMV and 


WHEREAS, Requestor agrees that it is a permitted user of RMV records and data under the DPPA and 


WHEREAS, the RMV requires that Requestor execute this written Agreement to ensure that records and 


data obtained from the RMV will be used only for permissible purposes, as set forth in the DPPA, and 


that personal information contained in said records will be safeguarded and protected before Requestor 


obtains access to said records and data; 


NOW THEREFORE, in consideration of the foregoing recitals (which are hereby incorporated into and 


made an integral part of this Agreement), as well as the duties and obligations set forth in this 


Agreement, it is agreed by and between the parties as follows: 
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TERMS AND CONDITIONS 


1. Permitted Use: Requestor hereby certifies that Requestor is permitted to obtain access to RMV data 


under the provisions of the DPPA as it is: PICK FROM BELOW (CHECK ALL THAT APPLY): 


☐A. An insurance company licensed by the Massachusetts Division of Insurance to write 


 private passenger automobile policies in Massachusetts or an authorized agent or 


 service carrier wherein the records and data will be used to the extent authorized in the 


 safe driver insurance plan and for the purpose of complying with the requirements of 


 M.G.L. Chapter 90, §§1A, 34A, 34B and 34H pertaining to motor vehicle liability policies; 


☐B. An insurer or insurance support organization, a self-insured entity or an agent, 


 employee or contractor of such, wherein the records and data will be used in 


 connection with claims investigation activities, anti-fraud activities, rating or 


 underwriting; 


☐C. A federal, state or local governmental agency wherein the records and data will be used 


 for a permitted use as solely determined by the RMV and to carry out the official 


 functions of such agency; 


☐D. A legitimate business, which in the normal course of business will use RMV data solely 


 for the purpose of verifying the accuracy of personal information submitted by an 


 individual to the Requestor’s, agents, contractors or employees; 


☐E. A private entity or individual acting on behalf of a federal, state or local governmental 


 agency for item C above wherein the RMV’s records and data are used to carry out the 


 official functions of such federal, state, or local governmental agency; 


☐F. An authorized lender or lien holder that participates in the RMV’s Electronic Lien Holder 


 Program which permits electronic communication of certain title and lien information, 


 for the purpose of obtaining information about, posting and releasing motor vehicle 


 liens; 


☐G. A licensed motor vehicle dealership or insurance agency or other permitted entity that 


 has been approved by the RMV to participate in its EVR program and to register motor 


 vehicles electronically 


☐H. A Driving School licensed by the RMV under M.G.L. chapter 90, sections 32G and 


 32G1/2; 


☐I. A private entity that the RMV engages to provide programs in driver attitudinal training, 


 or similar services 


☐J. A private entity acting on the behalf of any of those listed in items A through I. 
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2. Access To and Use of Personal Data: Requestor certifies it will use RMV data solely for purposes 


consistent with Paragraph 1 of this Agreement.  Furthermore, the Requestor shall not use any 


personal information obtained pursuant to this Agreement for any purpose that is not permitted 


under Massachusetts or Federal laws, rules or regulations, as may be amended from time to time 


and the Requestor agrees it will comply with all applicable laws and regulations respecting access to 


and use of personal information, including the Federal Driver Privacy Protection Act (the “DPPA”) 


(18 U.S.C. §2721 et seq.), the Massachusetts Identity Theft Act, G.L. c. 93H, the Standards for the 


Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 17.00 and 


Executive Order 504.  The Requestor represents that it has read the DPPA, M.G.L. c. 93H, the 


Standards for the Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 


17.00 and Executive Order 504 and will comply with such laws and Order and all other applicable 


laws, state or federal, regarding access to and the use of motor vehicle records, personal 


information and data privacy and protection, as such laws may be amended from time to time.  The 


Requestor further agrees that Personal Information accessed under this Agreement shall not be 


used to create or aggregate the data for any purpose, except as specifically provided by federal or 


state law or other sections of this Agreement. 


3. Method of Access: Requestor will access data provided by the RMV via one or more of the following 


methods of access : 


a. Obtain files from and/or exchange files with the RMV using Secure File Transfer Protocol 


(“SFTP”).  


b. Call RMV Web Services; 


c. Utilize the eServices Portal or Business Portal; 


d. Using a 3rd Party Vendor that supplies RMV records 


4. Training: Requestor agrees to participate in and complete any training programs in the use of the 


RMV database, as the RMV in its sole discretion, deems necessary. 


5. Data: The RMV may, at its sole discretion and based on the Permitted Use(s) defined in Paragraph 1 


above, make its records and data available to Requestor solely to perform the business functions as 


defined in the Permitted Use in paragraph 1. 


6. Term:  This Agreement shall be in effect for three years, and may be renewed for additional three 


year periods upon notification from the RMV.  The RMV will notify the Requestor on two separate 


occasions in the 30 day period prior to the expiration of the Agreement via the Requestor’s e-mail 


address, as provided.   If the Requestor does not renew the Agreement prior to its expiration date, 


all access will terminate on that date. 


7. Cost:  The requestor will pay the RMV any and all applicable fees established in 801 CMR 4.02, which 


may be subject to change.  


8. Electronic Security Requirements: 


a. The Requestor, by this agreement, certifies it has an information security program in place 


that follow current industry design and best practices, including, but not limited to those 


published by The National Institute of Standards & Technology (NIST), the SANS (SysAdmin, 


Audit, Network, Security (SANS) Institute), and other recognized bodies to prevent 


unauthorized electronic access to RMV data or to its database.    


b. For All Requestors , using any Access Method, Requestor agrees to do the following: 
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i. Have written procedures in place to insure the electronic safety, physical security and 


confidentiality of RMV data in accordance with paragraph 10 of this Agreement; 


ii. Have written procedures in place that insure RMV data is accessed only for permitted 


uses under the DPPA and consistent with paragraph 10 of this Agreement. 


c. For Requestors Who Select Web Services or SFTP Option under Paragraph 3. Requestor 


agrees to do the following: 


i. Assign a unique ID to each end user who will access RMV data.   


ii. Implement written password policies and procedures that follow current 


industry design and best practices such as: 


1. those published by The National Institute of Standards & Technology 


(currently SP800-63b section 5); 


2. the SANS (SysAdmin, Audit, Network, Security Institute) Password 


Construction Guidelines (currently SANS document section 4)and 


3. those published by other recognized bodies such as IRS1075 (currently 


section 9.3.7.5).  


iii. The standards referenced in subsection ii above must be designed to prevent 


unauthorized access to RMV data or to its database. 


iv. Deactivate the unique ID immediately when the end user leaves the Requestor’s 


employment or when the ID has not been used for a period of 90 days. 


v. Maintain an electronic log of all transactions with the RMV for 5 years.  The log 


shall contain all the transactions performed by each end user including the end 


user’s unique ID (if applicable), the end-user’s full name, date and time of each 


transaction performed and/or inquiry. 


vi. Respond within 3 business days to the RMV’s request to review a specific 


transaction or series of transactions including the end user’s name, unique ID, 


dates, times and reason for the transaction(s).  The RMV may, but is not 


required, to inform the Requestor as to its reason for the request. 


vii. Failure to comply with subsections i-vi above may result in termination of the 


Agreement under the provisions of paragraph 12. 


9. A. Data Retention/Audit For SFTP And Web Services Users:  The SFTP and/or Web Services 


Requestor shall at all times adhere to the data retention and destruction requirements of M.G.L. 


Chapter 93I and the Massachusetts Public Records Law. Any data obtained from the RMV shall be 


shredded, destroyed or disposed of in compliance with Chapter 93I after its business purpose has 


expired.  The Requestor shall maintain a record of transactions it performs using RMV data for a 


period of 5 years.  Such record shall include the name of the person or entity that accessed the 


data; the time and date the data was provided to said person or entity and the customer 


information.  The RMV may in its discretion audit all such documentation. The RMV will provide the 


Requestor with written notice at least three (3) business days prior to said audit, which shall be 


performed with the reasonable cooperation of the Requestor.  In the event the Requestor cannot 


provide a legitimate reason for accessing said data, said failure to do so may constitute a material 


breach under paragraph 12 of this Agreement.  Furthermore, if the RMV’s audit reveals 


inaccuracies or a violation of any provision of this Agreement, said violation or inaccuracies may be 







- 5 - 
Access Agreement  SEC107_0218 


considered a material breach under paragraph 12 of the Agreement.    If the Requestor does not 


have an office location in Massachusetts, upon request, the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


B. Data Retention/Audit For eServices Portal, Business Portal and Businesses using a 3rd Party: 


The eServices Portal, Business Portal Requestor and/or businesses using a 3rd Party Vendor shall at 


all times adhere to the data retention and destruction requirements of M.G.L. Chapter 93I and the 


Massachusetts Public Records Law.  Any data obtained from the RMV shall be shredded, destroyed 


or disposed of in compliance with Chapter 93I after its business purpose has expired.   The RMV 


may track and audit all business transactions.   The RMV may in its sole discretion require the 


requestor to explain and/or demonstrate its legitimate business purpose or permitted use for 


accessing the RMV’s data for any particular transaction.  Failure by the Requestor to do so may 


constitute a material breach under paragraph 12 of this Agreement.  If the Requestor does not 


have an office location in Massachusetts, upon request the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


10. Physical Security Of Data and Confidentiality:    The Requestor shall do the following: 


a. Ensure that RMV records are not visible to unauthorized individuals; 


b. Shred or deposit RMV records into a locked shredder container when no longer needed; 


c. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the 


DPPA.  Requestor may be liable for impermissible dissemination of personal information to 


any individual to whom the personal information pertains; 


d. Never misrepresent Requestor’s identity or make a false statement in connection with a 


request for personal information with the intention of obtaining said information in a 


manner not authorized under this Agreement or the DPPA; 


e. Never disseminate RMV records unless such dissemination is required by the Requestor’s job 


duties; 


f. Never use RMV records in the furtherance of an illegal act, including a violation of any 


criminal or civil laws;  


11. A. Background Checks For Requestors Who Receive Personal Information Contained in RMV 


Records and Data: 


a. Prior to permitting access to the RMV’s records and data, Requestor shall ensure through  


background checks that its employees, contractors and agents who have access to or who 


may view RMV data have not been convicted of a felony involving violence, dishonesty, 


deceit or indecency.   A Requestor’s employee, contractor or agent who has been convicted 


of such a felony shall not be qualified to access RMV data or view its data. For eServices 


Portal Administrators a back ground check will be conducted by the RMV.  


b. For Requestors Who Select the Business Portal Option under Paragraph 3: The RMV shall 


conduct background checks to ensure that the proposed employee, contractor and agent 


who will have access to or who may view RMV data has not been convicted of a felony 


involving violence, dishonesty, deceit or indecency.   A Requestor’s employee, contractor or 


agent who has been convicted of such a felony shall not be authorized to access the RMV 


database or view its data.  







- 6 - 
Access Agreement  SEC107_0218 


12. Termination for Breach:  In addition to any termination of rights contained in this Agreement 


herein, the RMV may immediately terminate the Agreement and the Requestor’s access to RMV 


data at any time, if the RMV determines in the exercise of its sole discretion, that the Requestor 


engaged in a material violation of any term of this Agreement, the DPPA, M.G.L. c. 93H, Executive 


Order 504, or any other law pertaining to the privacy of motor vehicle records.  The RMV shall have 


no liability to the Requestor for terminating the Agreement under this provision.  


13. Right to Appeal:  The Requestor shall have the right to appeal the RMV’s decision to terminate 


Requestor’s access to RMV data pursuant to paragraph 12 above.  Appeals should be made in 


writing and should be addressed to the Registrar of Motor Vehicles (“Registrar”).  If no such appeal 


is made within 30 days of the termination, the termination shall be final.  If the Requestor files an 


appeal within said 30 days period, the Registrar shall review the RMV’s decision to terminate and 


shall make a final determination as to whether the terms of this Agreement were breached and, if 


so, whether the termination of access was appropriate.  In making the final determination, the 


Registrar may consider any documentation proffered by the Requestor evidencing affirmative steps 


taken to prevent similar violations of this Agreement.  The Registrar’s decision is final and 


dispositive and no further appeal process is available.  


14. 30 Day Termination:   Notwithstanding paragraph 5, this Agreement may be terminated by either 


party at any time upon thirty (30) days written notice. This agreement may be immediately 


terminated without advance notification upon any material breach of any covenant by either party, 


or if the performance of this Agreement by the RMV is made impossible or impractical, as 


determined in the sole reasonable judgment of the RMV, or if the requestor has not accessed the 


RMV’s data base for a period of ninety (90) days, by any order of any Court, or any action of the 


Legislature of the Commonwealth of Massachusetts.  Notice of termination shall be in writing 


signed by a duly-authorized representative of the terminating party and deposited with the United 


States Postal Service correctly addressed and postage prepaid. 


15. Indemnification:  The Requestor agrees to defend, hold harmless and indemnify the RMV, the 


Massachusetts Department of Transportation, the Commonwealth of Massachusetts and their 


employees and agents from any and all claims, actions, damages, or losses which may be brought 


or alleged against them for the negligent, improper, or unauthorized access, use or dissemination 


of the personal information contained in the RMV data.  The Requestor shall indemnify and hold 


harmless the Commonwealth of Massachusetts and the Massachusetts Department of 


Transportation, and the RMV against any liability, claim loss, damage or expense, of every nature 


and kind in law or equity, arising out of or in connection with any misuse or misappropriation of 


any RMV Data obtained from the RMV; any failure of the Requestor to comply with any applicable 


provisions of State or Federal laws or regulations regarding privacy of motor vehicle records or 


data; any failure to safeguard and limit access to the RMV Data as required herein; and/or any 


other acts or omissions of the Requestor or its employees or agents in connection with the 


performance, exercise, or enjoyment of this Agreement, including without limitation reasonable 


attorney’s fees and other costs of defending any such claim or action. The obligations under this 


paragraph shall survive the termination of this Agreement. 


 







- 7 - 
Access Agreement  SEC107_0218 


16. Non-Assignment:  The Requestor shall not assign or in any way transfer any interest in this 


Agreement. 


17. Non-Exclusivity:  The Requestor acknowledges that this Agreement is not an exclusive agreement.  


At its sole discretion the RMV may enter into agreements with other parties for the same or similar 


services as provided by this Agreement, on such terms and conditions as the RMV determines in its 


sole discretion.  


18. Warranty:  The RMV makes no representation or warranty, express or implied, with respect to the 


accuracy of any RMV Data from a source other than the RMV.  Therefore, except for acts or 


omissions that constitute gross negligence or willful misconduct by the Commonwealth of 


Massachusetts, the Massachusetts Department of Transportation, the RMV, their employees or 


agents, neither the Commonwealth of Massachusetts, the Massachusetts Department of 


Transportation, the RMV, or their employees or agents shall be liable to the Requestor for any 


costs, claims, liability, damages, expenses, lost production, or any other loss of any nature or kind, 


in law or equity, in connection with this Agreement, including but not limited to inaccurate, 


incomplete or unavailable RMV data. 


19. Litigation Notice:  The Requestor shall immediately notify the Office of the General Counsel at the 


Massachusetts Department of Transportation in the event that it is sued or litigation is filed 


concerning the Requestor’s use of RMV data. 


20. Notice of Data Breach:  The Requestor shall immediately notify the Chief Information Security 


Office for the Massachusetts Department of Transportation at InfoSecTeam@dot.state.ma.us in 


the event of a data breach or misuse of RMV data.  The Requestor is responsible for all notifications 


and remediation pursuant to M.G.L. Chapter 93H. 


21. Forum:  This agreement shall be construed under and governed by the laws and Executive Order 


504 of the Commonwealth of Massachusetts. 


22. Discrimination:  The Requestor shall not engage in any unlawful discrimination against any person 


based upon the RMV Data obtained pursuant to this Agreement, and the requestor agrees to 


comply with all applicable State and Federal laws, rules and regulations prohibiting discrimination 


in employment, including but not limit to 42 USC 12101, 28 CFR Part 35, 29 USC 791 et seq., 


Massachusetts General Laws Chapter 151 B and Chapter 272, §92A and §98 et seq. and Executive 


Orders 227, 237, and 246, or any amendments to such provisions. 


23. Severability Clause:  In the event that any provision in this agreement shall be or become invalid, 


illegal or unenforceable, the validity, legality and enforceability of the remaining provisions shall 


not in any way be affected or impaired thereby and such provision shall be ineffective only to the 


extent of such invalidity, illegality or unenforceability. 


24. Complete Instrument:  This Agreement constitutes the entire agreement of the parties and 


supersedes all other prior written or oral agreements between the parties with respect to subject 


matter hereof.  This Agreement may be changed, modified or amended at any time only by an 


instrument in writing, signed by duly authorized representatives of both parties hereto. 


25. Notice:  Notice required or permitted by this Agreement shall be addressed to the address(s) as 


maintained by the requestor on their company profile on the RMV eServices Portal or as follows: 


 



mailto:InfoSecTeam@dot.state.ma.us
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To the RMV:  


  MassDOT Registry of Motor Vehicles Division 


  RMV IS Security 


  25 Newport Avenue Extension  


  Quincy, MA  02171 


  RMVBusinessPartners@state.ma.us 


To the Requestor: (Print Business Name, Address and email address) 


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


 


Any party may change its address for the purposes of receipt of notices by providing written notice 


to the other party in accordance with this paragraph. 


26. Execution: This Agreement may be executed in one or more counterparts, each of which will be 


deemed to be an original copy of this Agreement and all of which, when taken together, will be 


deemed to constitute one and the same agreement. The facsimile, email or other electronically 


delivered signatures of the parties shall be deemed to constitute original signatures, and facsimile 


or electronic copies hereof shall be deemed to constitute duplicate originals 


IN WITNESS WHEREOF, the parties have hereto caused this instrument to be executed by their duly 


authorized officials or officers. 


 The Massachusetts Department  ____________________________________________ 


 Of Transportation, Registry of Motor Business Name 


 Vehicles Division 


 


 __________________________  ____________________________________________ 
 Authorized Official’s Signature  Authorized Official’s Signature  
 


 ____Registrar______________  ____________________________________________ 
Title     Title 


 _________________________  ____________________________________________ 
 Date     Date 
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RMV Business Partner Contact Form 
   


 


Date: ___________________________________  


Business Name 


Legal Business Name D.B.A. 


  


Business Owner FID: 


  


Mailing Address 


Street   City  State  Zip Code  


Email Phone # 


  


Reason for Access:  _________________________________________________________________________________________________________  


 _________________________________________________________________________________________________________________________  


Program Contact Information 


Program Contact (The person the RMV will contact regarding issues with the program) 


 


Email Phone # 


  


Legal Contact  


 


Email Phone # 


  


Financial Contact 


 


Email Phone # 


  


Technical Contact 


 


Email Phone # 


  


Security Contact Information 


Security Contact #1 


 


Email Phone # 


  


Security Contact #2 


 


Email Phone # 


  


Processing Entity (Only complete this section if you are using a third party processor to access RMV data) 


Processing Entity Name Contact Name 


  


Mailing Address 


Street    City  State  Zip Code  


Email Phone # 


  


Note: You are not required to have multiple contacts, the same person could fill multiple roles. 


Return form to: RmvBusinessPartners@state.ma.us   



mailto:RmvBusinessPartners@state.ma.us
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Business Partner User Request Form for Business 
Portal End Users  


Effective Date:  ________________________  


 


A. Business Information 


Type of agency Constable  Government Agency Municipality    Other:  _____________________________________________                                     


Legal Business Name DBA 


  


 FEIN:  


Business Mailing Address: 


Street    City  State  Zip Code  


 


 


Security Contact (please print clearly) Phone Email 


   


Security Contact Certification and Signature  


I, _______________________________, hereby certify the below named individual as a permitted user for this business.  


Security Contact Signature: ___________________________________________________  Date:  ____________________  


 


 


B. Service Type- Vehicle Information only 


Nature of request: New User  Change Access Roles   or Reactivate Access – To delete access email: RMV-DL-ISSecurity@state.ma.us 


 
 


C. End User Information 
End User Name 


 


Massachusetts License #  Last 4 Digits of Social Security Number  Non Mass Residents must attach a photo copy of state issued license or 
ID.               


User’s Business Mailing Address: 


Street    City  State  Zip Code  


User’s Email Address 


 


If you have the following information:    


ALARS ID:  _____________________ ATLAS ID::_______ _____________  Username or UAID:  ________________________________________   


 


Access Roles: Check all that applies Driver Basic Information  Vehicle Basic Information Driver Histories    Insurance Information 





 Non-Renew   Other:  _____________________________________________________________________________________________ 


 


Non-Renew Only:   Inquiry Only  or Inquiry with Update-List All Town Codes:  ______________________________________________ 


        Type of Marking:     Abandon/EZ Pass Excise     Parking    


 


 


*Note: Depending on your permitted use, you may not get access to all that is checked.  
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End User Must read this RMV System ID Policy 


Both RMV Systems ALARS and ATLAS stores personal and confidential data.  The Federal Driver Privacy Protection Act (DPPA) and the 


Massachusetts Identity Theft Act, G.L. c. 93H protects this information.   The DPPA broadly defines personal information as information that identifies 


an individual, including an individual’s photograph, social security number, driver identification number, name, address, telephone number, and 


medical or disability information.  Specifically excluded from the definition of personal information is information on vehicular accidents, driving 


violations, and driver’s status.   


You have been granted access to ATLAS and/or ALARS because your company is a permitted business partner allowed to access RMV records.  If 


you are not clear on the business purpose for which you may access the RMV data, talk to your manager/supervisor.  


You will be held personally responsible for all activity that occurs on your issued security credentials including: 


any  money collected (if applicable);  


the accuracy of any transaction performed                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                   


 any inquiry conducted  


All transactions are the official records of the RMV; they are recorded, stored, monitored and audited.  The RMV may in its sole discretion require you 


to explain and/or demonstrate the legitimate business purpose or permitted use for accessing the RMV’s data for any particular transaction.  


As the end user you will: 


1. Never divulge your password to anyone 


2. Only access the RMV data for business purposes. 


3. Never leave your computer unattended with the ATLAS or ALARS actively logged on. You must lock the computer or log off before leaving 


your computer unattended.  


4. Ensure that RMV records are not visible to unauthorized individuals; 


5. Shred or deposit RMV records into a locked shredder container when no longer needed; 


6. Never bring RMV records or use ATLAS/ALARS outside the workplace, unless required to perform your job duties. 


7. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the DPPA.  You may be liable for impermissible 


dissemination of personal information to any individual to whom the personal information pertains; 


8. Never misrepresent yourself or make a false statement in connection with a request for personal information with the intention of obtaining 


said information in a manner not authorized in your companies signed Agreement for Access to Records and Data Maintained by the 


Registry of Motor Vehicles or the DPPA; 


9. Never disseminate RMV records unless such dissemination is required by your specific job duties; 


10. Never use RMV records in the furtherance of an illegal act, including a violation of any criminal or civil laws;  


If you suspect your account has been compromised, contact the RMV IS Security at 857-368-7930 immediately.   


The RMV reserves the exclusive right to alter or amend this policy at any time.  


End User Affirmation and Signature  


I, _______________________________, agree and will abide by the policy described above.  Violation of this policy may be subjected to disciplinary 


actions, including termination of RMV access, criminal proceedings and/or fines per each violation. 


End User Signature: _________________________________________________________  Date:  _____________________  


Return BOTH pages of this form to: RmvBusinessPartners@state.ma.us  or mail to: 


MassDOT RMV-IS Security ● 25 Newport Avenue Ext. ● Quincy, MA  02171 


Security Administration Use Only 


Assigned System ID Password 


  


Date Received (MM/DD/YYYY) CMC Model Security 


  ‒   ‒        


ATLAS ID PWD ATLAS Group(s) 


   


24/Sat VPN: VPN Group 


   


Tr/Sent AC VPN requested: VPN Sent: 


             
 



mailto:RmvBusinessPartners@state.ma.us





Verizon Enterprise Solutions 


 
  
 


VPN SERVICE DESCRIPTION 


Commonwealth of Massachusetts – Business Partner 


 


April 16, 2015  Page 1 of 3 


The information contained in this statement of work is confidential and/or proprietary information intended only for the use of the 


individual or entity named in this document.  Copying, or distribution of this document is strictly prohibited. 


1 Overview 


Verizon Enterprise Solutions (VERIZON) will provide the Secure VPN Remote Access services for 
RMV Business Partners at the request of the Commonwealth of Massachusetts RMV.  This document 
will define the services that VERIZON will provide, and the responsibilities of VERIZON, the 
Customer and the Commonwealth of Massachusetts. 


The Services ordered hereunder are governed by the rates, terms and conditions of the existing 
Commonwealth of Massachusetts and Verizon statewide contract ITT46 (Tab - 4.1A VPN with UIS).  
A copy of these terms and conditions may be obtained at:  


http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricin
g/ (click “cost tables” once on the webpage) 


The Commonwealth of Massachusetts Point of Contact regarding this VPN Service shall be: 


  


MassDOT-RMV 


IS Security  
25 Newport Avenue Ext 


Quincy, MA 02171 


Phone: 857-368-7930 


2 Service Description 


This VPN service will allow RMV Business Partners remote access to MassDOT Registry of Motor 
Vehicles (RMV) Division applications using secure and encrypted VPN technology with 2 factor 
authentication. VPN users can establish secure VPN tunnels from remote end user computers to the 
Commonwealth network using the VPN software installed on the end user’s computer. As an RMV 
Business Partner, your access will be limited to the appropriate RMV applications only.    
 
The VPN service consists of: 
 


1. Verizon’s Universal Identity Service (UIS) – web based service that provides 2 factor 
authentication during logon to the VPN service 


2. Junos Pulse Client – software used for establishing a VPN connection 
 
The service may be used with any form of Internet Access, so long as a consistent IP address is 
assigned throughout the VPN session.  



http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/

http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/





Verizon Enterprise Solutions 
Customer:  The Commonwealth of Massachusetts 


Business Partner   
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3 Responsibilities 


Verizon Responsibilities 


 Set up all subscribers for services based upon authorization by the Commonwealth of 
Massachusetts - RMV.  


 Provide an Electronic Implementation Guide Kit that includes complete VPN installation 
documentation, and comprehensive helpdesk instructions to Business Partners.  


 Bill the business partner directly 


 Provide Tier 1 & Tier 2 VPN helpdesk  


Commonwealth Responsibilities 


 Troubleshoot and support application-related issues for Business Partners 


 Forward VPN Service Order  to Verizon and request VPN Service creation 


Business Partner Responsibilities 


 Complete and return VPN Service Order to MassDOT-RMV contact.   


 For each VPN user, install Junos Pulse VPN software on a personal computer and complete 
enrollment in Verizon’s Universal Identity Service (UIS). 


 Obtain Internet Access Service  


 Provide accurate billing information to Verizon 


 At the time of installation, ensure the network is stable and free of known problems.  Any 
unresolved problems shall be identified prior to the start of work. 


4 Cost 


Service is billed monthly. RMV Business Partner will be billed for services below. Payments must be 
made in accordance with the terms and conditions of the Commonwealth ITT46 Terms and 
Conditions. 
 


 VPN Access 


 VPN Help Desk  
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Customer:  The Commonwealth of Massachusetts 
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5 VPN Help Desk 


Verizon provides Business Partners with Help Desk support for their end-users, to assist with 
deployment of and individual support for the Verizon VPN Service client software. 


All Tier 1 Help Desk calls are answered by a touch-tone menu system to facilitate quick connection to 
the appropriate Verizon VPN Service support staff.  The Help Desk service can be reached by a toll-
free number.  Use of the toll-free number is restricted to callers within the continental United States.  


 


Hours of Operation 


 


Tier 1 - End-User Support for VPN Client Installation & Troubleshooting 


Seven (7) days per week, 24-hours per day – live technicians on duty 


 


Tier 2 - Client SW & Network Administration Support for Authorized Customer 
Technical Contacts Only 


Monday – Friday (5) days per week, 8-hours per day – live technicians on duty 


 


Scope of Support 


 
This service assumes the user has working internet access before the VPN software is installed. The 
help desk will refer the user to their agency Information Technology staff or the hardware 
manufacturer for firmware updates or the atypical internet access problem that cannot be resolved 
quickly. 
 


Verizon Universal Identity Service – The Help Desk will provide support for the VPN user’s 
Verizon Universal Identity Service (UIS) Account. Help Desk personnel will assist with any issues 
encountered during initial enrollment in UIS. They will reset user passwords is required. 


 


Junos Pulse Client Software – The Help Desk will provide installation support for the VPN Junos 
Pulse Client software.  Help Desk personnel will recommend backup of the system registry before 
installation, and provide users with assistance if it is requested.  Help Desk agents will provide 
guidance on the VPN Client’s User Interface, and will perform basic troubleshooting, via telephone, 
of VPN connectivity to the Commonwealth sites.  The help desk will support only the current release 
of the Verizon VPN Service Client software or upgrades to the current release. 







RMV Verizon VPN Order Form 4-14-2015 


Verizon Enterprise Solutions Group 
Virtual Private Networking (VPN) Service Fees 


Service Order for Commonwealth of Massachusetts  
MassDOT Registry Division--Business Partners 


 


 Create New Account     Cancel Account     Change Contact Info  
 
          Account creation, cancellation and changes must be approved and confirmed by the RMV.    


 
 


Account Number:   _____________________________ (Leave Blank if Unknown) 


 
Company Name:  _________________________________________________________________ 
  
Billing Address:  _________________________________________________________________ 
                                     
Company Contact:  ____________________________  Telephone #:  _________________________ 
 
Company Contact email:  ___________________________   
 
 


Number 
Of Users 


Monthly Unit Price 
per user 


Product Total 
Monthly 
Price 


One-Time Set-up  
Costs per user 
 


 $  13.86 VPN Service with Verizon 
Universal ID (UIS), Junos 
Pulse and VPN Help Desk  


 $  4.00 


 
This order is placed under and governed by the terms and conditions of ITT46 the contract between the 
Commonwealth of Massachusetts and Verizon which can be found on cwma.verizon.com.  By signing this 
document you are placing an order under the contract and represent that you are authorized to do so.   
Billing for VPN services will begin the first of the following month.  Please allow 2-3 billing cycles for all 
cancellations of service. VPN access can and will be terminated due to non-payment. 
  


 
____________________________________________  __________________ 
Authorized Signature       Date 
 
____________________________________________                                      
Print Name                                                                                                            
 
RMV Use Only:  


 
 
RMV Approval:___________________________ Date:________  
 
Billing Code Assignment: __________ 
 
 


  





		SEC107 - Access Agreement  v2-w Signature

		SEC102 - RMV Business Partner Contact Form - Fillable

		SEC103 - BP User Request Form for Business Portal Users- Two systems

		RMV BP VPN Service Description 20150416

		RMV Verizon VPN form 4 14 15





Verizon is responsible for providing to you. No need to return these pages.
 
Complete & submit the documents to RmvBusinessPartners@state.ma.us  or mail to: RMV IS
Security, 25 Newport Avenue Ext, Quincy, MA   02171.   
 
With access to two systems, there will be two forms of training. 

1)      For ATLAS training, you must complete the computer based training by clicking
on this link:  http://atlas.massrmv.com/Constables.aspx

2)      For ALARS training, you must attend a training class in person before you are given
credentials to log into the VPN/ALARS.  We will contact you when a class is available. 

 
For ATLAS (Driver Information) you will be sent an email from RMV-DL-ISSecurity@state.ma.us
with your ATLAS credentials.  
For ALARS (Vehicle Information) you will receive an email from MassIT-VPN@betrusted.net to
register for the VPN and download the Junos Software.
Please make sure these email addresses are not blocked or added to your delete/spam/junk folders. 
 
If you should have any questions, please contact IS Security at (857)368-7930.
 



From: RMV IS-Security-Internal
To: Foley, Karyn L. (DOT)
Subject: FW: RMV Access for Constables
Date: Friday, October 19, 2018 8:43:10 AM
Attachments: image001.png

 
 

From: Middlesex Constable Service [mailto:mcsconstable@gmail.com] 
Sent: Thursday, October 18, 2018 6:21 PM
To: RMV IS-Security-Internal
Subject: Re: RMV Access for Constables
 
Do you have any dates for training at this time?
 
Thanks
 
 
Constable Joseph Topol
Middlesex Constable Service
Post Office Box 311, Carlisle, MA 01741

Phone:  (781) 500-9023
Fax:       (978) 759-0052
Web:     www.mcsconstable.wix.com/middlesex-constable
 
Pay Invoice On-Line: paypal.me/middlesexconstable

Constable | Licensed Private Investigator | Notary Public

Appointed Constable to the towns of:
BEDFORD | CARLISLE| CONCORD | LINCOLN | MAYNARD

This e-mail message contains confidential and/or legally privileged information 
belonging to the sender and intended only for the review and use of the intended 
recipient. If you are not the intended recipient, any disclosure, dissemination, 
distribution, copying, review, or use of the information contained in this e-mail 
message or any attachment is strictly prohibited. If you believe you have received 
this e-mail message in error, please notify MIDDLESEX CONSTABLE SERVICES at 




(781) 500-9023, and purge this e-mail message from your computer system 
immediately. 
 

On Aug 13, 2018, at 8:39 AM, RMV, IS-Security-Internal (RMV) <is-security-
internal.rmv@state.ma.us> wrote:
 
Hi Joseph,
 
After training and the proper paperwork has been received.
 
 
Thank You
Janet Panepinto
RMV IS Security
857-368-7930
 
 
 

From: Middlesex Constable Service [mailto:mcsconstable@gmail.com] 
Sent: Friday, August 10, 2018 4:15 PM
To: DOT-DL-RMV-DL - IS Security
Subject: Re: RMV Access for Constables
 
Hello,
 
Could you please confirm if access to LICENSING is available?  I received 
notification but it was not clear if access is granted before or after training for 
licensing.
 
 
Constable Joseph Topol
Middlesex Constable Service
Post Office Box 311, Carlisle, MA 01741

Phone:  (781) 500-9023
Fax:       (978) 759-0052
Web:     www.mcsconstable.wix.com/middlesex-constable
 
Pay Invoice On-Line: paypal.me/middlesexconstable

<image001.jpg>

Constable | Licensed Private Investigator | Notary Public

Appointed Constable to the towns of:
BEDFORD | CARLISLE| CONCORD | LINCOLN | MAYNARD

<image002.png>



This e-mail message contains confidential and/or legally privileged 
information belonging to the sender and intended only for the review and 
use of the intended recipient. If you are not the intended recipient, any 
disclosure, dissemination, distribution, copying, review, or use of the 
information contained in this e-mail message or any attachment is 
strictly prohibited. If you believe you have received this e-mail message 
in error, please notify MIDDLESEX CONSTABLE SERVICES at (781) 
500-9023, and purge this e-mail message from your computer system 
immediately. 
 

On Jun 25, 2018, at 6:38 PM, RMV-DL - IS Security <RMV-DL-
ISSecurity@MassMail.State.MA.US> wrote:
 
To:  Joseph Topol, Constable
 
You have been approved for remote access to the Registry of Motor 
Vehicles.  As of March 26th, 2018, the RMV records has been divided 
into two systems.   ALARS is our legacy system and has all vehicle 
information.  ATLAS is our new system and has all driver information.  In 
the fall of 2019, vehicle information will be converted into the ATLAS 
system and ALARS/VPN will no longer be needed. 
 
For connectivity to Driver Information:  Using the RMV’s web based 
ATLAS Business Portal. Supported Browsers: Microsoft Edge13+, 
Microsoft Internet Explorer 7+, Safari 5+, Chrome 5+, Firefox 3.5+ 
or Opera10+
 
For connectivity to Vehicle Information: Currently the RMV, in 
conjunction with the Information Technology Division (ITD) Data Center, 
uses Verizon’s Virtual Private Network (VPN) for it’s remote access to 
the RMV’s ALARS. In order to gain access to the RMV’s database you 
must use Verizon’s Universal Identity Service (UIS) and a Junos Pulse 
Client.  As well as purchase a TN3270 software.  Purchase the TN3270 
software. Any TN3270 software should work with Verizon UIS 
VPN, however most companies offer a 30 day trial period, we advise 
you to use the trial before you purchase the software to make sure all 
is compatible.  You can find this software by searching the internet.  
 
Please note:  You as the constable is approved for on-line access, 
when completing the following forms please use your name, not the 
name of your company. Also, this on-line access does not have photo 
images of people.   Your local police dept has this access thru CJIS.  
 
In the attached pdf document, you will find:

□        Agreement for Access to Records and Data Maintained by the 
Registry of Motor Vehicles

o   Must be completed and signed by the constable.  Do not 



use the name of your constable business.  

□        RMV Business Partner Contact Form
o   This form is used to collect the Business Owner, Program, 

Legal, Financial, Technical, and Security contacts 
information. You may write same as above for all 
contacts.

□        RMV Business Partner User Request form
o   This form is used to identify the End User that will need 

access to the Business Portal and ALARS.
 

□        Verizon’s Service Order for Commonwealth of Massachusetts 
form must be completed. This form will establish an account with 
Verizon. The RMV will approve the form and send the 
information to Verizon.  You do not have to communicate with 
Verizon directly. 
 

□        The Verizon’s VPN Service Description document, is a detail 
documentation on what Verizon is responsible for providing to 
you. No need to return these pages.

 
Complete & submit the documents to RmvBusinessPartners@state.ma.us  
or mail to: RMV IS Security, 25 Newport Avenue Ext, Quincy, MA   
02171.   
 
With access to two systems, there will be two forms of training. 

1)      For ATLAS training, you must complete the computer 
based training by clicking on this link:  
http://atlas.massrmv.com/Constables.aspx

2)      For ALARS training, you must attend a training class in 
person before you are given credentials to log into the 
VPN/ALARS.  We will contact you when a class is available. 

 
For ATLAS (Driver Information) you will be sent an email from RMV-
DL-ISSecurity@state.ma.us with your ATLAS credentials.   
For ALARS (Vehicle Information) you will receive an email from 
MassIT-VPN@betrusted.net to register for the VPN and download the 
Junos Software.
Please make sure these email addresses are not blocked or added to your 
delete/spam/junk folders. 
 
If you should have any questions, please contact IS Security at (857)368-
7930.
 
<Constable-All docs.pdf>

 



From: Middlesex Constable Service
To: RMV IS-Security-Internal
Subject: Re: RMV Access for Constables
Date: Thursday, October 18, 2018 6:21:21 PM
Attachments: PastedGraphic-1.tiff

Do you have any dates for training at this time?

Thanks

Constable Joseph Topol
Middlesex Constable Service
Post Office Box 311, Carlisle, MA 01741

Phone: (781) 500-9023
Fax: (978) 759-0052
Web: www.mcsconstable.wix.com/middlesex-constable

Pay Invoice On-Line: paypal.me/middlesexconstable

Constable | Licensed Private Investigator | Notary Public

Appointed Constable to the towns of:
BEDFORD | CARLISLE| CONCORD | LINCOLN | MAYNARD

This e-mail message contains confidential and/or legally privileged information 
belonging to the sender and intended only for the review and use of the intended 
recipient. If you are not the intended recipient, any disclosure, dissemination, 
distribution, copying, review, or use of the information contained in this e-mail 
message or any attachment is strictly prohibited. If you believe you have received 
this e-mail message in error, please notify MIDDLESEX CONSTABLE SERVICES at 
(781) 500-9023, and purge this e-mail message from your computer system 
immediately.

On Aug 13, 2018, at 8:39 AM, RMV, IS-Security-Internal (RMV) <is-security-




internal.rmv@state.ma.us> wrote:

Hi Joseph,
After training and the proper paperwork has been received.
Thank You
Janet Panepinto
RMV IS Security
857-368-7930

From: Middlesex Constable Service [mailto:mcsconstable@gmail.com] 
Sent: Friday, August 10, 2018 4:15 PM
To: DOT-DL-RMV-DL - IS Security
Subject: Re: RMV Access for Constables
Hello,
Could you please confirm if access to LICENSING is available? I received 
notification but it was not clear if access is granted before or after training for 
licensing.
Constable Joseph Topol
Middlesex Constable Service
Post Office Box 311, Carlisle, MA 01741

Phone: (781) 500-9023
Fax: (978) 759-0052
Web: www.mcsconstable.wix.com/middlesex-constable
Pay Invoice On-Line: paypal.me/middlesexconstable

Constable | Licensed Private Investigator | Notary Public

Appointed Constable to the towns of:
BEDFORD | CARLISLE| CONCORD | LINCOLN | MAYNARD

This e-mail message contains confidential and/or legally privileged 
information belonging to the sender and intended only for the review and 
use of the intended recipient. If you are not the intended recipient, any 
disclosure, dissemination, distribution, copying, review, or use of the 
information contained in this e-mail message or any attachment is 
strictly prohibited. If you believe you have received this e-mail message 
in error, please notify MIDDLESEX CONSTABLE SERVICES at (781) 
500-9023, and purge this e-mail message from your computer system 
immediately.

On Jun 25, 2018, at 6:38 PM, RMV-DL - IS Security <RMV-DL-
ISSecurity@MassMail.State.MA.US> wrote:
To: Joseph Topol, Constable
You have been approved for remote access to the Registry of Motor 
Vehicles. As of March 26th, 2018, the RMV records has been divided into 



two systems. ALARS is our legacy system and has all vehicle 
information. ATLAS is our new system and has all driver information. In 
the fall of 2019, vehicle information will be converted into the ATLAS 
system and ALARS/VPN will no longer be needed.
For connectivity to Driver Information: Using the RMV’s web based 
ATLAS Business Portal. Supported Browsers: Microsoft Edge13+, 
Microsoft Internet Explorer 7+, Safari 5+, Chrome 5+, Firefox 3.5+ 
or Opera10+
For connectivity to Vehicle Information: Currently the RMV, in 
conjunction with the Information Technology Division (ITD) Data Center, 
uses Verizon’s Virtual Private Network (VPN) for it’s remote access to 
the RMV’s ALARS. In order to gain access to the RMV’s database you 
must use Verizon’s Universal Identity Service (UIS) and a Junos Pulse 
Client. As well as purchase a TN3270 software. Purchase the TN3270 
software. Any TN3270 software should work with Verizon UIS 
VPN, however most companies offer a 30 day trial period, we advise 
you to use the trial before you purchase the software to make sure all 
is compatible. You can find this software by searching the internet.
Please note: You as the constable is approved for on-line access, when 
completing the following forms please use your name, not the name of 
your company. Also, this on-line access does not have photo images of 
people. Your local police dept has this access thru CJIS.
In the attached pdf document, you will find:

□ Agreement for Access to Records and Data Maintained by the 
Registry of Motor Vehicles

o Must be completed and signed by the constable. Do not use 
the name of your constable business.

□ RMV Business Partner Contact Form
o This form is used to collect the Business Owner, Program, 

Legal, Financial, Technical, and Security contacts 
information. You may write same as above for all 
contacts.

□ RMV Business Partner User Request form
o This form is used to identify the End User that will need 

access to the Business Portal and ALARS.
□ Verizon’s Service Order for Commonwealth of Massachusetts 

form must be completed. This form will establish an account with 
Verizon. The RMV will approve the form and send the 
information to Verizon. You do not have to communicate with 
Verizon directly.

□ The Verizon’s VPN Service Description document, is a detail 
documentation on what Verizon is responsible for providing to 
you. No need to return these pages.

Complete & submit the documents to RmvBusinessPartners@state.ma.us 
or mail to: RMV IS Security, 25 Newport Avenue Ext, Quincy, MA 
02171.
With access to two systems, there will be two forms of training.

1) For ATLAS training, you must complete the computer 



based training by clicking on this link: 
http://atlas.massrmv.com/Constables.aspx

2) For ALARS training, you must attend a training class in person 
before you are given credentials to log into the VPN/ALARS. 
We will contact you when a class is available.

For ATLAS (Driver Information) you will be sent an email from RMV-
DL-ISSecurity@state.ma.us with your ATLAS credentials.
For ALARS (Vehicle Information) you will receive an email from 
MassIT-VPN@betrusted.net to register for the VPN and download the 
Junos Software.
Please make sure these email addresses are not blocked or added to your 
delete/spam/junk folders.
If you should have any questions, please contact IS Security at (857)368-
7930.



From: Christy, Ellen (HED IT)
To: Ogilvie, Colleen (DOT); Berube, Paul (HED IT)
Cc: Breslin, Patricia M (DPL)
Subject: RE: DPL - MyLicense Office xFact interface.
Date: Thursday, September 06, 2018 2:46:34 PM

Hello Colleen,
Hope your summer has gone well!   I wanted to check in to see if you have made any headway with
your research in our ability to gain access to a RMV photo via the Atlas system.   The Division of
Professional Licensure (DPL) and our vendor, Systems Automation, are underway with the migration
of the My License Office (MLO) system from the Public Safety data center to SA’s cloud service
offering.    Access to the license photo is in our critical path for project completion as DPL currently
prints the photo on the licenses DPL issues, including Hoisting and Crane Operators, to name a few.
 Our vendor is willing to write an .API or web service call for the purpose of retrieving the picture
photo – assuming that is possible and permissible.
 
Today, the photo is accessed via the DCJIS broker that connects with xFact.   We reached out in June
in anticipation of the change we needed to make since DPL is moving the application off the Public
Safety data center.   There are other business regulation agencies that currently access the RMV
system (Division of Insurance is one).      Apparently, DPL applied for access to DCJIS, and was denied,
so DPL is seeking alternative avenues into the Atlas system for the purpose of photo retrieval.
 
At one point, we thought this might be possible by way of a virtual router.   Currently, EOTSS is
involved in establishing secure VPN access from SA’s cloud to Magnet desktop users.   Any insight
you can provide as to our options is greatly appreciated.    Also, in line with data sharing among
Commonwealth agencies, are you aware of whether the EOTSS Data Office already has the access
we are requesting?  
 
Many thanks,!
Ellen
 
Ellen Christy
Secretariat CIO
EOHED
617 573 1933

 

From: Ogilvie, Colleen (DOT) 
Sent: Friday, June 15, 2018 10:49 AM
To: Berube, Paul (HED IT) <Paul.Berube@mass.gov>
Cc: Christy, Ellen (HED IT) <ellen.christy@mass.gov>; Breslin, Patricia M (DPL)
<patricia.m.breslin@mass.gov>
Subject: RE: DPL - MyLicense Office xFact interface.
 
Hi Paul,
Thank you for the information.  I am doing some research on this request and will get back to you.
 



Colleen
 

From: Berube, Paul (HED IT) 
Sent: Thursday, June 14, 2018 11:09 AM
To: Ogilvie, Colleen (DOT)
Cc: Christy, Ellen (HED IT); Breslin, Patricia M (DPL)
Subject: FW: DPL - MyLicense Office xFact interface.
 
Colleen,
 
As you may already be aware from the thread below we are in the process of relocating the DPS
instance of MyLicense Office (MLO) to a cloud solution provided by the software vendor, System
Automation (SA). Currently, MLO retrieves a photograph of a licensee from RMV via a DCJIS broker
instance that connects with xFact. The service is also used to verify the individual does, in fact, have
a valid driver’s license which is a requirement for some licenses.
 
Since we’re moving the application to a cloud solution we won’t have the connectivity needed to
continue using the DCJIS Broker without adding a router specifically for that purpose. An alternative
would be a direct connection between the new MLO instance and the RMV. Would you have any
information regarding an existing interface that can be leveraged or what would be involved in
building such an interface? If these questions are better directed to someone else in your
organization, please let me know and I’ll be happy to redirect my queries.
 
Please don’t hesitate to reach out to me if you have any questions or require further information.
 
Thanks,
Paul
 
Paul Berube (HED IT)
Phone: 617-573-1977
Mobile: 781-775-1833
 
 

From: Christy, Ellen (HED IT) 
Sent: Wednesday, June 13, 2018 5:49 PM
To: Berube, Paul (HED IT) <Paul.Berube@mass.gov>
Subject: Fwd: DPL - MyLicense Office xFact interface.
 
Here is the contact person for RMV — Colleen Ogilvie!

Ellen Christy, SCIO
EOHED
617 573 1933

Begin forwarded message:

From: "Foster, Gary" <GFoster@MBTA.com>



Date: June 13, 2018 at 5:29:44 PM EDT
To: "Christy, Ellen (HED IT)" <ellen.christy@mass.gov>
Cc: "Ogilvie, Colleen (DOT)" <colleen.ogilvie@massmail.state.ma.us>
Subject: Re: DPL - MyLicense Office xFact interface.

Hi Ellen!
 
I sure can.   There are certainly restrictions.   This will be a project.   Likely a secure API.
  The RMV ATLAS system is in production and is hosted at TSS in an RMV environment.  
 
There are test systems for interfaces.  
 
Colleen Ogilvie is the biz lead and PMO rep.   I recommend you start with her and I’ll
help as much as possible.    They are quite busy with the stabilization process on ATLAS.
 
 
Regardless of workload,  Colleen is always  helpful.   
 
Best of luck!
 
 
Gary Foster work iPhone Outlook
 

On Wed, Jun 13, 2018 at 4:31 PM -0400, "Christy, Ellen (HED IT)"
<ellen.christy@mass.gov> wrote:

 
Hi Gary,
 
One of my agencies, DPL, inherited a system from EOPSS called MyLicense Office.  
This sits on the DPS data center.    I am in the process of moving it to the vendor’s
hosted cloud solution.  
 
One of the requirements of this licensing system is to tie back to the RMV in order to
get the driver’s license photo so that it can be printed on the DPL license.  The
current method of retrieving RMV information is via the DCJIS Broker (within the EPS
firewall).  This current method will not be available to DPL due to our lack of access
to DCJIS.
 
Do you know who I would reach out to at the RMV to get an understanding of how
we might be able to tie back to the RMV license photo (web service?, vRouter?)  
Since we are going with a hosted solution, versus using our own network (or AWS),
RMV access may be restricted….     Our vendor is willing to host a virtual router in
their space if that is RMV’s requirement.
 



Any guidance appreciated!!!   Thanks  much!
Ellen
 
 
Ellen Christy
Secretariat CIO
EOHED
617 573 1933

 

From: Berube, Paul (HED IT) 
Sent: Tuesday, June 12, 2018 1:42 PM
To: Quinlan, David (EPS) <david.quinlan@mass.gov>
Cc: Christy, Ellen (HED IT) <ellen.christy@mass.gov>; Varano, Tracy (EPS)
<tracy.varano@mass.gov>; Mitchell, Timothy (EPS) <timothy.mitchell@mass.gov>;
Karr, Roger (EPS) <Roger.A.Karr@mass.gov>; Healy, Rebecca (EPS)
<rebecca.healy@mass.gov>
Subject: RE: MyLicense Office xFact interface.
 
What I have is a picture that show MyLicense Office reaching out to the RMV to
retrieve a license photograph. What I’ve learned from Rebecca’s demos is that this is
accomplished by a call to a web service hosted at . I don’t know
where that service resides or who is responsible for it. The IP address suggests it is
something hosted by the Commonwealth, but I can’t tell by what agency or where
it’s located. I’m guessing this is the CJIS service? And what we’ll need is to establish a
connection to that service? I’ve reached out to DCJIS for guidance from them as well.
 
Thanks,
Paul
 

From: Quinlan, David (EPS) 
Sent: Tuesday, June 12, 2018 12:23 PM
To: Berube, Paul (HED IT) <Paul.Berube@mass.gov>
Cc: Christy, Ellen (HED IT) <ellen.christy@mass.gov>; Varano, Tracy (EPS)
<tracy.varano@mass.gov>; Mitchell, Timothy (EPS) <timothy.mitchell@mass.gov>;
Karr, Roger (EPS) <Roger.A.Karr@mass.gov>; Healy, Rebecca (EPS)
<rebecca.healy@mass.gov>
Subject: RE: MyLicense Office xFact interface.
 
Hi Paul,
 
The current method of retrieving RMV information is via the DCJIS Broker (within the
EPS firewall). It was my understanding that HED/OPSI’s migration plan would be to
host the application in the System Architect Cloud and that other potential solutions
would be explored by HED/OPSI and RMV directly.
 



Is this not the case?
 
Thanks,
Dave
 
 
 
David Quinlan | Massachusetts Executive Office of Public Safety and Security
Deputy Assistant Secretariat Chief Information Officer (DASCIO)
Office of Technology and Information Services
Enterprise Application/Database Services
David.Quinlan@state.ma.us | http://www.mass.gov/eopss
 

From: Berube, Paul (HED IT) 
Sent: Tuesday, June 12, 2018 9:05 AM
To: Quinlan, David (EPS) <david.quinlan@mass.gov>
Cc: Healy, Rebecca (EPS) <rebecca.healy@mass.gov>; Christy, Ellen (HED IT)
<ellen.christy@mass.gov>
Subject: MyLicense Office xFact interface.
 
David,
 
Rebecca has been giving us some demos on the MyLicense products in order to help
us understand the product suite better for the DPS MLO migration. These sessions
have been very helpful and we greatly appreciate her time. Hopefully, we’ll only
need a couple more sessions to round out our basic understanding. Thank you for
your support for these efforts.
 
We met with System Automation yesterday and one item that came up was the
xFact interface. As you are aware, MLO uses this to retrieve license photographs
from the RMV.Would you happen to have documentation or an individual we can
reach out to to better understand how this service is provided and architected? This
is going to be an important part of the SA architecture solution so we’ll need to know
how this is currently put together.
 
 
 
Paul Berube (HED IT)
617-573-1977
 

This email has been scanned by Proofpoint and contains no viruses or malware.

This email/electronic message, including any attached files, is being sent by the
MBTA. It is solely intended for the recipient(s) and may contain information that
is proprietary, confidential, legally privileged, and/or exempt from disclosure
pursuant to state and federal law. If you have received this message in error or are



not the intended recipient(s), please notify the sender immediately by reply, and
delete all copies of this email/electronic message and any attached files from your
computer. If you are the intended recipient(s), you may use the information
contained in this email/electronic message and any attached files only as
authorized by the MBTA. Any unauthorized use, dissemination, or disclosure of
this email/electronic message and/or its attached files is strictly prohibited.



From: RMV IS Security
To: millenniumins@gmail.com
Subject: RMV Access for Constables
Date: Monday, August 13, 2018 6:16:00 PM
Attachments: Constable-All docs.pdf

To: Bernard Fafel, Constable
 

You have been approved for remote access to the Registry of Motor Vehicles. As of March 26th,
2018, the RMV records has been divided into two systems. ALARS is our legacy system and has all
vehicle information. ATLAS is our new system and has all driver information. In the fall of 2019,
vehicle information will be converted into the ATLAS system and ALARS/VPN will no longer be
needed.
 
For connectivity to Driver Information: Using the RMV’s web based ATLAS Business Portal.
Supported Browsers: Microsoft Edge13+, Microsoft Internet Explorer 7+, Safari 5+, Chrome
5+, Firefox 3.5+ or Opera10+
 
For connectivity to Vehicle Information: Currently the RMV, in conjunction with the Information
Technology Division (ITD) Data Center, uses Verizon’s Virtual Private Network (VPN) for it’s
remote access to the RMV’s ALARS. In order to gain access to the RMV’s database you must use
Verizon’s Universal Identity Service (UIS) and a Junos Pulse Client. As well as purchase a TN3270
software. Purchase the TN3270 software. Any TN3270 software should work with Verizon
UIS VPN, however most companies offer a 30 day trial period, we advise you to use the trial
before you purchase the software to make sure all is compatible. You can find this software by
searching the internet.
 
Please note: You as the constable is approved for on-line access, when completing the following
forms please use your name, not the name of your company. Also, this on-line access does not
have photo images of people. Your local police dept has this access thru CJIS.
 
In the attached pdf document, you will find:

□        Agreement for Access to Records and Data Maintained by the Registry of Motor
Vehicles

o   Must be completed and signed by the constable. Do not use the name of your
constable business.

□        RMV Business Partner Contact Form
o   This form is used to collect the Business Owner, Program, Legal, Financial,

Technical, and Security contacts information. You may write same as above for all
contacts.

□        RMV Business Partner User Request form
o   This form is used to identify the End User that will need access to the Business Portal

and ALARS.
 

□        Verizon’s Service Order for Commonwealth of Massachusetts form must be completed.
This form will establish an account with Verizon. The RMV will approve the form and send
the information to Verizon. You do not have to communicate with Verizon directly.
 

□        The Verizon’s VPN Service Description document, is a detail documentation on what




AGREEMENT FOR ACCESS TO 
RECORDS AND DATA MAINTAINED BY THE 


REGISTRY OF MOTOR VEHICLES 


Access Agreement  SEC107_0218 


This agreement (hereinafter “Agreement”) is made and entered into by and between the Massachusetts 


Department of Transportation, through its Registry of Motor Vehicles Division (hereinafter the “RMV”), 


a body politic and corporate, and public instrumentality of the Commonwealth, established and 


operating pursuant to M.G.L. c. 6C and (Business Name)  ______________________________________  


dba _________________________________________________________________________________  


its affiliates and/or subsidiaries or, (hereinafter the “REQUESTOR”).  The Terms and Conditions of this 


Agreement shall be binding upon either party’s legal successor. 


RMV Program(s): (Check all that Applies)   


☐3rd Party Vendor ☐Bulk Data  ☐Driver Verification System (DVS)  ☐Driver Attitudinal Retraining 


Course (DARC)   ☐Electronic Public Driving Records (EPDR)  ☐General Business Partner  ☐Ignition 


Interlock Device  ☐Insurance Agency  ☐Insurance Company  ☐State Courts Against Road Rage(SCARR)   


RECITALS 


WHEREAS, the RMV stores personal and confidential information protected by the federal Driver Privacy 


Protection Act (18 U.S.C. § 2721 et seq.) (hereinafter “DPPA”) in its database and  


WHEREAS, the RMV is authorized under the DPPA to provide and/or allow access to records and data in 


its database containing personal and confidential information to permitted users for permissible 


purposes, as defined under the DPPA and 


WHEREAS, the RMV has established a Database to maintain and provide access to such records and data 


and 


WHEREAS, state and federal law, including the DPPA, protect personal information maintained in the 


records of the RMV and  


WHEREAS, Requestor desires to obtain records and data which may contain personal information from 


the RMV and 


WHEREAS, Requestor agrees that it is a permitted user of RMV records and data under the DPPA and 


WHEREAS, the RMV requires that Requestor execute this written Agreement to ensure that records and 


data obtained from the RMV will be used only for permissible purposes, as set forth in the DPPA, and 


that personal information contained in said records will be safeguarded and protected before Requestor 


obtains access to said records and data; 


NOW THEREFORE, in consideration of the foregoing recitals (which are hereby incorporated into and 


made an integral part of this Agreement), as well as the duties and obligations set forth in this 


Agreement, it is agreed by and between the parties as follows: 
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TERMS AND CONDITIONS 


1. Permitted Use: Requestor hereby certifies that Requestor is permitted to obtain access to RMV data 


under the provisions of the DPPA as it is: PICK FROM BELOW (CHECK ALL THAT APPLY): 


☐A. An insurance company licensed by the Massachusetts Division of Insurance to write 


 private passenger automobile policies in Massachusetts or an authorized agent or 


 service carrier wherein the records and data will be used to the extent authorized in the 


 safe driver insurance plan and for the purpose of complying with the requirements of 


 M.G.L. Chapter 90, §§1A, 34A, 34B and 34H pertaining to motor vehicle liability policies; 


☐B. An insurer or insurance support organization, a self-insured entity or an agent, 


 employee or contractor of such, wherein the records and data will be used in 


 connection with claims investigation activities, anti-fraud activities, rating or 


 underwriting; 


☐C. A federal, state or local governmental agency wherein the records and data will be used 


 for a permitted use as solely determined by the RMV and to carry out the official 


 functions of such agency; 


☐D. A legitimate business, which in the normal course of business will use RMV data solely 


 for the purpose of verifying the accuracy of personal information submitted by an 


 individual to the Requestor’s, agents, contractors or employees; 


☐E. A private entity or individual acting on behalf of a federal, state or local governmental 


 agency for item C above wherein the RMV’s records and data are used to carry out the 


 official functions of such federal, state, or local governmental agency; 


☐F. An authorized lender or lien holder that participates in the RMV’s Electronic Lien Holder 


 Program which permits electronic communication of certain title and lien information, 


 for the purpose of obtaining information about, posting and releasing motor vehicle 


 liens; 


☐G. A licensed motor vehicle dealership or insurance agency or other permitted entity that 


 has been approved by the RMV to participate in its EVR program and to register motor 


 vehicles electronically 


☐H. A Driving School licensed by the RMV under M.G.L. chapter 90, sections 32G and 


 32G1/2; 


☐I. A private entity that the RMV engages to provide programs in driver attitudinal training, 


 or similar services 


☐J. A private entity acting on the behalf of any of those listed in items A through I. 
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2. Access To and Use of Personal Data: Requestor certifies it will use RMV data solely for purposes 


consistent with Paragraph 1 of this Agreement.  Furthermore, the Requestor shall not use any 


personal information obtained pursuant to this Agreement for any purpose that is not permitted 


under Massachusetts or Federal laws, rules or regulations, as may be amended from time to time 


and the Requestor agrees it will comply with all applicable laws and regulations respecting access to 


and use of personal information, including the Federal Driver Privacy Protection Act (the “DPPA”) 


(18 U.S.C. §2721 et seq.), the Massachusetts Identity Theft Act, G.L. c. 93H, the Standards for the 


Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 17.00 and 


Executive Order 504.  The Requestor represents that it has read the DPPA, M.G.L. c. 93H, the 


Standards for the Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 


17.00 and Executive Order 504 and will comply with such laws and Order and all other applicable 


laws, state or federal, regarding access to and the use of motor vehicle records, personal 


information and data privacy and protection, as such laws may be amended from time to time.  The 


Requestor further agrees that Personal Information accessed under this Agreement shall not be 


used to create or aggregate the data for any purpose, except as specifically provided by federal or 


state law or other sections of this Agreement. 


3. Method of Access: Requestor will access data provided by the RMV via one or more of the following 


methods of access : 


a. Obtain files from and/or exchange files with the RMV using Secure File Transfer Protocol 


(“SFTP”).  


b. Call RMV Web Services; 


c. Utilize the eServices Portal or Business Portal; 


d. Using a 3rd Party Vendor that supplies RMV records 


4. Training: Requestor agrees to participate in and complete any training programs in the use of the 


RMV database, as the RMV in its sole discretion, deems necessary. 


5. Data: The RMV may, at its sole discretion and based on the Permitted Use(s) defined in Paragraph 1 


above, make its records and data available to Requestor solely to perform the business functions as 


defined in the Permitted Use in paragraph 1. 


6. Term:  This Agreement shall be in effect for three years, and may be renewed for additional three 


year periods upon notification from the RMV.  The RMV will notify the Requestor on two separate 


occasions in the 30 day period prior to the expiration of the Agreement via the Requestor’s e-mail 


address, as provided.   If the Requestor does not renew the Agreement prior to its expiration date, 


all access will terminate on that date. 


7. Cost:  The requestor will pay the RMV any and all applicable fees established in 801 CMR 4.02, which 


may be subject to change.  


8. Electronic Security Requirements: 


a. The Requestor, by this agreement, certifies it has an information security program in place 


that follow current industry design and best practices, including, but not limited to those 


published by The National Institute of Standards & Technology (NIST), the SANS (SysAdmin, 


Audit, Network, Security (SANS) Institute), and other recognized bodies to prevent 


unauthorized electronic access to RMV data or to its database.    


b. For All Requestors , using any Access Method, Requestor agrees to do the following: 
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i. Have written procedures in place to insure the electronic safety, physical security and 


confidentiality of RMV data in accordance with paragraph 10 of this Agreement; 


ii. Have written procedures in place that insure RMV data is accessed only for permitted 


uses under the DPPA and consistent with paragraph 10 of this Agreement. 


c. For Requestors Who Select Web Services or SFTP Option under Paragraph 3. Requestor 


agrees to do the following: 


i. Assign a unique ID to each end user who will access RMV data.   


ii. Implement written password policies and procedures that follow current 


industry design and best practices such as: 


1. those published by The National Institute of Standards & Technology 


(currently SP800-63b section 5); 


2. the SANS (SysAdmin, Audit, Network, Security Institute) Password 


Construction Guidelines (currently SANS document section 4)and 


3. those published by other recognized bodies such as IRS1075 (currently 


section 9.3.7.5).  


iii. The standards referenced in subsection ii above must be designed to prevent 


unauthorized access to RMV data or to its database. 


iv. Deactivate the unique ID immediately when the end user leaves the Requestor’s 


employment or when the ID has not been used for a period of 90 days. 


v. Maintain an electronic log of all transactions with the RMV for 5 years.  The log 


shall contain all the transactions performed by each end user including the end 


user’s unique ID (if applicable), the end-user’s full name, date and time of each 


transaction performed and/or inquiry. 


vi. Respond within 3 business days to the RMV’s request to review a specific 


transaction or series of transactions including the end user’s name, unique ID, 


dates, times and reason for the transaction(s).  The RMV may, but is not 


required, to inform the Requestor as to its reason for the request. 


vii. Failure to comply with subsections i-vi above may result in termination of the 


Agreement under the provisions of paragraph 12. 


9. A. Data Retention/Audit For SFTP And Web Services Users:  The SFTP and/or Web Services 


Requestor shall at all times adhere to the data retention and destruction requirements of M.G.L. 


Chapter 93I and the Massachusetts Public Records Law. Any data obtained from the RMV shall be 


shredded, destroyed or disposed of in compliance with Chapter 93I after its business purpose has 


expired.  The Requestor shall maintain a record of transactions it performs using RMV data for a 


period of 5 years.  Such record shall include the name of the person or entity that accessed the 


data; the time and date the data was provided to said person or entity and the customer 


information.  The RMV may in its discretion audit all such documentation. The RMV will provide the 


Requestor with written notice at least three (3) business days prior to said audit, which shall be 


performed with the reasonable cooperation of the Requestor.  In the event the Requestor cannot 


provide a legitimate reason for accessing said data, said failure to do so may constitute a material 


breach under paragraph 12 of this Agreement.  Furthermore, if the RMV’s audit reveals 


inaccuracies or a violation of any provision of this Agreement, said violation or inaccuracies may be 
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considered a material breach under paragraph 12 of the Agreement.    If the Requestor does not 


have an office location in Massachusetts, upon request, the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


B. Data Retention/Audit For eServices Portal, Business Portal and Businesses using a 3rd Party: 


The eServices Portal, Business Portal Requestor and/or businesses using a 3rd Party Vendor shall at 


all times adhere to the data retention and destruction requirements of M.G.L. Chapter 93I and the 


Massachusetts Public Records Law.  Any data obtained from the RMV shall be shredded, destroyed 


or disposed of in compliance with Chapter 93I after its business purpose has expired.   The RMV 


may track and audit all business transactions.   The RMV may in its sole discretion require the 


requestor to explain and/or demonstrate its legitimate business purpose or permitted use for 


accessing the RMV’s data for any particular transaction.  Failure by the Requestor to do so may 


constitute a material breach under paragraph 12 of this Agreement.  If the Requestor does not 


have an office location in Massachusetts, upon request the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


10. Physical Security Of Data and Confidentiality:    The Requestor shall do the following: 


a. Ensure that RMV records are not visible to unauthorized individuals; 


b. Shred or deposit RMV records into a locked shredder container when no longer needed; 


c. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the 


DPPA.  Requestor may be liable for impermissible dissemination of personal information to 


any individual to whom the personal information pertains; 


d. Never misrepresent Requestor’s identity or make a false statement in connection with a 


request for personal information with the intention of obtaining said information in a 


manner not authorized under this Agreement or the DPPA; 


e. Never disseminate RMV records unless such dissemination is required by the Requestor’s job 


duties; 


f. Never use RMV records in the furtherance of an illegal act, including a violation of any 


criminal or civil laws;  


11. A. Background Checks For Requestors Who Receive Personal Information Contained in RMV 


Records and Data: 


a. Prior to permitting access to the RMV’s records and data, Requestor shall ensure through  


background checks that its employees, contractors and agents who have access to or who 


may view RMV data have not been convicted of a felony involving violence, dishonesty, 


deceit or indecency.   A Requestor’s employee, contractor or agent who has been convicted 


of such a felony shall not be qualified to access RMV data or view its data. For eServices 


Portal Administrators a back ground check will be conducted by the RMV.  


b. For Requestors Who Select the Business Portal Option under Paragraph 3: The RMV shall 


conduct background checks to ensure that the proposed employee, contractor and agent 


who will have access to or who may view RMV data has not been convicted of a felony 


involving violence, dishonesty, deceit or indecency.   A Requestor’s employee, contractor or 


agent who has been convicted of such a felony shall not be authorized to access the RMV 


database or view its data.  
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12. Termination for Breach:  In addition to any termination of rights contained in this Agreement 


herein, the RMV may immediately terminate the Agreement and the Requestor’s access to RMV 


data at any time, if the RMV determines in the exercise of its sole discretion, that the Requestor 


engaged in a material violation of any term of this Agreement, the DPPA, M.G.L. c. 93H, Executive 


Order 504, or any other law pertaining to the privacy of motor vehicle records.  The RMV shall have 


no liability to the Requestor for terminating the Agreement under this provision.  


13. Right to Appeal:  The Requestor shall have the right to appeal the RMV’s decision to terminate 


Requestor’s access to RMV data pursuant to paragraph 12 above.  Appeals should be made in 


writing and should be addressed to the Registrar of Motor Vehicles (“Registrar”).  If no such appeal 


is made within 30 days of the termination, the termination shall be final.  If the Requestor files an 


appeal within said 30 days period, the Registrar shall review the RMV’s decision to terminate and 


shall make a final determination as to whether the terms of this Agreement were breached and, if 


so, whether the termination of access was appropriate.  In making the final determination, the 


Registrar may consider any documentation proffered by the Requestor evidencing affirmative steps 


taken to prevent similar violations of this Agreement.  The Registrar’s decision is final and 


dispositive and no further appeal process is available.  


14. 30 Day Termination:   Notwithstanding paragraph 5, this Agreement may be terminated by either 


party at any time upon thirty (30) days written notice. This agreement may be immediately 


terminated without advance notification upon any material breach of any covenant by either party, 


or if the performance of this Agreement by the RMV is made impossible or impractical, as 


determined in the sole reasonable judgment of the RMV, or if the requestor has not accessed the 


RMV’s data base for a period of ninety (90) days, by any order of any Court, or any action of the 


Legislature of the Commonwealth of Massachusetts.  Notice of termination shall be in writing 


signed by a duly-authorized representative of the terminating party and deposited with the United 


States Postal Service correctly addressed and postage prepaid. 


15. Indemnification:  The Requestor agrees to defend, hold harmless and indemnify the RMV, the 


Massachusetts Department of Transportation, the Commonwealth of Massachusetts and their 


employees and agents from any and all claims, actions, damages, or losses which may be brought 


or alleged against them for the negligent, improper, or unauthorized access, use or dissemination 


of the personal information contained in the RMV data.  The Requestor shall indemnify and hold 


harmless the Commonwealth of Massachusetts and the Massachusetts Department of 


Transportation, and the RMV against any liability, claim loss, damage or expense, of every nature 


and kind in law or equity, arising out of or in connection with any misuse or misappropriation of 


any RMV Data obtained from the RMV; any failure of the Requestor to comply with any applicable 


provisions of State or Federal laws or regulations regarding privacy of motor vehicle records or 


data; any failure to safeguard and limit access to the RMV Data as required herein; and/or any 


other acts or omissions of the Requestor or its employees or agents in connection with the 


performance, exercise, or enjoyment of this Agreement, including without limitation reasonable 


attorney’s fees and other costs of defending any such claim or action. The obligations under this 


paragraph shall survive the termination of this Agreement. 
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16. Non-Assignment:  The Requestor shall not assign or in any way transfer any interest in this 


Agreement. 


17. Non-Exclusivity:  The Requestor acknowledges that this Agreement is not an exclusive agreement.  


At its sole discretion the RMV may enter into agreements with other parties for the same or similar 


services as provided by this Agreement, on such terms and conditions as the RMV determines in its 


sole discretion.  


18. Warranty:  The RMV makes no representation or warranty, express or implied, with respect to the 


accuracy of any RMV Data from a source other than the RMV.  Therefore, except for acts or 


omissions that constitute gross negligence or willful misconduct by the Commonwealth of 


Massachusetts, the Massachusetts Department of Transportation, the RMV, their employees or 


agents, neither the Commonwealth of Massachusetts, the Massachusetts Department of 


Transportation, the RMV, or their employees or agents shall be liable to the Requestor for any 


costs, claims, liability, damages, expenses, lost production, or any other loss of any nature or kind, 


in law or equity, in connection with this Agreement, including but not limited to inaccurate, 


incomplete or unavailable RMV data. 


19. Litigation Notice:  The Requestor shall immediately notify the Office of the General Counsel at the 


Massachusetts Department of Transportation in the event that it is sued or litigation is filed 


concerning the Requestor’s use of RMV data. 


20. Notice of Data Breach:  The Requestor shall immediately notify the Chief Information Security 


Office for the Massachusetts Department of Transportation at InfoSecTeam@dot.state.ma.us in 


the event of a data breach or misuse of RMV data.  The Requestor is responsible for all notifications 


and remediation pursuant to M.G.L. Chapter 93H. 


21. Forum:  This agreement shall be construed under and governed by the laws and Executive Order 


504 of the Commonwealth of Massachusetts. 


22. Discrimination:  The Requestor shall not engage in any unlawful discrimination against any person 


based upon the RMV Data obtained pursuant to this Agreement, and the requestor agrees to 


comply with all applicable State and Federal laws, rules and regulations prohibiting discrimination 


in employment, including but not limit to 42 USC 12101, 28 CFR Part 35, 29 USC 791 et seq., 


Massachusetts General Laws Chapter 151 B and Chapter 272, §92A and §98 et seq. and Executive 


Orders 227, 237, and 246, or any amendments to such provisions. 


23. Severability Clause:  In the event that any provision in this agreement shall be or become invalid, 


illegal or unenforceable, the validity, legality and enforceability of the remaining provisions shall 


not in any way be affected or impaired thereby and such provision shall be ineffective only to the 


extent of such invalidity, illegality or unenforceability. 


24. Complete Instrument:  This Agreement constitutes the entire agreement of the parties and 


supersedes all other prior written or oral agreements between the parties with respect to subject 


matter hereof.  This Agreement may be changed, modified or amended at any time only by an 


instrument in writing, signed by duly authorized representatives of both parties hereto. 


25. Notice:  Notice required or permitted by this Agreement shall be addressed to the address(s) as 


maintained by the requestor on their company profile on the RMV eServices Portal or as follows: 


 



mailto:InfoSecTeam@dot.state.ma.us
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To the RMV:  


  MassDOT Registry of Motor Vehicles Division 


  RMV IS Security 


  25 Newport Avenue Extension  


  Quincy, MA  02171 


  RMVBusinessPartners@state.ma.us 


To the Requestor: (Print Business Name, Address and email address) 


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


 


Any party may change its address for the purposes of receipt of notices by providing written notice 


to the other party in accordance with this paragraph. 


26. Execution: This Agreement may be executed in one or more counterparts, each of which will be 


deemed to be an original copy of this Agreement and all of which, when taken together, will be 


deemed to constitute one and the same agreement. The facsimile, email or other electronically 


delivered signatures of the parties shall be deemed to constitute original signatures, and facsimile 


or electronic copies hereof shall be deemed to constitute duplicate originals 


IN WITNESS WHEREOF, the parties have hereto caused this instrument to be executed by their duly 


authorized officials or officers. 


 The Massachusetts Department  ____________________________________________ 


 Of Transportation, Registry of Motor Business Name 


 Vehicles Division 


 


 __________________________  ____________________________________________ 
 Authorized Official’s Signature  Authorized Official’s Signature  
 


 ____Registrar______________  ____________________________________________ 
Title     Title 


 _________________________  ____________________________________________ 
 Date     Date 
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RMV Business Partner Contact Form 
   


 


Date: ___________________________________  


Business Name 


Legal Business Name D.B.A. 


  


Business Owner FID: 


  


Mailing Address 


Street   City  State  Zip Code  


Email Phone # 


  


Reason for Access:  _________________________________________________________________________________________________________  


 _________________________________________________________________________________________________________________________  


Program Contact Information 


Program Contact (The person the RMV will contact regarding issues with the program) 


 


Email Phone # 


  


Legal Contact  


 


Email Phone # 


  


Financial Contact 


 


Email Phone # 


  


Technical Contact 


 


Email Phone # 


  


Security Contact Information 


Security Contact #1 


 


Email Phone # 


  


Security Contact #2 


 


Email Phone # 


  


Processing Entity (Only complete this section if you are using a third party processor to access RMV data) 


Processing Entity Name Contact Name 


  


Mailing Address 


Street    City  State  Zip Code  


Email Phone # 


  


Note: You are not required to have multiple contacts, the same person could fill multiple roles. 


Return form to: RmvBusinessPartners@state.ma.us   



mailto:RmvBusinessPartners@state.ma.us
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Business Partner User Request Form for Business 
Portal End Users  


Effective Date:  ________________________  


 


A. Business Information 


Type of agency Constable  Government Agency Municipality    Other:  _____________________________________________                                     


Legal Business Name DBA 


  


 FEIN:  


Business Mailing Address: 


Street    City  State  Zip Code  


 


 


Security Contact (please print clearly) Phone Email 


   


Security Contact Certification and Signature  


I, _______________________________, hereby certify the below named individual as a permitted user for this business.  


Security Contact Signature: ___________________________________________________  Date:  ____________________  


 


 


B. Service Type- Vehicle Information only 


Nature of request: New User  Change Access Roles   or Reactivate Access – To delete access email: RMV-DL-ISSecurity@state.ma.us 


 
 


C. End User Information 
End User Name 


 


Massachusetts License #  Last 4 Digits of Social Security Number  Non Mass Residents must attach a photo copy of state issued license or 
ID.               


User’s Business Mailing Address: 


Street    City  State  Zip Code  


User’s Email Address 


 


If you have the following information:    


ALARS ID:  _____________________ ATLAS ID::_______ _____________  Username or UAID:  ________________________________________   


 


Access Roles: Check all that applies Driver Basic Information  Vehicle Basic Information Driver Histories    Insurance Information 





 Non-Renew   Other:  _____________________________________________________________________________________________ 


 


Non-Renew Only:   Inquiry Only  or Inquiry with Update-List All Town Codes:  ______________________________________________ 


        Type of Marking:     Abandon/EZ Pass Excise     Parking    


 


 


*Note: Depending on your permitted use, you may not get access to all that is checked.  
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End User Must read this RMV System ID Policy 


Both RMV Systems ALARS and ATLAS stores personal and confidential data.  The Federal Driver Privacy Protection Act (DPPA) and the 


Massachusetts Identity Theft Act, G.L. c. 93H protects this information.   The DPPA broadly defines personal information as information that identifies 


an individual, including an individual’s photograph, social security number, driver identification number, name, address, telephone number, and 


medical or disability information.  Specifically excluded from the definition of personal information is information on vehicular accidents, driving 


violations, and driver’s status.   


You have been granted access to ATLAS and/or ALARS because your company is a permitted business partner allowed to access RMV records.  If 


you are not clear on the business purpose for which you may access the RMV data, talk to your manager/supervisor.  


You will be held personally responsible for all activity that occurs on your issued security credentials including: 


any  money collected (if applicable);  


the accuracy of any transaction performed                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                   


 any inquiry conducted  


All transactions are the official records of the RMV; they are recorded, stored, monitored and audited.  The RMV may in its sole discretion require you 


to explain and/or demonstrate the legitimate business purpose or permitted use for accessing the RMV’s data for any particular transaction.  


As the end user you will: 


1. Never divulge your password to anyone 


2. Only access the RMV data for business purposes. 


3. Never leave your computer unattended with the ATLAS or ALARS actively logged on. You must lock the computer or log off before leaving 


your computer unattended.  


4. Ensure that RMV records are not visible to unauthorized individuals; 


5. Shred or deposit RMV records into a locked shredder container when no longer needed; 


6. Never bring RMV records or use ATLAS/ALARS outside the workplace, unless required to perform your job duties. 


7. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the DPPA.  You may be liable for impermissible 


dissemination of personal information to any individual to whom the personal information pertains; 


8. Never misrepresent yourself or make a false statement in connection with a request for personal information with the intention of obtaining 


said information in a manner not authorized in your companies signed Agreement for Access to Records and Data Maintained by the 


Registry of Motor Vehicles or the DPPA; 


9. Never disseminate RMV records unless such dissemination is required by your specific job duties; 


10. Never use RMV records in the furtherance of an illegal act, including a violation of any criminal or civil laws;  


If you suspect your account has been compromised, contact the RMV IS Security at 857-368-7930 immediately.   


The RMV reserves the exclusive right to alter or amend this policy at any time.  


End User Affirmation and Signature  


I, _______________________________, agree and will abide by the policy described above.  Violation of this policy may be subjected to disciplinary 


actions, including termination of RMV access, criminal proceedings and/or fines per each violation. 


End User Signature: _________________________________________________________  Date:  _____________________  


Return BOTH pages of this form to: RmvBusinessPartners@state.ma.us  or mail to: 


MassDOT RMV-IS Security ● 25 Newport Avenue Ext. ● Quincy, MA  02171 


Security Administration Use Only 


Assigned System ID Password 


  


Date Received (MM/DD/YYYY) CMC Model Security 


  ‒   ‒        


ATLAS ID PWD ATLAS Group(s) 


   


24/Sat VPN: VPN Group 


   


Tr/Sent AC VPN requested: VPN Sent: 


             
 



mailto:RmvBusinessPartners@state.ma.us
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The information contained in this statement of work is confidential and/or proprietary information intended only for the use of the 


individual or entity named in this document.  Copying, or distribution of this document is strictly prohibited. 


1 Overview 


Verizon Enterprise Solutions (VERIZON) will provide the Secure VPN Remote Access services for 
RMV Business Partners at the request of the Commonwealth of Massachusetts RMV.  This document 
will define the services that VERIZON will provide, and the responsibilities of VERIZON, the 
Customer and the Commonwealth of Massachusetts. 


The Services ordered hereunder are governed by the rates, terms and conditions of the existing 
Commonwealth of Massachusetts and Verizon statewide contract ITT46 (Tab - 4.1A VPN with UIS).  
A copy of these terms and conditions may be obtained at:  


http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricin
g/ (click “cost tables” once on the webpage) 


The Commonwealth of Massachusetts Point of Contact regarding this VPN Service shall be: 


  


MassDOT-RMV 


IS Security  
25 Newport Avenue Ext 


Quincy, MA 02171 


Phone: 857-368-7930 


2 Service Description 


This VPN service will allow RMV Business Partners remote access to MassDOT Registry of Motor 
Vehicles (RMV) Division applications using secure and encrypted VPN technology with 2 factor 
authentication. VPN users can establish secure VPN tunnels from remote end user computers to the 
Commonwealth network using the VPN software installed on the end user’s computer. As an RMV 
Business Partner, your access will be limited to the appropriate RMV applications only.    
 
The VPN service consists of: 
 


1. Verizon’s Universal Identity Service (UIS) – web based service that provides 2 factor 
authentication during logon to the VPN service 


2. Junos Pulse Client – software used for establishing a VPN connection 
 
The service may be used with any form of Internet Access, so long as a consistent IP address is 
assigned throughout the VPN session.  



http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/

http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/
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3 Responsibilities 


Verizon Responsibilities 


 Set up all subscribers for services based upon authorization by the Commonwealth of 
Massachusetts - RMV.  


 Provide an Electronic Implementation Guide Kit that includes complete VPN installation 
documentation, and comprehensive helpdesk instructions to Business Partners.  


 Bill the business partner directly 


 Provide Tier 1 & Tier 2 VPN helpdesk  


Commonwealth Responsibilities 


 Troubleshoot and support application-related issues for Business Partners 


 Forward VPN Service Order  to Verizon and request VPN Service creation 


Business Partner Responsibilities 


 Complete and return VPN Service Order to MassDOT-RMV contact.   


 For each VPN user, install Junos Pulse VPN software on a personal computer and complete 
enrollment in Verizon’s Universal Identity Service (UIS). 


 Obtain Internet Access Service  


 Provide accurate billing information to Verizon 


 At the time of installation, ensure the network is stable and free of known problems.  Any 
unresolved problems shall be identified prior to the start of work. 


4 Cost 


Service is billed monthly. RMV Business Partner will be billed for services below. Payments must be 
made in accordance with the terms and conditions of the Commonwealth ITT46 Terms and 
Conditions. 
 


 VPN Access 


 VPN Help Desk  
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5 VPN Help Desk 


Verizon provides Business Partners with Help Desk support for their end-users, to assist with 
deployment of and individual support for the Verizon VPN Service client software. 


All Tier 1 Help Desk calls are answered by a touch-tone menu system to facilitate quick connection to 
the appropriate Verizon VPN Service support staff.  The Help Desk service can be reached by a toll-
free number.  Use of the toll-free number is restricted to callers within the continental United States.  


 


Hours of Operation 


 


Tier 1 - End-User Support for VPN Client Installation & Troubleshooting 


Seven (7) days per week, 24-hours per day – live technicians on duty 


 


Tier 2 - Client SW & Network Administration Support for Authorized Customer 
Technical Contacts Only 


Monday – Friday (5) days per week, 8-hours per day – live technicians on duty 


 


Scope of Support 


 
This service assumes the user has working internet access before the VPN software is installed. The 
help desk will refer the user to their agency Information Technology staff or the hardware 
manufacturer for firmware updates or the atypical internet access problem that cannot be resolved 
quickly. 
 


Verizon Universal Identity Service – The Help Desk will provide support for the VPN user’s 
Verizon Universal Identity Service (UIS) Account. Help Desk personnel will assist with any issues 
encountered during initial enrollment in UIS. They will reset user passwords is required. 


 


Junos Pulse Client Software – The Help Desk will provide installation support for the VPN Junos 
Pulse Client software.  Help Desk personnel will recommend backup of the system registry before 
installation, and provide users with assistance if it is requested.  Help Desk agents will provide 
guidance on the VPN Client’s User Interface, and will perform basic troubleshooting, via telephone, 
of VPN connectivity to the Commonwealth sites.  The help desk will support only the current release 
of the Verizon VPN Service Client software or upgrades to the current release. 







RMV Verizon VPN Order Form 4-14-2015 


Verizon Enterprise Solutions Group 
Virtual Private Networking (VPN) Service Fees 


Service Order for Commonwealth of Massachusetts  
MassDOT Registry Division--Business Partners 


 


 Create New Account     Cancel Account     Change Contact Info  
 
          Account creation, cancellation and changes must be approved and confirmed by the RMV.    


 
 


Account Number:   _____________________________ (Leave Blank if Unknown) 


 
Company Name:  _________________________________________________________________ 
  
Billing Address:  _________________________________________________________________ 
                                     
Company Contact:  ____________________________  Telephone #:  _________________________ 
 
Company Contact email:  ___________________________   
 
 


Number 
Of Users 


Monthly Unit Price 
per user 


Product Total 
Monthly 
Price 


One-Time Set-up  
Costs per user 
 


 $  13.86 VPN Service with Verizon 
Universal ID (UIS), Junos 
Pulse and VPN Help Desk  


 $  4.00 


 
This order is placed under and governed by the terms and conditions of ITT46 the contract between the 
Commonwealth of Massachusetts and Verizon which can be found on cwma.verizon.com.  By signing this 
document you are placing an order under the contract and represent that you are authorized to do so.   
Billing for VPN services will begin the first of the following month.  Please allow 2-3 billing cycles for all 
cancellations of service. VPN access can and will be terminated due to non-payment. 
  


 
____________________________________________  __________________ 
Authorized Signature       Date 
 
____________________________________________                                      
Print Name                                                                                                            
 
RMV Use Only:  


 
 
RMV Approval:___________________________ Date:________  
 
Billing Code Assignment: __________ 
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Verizon is responsible for providing to you. No need to return these pages.
 
Complete & submit the documents to RmvBusinessPartners@state.ma.us or mail to: RMV IS
Security, 25 Newport Avenue Ext, Quincy, MA 02171.
 
With access to two systems, there will be two forms of training.

1)      For ATLAS training, you must complete the computer based training by clicking
on this link: http://atlas.massrmv.com/Constables.aspx

2)      For ALARS training, you must attend a training class in person before you are given
credentials to log into the VPN/ALARS. We will contact you when a class is available.

 
For ATLAS (Driver Information) you will be sent an email from RMV-DL-ISSecurity@state.ma.us
with your ATLAS credentials.
For ALARS (Vehicle Information) you will receive an email from MassIT-VPN@betrusted.net to
register for the VPN and download the Junos Software.
Please make sure these email addresses are not blocked or added to your delete/spam/junk folders.
 
If you should have any questions, please contact IS Security at (857)368-7930.
 



From: RMV-DL - IS Security
To: "DPROCKWELLPI@GMAIL.COM"
Subject: RMV Access for Constables
Date: Thursday, August 02, 2018 4:38:38 PM
Attachments: Constable-All docs.pdf

To: Dana Prestone, Constable
 

You have been approved for remote access to the Registry of Motor Vehicles.  As of March 26th,
2018, the RMV records has been divided into two systems.   ALARS is our legacy system and has
all vehicle information.  ATLAS is our new system and has all driver information.  In the fall of
2019, vehicle information will be converted into the ATLAS system and ALARS/VPN will no
longer be needed. 
 
For connectivity to Driver Information:  Using the RMV’s web based ATLAS Business Portal.
Supported Browsers: Microsoft Edge13+, Microsoft Internet Explorer 7+, Safari 5+, Chrome
5+, Firefox 3.5+ or Opera10+
 
For connectivity to Vehicle Information: Currently the RMV, in conjunction with the Information
Technology Division (ITD) Data Center, uses Verizon’s Virtual Private Network (VPN) for it’s
remote access to the RMV’s ALARS. In order to gain access to the RMV’s database you must use
Verizon’s Universal Identity Service (UIS) and a Junos Pulse Client.  As well as purchase a TN3270
software.  Purchase the TN3270 software. Any TN3270 software should work with Verizon
UIS VPN, however most companies offer a 30 day trial period, we advise you to use the trial
before you purchase the software to make sure all is compatible.  You can find this software
by searching the internet. 
 
Please note:  You as the constable is approved for on-line access, when completing the
following forms please use your name, not the name of your company. Also, this on-line access
does not have photo images of people.   Your local police dept has this access thru CJIS.  
 
In the attached pdf document, you will find:

□        Agreement for Access to Records and Data Maintained by the Registry of Motor
Vehicles

o   Must be completed and signed by the constable.  Do not use the name of your
constable business. 

□        RMV Business Partner Contact Form
o   This form is used to collect the Business Owner, Program, Legal, Financial,

Technical, and Security contacts information. You may write same as above for all
contacts.

□        RMV Business Partner User Request form
o   This form is used to identify the End User that will need access to the Business Portal

and ALARS.
 

□        Verizon’s Service Order for Commonwealth of Massachusetts form must be completed.
This form will establish an account with Verizon. The RMV will approve the form and send
the information to Verizon.  You do not have to communicate with Verizon directly. 
 

□        The Verizon’s VPN Service Description document, is a detail documentation on what




AGREEMENT FOR ACCESS TO 
RECORDS AND DATA MAINTAINED BY THE 


REGISTRY OF MOTOR VEHICLES 
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This agreement (hereinafter “Agreement”) is made and entered into by and between the Massachusetts 


Department of Transportation, through its Registry of Motor Vehicles Division (hereinafter the “RMV”), 


a body politic and corporate, and public instrumentality of the Commonwealth, established and 


operating pursuant to M.G.L. c. 6C and (Business Name)  ______________________________________  


dba _________________________________________________________________________________  


its affiliates and/or subsidiaries or, (hereinafter the “REQUESTOR”).  The Terms and Conditions of this 


Agreement shall be binding upon either party’s legal successor. 


RMV Program(s): (Check all that Applies)   


☐3rd Party Vendor ☐Bulk Data  ☐Driver Verification System (DVS)  ☐Driver Attitudinal Retraining 


Course (DARC)   ☐Electronic Public Driving Records (EPDR)  ☐General Business Partner  ☐Ignition 


Interlock Device  ☐Insurance Agency  ☐Insurance Company  ☐State Courts Against Road Rage(SCARR)   


RECITALS 


WHEREAS, the RMV stores personal and confidential information protected by the federal Driver Privacy 


Protection Act (18 U.S.C. § 2721 et seq.) (hereinafter “DPPA”) in its database and  


WHEREAS, the RMV is authorized under the DPPA to provide and/or allow access to records and data in 


its database containing personal and confidential information to permitted users for permissible 


purposes, as defined under the DPPA and 


WHEREAS, the RMV has established a Database to maintain and provide access to such records and data 


and 


WHEREAS, state and federal law, including the DPPA, protect personal information maintained in the 


records of the RMV and  


WHEREAS, Requestor desires to obtain records and data which may contain personal information from 


the RMV and 


WHEREAS, Requestor agrees that it is a permitted user of RMV records and data under the DPPA and 


WHEREAS, the RMV requires that Requestor execute this written Agreement to ensure that records and 


data obtained from the RMV will be used only for permissible purposes, as set forth in the DPPA, and 


that personal information contained in said records will be safeguarded and protected before Requestor 


obtains access to said records and data; 


NOW THEREFORE, in consideration of the foregoing recitals (which are hereby incorporated into and 


made an integral part of this Agreement), as well as the duties and obligations set forth in this 


Agreement, it is agreed by and between the parties as follows: 
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TERMS AND CONDITIONS 


1. Permitted Use: Requestor hereby certifies that Requestor is permitted to obtain access to RMV data 


under the provisions of the DPPA as it is: PICK FROM BELOW (CHECK ALL THAT APPLY): 


☐A. An insurance company licensed by the Massachusetts Division of Insurance to write 


 private passenger automobile policies in Massachusetts or an authorized agent or 


 service carrier wherein the records and data will be used to the extent authorized in the 


 safe driver insurance plan and for the purpose of complying with the requirements of 


 M.G.L. Chapter 90, §§1A, 34A, 34B and 34H pertaining to motor vehicle liability policies; 


☐B. An insurer or insurance support organization, a self-insured entity or an agent, 


 employee or contractor of such, wherein the records and data will be used in 


 connection with claims investigation activities, anti-fraud activities, rating or 


 underwriting; 


☐C. A federal, state or local governmental agency wherein the records and data will be used 


 for a permitted use as solely determined by the RMV and to carry out the official 


 functions of such agency; 


☐D. A legitimate business, which in the normal course of business will use RMV data solely 


 for the purpose of verifying the accuracy of personal information submitted by an 


 individual to the Requestor’s, agents, contractors or employees; 


☐E. A private entity or individual acting on behalf of a federal, state or local governmental 


 agency for item C above wherein the RMV’s records and data are used to carry out the 


 official functions of such federal, state, or local governmental agency; 


☐F. An authorized lender or lien holder that participates in the RMV’s Electronic Lien Holder 


 Program which permits electronic communication of certain title and lien information, 


 for the purpose of obtaining information about, posting and releasing motor vehicle 


 liens; 


☐G. A licensed motor vehicle dealership or insurance agency or other permitted entity that 


 has been approved by the RMV to participate in its EVR program and to register motor 


 vehicles electronically 


☐H. A Driving School licensed by the RMV under M.G.L. chapter 90, sections 32G and 


 32G1/2; 


☐I. A private entity that the RMV engages to provide programs in driver attitudinal training, 


 or similar services 


☐J. A private entity acting on the behalf of any of those listed in items A through I. 
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2. Access To and Use of Personal Data: Requestor certifies it will use RMV data solely for purposes 


consistent with Paragraph 1 of this Agreement.  Furthermore, the Requestor shall not use any 


personal information obtained pursuant to this Agreement for any purpose that is not permitted 


under Massachusetts or Federal laws, rules or regulations, as may be amended from time to time 


and the Requestor agrees it will comply with all applicable laws and regulations respecting access to 


and use of personal information, including the Federal Driver Privacy Protection Act (the “DPPA”) 


(18 U.S.C. §2721 et seq.), the Massachusetts Identity Theft Act, G.L. c. 93H, the Standards for the 


Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 17.00 and 


Executive Order 504.  The Requestor represents that it has read the DPPA, M.G.L. c. 93H, the 


Standards for the Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 


17.00 and Executive Order 504 and will comply with such laws and Order and all other applicable 


laws, state or federal, regarding access to and the use of motor vehicle records, personal 


information and data privacy and protection, as such laws may be amended from time to time.  The 


Requestor further agrees that Personal Information accessed under this Agreement shall not be 


used to create or aggregate the data for any purpose, except as specifically provided by federal or 


state law or other sections of this Agreement. 


3. Method of Access: Requestor will access data provided by the RMV via one or more of the following 


methods of access : 


a. Obtain files from and/or exchange files with the RMV using Secure File Transfer Protocol 


(“SFTP”).  


b. Call RMV Web Services; 


c. Utilize the eServices Portal or Business Portal; 


d. Using a 3rd Party Vendor that supplies RMV records 


4. Training: Requestor agrees to participate in and complete any training programs in the use of the 


RMV database, as the RMV in its sole discretion, deems necessary. 


5. Data: The RMV may, at its sole discretion and based on the Permitted Use(s) defined in Paragraph 1 


above, make its records and data available to Requestor solely to perform the business functions as 


defined in the Permitted Use in paragraph 1. 


6. Term:  This Agreement shall be in effect for three years, and may be renewed for additional three 


year periods upon notification from the RMV.  The RMV will notify the Requestor on two separate 


occasions in the 30 day period prior to the expiration of the Agreement via the Requestor’s e-mail 


address, as provided.   If the Requestor does not renew the Agreement prior to its expiration date, 


all access will terminate on that date. 


7. Cost:  The requestor will pay the RMV any and all applicable fees established in 801 CMR 4.02, which 


may be subject to change.  


8. Electronic Security Requirements: 


a. The Requestor, by this agreement, certifies it has an information security program in place 


that follow current industry design and best practices, including, but not limited to those 


published by The National Institute of Standards & Technology (NIST), the SANS (SysAdmin, 


Audit, Network, Security (SANS) Institute), and other recognized bodies to prevent 


unauthorized electronic access to RMV data or to its database.    


b. For All Requestors , using any Access Method, Requestor agrees to do the following: 
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i. Have written procedures in place to insure the electronic safety, physical security and 


confidentiality of RMV data in accordance with paragraph 10 of this Agreement; 


ii. Have written procedures in place that insure RMV data is accessed only for permitted 


uses under the DPPA and consistent with paragraph 10 of this Agreement. 


c. For Requestors Who Select Web Services or SFTP Option under Paragraph 3. Requestor 


agrees to do the following: 


i. Assign a unique ID to each end user who will access RMV data.   


ii. Implement written password policies and procedures that follow current 


industry design and best practices such as: 


1. those published by The National Institute of Standards & Technology 


(currently SP800-63b section 5); 


2. the SANS (SysAdmin, Audit, Network, Security Institute) Password 


Construction Guidelines (currently SANS document section 4)and 


3. those published by other recognized bodies such as IRS1075 (currently 


section 9.3.7.5).  


iii. The standards referenced in subsection ii above must be designed to prevent 


unauthorized access to RMV data or to its database. 


iv. Deactivate the unique ID immediately when the end user leaves the Requestor’s 


employment or when the ID has not been used for a period of 90 days. 


v. Maintain an electronic log of all transactions with the RMV for 5 years.  The log 


shall contain all the transactions performed by each end user including the end 


user’s unique ID (if applicable), the end-user’s full name, date and time of each 


transaction performed and/or inquiry. 


vi. Respond within 3 business days to the RMV’s request to review a specific 


transaction or series of transactions including the end user’s name, unique ID, 


dates, times and reason for the transaction(s).  The RMV may, but is not 


required, to inform the Requestor as to its reason for the request. 


vii. Failure to comply with subsections i-vi above may result in termination of the 


Agreement under the provisions of paragraph 12. 


9. A. Data Retention/Audit For SFTP And Web Services Users:  The SFTP and/or Web Services 


Requestor shall at all times adhere to the data retention and destruction requirements of M.G.L. 


Chapter 93I and the Massachusetts Public Records Law. Any data obtained from the RMV shall be 


shredded, destroyed or disposed of in compliance with Chapter 93I after its business purpose has 


expired.  The Requestor shall maintain a record of transactions it performs using RMV data for a 


period of 5 years.  Such record shall include the name of the person or entity that accessed the 


data; the time and date the data was provided to said person or entity and the customer 


information.  The RMV may in its discretion audit all such documentation. The RMV will provide the 


Requestor with written notice at least three (3) business days prior to said audit, which shall be 


performed with the reasonable cooperation of the Requestor.  In the event the Requestor cannot 


provide a legitimate reason for accessing said data, said failure to do so may constitute a material 


breach under paragraph 12 of this Agreement.  Furthermore, if the RMV’s audit reveals 


inaccuracies or a violation of any provision of this Agreement, said violation or inaccuracies may be 
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considered a material breach under paragraph 12 of the Agreement.    If the Requestor does not 


have an office location in Massachusetts, upon request, the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


B. Data Retention/Audit For eServices Portal, Business Portal and Businesses using a 3rd Party: 


The eServices Portal, Business Portal Requestor and/or businesses using a 3rd Party Vendor shall at 


all times adhere to the data retention and destruction requirements of M.G.L. Chapter 93I and the 


Massachusetts Public Records Law.  Any data obtained from the RMV shall be shredded, destroyed 


or disposed of in compliance with Chapter 93I after its business purpose has expired.   The RMV 


may track and audit all business transactions.   The RMV may in its sole discretion require the 


requestor to explain and/or demonstrate its legitimate business purpose or permitted use for 


accessing the RMV’s data for any particular transaction.  Failure by the Requestor to do so may 


constitute a material breach under paragraph 12 of this Agreement.  If the Requestor does not 


have an office location in Massachusetts, upon request the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


10. Physical Security Of Data and Confidentiality:    The Requestor shall do the following: 


a. Ensure that RMV records are not visible to unauthorized individuals; 


b. Shred or deposit RMV records into a locked shredder container when no longer needed; 


c. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the 


DPPA.  Requestor may be liable for impermissible dissemination of personal information to 


any individual to whom the personal information pertains; 


d. Never misrepresent Requestor’s identity or make a false statement in connection with a 


request for personal information with the intention of obtaining said information in a 


manner not authorized under this Agreement or the DPPA; 


e. Never disseminate RMV records unless such dissemination is required by the Requestor’s job 


duties; 


f. Never use RMV records in the furtherance of an illegal act, including a violation of any 


criminal or civil laws;  


11. A. Background Checks For Requestors Who Receive Personal Information Contained in RMV 


Records and Data: 


a. Prior to permitting access to the RMV’s records and data, Requestor shall ensure through  


background checks that its employees, contractors and agents who have access to or who 


may view RMV data have not been convicted of a felony involving violence, dishonesty, 


deceit or indecency.   A Requestor’s employee, contractor or agent who has been convicted 


of such a felony shall not be qualified to access RMV data or view its data. For eServices 


Portal Administrators a back ground check will be conducted by the RMV.  


b. For Requestors Who Select the Business Portal Option under Paragraph 3: The RMV shall 


conduct background checks to ensure that the proposed employee, contractor and agent 


who will have access to or who may view RMV data has not been convicted of a felony 


involving violence, dishonesty, deceit or indecency.   A Requestor’s employee, contractor or 


agent who has been convicted of such a felony shall not be authorized to access the RMV 


database or view its data.  
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12. Termination for Breach:  In addition to any termination of rights contained in this Agreement 


herein, the RMV may immediately terminate the Agreement and the Requestor’s access to RMV 


data at any time, if the RMV determines in the exercise of its sole discretion, that the Requestor 


engaged in a material violation of any term of this Agreement, the DPPA, M.G.L. c. 93H, Executive 


Order 504, or any other law pertaining to the privacy of motor vehicle records.  The RMV shall have 


no liability to the Requestor for terminating the Agreement under this provision.  


13. Right to Appeal:  The Requestor shall have the right to appeal the RMV’s decision to terminate 


Requestor’s access to RMV data pursuant to paragraph 12 above.  Appeals should be made in 


writing and should be addressed to the Registrar of Motor Vehicles (“Registrar”).  If no such appeal 


is made within 30 days of the termination, the termination shall be final.  If the Requestor files an 


appeal within said 30 days period, the Registrar shall review the RMV’s decision to terminate and 


shall make a final determination as to whether the terms of this Agreement were breached and, if 


so, whether the termination of access was appropriate.  In making the final determination, the 


Registrar may consider any documentation proffered by the Requestor evidencing affirmative steps 


taken to prevent similar violations of this Agreement.  The Registrar’s decision is final and 


dispositive and no further appeal process is available.  


14. 30 Day Termination:   Notwithstanding paragraph 5, this Agreement may be terminated by either 


party at any time upon thirty (30) days written notice. This agreement may be immediately 


terminated without advance notification upon any material breach of any covenant by either party, 


or if the performance of this Agreement by the RMV is made impossible or impractical, as 


determined in the sole reasonable judgment of the RMV, or if the requestor has not accessed the 


RMV’s data base for a period of ninety (90) days, by any order of any Court, or any action of the 


Legislature of the Commonwealth of Massachusetts.  Notice of termination shall be in writing 


signed by a duly-authorized representative of the terminating party and deposited with the United 


States Postal Service correctly addressed and postage prepaid. 


15. Indemnification:  The Requestor agrees to defend, hold harmless and indemnify the RMV, the 


Massachusetts Department of Transportation, the Commonwealth of Massachusetts and their 


employees and agents from any and all claims, actions, damages, or losses which may be brought 


or alleged against them for the negligent, improper, or unauthorized access, use or dissemination 


of the personal information contained in the RMV data.  The Requestor shall indemnify and hold 


harmless the Commonwealth of Massachusetts and the Massachusetts Department of 


Transportation, and the RMV against any liability, claim loss, damage or expense, of every nature 


and kind in law or equity, arising out of or in connection with any misuse or misappropriation of 


any RMV Data obtained from the RMV; any failure of the Requestor to comply with any applicable 


provisions of State or Federal laws or regulations regarding privacy of motor vehicle records or 


data; any failure to safeguard and limit access to the RMV Data as required herein; and/or any 


other acts or omissions of the Requestor or its employees or agents in connection with the 


performance, exercise, or enjoyment of this Agreement, including without limitation reasonable 


attorney’s fees and other costs of defending any such claim or action. The obligations under this 


paragraph shall survive the termination of this Agreement. 
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16. Non-Assignment:  The Requestor shall not assign or in any way transfer any interest in this 


Agreement. 


17. Non-Exclusivity:  The Requestor acknowledges that this Agreement is not an exclusive agreement.  


At its sole discretion the RMV may enter into agreements with other parties for the same or similar 


services as provided by this Agreement, on such terms and conditions as the RMV determines in its 


sole discretion.  


18. Warranty:  The RMV makes no representation or warranty, express or implied, with respect to the 


accuracy of any RMV Data from a source other than the RMV.  Therefore, except for acts or 


omissions that constitute gross negligence or willful misconduct by the Commonwealth of 


Massachusetts, the Massachusetts Department of Transportation, the RMV, their employees or 


agents, neither the Commonwealth of Massachusetts, the Massachusetts Department of 


Transportation, the RMV, or their employees or agents shall be liable to the Requestor for any 


costs, claims, liability, damages, expenses, lost production, or any other loss of any nature or kind, 


in law or equity, in connection with this Agreement, including but not limited to inaccurate, 


incomplete or unavailable RMV data. 


19. Litigation Notice:  The Requestor shall immediately notify the Office of the General Counsel at the 


Massachusetts Department of Transportation in the event that it is sued or litigation is filed 


concerning the Requestor’s use of RMV data. 


20. Notice of Data Breach:  The Requestor shall immediately notify the Chief Information Security 


Office for the Massachusetts Department of Transportation at InfoSecTeam@dot.state.ma.us in 


the event of a data breach or misuse of RMV data.  The Requestor is responsible for all notifications 


and remediation pursuant to M.G.L. Chapter 93H. 


21. Forum:  This agreement shall be construed under and governed by the laws and Executive Order 


504 of the Commonwealth of Massachusetts. 


22. Discrimination:  The Requestor shall not engage in any unlawful discrimination against any person 


based upon the RMV Data obtained pursuant to this Agreement, and the requestor agrees to 


comply with all applicable State and Federal laws, rules and regulations prohibiting discrimination 


in employment, including but not limit to 42 USC 12101, 28 CFR Part 35, 29 USC 791 et seq., 


Massachusetts General Laws Chapter 151 B and Chapter 272, §92A and §98 et seq. and Executive 


Orders 227, 237, and 246, or any amendments to such provisions. 


23. Severability Clause:  In the event that any provision in this agreement shall be or become invalid, 


illegal or unenforceable, the validity, legality and enforceability of the remaining provisions shall 


not in any way be affected or impaired thereby and such provision shall be ineffective only to the 


extent of such invalidity, illegality or unenforceability. 


24. Complete Instrument:  This Agreement constitutes the entire agreement of the parties and 


supersedes all other prior written or oral agreements between the parties with respect to subject 


matter hereof.  This Agreement may be changed, modified or amended at any time only by an 


instrument in writing, signed by duly authorized representatives of both parties hereto. 


25. Notice:  Notice required or permitted by this Agreement shall be addressed to the address(s) as 


maintained by the requestor on their company profile on the RMV eServices Portal or as follows: 


 



mailto:InfoSecTeam@dot.state.ma.us
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To the RMV:  


  MassDOT Registry of Motor Vehicles Division 


  RMV IS Security 


  25 Newport Avenue Extension  


  Quincy, MA  02171 


  RMVBusinessPartners@state.ma.us 


To the Requestor: (Print Business Name, Address and email address) 


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


 


Any party may change its address for the purposes of receipt of notices by providing written notice 


to the other party in accordance with this paragraph. 


26. Execution: This Agreement may be executed in one or more counterparts, each of which will be 


deemed to be an original copy of this Agreement and all of which, when taken together, will be 


deemed to constitute one and the same agreement. The facsimile, email or other electronically 


delivered signatures of the parties shall be deemed to constitute original signatures, and facsimile 


or electronic copies hereof shall be deemed to constitute duplicate originals 


IN WITNESS WHEREOF, the parties have hereto caused this instrument to be executed by their duly 


authorized officials or officers. 


 The Massachusetts Department  ____________________________________________ 


 Of Transportation, Registry of Motor Business Name 


 Vehicles Division 


 


 __________________________  ____________________________________________ 
 Authorized Official’s Signature  Authorized Official’s Signature  
 


 ____Registrar______________  ____________________________________________ 
Title     Title 


 _________________________  ____________________________________________ 
 Date     Date 
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RMV Business Partner Contact Form 
   


 


Date: ___________________________________  


Business Name 


Legal Business Name D.B.A. 


  


Business Owner FID: 


  


Mailing Address 


Street   City  State  Zip Code  


Email Phone # 


  


Reason for Access:  _________________________________________________________________________________________________________  


 _________________________________________________________________________________________________________________________  


Program Contact Information 


Program Contact (The person the RMV will contact regarding issues with the program) 


 


Email Phone # 


  


Legal Contact  


 


Email Phone # 


  


Financial Contact 


 


Email Phone # 


  


Technical Contact 


 


Email Phone # 


  


Security Contact Information 


Security Contact #1 


 


Email Phone # 


  


Security Contact #2 


 


Email Phone # 


  


Processing Entity (Only complete this section if you are using a third party processor to access RMV data) 


Processing Entity Name Contact Name 


  


Mailing Address 


Street    City  State  Zip Code  


Email Phone # 


  


Note: You are not required to have multiple contacts, the same person could fill multiple roles. 


Return form to: RmvBusinessPartners@state.ma.us   



mailto:RmvBusinessPartners@state.ma.us
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Business Partner User Request Form for Business 
Portal End Users  


Effective Date:  ________________________  


 


A. Business Information 


Type of agency Constable  Government Agency Municipality    Other:  _____________________________________________                                     


Legal Business Name DBA 


  


 FEIN:  


Business Mailing Address: 


Street    City  State  Zip Code  


 


 


Security Contact (please print clearly) Phone Email 


   


Security Contact Certification and Signature  


I, _______________________________, hereby certify the below named individual as a permitted user for this business.  


Security Contact Signature: ___________________________________________________  Date:  ____________________  


 


 


B. Service Type- Vehicle Information only 


Nature of request: New User  Change Access Roles   or Reactivate Access – To delete access email: RMV-DL-ISSecurity@state.ma.us 


 
 


C. End User Information 
End User Name 


 


Massachusetts License #  Last 4 Digits of Social Security Number  Non Mass Residents must attach a photo copy of state issued license or 
ID.               


User’s Business Mailing Address: 


Street    City  State  Zip Code  


User’s Email Address 


 


If you have the following information:    


ALARS ID:  _____________________ ATLAS ID::_______ _____________  Username or UAID:  ________________________________________   


 


Access Roles: Check all that applies Driver Basic Information  Vehicle Basic Information Driver Histories    Insurance Information 





 Non-Renew   Other:  _____________________________________________________________________________________________ 


 


Non-Renew Only:   Inquiry Only  or Inquiry with Update-List All Town Codes:  ______________________________________________ 


        Type of Marking:     Abandon/EZ Pass Excise     Parking    


 


 


*Note: Depending on your permitted use, you may not get access to all that is checked.  
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End User Must read this RMV System ID Policy 


Both RMV Systems ALARS and ATLAS stores personal and confidential data.  The Federal Driver Privacy Protection Act (DPPA) and the 


Massachusetts Identity Theft Act, G.L. c. 93H protects this information.   The DPPA broadly defines personal information as information that identifies 


an individual, including an individual’s photograph, social security number, driver identification number, name, address, telephone number, and 


medical or disability information.  Specifically excluded from the definition of personal information is information on vehicular accidents, driving 


violations, and driver’s status.   


You have been granted access to ATLAS and/or ALARS because your company is a permitted business partner allowed to access RMV records.  If 


you are not clear on the business purpose for which you may access the RMV data, talk to your manager/supervisor.  


You will be held personally responsible for all activity that occurs on your issued security credentials including: 


any  money collected (if applicable);  


the accuracy of any transaction performed                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                   


 any inquiry conducted  


All transactions are the official records of the RMV; they are recorded, stored, monitored and audited.  The RMV may in its sole discretion require you 


to explain and/or demonstrate the legitimate business purpose or permitted use for accessing the RMV’s data for any particular transaction.  


As the end user you will: 


1. Never divulge your password to anyone 


2. Only access the RMV data for business purposes. 


3. Never leave your computer unattended with the ATLAS or ALARS actively logged on. You must lock the computer or log off before leaving 


your computer unattended.  


4. Ensure that RMV records are not visible to unauthorized individuals; 


5. Shred or deposit RMV records into a locked shredder container when no longer needed; 


6. Never bring RMV records or use ATLAS/ALARS outside the workplace, unless required to perform your job duties. 


7. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the DPPA.  You may be liable for impermissible 


dissemination of personal information to any individual to whom the personal information pertains; 


8. Never misrepresent yourself or make a false statement in connection with a request for personal information with the intention of obtaining 


said information in a manner not authorized in your companies signed Agreement for Access to Records and Data Maintained by the 


Registry of Motor Vehicles or the DPPA; 


9. Never disseminate RMV records unless such dissemination is required by your specific job duties; 


10. Never use RMV records in the furtherance of an illegal act, including a violation of any criminal or civil laws;  


If you suspect your account has been compromised, contact the RMV IS Security at 857-368-7930 immediately.   


The RMV reserves the exclusive right to alter or amend this policy at any time.  


End User Affirmation and Signature  


I, _______________________________, agree and will abide by the policy described above.  Violation of this policy may be subjected to disciplinary 


actions, including termination of RMV access, criminal proceedings and/or fines per each violation. 


End User Signature: _________________________________________________________  Date:  _____________________  


Return BOTH pages of this form to: RmvBusinessPartners@state.ma.us  or mail to: 


MassDOT RMV-IS Security ● 25 Newport Avenue Ext. ● Quincy, MA  02171 


Security Administration Use Only 


Assigned System ID Password 


  


Date Received (MM/DD/YYYY) CMC Model Security 


  ‒   ‒        


ATLAS ID PWD ATLAS Group(s) 


   


24/Sat VPN: VPN Group 


   


Tr/Sent AC VPN requested: VPN Sent: 


             
 



mailto:RmvBusinessPartners@state.ma.us
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The information contained in this statement of work is confidential and/or proprietary information intended only for the use of the 


individual or entity named in this document.  Copying, or distribution of this document is strictly prohibited. 


1 Overview 


Verizon Enterprise Solutions (VERIZON) will provide the Secure VPN Remote Access services for 
RMV Business Partners at the request of the Commonwealth of Massachusetts RMV.  This document 
will define the services that VERIZON will provide, and the responsibilities of VERIZON, the 
Customer and the Commonwealth of Massachusetts. 


The Services ordered hereunder are governed by the rates, terms and conditions of the existing 
Commonwealth of Massachusetts and Verizon statewide contract ITT46 (Tab - 4.1A VPN with UIS).  
A copy of these terms and conditions may be obtained at:  


http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricin
g/ (click “cost tables” once on the webpage) 


The Commonwealth of Massachusetts Point of Contact regarding this VPN Service shall be: 


  


MassDOT-RMV 


IS Security  
25 Newport Avenue Ext 


Quincy, MA 02171 


Phone: 857-368-7930 


2 Service Description 


This VPN service will allow RMV Business Partners remote access to MassDOT Registry of Motor 
Vehicles (RMV) Division applications using secure and encrypted VPN technology with 2 factor 
authentication. VPN users can establish secure VPN tunnels from remote end user computers to the 
Commonwealth network using the VPN software installed on the end user’s computer. As an RMV 
Business Partner, your access will be limited to the appropriate RMV applications only.    
 
The VPN service consists of: 
 


1. Verizon’s Universal Identity Service (UIS) – web based service that provides 2 factor 
authentication during logon to the VPN service 


2. Junos Pulse Client – software used for establishing a VPN connection 
 
The service may be used with any form of Internet Access, so long as a consistent IP address is 
assigned throughout the VPN session.  



http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/

http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/





Verizon Enterprise Solutions 
Customer:  The Commonwealth of Massachusetts 
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3 Responsibilities 


Verizon Responsibilities 


 Set up all subscribers for services based upon authorization by the Commonwealth of 
Massachusetts - RMV.  


 Provide an Electronic Implementation Guide Kit that includes complete VPN installation 
documentation, and comprehensive helpdesk instructions to Business Partners.  


 Bill the business partner directly 


 Provide Tier 1 & Tier 2 VPN helpdesk  


Commonwealth Responsibilities 


 Troubleshoot and support application-related issues for Business Partners 


 Forward VPN Service Order  to Verizon and request VPN Service creation 


Business Partner Responsibilities 


 Complete and return VPN Service Order to MassDOT-RMV contact.   


 For each VPN user, install Junos Pulse VPN software on a personal computer and complete 
enrollment in Verizon’s Universal Identity Service (UIS). 


 Obtain Internet Access Service  


 Provide accurate billing information to Verizon 


 At the time of installation, ensure the network is stable and free of known problems.  Any 
unresolved problems shall be identified prior to the start of work. 


4 Cost 


Service is billed monthly. RMV Business Partner will be billed for services below. Payments must be 
made in accordance with the terms and conditions of the Commonwealth ITT46 Terms and 
Conditions. 
 


 VPN Access 


 VPN Help Desk  
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5 VPN Help Desk 


Verizon provides Business Partners with Help Desk support for their end-users, to assist with 
deployment of and individual support for the Verizon VPN Service client software. 


All Tier 1 Help Desk calls are answered by a touch-tone menu system to facilitate quick connection to 
the appropriate Verizon VPN Service support staff.  The Help Desk service can be reached by a toll-
free number.  Use of the toll-free number is restricted to callers within the continental United States.  


 


Hours of Operation 


 


Tier 1 - End-User Support for VPN Client Installation & Troubleshooting 


Seven (7) days per week, 24-hours per day – live technicians on duty 


 


Tier 2 - Client SW & Network Administration Support for Authorized Customer 
Technical Contacts Only 


Monday – Friday (5) days per week, 8-hours per day – live technicians on duty 


 


Scope of Support 


 
This service assumes the user has working internet access before the VPN software is installed. The 
help desk will refer the user to their agency Information Technology staff or the hardware 
manufacturer for firmware updates or the atypical internet access problem that cannot be resolved 
quickly. 
 


Verizon Universal Identity Service – The Help Desk will provide support for the VPN user’s 
Verizon Universal Identity Service (UIS) Account. Help Desk personnel will assist with any issues 
encountered during initial enrollment in UIS. They will reset user passwords is required. 


 


Junos Pulse Client Software – The Help Desk will provide installation support for the VPN Junos 
Pulse Client software.  Help Desk personnel will recommend backup of the system registry before 
installation, and provide users with assistance if it is requested.  Help Desk agents will provide 
guidance on the VPN Client’s User Interface, and will perform basic troubleshooting, via telephone, 
of VPN connectivity to the Commonwealth sites.  The help desk will support only the current release 
of the Verizon VPN Service Client software or upgrades to the current release. 







RMV Verizon VPN Order Form 4-14-2015 


Verizon Enterprise Solutions Group 
Virtual Private Networking (VPN) Service Fees 


Service Order for Commonwealth of Massachusetts  
MassDOT Registry Division--Business Partners 


 


 Create New Account     Cancel Account     Change Contact Info  
 
          Account creation, cancellation and changes must be approved and confirmed by the RMV.    


 
 


Account Number:   _____________________________ (Leave Blank if Unknown) 


 
Company Name:  _________________________________________________________________ 
  
Billing Address:  _________________________________________________________________ 
                                     
Company Contact:  ____________________________  Telephone #:  _________________________ 
 
Company Contact email:  ___________________________   
 
 


Number 
Of Users 


Monthly Unit Price 
per user 


Product Total 
Monthly 
Price 


One-Time Set-up  
Costs per user 
 


 $  13.86 VPN Service with Verizon 
Universal ID (UIS), Junos 
Pulse and VPN Help Desk  


 $  4.00 


 
This order is placed under and governed by the terms and conditions of ITT46 the contract between the 
Commonwealth of Massachusetts and Verizon which can be found on cwma.verizon.com.  By signing this 
document you are placing an order under the contract and represent that you are authorized to do so.   
Billing for VPN services will begin the first of the following month.  Please allow 2-3 billing cycles for all 
cancellations of service. VPN access can and will be terminated due to non-payment. 
  


 
____________________________________________  __________________ 
Authorized Signature       Date 
 
____________________________________________                                      
Print Name                                                                                                            
 
RMV Use Only:  


 
 
RMV Approval:___________________________ Date:________  
 
Billing Code Assignment: __________ 
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Verizon is responsible for providing to you. No need to return these pages.
 
Complete & submit the documents to RmvBusinessPartners@state.ma.us  or mail to: RMV IS
Security, 25 Newport Avenue Ext, Quincy, MA   02171.   
 
With access to two systems, there will be two forms of training. 

1)      For ATLAS training, you must complete the computer based training by clicking
on this link:  http://atlas.massrmv.com/Constables.aspx

2)      For ALARS training, you must attend a training class in person before you are given
credentials to log into the VPN/ALARS.  We will contact you when a class is available. 

 
For ATLAS (Driver Information) you will be sent an email from RMV-DL-ISSecurity@state.ma.us
with your ATLAS credentials.  
For ALARS (Vehicle Information) you will receive an email from MassIT-VPN@betrusted.net to
register for the VPN and download the Junos Software.
Please make sure these email addresses are not blocked or added to your delete/spam/junk folders. 
 
If you should have any questions, please contact IS Security at (857)368-7930.
 



From: RMV-DL - IS Security
To: "mpweisberg@aol.com"
Subject: RMV Access for Constables
Date: Monday, July 02, 2018 3:33:32 PM
Attachments: Constable-All docs.pdf

To:  Mark Weisberg, Constable
 

You have been approved for remote access to the Registry of Motor Vehicles.  As of March 26th,
2018, the RMV records has been divided into two systems.   ALARS is our legacy system and has
all vehicle information.  ATLAS is our new system and has all driver information.  In the fall of
2019, vehicle information will be converted into the ATLAS system and ALARS/VPN will no
longer be needed. 
 
For connectivity to Driver Information:  Using the RMV’s web based ATLAS Business Portal.
Supported Browsers: Microsoft Edge13+, Microsoft Internet Explorer 7+, Safari 5+, Chrome
5+, Firefox 3.5+ or Opera10+
 
For connectivity to Vehicle Information: Currently the RMV, in conjunction with the Information
Technology Division (ITD) Data Center, uses Verizon’s Virtual Private Network (VPN) for it’s
remote access to the RMV’s ALARS. In order to gain access to the RMV’s database you must use
Verizon’s Universal Identity Service (UIS) and a Junos Pulse Client.  As well as purchase a TN3270
software.  Purchase the TN3270 software. Any TN3270 software should work with Verizon
UIS VPN, however most companies offer a 30 day trial period, we advise you to use the trial
before you purchase the software to make sure all is compatible.  You can find this software
by searching the internet. 
 
Please note:  You as the constable is approved for on-line access, when completing the
following forms please use your name, not the name of your company. Also, this on-line access
does not have photo images of people.   Your local police dept has this access thru CJIS.  
 
In the attached pdf document, you will find:

□        Agreement for Access to Records and Data Maintained by the Registry of Motor
Vehicles

o   Must be completed and signed by the constable.  Do not use the name of your
constable business. 

□        RMV Business Partner Contact Form
o   This form is used to collect the Business Owner, Program, Legal, Financial,

Technical, and Security contacts information. You may write same as above for all
contacts.

□        RMV Business Partner User Request form
o   This form is used to identify the End User that will need access to the Business Portal

and ALARS.
 

□        Verizon’s Service Order for Commonwealth of Massachusetts form must be completed.
This form will establish an account with Verizon. The RMV will approve the form and send
the information to Verizon.  You do not have to communicate with Verizon directly. 
 

□        The Verizon’s VPN Service Description document, is a detail documentation on what
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RECORDS AND DATA MAINTAINED BY THE 


REGISTRY OF MOTOR VEHICLES 


Access Agreement  SEC107_0218 


This agreement (hereinafter “Agreement”) is made and entered into by and between the Massachusetts 


Department of Transportation, through its Registry of Motor Vehicles Division (hereinafter the “RMV”), 


a body politic and corporate, and public instrumentality of the Commonwealth, established and 


operating pursuant to M.G.L. c. 6C and (Business Name)  ______________________________________  


dba _________________________________________________________________________________  


its affiliates and/or subsidiaries or, (hereinafter the “REQUESTOR”).  The Terms and Conditions of this 


Agreement shall be binding upon either party’s legal successor. 


RMV Program(s): (Check all that Applies)   


☐3rd Party Vendor ☐Bulk Data  ☐Driver Verification System (DVS)  ☐Driver Attitudinal Retraining 


Course (DARC)   ☐Electronic Public Driving Records (EPDR)  ☐General Business Partner  ☐Ignition 


Interlock Device  ☐Insurance Agency  ☐Insurance Company  ☐State Courts Against Road Rage(SCARR)   


RECITALS 


WHEREAS, the RMV stores personal and confidential information protected by the federal Driver Privacy 


Protection Act (18 U.S.C. § 2721 et seq.) (hereinafter “DPPA”) in its database and  


WHEREAS, the RMV is authorized under the DPPA to provide and/or allow access to records and data in 


its database containing personal and confidential information to permitted users for permissible 


purposes, as defined under the DPPA and 


WHEREAS, the RMV has established a Database to maintain and provide access to such records and data 


and 


WHEREAS, state and federal law, including the DPPA, protect personal information maintained in the 


records of the RMV and  


WHEREAS, Requestor desires to obtain records and data which may contain personal information from 


the RMV and 


WHEREAS, Requestor agrees that it is a permitted user of RMV records and data under the DPPA and 


WHEREAS, the RMV requires that Requestor execute this written Agreement to ensure that records and 


data obtained from the RMV will be used only for permissible purposes, as set forth in the DPPA, and 


that personal information contained in said records will be safeguarded and protected before Requestor 


obtains access to said records and data; 


NOW THEREFORE, in consideration of the foregoing recitals (which are hereby incorporated into and 


made an integral part of this Agreement), as well as the duties and obligations set forth in this 


Agreement, it is agreed by and between the parties as follows: 
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TERMS AND CONDITIONS 


1. Permitted Use: Requestor hereby certifies that Requestor is permitted to obtain access to RMV data 


under the provisions of the DPPA as it is: PICK FROM BELOW (CHECK ALL THAT APPLY): 


☐A. An insurance company licensed by the Massachusetts Division of Insurance to write 


 private passenger automobile policies in Massachusetts or an authorized agent or 


 service carrier wherein the records and data will be used to the extent authorized in the 


 safe driver insurance plan and for the purpose of complying with the requirements of 


 M.G.L. Chapter 90, §§1A, 34A, 34B and 34H pertaining to motor vehicle liability policies; 


☐B. An insurer or insurance support organization, a self-insured entity or an agent, 


 employee or contractor of such, wherein the records and data will be used in 


 connection with claims investigation activities, anti-fraud activities, rating or 


 underwriting; 


☐C. A federal, state or local governmental agency wherein the records and data will be used 


 for a permitted use as solely determined by the RMV and to carry out the official 


 functions of such agency; 


☐D. A legitimate business, which in the normal course of business will use RMV data solely 


 for the purpose of verifying the accuracy of personal information submitted by an 


 individual to the Requestor’s, agents, contractors or employees; 


☐E. A private entity or individual acting on behalf of a federal, state or local governmental 


 agency for item C above wherein the RMV’s records and data are used to carry out the 


 official functions of such federal, state, or local governmental agency; 


☐F. An authorized lender or lien holder that participates in the RMV’s Electronic Lien Holder 


 Program which permits electronic communication of certain title and lien information, 


 for the purpose of obtaining information about, posting and releasing motor vehicle 


 liens; 


☐G. A licensed motor vehicle dealership or insurance agency or other permitted entity that 


 has been approved by the RMV to participate in its EVR program and to register motor 


 vehicles electronically 


☐H. A Driving School licensed by the RMV under M.G.L. chapter 90, sections 32G and 


 32G1/2; 


☐I. A private entity that the RMV engages to provide programs in driver attitudinal training, 


 or similar services 


☐J. A private entity acting on the behalf of any of those listed in items A through I. 
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2. Access To and Use of Personal Data: Requestor certifies it will use RMV data solely for purposes 


consistent with Paragraph 1 of this Agreement.  Furthermore, the Requestor shall not use any 


personal information obtained pursuant to this Agreement for any purpose that is not permitted 


under Massachusetts or Federal laws, rules or regulations, as may be amended from time to time 


and the Requestor agrees it will comply with all applicable laws and regulations respecting access to 


and use of personal information, including the Federal Driver Privacy Protection Act (the “DPPA”) 


(18 U.S.C. §2721 et seq.), the Massachusetts Identity Theft Act, G.L. c. 93H, the Standards for the 


Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 17.00 and 


Executive Order 504.  The Requestor represents that it has read the DPPA, M.G.L. c. 93H, the 


Standards for the Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 


17.00 and Executive Order 504 and will comply with such laws and Order and all other applicable 


laws, state or federal, regarding access to and the use of motor vehicle records, personal 


information and data privacy and protection, as such laws may be amended from time to time.  The 


Requestor further agrees that Personal Information accessed under this Agreement shall not be 


used to create or aggregate the data for any purpose, except as specifically provided by federal or 


state law or other sections of this Agreement. 


3. Method of Access: Requestor will access data provided by the RMV via one or more of the following 


methods of access : 


a. Obtain files from and/or exchange files with the RMV using Secure File Transfer Protocol 


(“SFTP”).  


b. Call RMV Web Services; 


c. Utilize the eServices Portal or Business Portal; 


d. Using a 3rd Party Vendor that supplies RMV records 


4. Training: Requestor agrees to participate in and complete any training programs in the use of the 


RMV database, as the RMV in its sole discretion, deems necessary. 


5. Data: The RMV may, at its sole discretion and based on the Permitted Use(s) defined in Paragraph 1 


above, make its records and data available to Requestor solely to perform the business functions as 


defined in the Permitted Use in paragraph 1. 


6. Term:  This Agreement shall be in effect for three years, and may be renewed for additional three 


year periods upon notification from the RMV.  The RMV will notify the Requestor on two separate 


occasions in the 30 day period prior to the expiration of the Agreement via the Requestor’s e-mail 


address, as provided.   If the Requestor does not renew the Agreement prior to its expiration date, 


all access will terminate on that date. 


7. Cost:  The requestor will pay the RMV any and all applicable fees established in 801 CMR 4.02, which 


may be subject to change.  


8. Electronic Security Requirements: 


a. The Requestor, by this agreement, certifies it has an information security program in place 


that follow current industry design and best practices, including, but not limited to those 


published by The National Institute of Standards & Technology (NIST), the SANS (SysAdmin, 


Audit, Network, Security (SANS) Institute), and other recognized bodies to prevent 


unauthorized electronic access to RMV data or to its database.    


b. For All Requestors , using any Access Method, Requestor agrees to do the following: 
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i. Have written procedures in place to insure the electronic safety, physical security and 


confidentiality of RMV data in accordance with paragraph 10 of this Agreement; 


ii. Have written procedures in place that insure RMV data is accessed only for permitted 


uses under the DPPA and consistent with paragraph 10 of this Agreement. 


c. For Requestors Who Select Web Services or SFTP Option under Paragraph 3. Requestor 


agrees to do the following: 


i. Assign a unique ID to each end user who will access RMV data.   


ii. Implement written password policies and procedures that follow current 


industry design and best practices such as: 


1. those published by The National Institute of Standards & Technology 


(currently SP800-63b section 5); 


2. the SANS (SysAdmin, Audit, Network, Security Institute) Password 


Construction Guidelines (currently SANS document section 4)and 


3. those published by other recognized bodies such as IRS1075 (currently 


section 9.3.7.5).  


iii. The standards referenced in subsection ii above must be designed to prevent 


unauthorized access to RMV data or to its database. 


iv. Deactivate the unique ID immediately when the end user leaves the Requestor’s 


employment or when the ID has not been used for a period of 90 days. 


v. Maintain an electronic log of all transactions with the RMV for 5 years.  The log 


shall contain all the transactions performed by each end user including the end 


user’s unique ID (if applicable), the end-user’s full name, date and time of each 


transaction performed and/or inquiry. 


vi. Respond within 3 business days to the RMV’s request to review a specific 


transaction or series of transactions including the end user’s name, unique ID, 


dates, times and reason for the transaction(s).  The RMV may, but is not 


required, to inform the Requestor as to its reason for the request. 


vii. Failure to comply with subsections i-vi above may result in termination of the 


Agreement under the provisions of paragraph 12. 


9. A. Data Retention/Audit For SFTP And Web Services Users:  The SFTP and/or Web Services 


Requestor shall at all times adhere to the data retention and destruction requirements of M.G.L. 


Chapter 93I and the Massachusetts Public Records Law. Any data obtained from the RMV shall be 


shredded, destroyed or disposed of in compliance with Chapter 93I after its business purpose has 


expired.  The Requestor shall maintain a record of transactions it performs using RMV data for a 


period of 5 years.  Such record shall include the name of the person or entity that accessed the 


data; the time and date the data was provided to said person or entity and the customer 


information.  The RMV may in its discretion audit all such documentation. The RMV will provide the 


Requestor with written notice at least three (3) business days prior to said audit, which shall be 


performed with the reasonable cooperation of the Requestor.  In the event the Requestor cannot 


provide a legitimate reason for accessing said data, said failure to do so may constitute a material 


breach under paragraph 12 of this Agreement.  Furthermore, if the RMV’s audit reveals 


inaccuracies or a violation of any provision of this Agreement, said violation or inaccuracies may be 
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considered a material breach under paragraph 12 of the Agreement.    If the Requestor does not 


have an office location in Massachusetts, upon request, the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


B. Data Retention/Audit For eServices Portal, Business Portal and Businesses using a 3rd Party: 


The eServices Portal, Business Portal Requestor and/or businesses using a 3rd Party Vendor shall at 


all times adhere to the data retention and destruction requirements of M.G.L. Chapter 93I and the 


Massachusetts Public Records Law.  Any data obtained from the RMV shall be shredded, destroyed 


or disposed of in compliance with Chapter 93I after its business purpose has expired.   The RMV 


may track and audit all business transactions.   The RMV may in its sole discretion require the 


requestor to explain and/or demonstrate its legitimate business purpose or permitted use for 


accessing the RMV’s data for any particular transaction.  Failure by the Requestor to do so may 


constitute a material breach under paragraph 12 of this Agreement.  If the Requestor does not 


have an office location in Massachusetts, upon request the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


10. Physical Security Of Data and Confidentiality:    The Requestor shall do the following: 


a. Ensure that RMV records are not visible to unauthorized individuals; 


b. Shred or deposit RMV records into a locked shredder container when no longer needed; 


c. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the 


DPPA.  Requestor may be liable for impermissible dissemination of personal information to 


any individual to whom the personal information pertains; 


d. Never misrepresent Requestor’s identity or make a false statement in connection with a 


request for personal information with the intention of obtaining said information in a 


manner not authorized under this Agreement or the DPPA; 


e. Never disseminate RMV records unless such dissemination is required by the Requestor’s job 


duties; 


f. Never use RMV records in the furtherance of an illegal act, including a violation of any 


criminal or civil laws;  


11. A. Background Checks For Requestors Who Receive Personal Information Contained in RMV 


Records and Data: 


a. Prior to permitting access to the RMV’s records and data, Requestor shall ensure through  


background checks that its employees, contractors and agents who have access to or who 


may view RMV data have not been convicted of a felony involving violence, dishonesty, 


deceit or indecency.   A Requestor’s employee, contractor or agent who has been convicted 


of such a felony shall not be qualified to access RMV data or view its data. For eServices 


Portal Administrators a back ground check will be conducted by the RMV.  


b. For Requestors Who Select the Business Portal Option under Paragraph 3: The RMV shall 


conduct background checks to ensure that the proposed employee, contractor and agent 


who will have access to or who may view RMV data has not been convicted of a felony 


involving violence, dishonesty, deceit or indecency.   A Requestor’s employee, contractor or 


agent who has been convicted of such a felony shall not be authorized to access the RMV 


database or view its data.  
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12. Termination for Breach:  In addition to any termination of rights contained in this Agreement 


herein, the RMV may immediately terminate the Agreement and the Requestor’s access to RMV 


data at any time, if the RMV determines in the exercise of its sole discretion, that the Requestor 


engaged in a material violation of any term of this Agreement, the DPPA, M.G.L. c. 93H, Executive 


Order 504, or any other law pertaining to the privacy of motor vehicle records.  The RMV shall have 


no liability to the Requestor for terminating the Agreement under this provision.  


13. Right to Appeal:  The Requestor shall have the right to appeal the RMV’s decision to terminate 


Requestor’s access to RMV data pursuant to paragraph 12 above.  Appeals should be made in 


writing and should be addressed to the Registrar of Motor Vehicles (“Registrar”).  If no such appeal 


is made within 30 days of the termination, the termination shall be final.  If the Requestor files an 


appeal within said 30 days period, the Registrar shall review the RMV’s decision to terminate and 


shall make a final determination as to whether the terms of this Agreement were breached and, if 


so, whether the termination of access was appropriate.  In making the final determination, the 


Registrar may consider any documentation proffered by the Requestor evidencing affirmative steps 


taken to prevent similar violations of this Agreement.  The Registrar’s decision is final and 


dispositive and no further appeal process is available.  


14. 30 Day Termination:   Notwithstanding paragraph 5, this Agreement may be terminated by either 


party at any time upon thirty (30) days written notice. This agreement may be immediately 


terminated without advance notification upon any material breach of any covenant by either party, 


or if the performance of this Agreement by the RMV is made impossible or impractical, as 


determined in the sole reasonable judgment of the RMV, or if the requestor has not accessed the 


RMV’s data base for a period of ninety (90) days, by any order of any Court, or any action of the 


Legislature of the Commonwealth of Massachusetts.  Notice of termination shall be in writing 


signed by a duly-authorized representative of the terminating party and deposited with the United 


States Postal Service correctly addressed and postage prepaid. 


15. Indemnification:  The Requestor agrees to defend, hold harmless and indemnify the RMV, the 


Massachusetts Department of Transportation, the Commonwealth of Massachusetts and their 


employees and agents from any and all claims, actions, damages, or losses which may be brought 


or alleged against them for the negligent, improper, or unauthorized access, use or dissemination 


of the personal information contained in the RMV data.  The Requestor shall indemnify and hold 


harmless the Commonwealth of Massachusetts and the Massachusetts Department of 


Transportation, and the RMV against any liability, claim loss, damage or expense, of every nature 


and kind in law or equity, arising out of or in connection with any misuse or misappropriation of 


any RMV Data obtained from the RMV; any failure of the Requestor to comply with any applicable 


provisions of State or Federal laws or regulations regarding privacy of motor vehicle records or 


data; any failure to safeguard and limit access to the RMV Data as required herein; and/or any 


other acts or omissions of the Requestor or its employees or agents in connection with the 


performance, exercise, or enjoyment of this Agreement, including without limitation reasonable 


attorney’s fees and other costs of defending any such claim or action. The obligations under this 


paragraph shall survive the termination of this Agreement. 
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16. Non-Assignment:  The Requestor shall not assign or in any way transfer any interest in this 


Agreement. 


17. Non-Exclusivity:  The Requestor acknowledges that this Agreement is not an exclusive agreement.  


At its sole discretion the RMV may enter into agreements with other parties for the same or similar 


services as provided by this Agreement, on such terms and conditions as the RMV determines in its 


sole discretion.  


18. Warranty:  The RMV makes no representation or warranty, express or implied, with respect to the 


accuracy of any RMV Data from a source other than the RMV.  Therefore, except for acts or 


omissions that constitute gross negligence or willful misconduct by the Commonwealth of 


Massachusetts, the Massachusetts Department of Transportation, the RMV, their employees or 


agents, neither the Commonwealth of Massachusetts, the Massachusetts Department of 


Transportation, the RMV, or their employees or agents shall be liable to the Requestor for any 


costs, claims, liability, damages, expenses, lost production, or any other loss of any nature or kind, 


in law or equity, in connection with this Agreement, including but not limited to inaccurate, 


incomplete or unavailable RMV data. 


19. Litigation Notice:  The Requestor shall immediately notify the Office of the General Counsel at the 


Massachusetts Department of Transportation in the event that it is sued or litigation is filed 


concerning the Requestor’s use of RMV data. 


20. Notice of Data Breach:  The Requestor shall immediately notify the Chief Information Security 


Office for the Massachusetts Department of Transportation at InfoSecTeam@dot.state.ma.us in 


the event of a data breach or misuse of RMV data.  The Requestor is responsible for all notifications 


and remediation pursuant to M.G.L. Chapter 93H. 


21. Forum:  This agreement shall be construed under and governed by the laws and Executive Order 


504 of the Commonwealth of Massachusetts. 


22. Discrimination:  The Requestor shall not engage in any unlawful discrimination against any person 


based upon the RMV Data obtained pursuant to this Agreement, and the requestor agrees to 


comply with all applicable State and Federal laws, rules and regulations prohibiting discrimination 


in employment, including but not limit to 42 USC 12101, 28 CFR Part 35, 29 USC 791 et seq., 


Massachusetts General Laws Chapter 151 B and Chapter 272, §92A and §98 et seq. and Executive 


Orders 227, 237, and 246, or any amendments to such provisions. 


23. Severability Clause:  In the event that any provision in this agreement shall be or become invalid, 


illegal or unenforceable, the validity, legality and enforceability of the remaining provisions shall 


not in any way be affected or impaired thereby and such provision shall be ineffective only to the 


extent of such invalidity, illegality or unenforceability. 


24. Complete Instrument:  This Agreement constitutes the entire agreement of the parties and 


supersedes all other prior written or oral agreements between the parties with respect to subject 


matter hereof.  This Agreement may be changed, modified or amended at any time only by an 


instrument in writing, signed by duly authorized representatives of both parties hereto. 


25. Notice:  Notice required or permitted by this Agreement shall be addressed to the address(s) as 


maintained by the requestor on their company profile on the RMV eServices Portal or as follows: 


 



mailto:InfoSecTeam@dot.state.ma.us
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To the RMV:  


  MassDOT Registry of Motor Vehicles Division 


  RMV IS Security 


  25 Newport Avenue Extension  


  Quincy, MA  02171 


  RMVBusinessPartners@state.ma.us 


To the Requestor: (Print Business Name, Address and email address) 


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


 


Any party may change its address for the purposes of receipt of notices by providing written notice 


to the other party in accordance with this paragraph. 


26. Execution: This Agreement may be executed in one or more counterparts, each of which will be 


deemed to be an original copy of this Agreement and all of which, when taken together, will be 


deemed to constitute one and the same agreement. The facsimile, email or other electronically 


delivered signatures of the parties shall be deemed to constitute original signatures, and facsimile 


or electronic copies hereof shall be deemed to constitute duplicate originals 


IN WITNESS WHEREOF, the parties have hereto caused this instrument to be executed by their duly 


authorized officials or officers. 


 The Massachusetts Department  ____________________________________________ 


 Of Transportation, Registry of Motor Business Name 


 Vehicles Division 


 


 __________________________  ____________________________________________ 
 Authorized Official’s Signature  Authorized Official’s Signature  
 


 ____Registrar______________  ____________________________________________ 
Title     Title 


 _________________________  ____________________________________________ 
 Date     Date 
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RMV Business Partner Contact Form 
   


 


Date: ___________________________________  


Business Name 


Legal Business Name D.B.A. 


  


Business Owner FID: 


  


Mailing Address 


Street   City  State  Zip Code  


Email Phone # 


  


Reason for Access:  _________________________________________________________________________________________________________  


 _________________________________________________________________________________________________________________________  


Program Contact Information 


Program Contact (The person the RMV will contact regarding issues with the program) 


 


Email Phone # 


  


Legal Contact  


 


Email Phone # 


  


Financial Contact 


 


Email Phone # 


  


Technical Contact 


 


Email Phone # 


  


Security Contact Information 


Security Contact #1 


 


Email Phone # 


  


Security Contact #2 


 


Email Phone # 


  


Processing Entity (Only complete this section if you are using a third party processor to access RMV data) 


Processing Entity Name Contact Name 


  


Mailing Address 


Street    City  State  Zip Code  


Email Phone # 


  


Note: You are not required to have multiple contacts, the same person could fill multiple roles. 


Return form to: RmvBusinessPartners@state.ma.us   



mailto:RmvBusinessPartners@state.ma.us





 


Page 1 of 2  BP User Request form for Business Portal Users 
 


Business Partner User Request Form for Business 
Portal End Users  


Effective Date:  ________________________  


 


A. Business Information 


Type of agency Constable  Government Agency Municipality    Other:  _____________________________________________                                     


Legal Business Name DBA 


  


 FEIN:  


Business Mailing Address: 


Street    City  State  Zip Code  


 


 


Security Contact (please print clearly) Phone Email 


   


Security Contact Certification and Signature  


I, _______________________________, hereby certify the below named individual as a permitted user for this business.  


Security Contact Signature: ___________________________________________________  Date:  ____________________  


 


 


B. Service Type- Vehicle Information only 


Nature of request: New User  Change Access Roles   or Reactivate Access – To delete access email: RMV-DL-ISSecurity@state.ma.us 


 
 


C. End User Information 
End User Name 


 


Massachusetts License #  Last 4 Digits of Social Security Number  Non Mass Residents must attach a photo copy of state issued license or 
ID.               


User’s Business Mailing Address: 


Street    City  State  Zip Code  


User’s Email Address 


 


If you have the following information:    


ALARS ID:  _____________________ ATLAS ID::_______ _____________  Username or UAID:  ________________________________________   


 


Access Roles: Check all that applies Driver Basic Information  Vehicle Basic Information Driver Histories    Insurance Information 





 Non-Renew   Other:  _____________________________________________________________________________________________ 


 


Non-Renew Only:   Inquiry Only  or Inquiry with Update-List All Town Codes:  ______________________________________________ 


        Type of Marking:     Abandon/EZ Pass Excise     Parking    


 


 


*Note: Depending on your permitted use, you may not get access to all that is checked.  
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End User Must read this RMV System ID Policy 


Both RMV Systems ALARS and ATLAS stores personal and confidential data.  The Federal Driver Privacy Protection Act (DPPA) and the 


Massachusetts Identity Theft Act, G.L. c. 93H protects this information.   The DPPA broadly defines personal information as information that identifies 


an individual, including an individual’s photograph, social security number, driver identification number, name, address, telephone number, and 


medical or disability information.  Specifically excluded from the definition of personal information is information on vehicular accidents, driving 


violations, and driver’s status.   


You have been granted access to ATLAS and/or ALARS because your company is a permitted business partner allowed to access RMV records.  If 


you are not clear on the business purpose for which you may access the RMV data, talk to your manager/supervisor.  


You will be held personally responsible for all activity that occurs on your issued security credentials including: 


any  money collected (if applicable);  


the accuracy of any transaction performed                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                   


 any inquiry conducted  


All transactions are the official records of the RMV; they are recorded, stored, monitored and audited.  The RMV may in its sole discretion require you 


to explain and/or demonstrate the legitimate business purpose or permitted use for accessing the RMV’s data for any particular transaction.  


As the end user you will: 


1. Never divulge your password to anyone 


2. Only access the RMV data for business purposes. 


3. Never leave your computer unattended with the ATLAS or ALARS actively logged on. You must lock the computer or log off before leaving 


your computer unattended.  


4. Ensure that RMV records are not visible to unauthorized individuals; 


5. Shred or deposit RMV records into a locked shredder container when no longer needed; 


6. Never bring RMV records or use ATLAS/ALARS outside the workplace, unless required to perform your job duties. 


7. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the DPPA.  You may be liable for impermissible 


dissemination of personal information to any individual to whom the personal information pertains; 


8. Never misrepresent yourself or make a false statement in connection with a request for personal information with the intention of obtaining 


said information in a manner not authorized in your companies signed Agreement for Access to Records and Data Maintained by the 


Registry of Motor Vehicles or the DPPA; 


9. Never disseminate RMV records unless such dissemination is required by your specific job duties; 


10. Never use RMV records in the furtherance of an illegal act, including a violation of any criminal or civil laws;  


If you suspect your account has been compromised, contact the RMV IS Security at 857-368-7930 immediately.   


The RMV reserves the exclusive right to alter or amend this policy at any time.  


End User Affirmation and Signature  


I, _______________________________, agree and will abide by the policy described above.  Violation of this policy may be subjected to disciplinary 


actions, including termination of RMV access, criminal proceedings and/or fines per each violation. 


End User Signature: _________________________________________________________  Date:  _____________________  


Return BOTH pages of this form to: RmvBusinessPartners@state.ma.us  or mail to: 


MassDOT RMV-IS Security ● 25 Newport Avenue Ext. ● Quincy, MA  02171 


Security Administration Use Only 


Assigned System ID Password 


  


Date Received (MM/DD/YYYY) CMC Model Security 


  ‒   ‒        


ATLAS ID PWD ATLAS Group(s) 


   


24/Sat VPN: VPN Group 


   


Tr/Sent AC VPN requested: VPN Sent: 
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VPN SERVICE DESCRIPTION 


Commonwealth of Massachusetts – Business Partner 
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The information contained in this statement of work is confidential and/or proprietary information intended only for the use of the 


individual or entity named in this document.  Copying, or distribution of this document is strictly prohibited. 


1 Overview 


Verizon Enterprise Solutions (VERIZON) will provide the Secure VPN Remote Access services for 
RMV Business Partners at the request of the Commonwealth of Massachusetts RMV.  This document 
will define the services that VERIZON will provide, and the responsibilities of VERIZON, the 
Customer and the Commonwealth of Massachusetts. 


The Services ordered hereunder are governed by the rates, terms and conditions of the existing 
Commonwealth of Massachusetts and Verizon statewide contract ITT46 (Tab - 4.1A VPN with UIS).  
A copy of these terms and conditions may be obtained at:  


http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricin
g/ (click “cost tables” once on the webpage) 


The Commonwealth of Massachusetts Point of Contact regarding this VPN Service shall be: 


  


MassDOT-RMV 


IS Security  
25 Newport Avenue Ext 


Quincy, MA 02171 


Phone: 857-368-7930 


2 Service Description 


This VPN service will allow RMV Business Partners remote access to MassDOT Registry of Motor 
Vehicles (RMV) Division applications using secure and encrypted VPN technology with 2 factor 
authentication. VPN users can establish secure VPN tunnels from remote end user computers to the 
Commonwealth network using the VPN software installed on the end user’s computer. As an RMV 
Business Partner, your access will be limited to the appropriate RMV applications only.    
 
The VPN service consists of: 
 


1. Verizon’s Universal Identity Service (UIS) – web based service that provides 2 factor 
authentication during logon to the VPN service 


2. Junos Pulse Client – software used for establishing a VPN connection 
 
The service may be used with any form of Internet Access, so long as a consistent IP address is 
assigned throughout the VPN session.  



http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/

http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/
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Customer:  The Commonwealth of Massachusetts 


Business Partner   
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3 Responsibilities 


Verizon Responsibilities 


 Set up all subscribers for services based upon authorization by the Commonwealth of 
Massachusetts - RMV.  


 Provide an Electronic Implementation Guide Kit that includes complete VPN installation 
documentation, and comprehensive helpdesk instructions to Business Partners.  


 Bill the business partner directly 


 Provide Tier 1 & Tier 2 VPN helpdesk  


Commonwealth Responsibilities 


 Troubleshoot and support application-related issues for Business Partners 


 Forward VPN Service Order  to Verizon and request VPN Service creation 


Business Partner Responsibilities 


 Complete and return VPN Service Order to MassDOT-RMV contact.   


 For each VPN user, install Junos Pulse VPN software on a personal computer and complete 
enrollment in Verizon’s Universal Identity Service (UIS). 


 Obtain Internet Access Service  


 Provide accurate billing information to Verizon 


 At the time of installation, ensure the network is stable and free of known problems.  Any 
unresolved problems shall be identified prior to the start of work. 


4 Cost 


Service is billed monthly. RMV Business Partner will be billed for services below. Payments must be 
made in accordance with the terms and conditions of the Commonwealth ITT46 Terms and 
Conditions. 
 


 VPN Access 


 VPN Help Desk  
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5 VPN Help Desk 


Verizon provides Business Partners with Help Desk support for their end-users, to assist with 
deployment of and individual support for the Verizon VPN Service client software. 


All Tier 1 Help Desk calls are answered by a touch-tone menu system to facilitate quick connection to 
the appropriate Verizon VPN Service support staff.  The Help Desk service can be reached by a toll-
free number.  Use of the toll-free number is restricted to callers within the continental United States.  


 


Hours of Operation 


 


Tier 1 - End-User Support for VPN Client Installation & Troubleshooting 


Seven (7) days per week, 24-hours per day – live technicians on duty 


 


Tier 2 - Client SW & Network Administration Support for Authorized Customer 
Technical Contacts Only 


Monday – Friday (5) days per week, 8-hours per day – live technicians on duty 


 


Scope of Support 


 
This service assumes the user has working internet access before the VPN software is installed. The 
help desk will refer the user to their agency Information Technology staff or the hardware 
manufacturer for firmware updates or the atypical internet access problem that cannot be resolved 
quickly. 
 


Verizon Universal Identity Service – The Help Desk will provide support for the VPN user’s 
Verizon Universal Identity Service (UIS) Account. Help Desk personnel will assist with any issues 
encountered during initial enrollment in UIS. They will reset user passwords is required. 


 


Junos Pulse Client Software – The Help Desk will provide installation support for the VPN Junos 
Pulse Client software.  Help Desk personnel will recommend backup of the system registry before 
installation, and provide users with assistance if it is requested.  Help Desk agents will provide 
guidance on the VPN Client’s User Interface, and will perform basic troubleshooting, via telephone, 
of VPN connectivity to the Commonwealth sites.  The help desk will support only the current release 
of the Verizon VPN Service Client software or upgrades to the current release. 







RMV Verizon VPN Order Form 4-14-2015 


Verizon Enterprise Solutions Group 
Virtual Private Networking (VPN) Service Fees 


Service Order for Commonwealth of Massachusetts  
MassDOT Registry Division--Business Partners 


 


 Create New Account     Cancel Account     Change Contact Info  
 
          Account creation, cancellation and changes must be approved and confirmed by the RMV.    


 
 


Account Number:   _____________________________ (Leave Blank if Unknown) 


 
Company Name:  _________________________________________________________________ 
  
Billing Address:  _________________________________________________________________ 
                                     
Company Contact:  ____________________________  Telephone #:  _________________________ 
 
Company Contact email:  ___________________________   
 
 


Number 
Of Users 


Monthly Unit Price 
per user 


Product Total 
Monthly 
Price 


One-Time Set-up  
Costs per user 
 


 $  13.86 VPN Service with Verizon 
Universal ID (UIS), Junos 
Pulse and VPN Help Desk  


 $  4.00 


 
This order is placed under and governed by the terms and conditions of ITT46 the contract between the 
Commonwealth of Massachusetts and Verizon which can be found on cwma.verizon.com.  By signing this 
document you are placing an order under the contract and represent that you are authorized to do so.   
Billing for VPN services will begin the first of the following month.  Please allow 2-3 billing cycles for all 
cancellations of service. VPN access can and will be terminated due to non-payment. 
  


 
____________________________________________  __________________ 
Authorized Signature       Date 
 
____________________________________________                                      
Print Name                                                                                                            
 
RMV Use Only:  


 
 
RMV Approval:___________________________ Date:________  
 
Billing Code Assignment: __________ 
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Verizon is responsible for providing to you. No need to return these pages.
 
Complete & submit the documents to RmvBusinessPartners@state.ma.us  or mail to: RMV IS
Security, 25 Newport Avenue Ext, Quincy, MA   02171.   
 
With access to two systems, there will be two forms of training. 

1)      For ATLAS training, you must complete the computer based training by clicking
on this link:  http://atlas.massrmv.com/Constables.aspx

2)      For ALARS training, you must attend a training class in person before you are given
credentials to log into the VPN/ALARS.  We will contact you when a class is available. 

 
For ATLAS (Driver Information) you will be sent an email from RMV-DL-ISSecurity@state.ma.us
with your ATLAS credentials.  
For ALARS (Vehicle Information) you will receive an email from MassIT-VPN@betrusted.net to
register for the VPN and download the Junos Software.
Please make sure these email addresses are not blocked or added to your delete/spam/junk folders. 
 
If you should have any questions, please contact IS Security at (857)368-7930.
 



From: RMV-DL - IS Security
To: "mcsconstable@gmail.com"
Subject: RMV Access for Constables
Date: Monday, June 25, 2018 6:38:29 PM
Attachments: Constable-All docs.pdf

To:  Joseph Topol, Constable
 

You have been approved for remote access to the Registry of Motor Vehicles.  As of March 26th,
2018, the RMV records has been divided into two systems.   ALARS is our legacy system and has
all vehicle information.  ATLAS is our new system and has all driver information.  In the fall of
2019, vehicle information will be converted into the ATLAS system and ALARS/VPN will no
longer be needed. 
 
For connectivity to Driver Information:  Using the RMV’s web based ATLAS Business Portal.
Supported Browsers: Microsoft Edge13+, Microsoft Internet Explorer 7+, Safari 5+, Chrome
5+, Firefox 3.5+ or Opera10+
 
For connectivity to Vehicle Information: Currently the RMV, in conjunction with the Information
Technology Division (ITD) Data Center, uses Verizon’s Virtual Private Network (VPN) for it’s
remote access to the RMV’s ALARS. In order to gain access to the RMV’s database you must use
Verizon’s Universal Identity Service (UIS) and a Junos Pulse Client.  As well as purchase a TN3270
software.  Purchase the TN3270 software. Any TN3270 software should work with Verizon
UIS VPN, however most companies offer a 30 day trial period, we advise you to use the trial
before you purchase the software to make sure all is compatible.  You can find this software
by searching the internet. 
 
Please note:  You as the constable is approved for on-line access, when completing the
following forms please use your name, not the name of your company. Also, this on-line access
does not have photo images of people.   Your local police dept has this access thru CJIS.  
 
In the attached pdf document, you will find:

□        Agreement for Access to Records and Data Maintained by the Registry of Motor
Vehicles

o   Must be completed and signed by the constable.  Do not use the name of your
constable business. 

□        RMV Business Partner Contact Form
o   This form is used to collect the Business Owner, Program, Legal, Financial,

Technical, and Security contacts information. You may write same as above for all
contacts.

□        RMV Business Partner User Request form
o   This form is used to identify the End User that will need access to the Business Portal

and ALARS.
 

□        Verizon’s Service Order for Commonwealth of Massachusetts form must be completed.
This form will establish an account with Verizon. The RMV will approve the form and send
the information to Verizon.  You do not have to communicate with Verizon directly. 
 

□        The Verizon’s VPN Service Description document, is a detail documentation on what




AGREEMENT FOR ACCESS TO 
RECORDS AND DATA MAINTAINED BY THE 


REGISTRY OF MOTOR VEHICLES 
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This agreement (hereinafter “Agreement”) is made and entered into by and between the Massachusetts 


Department of Transportation, through its Registry of Motor Vehicles Division (hereinafter the “RMV”), 


a body politic and corporate, and public instrumentality of the Commonwealth, established and 


operating pursuant to M.G.L. c. 6C and (Business Name)  ______________________________________  


dba _________________________________________________________________________________  


its affiliates and/or subsidiaries or, (hereinafter the “REQUESTOR”).  The Terms and Conditions of this 


Agreement shall be binding upon either party’s legal successor. 


RMV Program(s): (Check all that Applies)   


☐3rd Party Vendor ☐Bulk Data  ☐Driver Verification System (DVS)  ☐Driver Attitudinal Retraining 


Course (DARC)   ☐Electronic Public Driving Records (EPDR)  ☐General Business Partner  ☐Ignition 


Interlock Device  ☐Insurance Agency  ☐Insurance Company  ☐State Courts Against Road Rage(SCARR)   


RECITALS 


WHEREAS, the RMV stores personal and confidential information protected by the federal Driver Privacy 


Protection Act (18 U.S.C. § 2721 et seq.) (hereinafter “DPPA”) in its database and  


WHEREAS, the RMV is authorized under the DPPA to provide and/or allow access to records and data in 


its database containing personal and confidential information to permitted users for permissible 


purposes, as defined under the DPPA and 


WHEREAS, the RMV has established a Database to maintain and provide access to such records and data 


and 


WHEREAS, state and federal law, including the DPPA, protect personal information maintained in the 


records of the RMV and  


WHEREAS, Requestor desires to obtain records and data which may contain personal information from 


the RMV and 


WHEREAS, Requestor agrees that it is a permitted user of RMV records and data under the DPPA and 


WHEREAS, the RMV requires that Requestor execute this written Agreement to ensure that records and 


data obtained from the RMV will be used only for permissible purposes, as set forth in the DPPA, and 


that personal information contained in said records will be safeguarded and protected before Requestor 


obtains access to said records and data; 


NOW THEREFORE, in consideration of the foregoing recitals (which are hereby incorporated into and 


made an integral part of this Agreement), as well as the duties and obligations set forth in this 


Agreement, it is agreed by and between the parties as follows: 
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TERMS AND CONDITIONS 


1. Permitted Use: Requestor hereby certifies that Requestor is permitted to obtain access to RMV data 


under the provisions of the DPPA as it is: PICK FROM BELOW (CHECK ALL THAT APPLY): 


☐A. An insurance company licensed by the Massachusetts Division of Insurance to write 


 private passenger automobile policies in Massachusetts or an authorized agent or 


 service carrier wherein the records and data will be used to the extent authorized in the 


 safe driver insurance plan and for the purpose of complying with the requirements of 


 M.G.L. Chapter 90, §§1A, 34A, 34B and 34H pertaining to motor vehicle liability policies; 


☐B. An insurer or insurance support organization, a self-insured entity or an agent, 


 employee or contractor of such, wherein the records and data will be used in 


 connection with claims investigation activities, anti-fraud activities, rating or 


 underwriting; 


☐C. A federal, state or local governmental agency wherein the records and data will be used 


 for a permitted use as solely determined by the RMV and to carry out the official 


 functions of such agency; 


☐D. A legitimate business, which in the normal course of business will use RMV data solely 


 for the purpose of verifying the accuracy of personal information submitted by an 


 individual to the Requestor’s, agents, contractors or employees; 


☐E. A private entity or individual acting on behalf of a federal, state or local governmental 


 agency for item C above wherein the RMV’s records and data are used to carry out the 


 official functions of such federal, state, or local governmental agency; 


☐F. An authorized lender or lien holder that participates in the RMV’s Electronic Lien Holder 


 Program which permits electronic communication of certain title and lien information, 


 for the purpose of obtaining information about, posting and releasing motor vehicle 


 liens; 


☐G. A licensed motor vehicle dealership or insurance agency or other permitted entity that 


 has been approved by the RMV to participate in its EVR program and to register motor 


 vehicles electronically 


☐H. A Driving School licensed by the RMV under M.G.L. chapter 90, sections 32G and 


 32G1/2; 


☐I. A private entity that the RMV engages to provide programs in driver attitudinal training, 


 or similar services 


☐J. A private entity acting on the behalf of any of those listed in items A through I. 
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2. Access To and Use of Personal Data: Requestor certifies it will use RMV data solely for purposes 


consistent with Paragraph 1 of this Agreement.  Furthermore, the Requestor shall not use any 


personal information obtained pursuant to this Agreement for any purpose that is not permitted 


under Massachusetts or Federal laws, rules or regulations, as may be amended from time to time 


and the Requestor agrees it will comply with all applicable laws and regulations respecting access to 


and use of personal information, including the Federal Driver Privacy Protection Act (the “DPPA”) 


(18 U.S.C. §2721 et seq.), the Massachusetts Identity Theft Act, G.L. c. 93H, the Standards for the 


Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 17.00 and 


Executive Order 504.  The Requestor represents that it has read the DPPA, M.G.L. c. 93H, the 


Standards for the Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 


17.00 and Executive Order 504 and will comply with such laws and Order and all other applicable 


laws, state or federal, regarding access to and the use of motor vehicle records, personal 


information and data privacy and protection, as such laws may be amended from time to time.  The 


Requestor further agrees that Personal Information accessed under this Agreement shall not be 


used to create or aggregate the data for any purpose, except as specifically provided by federal or 


state law or other sections of this Agreement. 


3. Method of Access: Requestor will access data provided by the RMV via one or more of the following 


methods of access : 


a. Obtain files from and/or exchange files with the RMV using Secure File Transfer Protocol 


(“SFTP”).  


b. Call RMV Web Services; 


c. Utilize the eServices Portal or Business Portal; 


d. Using a 3rd Party Vendor that supplies RMV records 


4. Training: Requestor agrees to participate in and complete any training programs in the use of the 


RMV database, as the RMV in its sole discretion, deems necessary. 


5. Data: The RMV may, at its sole discretion and based on the Permitted Use(s) defined in Paragraph 1 


above, make its records and data available to Requestor solely to perform the business functions as 


defined in the Permitted Use in paragraph 1. 


6. Term:  This Agreement shall be in effect for three years, and may be renewed for additional three 


year periods upon notification from the RMV.  The RMV will notify the Requestor on two separate 


occasions in the 30 day period prior to the expiration of the Agreement via the Requestor’s e-mail 


address, as provided.   If the Requestor does not renew the Agreement prior to its expiration date, 


all access will terminate on that date. 


7. Cost:  The requestor will pay the RMV any and all applicable fees established in 801 CMR 4.02, which 


may be subject to change.  


8. Electronic Security Requirements: 


a. The Requestor, by this agreement, certifies it has an information security program in place 


that follow current industry design and best practices, including, but not limited to those 


published by The National Institute of Standards & Technology (NIST), the SANS (SysAdmin, 


Audit, Network, Security (SANS) Institute), and other recognized bodies to prevent 


unauthorized electronic access to RMV data or to its database.    


b. For All Requestors , using any Access Method, Requestor agrees to do the following: 







- 4 - 
Access Agreement  SEC107_0218 


i. Have written procedures in place to insure the electronic safety, physical security and 


confidentiality of RMV data in accordance with paragraph 10 of this Agreement; 


ii. Have written procedures in place that insure RMV data is accessed only for permitted 


uses under the DPPA and consistent with paragraph 10 of this Agreement. 


c. For Requestors Who Select Web Services or SFTP Option under Paragraph 3. Requestor 


agrees to do the following: 


i. Assign a unique ID to each end user who will access RMV data.   


ii. Implement written password policies and procedures that follow current 


industry design and best practices such as: 


1. those published by The National Institute of Standards & Technology 


(currently SP800-63b section 5); 


2. the SANS (SysAdmin, Audit, Network, Security Institute) Password 


Construction Guidelines (currently SANS document section 4)and 


3. those published by other recognized bodies such as IRS1075 (currently 


section 9.3.7.5).  


iii. The standards referenced in subsection ii above must be designed to prevent 


unauthorized access to RMV data or to its database. 


iv. Deactivate the unique ID immediately when the end user leaves the Requestor’s 


employment or when the ID has not been used for a period of 90 days. 


v. Maintain an electronic log of all transactions with the RMV for 5 years.  The log 


shall contain all the transactions performed by each end user including the end 


user’s unique ID (if applicable), the end-user’s full name, date and time of each 


transaction performed and/or inquiry. 


vi. Respond within 3 business days to the RMV’s request to review a specific 


transaction or series of transactions including the end user’s name, unique ID, 


dates, times and reason for the transaction(s).  The RMV may, but is not 


required, to inform the Requestor as to its reason for the request. 


vii. Failure to comply with subsections i-vi above may result in termination of the 


Agreement under the provisions of paragraph 12. 


9. A. Data Retention/Audit For SFTP And Web Services Users:  The SFTP and/or Web Services 


Requestor shall at all times adhere to the data retention and destruction requirements of M.G.L. 


Chapter 93I and the Massachusetts Public Records Law. Any data obtained from the RMV shall be 


shredded, destroyed or disposed of in compliance with Chapter 93I after its business purpose has 


expired.  The Requestor shall maintain a record of transactions it performs using RMV data for a 


period of 5 years.  Such record shall include the name of the person or entity that accessed the 


data; the time and date the data was provided to said person or entity and the customer 


information.  The RMV may in its discretion audit all such documentation. The RMV will provide the 


Requestor with written notice at least three (3) business days prior to said audit, which shall be 


performed with the reasonable cooperation of the Requestor.  In the event the Requestor cannot 


provide a legitimate reason for accessing said data, said failure to do so may constitute a material 


breach under paragraph 12 of this Agreement.  Furthermore, if the RMV’s audit reveals 


inaccuracies or a violation of any provision of this Agreement, said violation or inaccuracies may be 
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considered a material breach under paragraph 12 of the Agreement.    If the Requestor does not 


have an office location in Massachusetts, upon request, the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


B. Data Retention/Audit For eServices Portal, Business Portal and Businesses using a 3rd Party: 


The eServices Portal, Business Portal Requestor and/or businesses using a 3rd Party Vendor shall at 


all times adhere to the data retention and destruction requirements of M.G.L. Chapter 93I and the 


Massachusetts Public Records Law.  Any data obtained from the RMV shall be shredded, destroyed 


or disposed of in compliance with Chapter 93I after its business purpose has expired.   The RMV 


may track and audit all business transactions.   The RMV may in its sole discretion require the 


requestor to explain and/or demonstrate its legitimate business purpose or permitted use for 


accessing the RMV’s data for any particular transaction.  Failure by the Requestor to do so may 


constitute a material breach under paragraph 12 of this Agreement.  If the Requestor does not 


have an office location in Massachusetts, upon request the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


10. Physical Security Of Data and Confidentiality:    The Requestor shall do the following: 


a. Ensure that RMV records are not visible to unauthorized individuals; 


b. Shred or deposit RMV records into a locked shredder container when no longer needed; 


c. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the 


DPPA.  Requestor may be liable for impermissible dissemination of personal information to 


any individual to whom the personal information pertains; 


d. Never misrepresent Requestor’s identity or make a false statement in connection with a 


request for personal information with the intention of obtaining said information in a 


manner not authorized under this Agreement or the DPPA; 


e. Never disseminate RMV records unless such dissemination is required by the Requestor’s job 


duties; 


f. Never use RMV records in the furtherance of an illegal act, including a violation of any 


criminal or civil laws;  


11. A. Background Checks For Requestors Who Receive Personal Information Contained in RMV 


Records and Data: 


a. Prior to permitting access to the RMV’s records and data, Requestor shall ensure through  


background checks that its employees, contractors and agents who have access to or who 


may view RMV data have not been convicted of a felony involving violence, dishonesty, 


deceit or indecency.   A Requestor’s employee, contractor or agent who has been convicted 


of such a felony shall not be qualified to access RMV data or view its data. For eServices 


Portal Administrators a back ground check will be conducted by the RMV.  


b. For Requestors Who Select the Business Portal Option under Paragraph 3: The RMV shall 


conduct background checks to ensure that the proposed employee, contractor and agent 


who will have access to or who may view RMV data has not been convicted of a felony 


involving violence, dishonesty, deceit or indecency.   A Requestor’s employee, contractor or 


agent who has been convicted of such a felony shall not be authorized to access the RMV 


database or view its data.  
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12. Termination for Breach:  In addition to any termination of rights contained in this Agreement 


herein, the RMV may immediately terminate the Agreement and the Requestor’s access to RMV 


data at any time, if the RMV determines in the exercise of its sole discretion, that the Requestor 


engaged in a material violation of any term of this Agreement, the DPPA, M.G.L. c. 93H, Executive 


Order 504, or any other law pertaining to the privacy of motor vehicle records.  The RMV shall have 


no liability to the Requestor for terminating the Agreement under this provision.  


13. Right to Appeal:  The Requestor shall have the right to appeal the RMV’s decision to terminate 


Requestor’s access to RMV data pursuant to paragraph 12 above.  Appeals should be made in 


writing and should be addressed to the Registrar of Motor Vehicles (“Registrar”).  If no such appeal 


is made within 30 days of the termination, the termination shall be final.  If the Requestor files an 


appeal within said 30 days period, the Registrar shall review the RMV’s decision to terminate and 


shall make a final determination as to whether the terms of this Agreement were breached and, if 


so, whether the termination of access was appropriate.  In making the final determination, the 


Registrar may consider any documentation proffered by the Requestor evidencing affirmative steps 


taken to prevent similar violations of this Agreement.  The Registrar’s decision is final and 


dispositive and no further appeal process is available.  


14. 30 Day Termination:   Notwithstanding paragraph 5, this Agreement may be terminated by either 


party at any time upon thirty (30) days written notice. This agreement may be immediately 


terminated without advance notification upon any material breach of any covenant by either party, 


or if the performance of this Agreement by the RMV is made impossible or impractical, as 


determined in the sole reasonable judgment of the RMV, or if the requestor has not accessed the 


RMV’s data base for a period of ninety (90) days, by any order of any Court, or any action of the 


Legislature of the Commonwealth of Massachusetts.  Notice of termination shall be in writing 


signed by a duly-authorized representative of the terminating party and deposited with the United 


States Postal Service correctly addressed and postage prepaid. 


15. Indemnification:  The Requestor agrees to defend, hold harmless and indemnify the RMV, the 


Massachusetts Department of Transportation, the Commonwealth of Massachusetts and their 


employees and agents from any and all claims, actions, damages, or losses which may be brought 


or alleged against them for the negligent, improper, or unauthorized access, use or dissemination 


of the personal information contained in the RMV data.  The Requestor shall indemnify and hold 


harmless the Commonwealth of Massachusetts and the Massachusetts Department of 


Transportation, and the RMV against any liability, claim loss, damage or expense, of every nature 


and kind in law or equity, arising out of or in connection with any misuse or misappropriation of 


any RMV Data obtained from the RMV; any failure of the Requestor to comply with any applicable 


provisions of State or Federal laws or regulations regarding privacy of motor vehicle records or 


data; any failure to safeguard and limit access to the RMV Data as required herein; and/or any 


other acts or omissions of the Requestor or its employees or agents in connection with the 


performance, exercise, or enjoyment of this Agreement, including without limitation reasonable 


attorney’s fees and other costs of defending any such claim or action. The obligations under this 


paragraph shall survive the termination of this Agreement. 
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16. Non-Assignment:  The Requestor shall not assign or in any way transfer any interest in this 


Agreement. 


17. Non-Exclusivity:  The Requestor acknowledges that this Agreement is not an exclusive agreement.  


At its sole discretion the RMV may enter into agreements with other parties for the same or similar 


services as provided by this Agreement, on such terms and conditions as the RMV determines in its 


sole discretion.  


18. Warranty:  The RMV makes no representation or warranty, express or implied, with respect to the 


accuracy of any RMV Data from a source other than the RMV.  Therefore, except for acts or 


omissions that constitute gross negligence or willful misconduct by the Commonwealth of 


Massachusetts, the Massachusetts Department of Transportation, the RMV, their employees or 


agents, neither the Commonwealth of Massachusetts, the Massachusetts Department of 


Transportation, the RMV, or their employees or agents shall be liable to the Requestor for any 


costs, claims, liability, damages, expenses, lost production, or any other loss of any nature or kind, 


in law or equity, in connection with this Agreement, including but not limited to inaccurate, 


incomplete or unavailable RMV data. 


19. Litigation Notice:  The Requestor shall immediately notify the Office of the General Counsel at the 


Massachusetts Department of Transportation in the event that it is sued or litigation is filed 


concerning the Requestor’s use of RMV data. 


20. Notice of Data Breach:  The Requestor shall immediately notify the Chief Information Security 


Office for the Massachusetts Department of Transportation at InfoSecTeam@dot.state.ma.us in 


the event of a data breach or misuse of RMV data.  The Requestor is responsible for all notifications 


and remediation pursuant to M.G.L. Chapter 93H. 


21. Forum:  This agreement shall be construed under and governed by the laws and Executive Order 


504 of the Commonwealth of Massachusetts. 


22. Discrimination:  The Requestor shall not engage in any unlawful discrimination against any person 


based upon the RMV Data obtained pursuant to this Agreement, and the requestor agrees to 


comply with all applicable State and Federal laws, rules and regulations prohibiting discrimination 


in employment, including but not limit to 42 USC 12101, 28 CFR Part 35, 29 USC 791 et seq., 


Massachusetts General Laws Chapter 151 B and Chapter 272, §92A and §98 et seq. and Executive 


Orders 227, 237, and 246, or any amendments to such provisions. 


23. Severability Clause:  In the event that any provision in this agreement shall be or become invalid, 


illegal or unenforceable, the validity, legality and enforceability of the remaining provisions shall 


not in any way be affected or impaired thereby and such provision shall be ineffective only to the 


extent of such invalidity, illegality or unenforceability. 


24. Complete Instrument:  This Agreement constitutes the entire agreement of the parties and 


supersedes all other prior written or oral agreements between the parties with respect to subject 


matter hereof.  This Agreement may be changed, modified or amended at any time only by an 


instrument in writing, signed by duly authorized representatives of both parties hereto. 


25. Notice:  Notice required or permitted by this Agreement shall be addressed to the address(s) as 


maintained by the requestor on their company profile on the RMV eServices Portal or as follows: 


 



mailto:InfoSecTeam@dot.state.ma.us
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To the RMV:  


  MassDOT Registry of Motor Vehicles Division 


  RMV IS Security 


  25 Newport Avenue Extension  


  Quincy, MA  02171 


  RMVBusinessPartners@state.ma.us 


To the Requestor: (Print Business Name, Address and email address) 


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


 


Any party may change its address for the purposes of receipt of notices by providing written notice 


to the other party in accordance with this paragraph. 


26. Execution: This Agreement may be executed in one or more counterparts, each of which will be 


deemed to be an original copy of this Agreement and all of which, when taken together, will be 


deemed to constitute one and the same agreement. The facsimile, email or other electronically 


delivered signatures of the parties shall be deemed to constitute original signatures, and facsimile 


or electronic copies hereof shall be deemed to constitute duplicate originals 


IN WITNESS WHEREOF, the parties have hereto caused this instrument to be executed by their duly 


authorized officials or officers. 


 The Massachusetts Department  ____________________________________________ 


 Of Transportation, Registry of Motor Business Name 


 Vehicles Division 


 


 __________________________  ____________________________________________ 
 Authorized Official’s Signature  Authorized Official’s Signature  
 


 ____Registrar______________  ____________________________________________ 
Title     Title 


 _________________________  ____________________________________________ 
 Date     Date 
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RMV Business Partner Contact Form 
   


 


Date: ___________________________________  


Business Name 


Legal Business Name D.B.A. 


  


Business Owner FID: 


  


Mailing Address 


Street   City  State  Zip Code  


Email Phone # 


  


Reason for Access:  _________________________________________________________________________________________________________  


 _________________________________________________________________________________________________________________________  


Program Contact Information 


Program Contact (The person the RMV will contact regarding issues with the program) 


 


Email Phone # 


  


Legal Contact  


 


Email Phone # 


  


Financial Contact 


 


Email Phone # 


  


Technical Contact 


 


Email Phone # 


  


Security Contact Information 


Security Contact #1 


 


Email Phone # 


  


Security Contact #2 


 


Email Phone # 


  


Processing Entity (Only complete this section if you are using a third party processor to access RMV data) 


Processing Entity Name Contact Name 


  


Mailing Address 


Street    City  State  Zip Code  


Email Phone # 


  


Note: You are not required to have multiple contacts, the same person could fill multiple roles. 


Return form to: RmvBusinessPartners@state.ma.us   



mailto:RmvBusinessPartners@state.ma.us
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Business Partner User Request Form for Business 
Portal End Users  


Effective Date:  ________________________  


 


A. Business Information 


Type of agency Constable  Government Agency Municipality    Other:  _____________________________________________                                     


Legal Business Name DBA 


  


 FEIN:  


Business Mailing Address: 


Street    City  State  Zip Code  


 


 


Security Contact (please print clearly) Phone Email 


   


Security Contact Certification and Signature  


I, _______________________________, hereby certify the below named individual as a permitted user for this business.  


Security Contact Signature: ___________________________________________________  Date:  ____________________  


 


 


B. Service Type- Vehicle Information only 


Nature of request: New User  Change Access Roles   or Reactivate Access – To delete access email: RMV-DL-ISSecurity@state.ma.us 


 
 


C. End User Information 
End User Name 


 


Massachusetts License #  Last 4 Digits of Social Security Number  Non Mass Residents must attach a photo copy of state issued license or 
ID.               


User’s Business Mailing Address: 


Street    City  State  Zip Code  


User’s Email Address 


 


If you have the following information:    


ALARS ID:  _____________________ ATLAS ID::_______ _____________  Username or UAID:  ________________________________________   


 


Access Roles: Check all that applies Driver Basic Information  Vehicle Basic Information Driver Histories    Insurance Information 





 Non-Renew   Other:  _____________________________________________________________________________________________ 


 


Non-Renew Only:   Inquiry Only  or Inquiry with Update-List All Town Codes:  ______________________________________________ 


        Type of Marking:     Abandon/EZ Pass Excise     Parking    


 


 


*Note: Depending on your permitted use, you may not get access to all that is checked.  
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End User Must read this RMV System ID Policy 


Both RMV Systems ALARS and ATLAS stores personal and confidential data.  The Federal Driver Privacy Protection Act (DPPA) and the 


Massachusetts Identity Theft Act, G.L. c. 93H protects this information.   The DPPA broadly defines personal information as information that identifies 


an individual, including an individual’s photograph, social security number, driver identification number, name, address, telephone number, and 


medical or disability information.  Specifically excluded from the definition of personal information is information on vehicular accidents, driving 


violations, and driver’s status.   


You have been granted access to ATLAS and/or ALARS because your company is a permitted business partner allowed to access RMV records.  If 


you are not clear on the business purpose for which you may access the RMV data, talk to your manager/supervisor.  


You will be held personally responsible for all activity that occurs on your issued security credentials including: 


any  money collected (if applicable);  


the accuracy of any transaction performed                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                   


 any inquiry conducted  


All transactions are the official records of the RMV; they are recorded, stored, monitored and audited.  The RMV may in its sole discretion require you 


to explain and/or demonstrate the legitimate business purpose or permitted use for accessing the RMV’s data for any particular transaction.  


As the end user you will: 


1. Never divulge your password to anyone 


2. Only access the RMV data for business purposes. 


3. Never leave your computer unattended with the ATLAS or ALARS actively logged on. You must lock the computer or log off before leaving 


your computer unattended.  


4. Ensure that RMV records are not visible to unauthorized individuals; 


5. Shred or deposit RMV records into a locked shredder container when no longer needed; 


6. Never bring RMV records or use ATLAS/ALARS outside the workplace, unless required to perform your job duties. 


7. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the DPPA.  You may be liable for impermissible 


dissemination of personal information to any individual to whom the personal information pertains; 


8. Never misrepresent yourself or make a false statement in connection with a request for personal information with the intention of obtaining 


said information in a manner not authorized in your companies signed Agreement for Access to Records and Data Maintained by the 


Registry of Motor Vehicles or the DPPA; 


9. Never disseminate RMV records unless such dissemination is required by your specific job duties; 


10. Never use RMV records in the furtherance of an illegal act, including a violation of any criminal or civil laws;  


If you suspect your account has been compromised, contact the RMV IS Security at 857-368-7930 immediately.   


The RMV reserves the exclusive right to alter or amend this policy at any time.  


End User Affirmation and Signature  


I, _______________________________, agree and will abide by the policy described above.  Violation of this policy may be subjected to disciplinary 


actions, including termination of RMV access, criminal proceedings and/or fines per each violation. 


End User Signature: _________________________________________________________  Date:  _____________________  


Return BOTH pages of this form to: RmvBusinessPartners@state.ma.us  or mail to: 


MassDOT RMV-IS Security ● 25 Newport Avenue Ext. ● Quincy, MA  02171 


Security Administration Use Only 


Assigned System ID Password 


  


Date Received (MM/DD/YYYY) CMC Model Security 


  ‒   ‒        


ATLAS ID PWD ATLAS Group(s) 


   


24/Sat VPN: VPN Group 


   


Tr/Sent AC VPN requested: VPN Sent: 


             
 



mailto:RmvBusinessPartners@state.ma.us
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VPN SERVICE DESCRIPTION 
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The information contained in this statement of work is confidential and/or proprietary information intended only for the use of the 


individual or entity named in this document.  Copying, or distribution of this document is strictly prohibited. 


1 Overview 


Verizon Enterprise Solutions (VERIZON) will provide the Secure VPN Remote Access services for 
RMV Business Partners at the request of the Commonwealth of Massachusetts RMV.  This document 
will define the services that VERIZON will provide, and the responsibilities of VERIZON, the 
Customer and the Commonwealth of Massachusetts. 


The Services ordered hereunder are governed by the rates, terms and conditions of the existing 
Commonwealth of Massachusetts and Verizon statewide contract ITT46 (Tab - 4.1A VPN with UIS).  
A copy of these terms and conditions may be obtained at:  


http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricin
g/ (click “cost tables” once on the webpage) 


The Commonwealth of Massachusetts Point of Contact regarding this VPN Service shall be: 


  


MassDOT-RMV 


IS Security  
25 Newport Avenue Ext 


Quincy, MA 02171 


Phone: 857-368-7930 


2 Service Description 


This VPN service will allow RMV Business Partners remote access to MassDOT Registry of Motor 
Vehicles (RMV) Division applications using secure and encrypted VPN technology with 2 factor 
authentication. VPN users can establish secure VPN tunnels from remote end user computers to the 
Commonwealth network using the VPN software installed on the end user’s computer. As an RMV 
Business Partner, your access will be limited to the appropriate RMV applications only.    
 
The VPN service consists of: 
 


1. Verizon’s Universal Identity Service (UIS) – web based service that provides 2 factor 
authentication during logon to the VPN service 


2. Junos Pulse Client – software used for establishing a VPN connection 
 
The service may be used with any form of Internet Access, so long as a consistent IP address is 
assigned throughout the VPN session.  



http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/

http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/
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Customer:  The Commonwealth of Massachusetts 


Business Partner   
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3 Responsibilities 


Verizon Responsibilities 


 Set up all subscribers for services based upon authorization by the Commonwealth of 
Massachusetts - RMV.  


 Provide an Electronic Implementation Guide Kit that includes complete VPN installation 
documentation, and comprehensive helpdesk instructions to Business Partners.  


 Bill the business partner directly 


 Provide Tier 1 & Tier 2 VPN helpdesk  


Commonwealth Responsibilities 


 Troubleshoot and support application-related issues for Business Partners 


 Forward VPN Service Order  to Verizon and request VPN Service creation 


Business Partner Responsibilities 


 Complete and return VPN Service Order to MassDOT-RMV contact.   


 For each VPN user, install Junos Pulse VPN software on a personal computer and complete 
enrollment in Verizon’s Universal Identity Service (UIS). 


 Obtain Internet Access Service  


 Provide accurate billing information to Verizon 


 At the time of installation, ensure the network is stable and free of known problems.  Any 
unresolved problems shall be identified prior to the start of work. 


4 Cost 


Service is billed monthly. RMV Business Partner will be billed for services below. Payments must be 
made in accordance with the terms and conditions of the Commonwealth ITT46 Terms and 
Conditions. 
 


 VPN Access 


 VPN Help Desk  
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5 VPN Help Desk 


Verizon provides Business Partners with Help Desk support for their end-users, to assist with 
deployment of and individual support for the Verizon VPN Service client software. 


All Tier 1 Help Desk calls are answered by a touch-tone menu system to facilitate quick connection to 
the appropriate Verizon VPN Service support staff.  The Help Desk service can be reached by a toll-
free number.  Use of the toll-free number is restricted to callers within the continental United States.  


 


Hours of Operation 


 


Tier 1 - End-User Support for VPN Client Installation & Troubleshooting 


Seven (7) days per week, 24-hours per day – live technicians on duty 


 


Tier 2 - Client SW & Network Administration Support for Authorized Customer 
Technical Contacts Only 


Monday – Friday (5) days per week, 8-hours per day – live technicians on duty 


 


Scope of Support 


 
This service assumes the user has working internet access before the VPN software is installed. The 
help desk will refer the user to their agency Information Technology staff or the hardware 
manufacturer for firmware updates or the atypical internet access problem that cannot be resolved 
quickly. 
 


Verizon Universal Identity Service – The Help Desk will provide support for the VPN user’s 
Verizon Universal Identity Service (UIS) Account. Help Desk personnel will assist with any issues 
encountered during initial enrollment in UIS. They will reset user passwords is required. 


 


Junos Pulse Client Software – The Help Desk will provide installation support for the VPN Junos 
Pulse Client software.  Help Desk personnel will recommend backup of the system registry before 
installation, and provide users with assistance if it is requested.  Help Desk agents will provide 
guidance on the VPN Client’s User Interface, and will perform basic troubleshooting, via telephone, 
of VPN connectivity to the Commonwealth sites.  The help desk will support only the current release 
of the Verizon VPN Service Client software or upgrades to the current release. 







RMV Verizon VPN Order Form 4-14-2015 


Verizon Enterprise Solutions Group 
Virtual Private Networking (VPN) Service Fees 


Service Order for Commonwealth of Massachusetts  
MassDOT Registry Division--Business Partners 


 


 Create New Account     Cancel Account     Change Contact Info  
 
          Account creation, cancellation and changes must be approved and confirmed by the RMV.    


 
 


Account Number:   _____________________________ (Leave Blank if Unknown) 


 
Company Name:  _________________________________________________________________ 
  
Billing Address:  _________________________________________________________________ 
                                     
Company Contact:  ____________________________  Telephone #:  _________________________ 
 
Company Contact email:  ___________________________   
 
 


Number 
Of Users 


Monthly Unit Price 
per user 


Product Total 
Monthly 
Price 


One-Time Set-up  
Costs per user 
 


 $  13.86 VPN Service with Verizon 
Universal ID (UIS), Junos 
Pulse and VPN Help Desk  


 $  4.00 


 
This order is placed under and governed by the terms and conditions of ITT46 the contract between the 
Commonwealth of Massachusetts and Verizon which can be found on cwma.verizon.com.  By signing this 
document you are placing an order under the contract and represent that you are authorized to do so.   
Billing for VPN services will begin the first of the following month.  Please allow 2-3 billing cycles for all 
cancellations of service. VPN access can and will be terminated due to non-payment. 
  


 
____________________________________________  __________________ 
Authorized Signature       Date 
 
____________________________________________                                      
Print Name                                                                                                            
 
RMV Use Only:  


 
 
RMV Approval:___________________________ Date:________  
 
Billing Code Assignment: __________ 
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Verizon is responsible for providing to you. No need to return these pages.
 
Complete & submit the documents to RmvBusinessPartners@state.ma.us  or mail to: RMV IS
Security, 25 Newport Avenue Ext, Quincy, MA   02171.   
 
With access to two systems, there will be two forms of training. 

1)      For ATLAS training, you must complete the computer based training by clicking
on this link:  http://atlas.massrmv.com/Constables.aspx

2)      For ALARS training, you must attend a training class in person before you are given
credentials to log into the VPN/ALARS.  We will contact you when a class is available. 

 
For ATLAS (Driver Information) you will be sent an email from RMV-DL-ISSecurity@state.ma.us
with your ATLAS credentials.  
For ALARS (Vehicle Information) you will receive an email from MassIT-VPN@betrusted.net to
register for the VPN and download the Junos Software.
Please make sure these email addresses are not blocked or added to your delete/spam/junk folders. 
 
If you should have any questions, please contact IS Security at (857)368-7930.
 



From: RMV-DL - IS Security
To: "Ronald Digiorgio"
Subject: RMV Access for Constables
Date: Monday, June 11, 2018 10:42:06 AM
Attachments: Constable-All docs.pdf

To: Ronald M. DiGiorgio, Constable
 

You have been approved for remote access to the Registry of Motor Vehicles.  As of March 26th,
2018, the RMV records has been divided into two systems.   ALARS is our legacy system and has
all vehicle information.  ATLAS is our new system and has all driver information.  In the fall of
2019, vehicle information will be converted into the ATLAS system and ALARS/VPN will no
longer be needed. 
 
For connectivity to Driver Information:  Using the RMV’s web based ATLAS Business Portal.
Supported Browsers: Microsoft Edge13+, Microsoft Internet Explorer 7+, Safari 5+, Chrome
5+, Firefox 3.5+ or Opera10+
 
For connectivity to Vehicle Information: Currently the RMV, in conjunction with the Information
Technology Division (ITD) Data Center, uses Verizon’s Virtual Private Network (VPN) for it’s
remote access to the RMV’s ALARS. In order to gain access to the RMV’s database you must use
Verizon’s Universal Identity Service (UIS) and a Junos Pulse Client.  As well as purchase a TN3270
software.  Purchase the TN3270 software. Any TN3270 software should work with Verizon
UIS VPN, however most companies offer a 30 day trial period, we advise you to use the trial
before you purchase the software to make sure all is compatible.  You can find this software
by searching the internet. 
 
Please note:  You as the constable is approved for on-line access, when completing the
following forms please use your name, not the name of your company. Also, this on-line access
does not have photo images of people.   Your local police dept has this access thru CJIS.  
 
In the attached pdf document, you will find:

□        Agreement for Access to Records and Data Maintained by the Registry of Motor
Vehicles

o   Must be completed and signed by the constable.  Do not use the name of your
constable business. 

□        RMV Business Partner Contact Form
o   This form is used to collect the Business Owner, Program, Legal, Financial,

Technical, and Security contacts information. You may write same as above for all
contacts.

□        RMV Business Partner User Request form
o   This form is used to identify the End User that will need access to the Business Portal

and ALARS.
 

□        Verizon’s Service Order for Commonwealth of Massachusetts form must be completed.
This form will establish an account with Verizon. The RMV will approve the form and send
the information to Verizon.  You do not have to communicate with Verizon directly. 
 

□        The Verizon’s VPN Service Description document, is a detail documentation on what




AGREEMENT FOR ACCESS TO 
RECORDS AND DATA MAINTAINED BY THE 


REGISTRY OF MOTOR VEHICLES 
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This agreement (hereinafter “Agreement”) is made and entered into by and between the Massachusetts 


Department of Transportation, through its Registry of Motor Vehicles Division (hereinafter the “RMV”), 


a body politic and corporate, and public instrumentality of the Commonwealth, established and 


operating pursuant to M.G.L. c. 6C and (Business Name)  ______________________________________  


dba _________________________________________________________________________________  


its affiliates and/or subsidiaries or, (hereinafter the “REQUESTOR”).  The Terms and Conditions of this 


Agreement shall be binding upon either party’s legal successor. 


RMV Program(s): (Check all that Applies)   


☐3rd Party Vendor ☐Bulk Data  ☐Driver Verification System (DVS)  ☐Driver Attitudinal Retraining 


Course (DARC)   ☐Electronic Public Driving Records (EPDR)  ☐General Business Partner  ☐Ignition 


Interlock Device  ☐Insurance Agency  ☐Insurance Company  ☐State Courts Against Road Rage(SCARR)   


RECITALS 


WHEREAS, the RMV stores personal and confidential information protected by the federal Driver Privacy 


Protection Act (18 U.S.C. § 2721 et seq.) (hereinafter “DPPA”) in its database and  


WHEREAS, the RMV is authorized under the DPPA to provide and/or allow access to records and data in 


its database containing personal and confidential information to permitted users for permissible 


purposes, as defined under the DPPA and 


WHEREAS, the RMV has established a Database to maintain and provide access to such records and data 


and 


WHEREAS, state and federal law, including the DPPA, protect personal information maintained in the 


records of the RMV and  


WHEREAS, Requestor desires to obtain records and data which may contain personal information from 


the RMV and 


WHEREAS, Requestor agrees that it is a permitted user of RMV records and data under the DPPA and 


WHEREAS, the RMV requires that Requestor execute this written Agreement to ensure that records and 


data obtained from the RMV will be used only for permissible purposes, as set forth in the DPPA, and 


that personal information contained in said records will be safeguarded and protected before Requestor 


obtains access to said records and data; 


NOW THEREFORE, in consideration of the foregoing recitals (which are hereby incorporated into and 


made an integral part of this Agreement), as well as the duties and obligations set forth in this 


Agreement, it is agreed by and between the parties as follows: 
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TERMS AND CONDITIONS 


1. Permitted Use: Requestor hereby certifies that Requestor is permitted to obtain access to RMV data 


under the provisions of the DPPA as it is: PICK FROM BELOW (CHECK ALL THAT APPLY): 


☐A. An insurance company licensed by the Massachusetts Division of Insurance to write 


 private passenger automobile policies in Massachusetts or an authorized agent or 


 service carrier wherein the records and data will be used to the extent authorized in the 


 safe driver insurance plan and for the purpose of complying with the requirements of 


 M.G.L. Chapter 90, §§1A, 34A, 34B and 34H pertaining to motor vehicle liability policies; 


☐B. An insurer or insurance support organization, a self-insured entity or an agent, 


 employee or contractor of such, wherein the records and data will be used in 


 connection with claims investigation activities, anti-fraud activities, rating or 


 underwriting; 


☐C. A federal, state or local governmental agency wherein the records and data will be used 


 for a permitted use as solely determined by the RMV and to carry out the official 


 functions of such agency; 


☐D. A legitimate business, which in the normal course of business will use RMV data solely 


 for the purpose of verifying the accuracy of personal information submitted by an 


 individual to the Requestor’s, agents, contractors or employees; 


☐E. A private entity or individual acting on behalf of a federal, state or local governmental 


 agency for item C above wherein the RMV’s records and data are used to carry out the 


 official functions of such federal, state, or local governmental agency; 


☐F. An authorized lender or lien holder that participates in the RMV’s Electronic Lien Holder 


 Program which permits electronic communication of certain title and lien information, 


 for the purpose of obtaining information about, posting and releasing motor vehicle 


 liens; 


☐G. A licensed motor vehicle dealership or insurance agency or other permitted entity that 


 has been approved by the RMV to participate in its EVR program and to register motor 


 vehicles electronically 


☐H. A Driving School licensed by the RMV under M.G.L. chapter 90, sections 32G and 


 32G1/2; 


☐I. A private entity that the RMV engages to provide programs in driver attitudinal training, 


 or similar services 


☐J. A private entity acting on the behalf of any of those listed in items A through I. 
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2. Access To and Use of Personal Data: Requestor certifies it will use RMV data solely for purposes 


consistent with Paragraph 1 of this Agreement.  Furthermore, the Requestor shall not use any 


personal information obtained pursuant to this Agreement for any purpose that is not permitted 


under Massachusetts or Federal laws, rules or regulations, as may be amended from time to time 


and the Requestor agrees it will comply with all applicable laws and regulations respecting access to 


and use of personal information, including the Federal Driver Privacy Protection Act (the “DPPA”) 


(18 U.S.C. §2721 et seq.), the Massachusetts Identity Theft Act, G.L. c. 93H, the Standards for the 


Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 17.00 and 


Executive Order 504.  The Requestor represents that it has read the DPPA, M.G.L. c. 93H, the 


Standards for the Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 


17.00 and Executive Order 504 and will comply with such laws and Order and all other applicable 


laws, state or federal, regarding access to and the use of motor vehicle records, personal 


information and data privacy and protection, as such laws may be amended from time to time.  The 


Requestor further agrees that Personal Information accessed under this Agreement shall not be 


used to create or aggregate the data for any purpose, except as specifically provided by federal or 


state law or other sections of this Agreement. 


3. Method of Access: Requestor will access data provided by the RMV via one or more of the following 


methods of access : 


a. Obtain files from and/or exchange files with the RMV using Secure File Transfer Protocol 


(“SFTP”).  


b. Call RMV Web Services; 


c. Utilize the eServices Portal or Business Portal; 


d. Using a 3rd Party Vendor that supplies RMV records 


4. Training: Requestor agrees to participate in and complete any training programs in the use of the 


RMV database, as the RMV in its sole discretion, deems necessary. 


5. Data: The RMV may, at its sole discretion and based on the Permitted Use(s) defined in Paragraph 1 


above, make its records and data available to Requestor solely to perform the business functions as 


defined in the Permitted Use in paragraph 1. 


6. Term:  This Agreement shall be in effect for three years, and may be renewed for additional three 


year periods upon notification from the RMV.  The RMV will notify the Requestor on two separate 


occasions in the 30 day period prior to the expiration of the Agreement via the Requestor’s e-mail 


address, as provided.   If the Requestor does not renew the Agreement prior to its expiration date, 


all access will terminate on that date. 


7. Cost:  The requestor will pay the RMV any and all applicable fees established in 801 CMR 4.02, which 


may be subject to change.  


8. Electronic Security Requirements: 


a. The Requestor, by this agreement, certifies it has an information security program in place 


that follow current industry design and best practices, including, but not limited to those 


published by The National Institute of Standards & Technology (NIST), the SANS (SysAdmin, 


Audit, Network, Security (SANS) Institute), and other recognized bodies to prevent 


unauthorized electronic access to RMV data or to its database.    


b. For All Requestors , using any Access Method, Requestor agrees to do the following: 
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i. Have written procedures in place to insure the electronic safety, physical security and 


confidentiality of RMV data in accordance with paragraph 10 of this Agreement; 


ii. Have written procedures in place that insure RMV data is accessed only for permitted 


uses under the DPPA and consistent with paragraph 10 of this Agreement. 


c. For Requestors Who Select Web Services or SFTP Option under Paragraph 3. Requestor 


agrees to do the following: 


i. Assign a unique ID to each end user who will access RMV data.   


ii. Implement written password policies and procedures that follow current 


industry design and best practices such as: 


1. those published by The National Institute of Standards & Technology 


(currently SP800-63b section 5); 


2. the SANS (SysAdmin, Audit, Network, Security Institute) Password 


Construction Guidelines (currently SANS document section 4)and 


3. those published by other recognized bodies such as IRS1075 (currently 


section 9.3.7.5).  


iii. The standards referenced in subsection ii above must be designed to prevent 


unauthorized access to RMV data or to its database. 


iv. Deactivate the unique ID immediately when the end user leaves the Requestor’s 


employment or when the ID has not been used for a period of 90 days. 


v. Maintain an electronic log of all transactions with the RMV for 5 years.  The log 


shall contain all the transactions performed by each end user including the end 


user’s unique ID (if applicable), the end-user’s full name, date and time of each 


transaction performed and/or inquiry. 


vi. Respond within 3 business days to the RMV’s request to review a specific 


transaction or series of transactions including the end user’s name, unique ID, 


dates, times and reason for the transaction(s).  The RMV may, but is not 


required, to inform the Requestor as to its reason for the request. 


vii. Failure to comply with subsections i-vi above may result in termination of the 


Agreement under the provisions of paragraph 12. 


9. A. Data Retention/Audit For SFTP And Web Services Users:  The SFTP and/or Web Services 


Requestor shall at all times adhere to the data retention and destruction requirements of M.G.L. 


Chapter 93I and the Massachusetts Public Records Law. Any data obtained from the RMV shall be 


shredded, destroyed or disposed of in compliance with Chapter 93I after its business purpose has 


expired.  The Requestor shall maintain a record of transactions it performs using RMV data for a 


period of 5 years.  Such record shall include the name of the person or entity that accessed the 


data; the time and date the data was provided to said person or entity and the customer 


information.  The RMV may in its discretion audit all such documentation. The RMV will provide the 


Requestor with written notice at least three (3) business days prior to said audit, which shall be 


performed with the reasonable cooperation of the Requestor.  In the event the Requestor cannot 


provide a legitimate reason for accessing said data, said failure to do so may constitute a material 


breach under paragraph 12 of this Agreement.  Furthermore, if the RMV’s audit reveals 


inaccuracies or a violation of any provision of this Agreement, said violation or inaccuracies may be 
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considered a material breach under paragraph 12 of the Agreement.    If the Requestor does not 


have an office location in Massachusetts, upon request, the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


B. Data Retention/Audit For eServices Portal, Business Portal and Businesses using a 3rd Party: 


The eServices Portal, Business Portal Requestor and/or businesses using a 3rd Party Vendor shall at 


all times adhere to the data retention and destruction requirements of M.G.L. Chapter 93I and the 


Massachusetts Public Records Law.  Any data obtained from the RMV shall be shredded, destroyed 


or disposed of in compliance with Chapter 93I after its business purpose has expired.   The RMV 


may track and audit all business transactions.   The RMV may in its sole discretion require the 


requestor to explain and/or demonstrate its legitimate business purpose or permitted use for 


accessing the RMV’s data for any particular transaction.  Failure by the Requestor to do so may 


constitute a material breach under paragraph 12 of this Agreement.  If the Requestor does not 


have an office location in Massachusetts, upon request the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


10. Physical Security Of Data and Confidentiality:    The Requestor shall do the following: 


a. Ensure that RMV records are not visible to unauthorized individuals; 


b. Shred or deposit RMV records into a locked shredder container when no longer needed; 


c. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the 


DPPA.  Requestor may be liable for impermissible dissemination of personal information to 


any individual to whom the personal information pertains; 


d. Never misrepresent Requestor’s identity or make a false statement in connection with a 


request for personal information with the intention of obtaining said information in a 


manner not authorized under this Agreement or the DPPA; 


e. Never disseminate RMV records unless such dissemination is required by the Requestor’s job 


duties; 


f. Never use RMV records in the furtherance of an illegal act, including a violation of any 


criminal or civil laws;  


11. A. Background Checks For Requestors Who Receive Personal Information Contained in RMV 


Records and Data: 


a. Prior to permitting access to the RMV’s records and data, Requestor shall ensure through  


background checks that its employees, contractors and agents who have access to or who 


may view RMV data have not been convicted of a felony involving violence, dishonesty, 


deceit or indecency.   A Requestor’s employee, contractor or agent who has been convicted 


of such a felony shall not be qualified to access RMV data or view its data. For eServices 


Portal Administrators a back ground check will be conducted by the RMV.  


b. For Requestors Who Select the Business Portal Option under Paragraph 3: The RMV shall 


conduct background checks to ensure that the proposed employee, contractor and agent 


who will have access to or who may view RMV data has not been convicted of a felony 


involving violence, dishonesty, deceit or indecency.   A Requestor’s employee, contractor or 


agent who has been convicted of such a felony shall not be authorized to access the RMV 


database or view its data.  
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12. Termination for Breach:  In addition to any termination of rights contained in this Agreement 


herein, the RMV may immediately terminate the Agreement and the Requestor’s access to RMV 


data at any time, if the RMV determines in the exercise of its sole discretion, that the Requestor 


engaged in a material violation of any term of this Agreement, the DPPA, M.G.L. c. 93H, Executive 


Order 504, or any other law pertaining to the privacy of motor vehicle records.  The RMV shall have 


no liability to the Requestor for terminating the Agreement under this provision.  


13. Right to Appeal:  The Requestor shall have the right to appeal the RMV’s decision to terminate 


Requestor’s access to RMV data pursuant to paragraph 12 above.  Appeals should be made in 


writing and should be addressed to the Registrar of Motor Vehicles (“Registrar”).  If no such appeal 


is made within 30 days of the termination, the termination shall be final.  If the Requestor files an 


appeal within said 30 days period, the Registrar shall review the RMV’s decision to terminate and 


shall make a final determination as to whether the terms of this Agreement were breached and, if 


so, whether the termination of access was appropriate.  In making the final determination, the 


Registrar may consider any documentation proffered by the Requestor evidencing affirmative steps 


taken to prevent similar violations of this Agreement.  The Registrar’s decision is final and 


dispositive and no further appeal process is available.  


14. 30 Day Termination:   Notwithstanding paragraph 5, this Agreement may be terminated by either 


party at any time upon thirty (30) days written notice. This agreement may be immediately 


terminated without advance notification upon any material breach of any covenant by either party, 


or if the performance of this Agreement by the RMV is made impossible or impractical, as 


determined in the sole reasonable judgment of the RMV, or if the requestor has not accessed the 


RMV’s data base for a period of ninety (90) days, by any order of any Court, or any action of the 


Legislature of the Commonwealth of Massachusetts.  Notice of termination shall be in writing 


signed by a duly-authorized representative of the terminating party and deposited with the United 


States Postal Service correctly addressed and postage prepaid. 


15. Indemnification:  The Requestor agrees to defend, hold harmless and indemnify the RMV, the 


Massachusetts Department of Transportation, the Commonwealth of Massachusetts and their 


employees and agents from any and all claims, actions, damages, or losses which may be brought 


or alleged against them for the negligent, improper, or unauthorized access, use or dissemination 


of the personal information contained in the RMV data.  The Requestor shall indemnify and hold 


harmless the Commonwealth of Massachusetts and the Massachusetts Department of 


Transportation, and the RMV against any liability, claim loss, damage or expense, of every nature 


and kind in law or equity, arising out of or in connection with any misuse or misappropriation of 


any RMV Data obtained from the RMV; any failure of the Requestor to comply with any applicable 


provisions of State or Federal laws or regulations regarding privacy of motor vehicle records or 


data; any failure to safeguard and limit access to the RMV Data as required herein; and/or any 


other acts or omissions of the Requestor or its employees or agents in connection with the 


performance, exercise, or enjoyment of this Agreement, including without limitation reasonable 


attorney’s fees and other costs of defending any such claim or action. The obligations under this 


paragraph shall survive the termination of this Agreement. 
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16. Non-Assignment:  The Requestor shall not assign or in any way transfer any interest in this 


Agreement. 


17. Non-Exclusivity:  The Requestor acknowledges that this Agreement is not an exclusive agreement.  


At its sole discretion the RMV may enter into agreements with other parties for the same or similar 


services as provided by this Agreement, on such terms and conditions as the RMV determines in its 


sole discretion.  


18. Warranty:  The RMV makes no representation or warranty, express or implied, with respect to the 


accuracy of any RMV Data from a source other than the RMV.  Therefore, except for acts or 


omissions that constitute gross negligence or willful misconduct by the Commonwealth of 


Massachusetts, the Massachusetts Department of Transportation, the RMV, their employees or 


agents, neither the Commonwealth of Massachusetts, the Massachusetts Department of 


Transportation, the RMV, or their employees or agents shall be liable to the Requestor for any 


costs, claims, liability, damages, expenses, lost production, or any other loss of any nature or kind, 


in law or equity, in connection with this Agreement, including but not limited to inaccurate, 


incomplete or unavailable RMV data. 


19. Litigation Notice:  The Requestor shall immediately notify the Office of the General Counsel at the 


Massachusetts Department of Transportation in the event that it is sued or litigation is filed 


concerning the Requestor’s use of RMV data. 


20. Notice of Data Breach:  The Requestor shall immediately notify the Chief Information Security 


Office for the Massachusetts Department of Transportation at InfoSecTeam@dot.state.ma.us in 


the event of a data breach or misuse of RMV data.  The Requestor is responsible for all notifications 


and remediation pursuant to M.G.L. Chapter 93H. 


21. Forum:  This agreement shall be construed under and governed by the laws and Executive Order 


504 of the Commonwealth of Massachusetts. 


22. Discrimination:  The Requestor shall not engage in any unlawful discrimination against any person 


based upon the RMV Data obtained pursuant to this Agreement, and the requestor agrees to 


comply with all applicable State and Federal laws, rules and regulations prohibiting discrimination 


in employment, including but not limit to 42 USC 12101, 28 CFR Part 35, 29 USC 791 et seq., 


Massachusetts General Laws Chapter 151 B and Chapter 272, §92A and §98 et seq. and Executive 


Orders 227, 237, and 246, or any amendments to such provisions. 


23. Severability Clause:  In the event that any provision in this agreement shall be or become invalid, 


illegal or unenforceable, the validity, legality and enforceability of the remaining provisions shall 


not in any way be affected or impaired thereby and such provision shall be ineffective only to the 


extent of such invalidity, illegality or unenforceability. 


24. Complete Instrument:  This Agreement constitutes the entire agreement of the parties and 


supersedes all other prior written or oral agreements between the parties with respect to subject 


matter hereof.  This Agreement may be changed, modified or amended at any time only by an 


instrument in writing, signed by duly authorized representatives of both parties hereto. 


25. Notice:  Notice required or permitted by this Agreement shall be addressed to the address(s) as 


maintained by the requestor on their company profile on the RMV eServices Portal or as follows: 


 



mailto:InfoSecTeam@dot.state.ma.us





- 8 - 
Access Agreement  SEC107_0218 


To the RMV:  


  MassDOT Registry of Motor Vehicles Division 


  RMV IS Security 


  25 Newport Avenue Extension  


  Quincy, MA  02171 


  RMVBusinessPartners@state.ma.us 


To the Requestor: (Print Business Name, Address and email address) 


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


 


Any party may change its address for the purposes of receipt of notices by providing written notice 


to the other party in accordance with this paragraph. 


26. Execution: This Agreement may be executed in one or more counterparts, each of which will be 


deemed to be an original copy of this Agreement and all of which, when taken together, will be 


deemed to constitute one and the same agreement. The facsimile, email or other electronically 


delivered signatures of the parties shall be deemed to constitute original signatures, and facsimile 


or electronic copies hereof shall be deemed to constitute duplicate originals 


IN WITNESS WHEREOF, the parties have hereto caused this instrument to be executed by their duly 


authorized officials or officers. 


 The Massachusetts Department  ____________________________________________ 


 Of Transportation, Registry of Motor Business Name 


 Vehicles Division 


 


 __________________________  ____________________________________________ 
 Authorized Official’s Signature  Authorized Official’s Signature  
 


 ____Registrar______________  ____________________________________________ 
Title     Title 


 _________________________  ____________________________________________ 
 Date     Date 
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RMV Business Partner Contact Form 
   


 


Date: ___________________________________  


Business Name 


Legal Business Name D.B.A. 


  


Business Owner FID: 


  


Mailing Address 


Street   City  State  Zip Code  


Email Phone # 


  


Reason for Access:  _________________________________________________________________________________________________________  


 _________________________________________________________________________________________________________________________  


Program Contact Information 


Program Contact (The person the RMV will contact regarding issues with the program) 


 


Email Phone # 


  


Legal Contact  


 


Email Phone # 


  


Financial Contact 


 


Email Phone # 


  


Technical Contact 


 


Email Phone # 


  


Security Contact Information 


Security Contact #1 


 


Email Phone # 


  


Security Contact #2 


 


Email Phone # 


  


Processing Entity (Only complete this section if you are using a third party processor to access RMV data) 


Processing Entity Name Contact Name 


  


Mailing Address 


Street    City  State  Zip Code  


Email Phone # 


  


Note: You are not required to have multiple contacts, the same person could fill multiple roles. 


Return form to: RmvBusinessPartners@state.ma.us   



mailto:RmvBusinessPartners@state.ma.us





 


Page 1 of 2  BP User Request form for Business Portal Users 
 


Business Partner User Request Form for Business 
Portal End Users  


Effective Date:  ________________________  


 


A. Business Information 


Type of agency Constable  Government Agency Municipality    Other:  _____________________________________________                                     


Legal Business Name DBA 


  


 FEIN:  


Business Mailing Address: 


Street    City  State  Zip Code  


 


 


Security Contact (please print clearly) Phone Email 


   


Security Contact Certification and Signature  


I, _______________________________, hereby certify the below named individual as a permitted user for this business.  


Security Contact Signature: ___________________________________________________  Date:  ____________________  


 


 


B. Service Type- Vehicle Information only 


Nature of request: New User  Change Access Roles   or Reactivate Access – To delete access email: RMV-DL-ISSecurity@state.ma.us 


 
 


C. End User Information 
End User Name 


 


Massachusetts License #  Last 4 Digits of Social Security Number  Non Mass Residents must attach a photo copy of state issued license or 
ID.               


User’s Business Mailing Address: 


Street    City  State  Zip Code  


User’s Email Address 


 


If you have the following information:    


ALARS ID:  _____________________ ATLAS ID::_______ _____________  Username or UAID:  ________________________________________   


 


Access Roles: Check all that applies Driver Basic Information  Vehicle Basic Information Driver Histories    Insurance Information 





 Non-Renew   Other:  _____________________________________________________________________________________________ 


 


Non-Renew Only:   Inquiry Only  or Inquiry with Update-List All Town Codes:  ______________________________________________ 


        Type of Marking:     Abandon/EZ Pass Excise     Parking    


 


 


*Note: Depending on your permitted use, you may not get access to all that is checked.  







 


Page 2 of 2  BP User Request form for Business Portal Users 
 


End User Must read this RMV System ID Policy 


Both RMV Systems ALARS and ATLAS stores personal and confidential data.  The Federal Driver Privacy Protection Act (DPPA) and the 


Massachusetts Identity Theft Act, G.L. c. 93H protects this information.   The DPPA broadly defines personal information as information that identifies 


an individual, including an individual’s photograph, social security number, driver identification number, name, address, telephone number, and 


medical or disability information.  Specifically excluded from the definition of personal information is information on vehicular accidents, driving 


violations, and driver’s status.   


You have been granted access to ATLAS and/or ALARS because your company is a permitted business partner allowed to access RMV records.  If 


you are not clear on the business purpose for which you may access the RMV data, talk to your manager/supervisor.  


You will be held personally responsible for all activity that occurs on your issued security credentials including: 


any  money collected (if applicable);  


the accuracy of any transaction performed                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                   


 any inquiry conducted  


All transactions are the official records of the RMV; they are recorded, stored, monitored and audited.  The RMV may in its sole discretion require you 


to explain and/or demonstrate the legitimate business purpose or permitted use for accessing the RMV’s data for any particular transaction.  


As the end user you will: 


1. Never divulge your password to anyone 


2. Only access the RMV data for business purposes. 


3. Never leave your computer unattended with the ATLAS or ALARS actively logged on. You must lock the computer or log off before leaving 


your computer unattended.  


4. Ensure that RMV records are not visible to unauthorized individuals; 


5. Shred or deposit RMV records into a locked shredder container when no longer needed; 


6. Never bring RMV records or use ATLAS/ALARS outside the workplace, unless required to perform your job duties. 


7. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the DPPA.  You may be liable for impermissible 


dissemination of personal information to any individual to whom the personal information pertains; 


8. Never misrepresent yourself or make a false statement in connection with a request for personal information with the intention of obtaining 


said information in a manner not authorized in your companies signed Agreement for Access to Records and Data Maintained by the 


Registry of Motor Vehicles or the DPPA; 


9. Never disseminate RMV records unless such dissemination is required by your specific job duties; 


10. Never use RMV records in the furtherance of an illegal act, including a violation of any criminal or civil laws;  


If you suspect your account has been compromised, contact the RMV IS Security at 857-368-7930 immediately.   


The RMV reserves the exclusive right to alter or amend this policy at any time.  


End User Affirmation and Signature  


I, _______________________________, agree and will abide by the policy described above.  Violation of this policy may be subjected to disciplinary 


actions, including termination of RMV access, criminal proceedings and/or fines per each violation. 


End User Signature: _________________________________________________________  Date:  _____________________  


Return BOTH pages of this form to: RmvBusinessPartners@state.ma.us  or mail to: 


MassDOT RMV-IS Security ● 25 Newport Avenue Ext. ● Quincy, MA  02171 


Security Administration Use Only 


Assigned System ID Password 


  


Date Received (MM/DD/YYYY) CMC Model Security 


  ‒   ‒        


ATLAS ID PWD ATLAS Group(s) 


   


24/Sat VPN: VPN Group 


   


Tr/Sent AC VPN requested: VPN Sent: 
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The information contained in this statement of work is confidential and/or proprietary information intended only for the use of the 


individual or entity named in this document.  Copying, or distribution of this document is strictly prohibited. 


1 Overview 


Verizon Enterprise Solutions (VERIZON) will provide the Secure VPN Remote Access services for 
RMV Business Partners at the request of the Commonwealth of Massachusetts RMV.  This document 
will define the services that VERIZON will provide, and the responsibilities of VERIZON, the 
Customer and the Commonwealth of Massachusetts. 


The Services ordered hereunder are governed by the rates, terms and conditions of the existing 
Commonwealth of Massachusetts and Verizon statewide contract ITT46 (Tab - 4.1A VPN with UIS).  
A copy of these terms and conditions may be obtained at:  


http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricin
g/ (click “cost tables” once on the webpage) 


The Commonwealth of Massachusetts Point of Contact regarding this VPN Service shall be: 


  


MassDOT-RMV 


IS Security  
25 Newport Avenue Ext 


Quincy, MA 02171 


Phone: 857-368-7930 


2 Service Description 


This VPN service will allow RMV Business Partners remote access to MassDOT Registry of Motor 
Vehicles (RMV) Division applications using secure and encrypted VPN technology with 2 factor 
authentication. VPN users can establish secure VPN tunnels from remote end user computers to the 
Commonwealth network using the VPN software installed on the end user’s computer. As an RMV 
Business Partner, your access will be limited to the appropriate RMV applications only.    
 
The VPN service consists of: 
 


1. Verizon’s Universal Identity Service (UIS) – web based service that provides 2 factor 
authentication during logon to the VPN service 


2. Junos Pulse Client – software used for establishing a VPN connection 
 
The service may be used with any form of Internet Access, so long as a consistent IP address is 
assigned throughout the VPN session.  



http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/

http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/
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3 Responsibilities 


Verizon Responsibilities 


 Set up all subscribers for services based upon authorization by the Commonwealth of 
Massachusetts - RMV.  


 Provide an Electronic Implementation Guide Kit that includes complete VPN installation 
documentation, and comprehensive helpdesk instructions to Business Partners.  


 Bill the business partner directly 


 Provide Tier 1 & Tier 2 VPN helpdesk  


Commonwealth Responsibilities 


 Troubleshoot and support application-related issues for Business Partners 


 Forward VPN Service Order  to Verizon and request VPN Service creation 


Business Partner Responsibilities 


 Complete and return VPN Service Order to MassDOT-RMV contact.   


 For each VPN user, install Junos Pulse VPN software on a personal computer and complete 
enrollment in Verizon’s Universal Identity Service (UIS). 


 Obtain Internet Access Service  


 Provide accurate billing information to Verizon 


 At the time of installation, ensure the network is stable and free of known problems.  Any 
unresolved problems shall be identified prior to the start of work. 


4 Cost 


Service is billed monthly. RMV Business Partner will be billed for services below. Payments must be 
made in accordance with the terms and conditions of the Commonwealth ITT46 Terms and 
Conditions. 
 


 VPN Access 


 VPN Help Desk  
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5 VPN Help Desk 


Verizon provides Business Partners with Help Desk support for their end-users, to assist with 
deployment of and individual support for the Verizon VPN Service client software. 


All Tier 1 Help Desk calls are answered by a touch-tone menu system to facilitate quick connection to 
the appropriate Verizon VPN Service support staff.  The Help Desk service can be reached by a toll-
free number.  Use of the toll-free number is restricted to callers within the continental United States.  


 


Hours of Operation 


 


Tier 1 - End-User Support for VPN Client Installation & Troubleshooting 


Seven (7) days per week, 24-hours per day – live technicians on duty 


 


Tier 2 - Client SW & Network Administration Support for Authorized Customer 
Technical Contacts Only 


Monday – Friday (5) days per week, 8-hours per day – live technicians on duty 


 


Scope of Support 


 
This service assumes the user has working internet access before the VPN software is installed. The 
help desk will refer the user to their agency Information Technology staff or the hardware 
manufacturer for firmware updates or the atypical internet access problem that cannot be resolved 
quickly. 
 


Verizon Universal Identity Service – The Help Desk will provide support for the VPN user’s 
Verizon Universal Identity Service (UIS) Account. Help Desk personnel will assist with any issues 
encountered during initial enrollment in UIS. They will reset user passwords is required. 


 


Junos Pulse Client Software – The Help Desk will provide installation support for the VPN Junos 
Pulse Client software.  Help Desk personnel will recommend backup of the system registry before 
installation, and provide users with assistance if it is requested.  Help Desk agents will provide 
guidance on the VPN Client’s User Interface, and will perform basic troubleshooting, via telephone, 
of VPN connectivity to the Commonwealth sites.  The help desk will support only the current release 
of the Verizon VPN Service Client software or upgrades to the current release. 







RMV Verizon VPN Order Form 4-14-2015 


Verizon Enterprise Solutions Group 
Virtual Private Networking (VPN) Service Fees 


Service Order for Commonwealth of Massachusetts  
MassDOT Registry Division--Business Partners 


 


 Create New Account     Cancel Account     Change Contact Info  
 
          Account creation, cancellation and changes must be approved and confirmed by the RMV.    


 
 


Account Number:   _____________________________ (Leave Blank if Unknown) 


 
Company Name:  _________________________________________________________________ 
  
Billing Address:  _________________________________________________________________ 
                                     
Company Contact:  ____________________________  Telephone #:  _________________________ 
 
Company Contact email:  ___________________________   
 
 


Number 
Of Users 


Monthly Unit Price 
per user 


Product Total 
Monthly 
Price 


One-Time Set-up  
Costs per user 
 


 $  13.86 VPN Service with Verizon 
Universal ID (UIS), Junos 
Pulse and VPN Help Desk  


 $  4.00 


 
This order is placed under and governed by the terms and conditions of ITT46 the contract between the 
Commonwealth of Massachusetts and Verizon which can be found on cwma.verizon.com.  By signing this 
document you are placing an order under the contract and represent that you are authorized to do so.   
Billing for VPN services will begin the first of the following month.  Please allow 2-3 billing cycles for all 
cancellations of service. VPN access can and will be terminated due to non-payment. 
  


 
____________________________________________  __________________ 
Authorized Signature       Date 
 
____________________________________________                                      
Print Name                                                                                                            
 
RMV Use Only:  


 
 
RMV Approval:___________________________ Date:________  
 
Billing Code Assignment: __________ 
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Verizon is responsible for providing to you. No need to return these pages.
 
Complete & submit the documents to RmvBusinessPartners@state.ma.us  or mail to: RMV IS
Security, 25 Newport Avenue Ext, Quincy, MA   02171.   
 
With access to two systems, there will be two forms of training. 

1)      For ATLAS training, you must complete the computer based training by clicking
on this link:  http://atlas.massrmv.com/Constables.aspx

2)      For ALARS training, you must attend a training class in person before you are given
credentials to log into the VPN/ALARS.  We will contact you when a class is available. 

 
For ATLAS (Driver Information) you will be sent an email from RMV-DL-ISSecurity@state.ma.us
with your ATLAS credentials.  
For ALARS (Vehicle Information) you will receive an email from MassIT-VPN@betrusted.net to
register for the VPN and download the Junos Software.
Please make sure these email addresses are not blocked or added to your delete/spam/junk folders. 
 
If you should have any questions, please contact IS Security at (857)368-7930.
 



From: RMV-DL - IS Security
To: "jtciulla@yahoo.com"
Subject: RMV Access for Constables
Date: Wednesday, May 23, 2018 11:05:31 AM
Attachments: Constable-All docs.pdf

To:  Jack Ciulla, Constable
 

You have been approved for remote access to the Registry of Motor Vehicles.  As of March 26th,
2018, the RMV records has been divided into two systems.   ALARS is our legacy system and has
all vehicle information.  ATLAS is our new system and has all driver information.  In the fall of
2019, vehicle information will be converted into the ATLAS system and ALARS/VPN will no
longer be needed. 
 
For connectivity to Driver Information:  Using the RMV’s web based ATLAS Business Portal.
Supported Browsers: Microsoft Edge13+, Microsoft Internet Explorer 7+, Safari 5+, Chrome
5+, Firefox 3.5+ or Opera10+
 
For connectivity to Vehicle Information: Currently the RMV, in conjunction with the Information
Technology Division (ITD) Data Center, uses Verizon’s Virtual Private Network (VPN) for it’s
remote access to the RMV’s ALARS. In order to gain access to the RMV’s database you must use
Verizon’s Universal Identity Service (UIS) and a Junos Pulse Client.  As well as purchase a TN3270
software.  Purchase the TN3270 software. Any TN3270 software should work with Verizon
UIS VPN, however most companies offer a 30 day trial period, we advise you to use the trial
before you purchase the software to make sure all is compatible.  You can find this software
by searching the internet. 
 
Please note:  You as the constable is approved for on-line access, when completing the
following forms please use your name, not the name of your company. Also, this on-line access
does not have photo images of people.   Your local police dept has this access thru CJIS.  
 
In the attached pdf document, you will find:

□        Agreement for Access to Records and Data Maintained by the Registry of Motor
Vehicles

o   Must be completed and signed by the constable.  Do not use the name of your
constable business. 

□        RMV Business Partner Contact Form
o   This form is used to collect the Business Owner, Program, Legal, Financial,

Technical, and Security contacts information. You may write same as above for all
contacts.

□        RMV Business Partner User Request form
o   This form is used to identify the End User that will need access to the Business Portal

and ALARS.
 

□        Verizon’s Service Order for Commonwealth of Massachusetts form must be completed.
This form will establish an account with Verizon. The RMV will approve the form and send
the information to Verizon.  You do not have to communicate with Verizon directly. 
 

□        The Verizon’s VPN Service Description document, is a detail documentation on what
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This agreement (hereinafter “Agreement”) is made and entered into by and between the Massachusetts 


Department of Transportation, through its Registry of Motor Vehicles Division (hereinafter the “RMV”), 


a body politic and corporate, and public instrumentality of the Commonwealth, established and 


operating pursuant to M.G.L. c. 6C and (Business Name)  ______________________________________  


dba _________________________________________________________________________________  


its affiliates and/or subsidiaries or, (hereinafter the “REQUESTOR”).  The Terms and Conditions of this 


Agreement shall be binding upon either party’s legal successor. 


RMV Program(s): (Check all that Applies)   


☐3rd Party Vendor ☐Bulk Data  ☐Driver Verification System (DVS)  ☐Driver Attitudinal Retraining 


Course (DARC)   ☐Electronic Public Driving Records (EPDR)  ☐General Business Partner  ☐Ignition 


Interlock Device  ☐Insurance Agency  ☐Insurance Company  ☐State Courts Against Road Rage(SCARR)   


RECITALS 


WHEREAS, the RMV stores personal and confidential information protected by the federal Driver Privacy 


Protection Act (18 U.S.C. § 2721 et seq.) (hereinafter “DPPA”) in its database and  


WHEREAS, the RMV is authorized under the DPPA to provide and/or allow access to records and data in 


its database containing personal and confidential information to permitted users for permissible 


purposes, as defined under the DPPA and 


WHEREAS, the RMV has established a Database to maintain and provide access to such records and data 


and 


WHEREAS, state and federal law, including the DPPA, protect personal information maintained in the 


records of the RMV and  


WHEREAS, Requestor desires to obtain records and data which may contain personal information from 


the RMV and 


WHEREAS, Requestor agrees that it is a permitted user of RMV records and data under the DPPA and 


WHEREAS, the RMV requires that Requestor execute this written Agreement to ensure that records and 


data obtained from the RMV will be used only for permissible purposes, as set forth in the DPPA, and 


that personal information contained in said records will be safeguarded and protected before Requestor 


obtains access to said records and data; 


NOW THEREFORE, in consideration of the foregoing recitals (which are hereby incorporated into and 


made an integral part of this Agreement), as well as the duties and obligations set forth in this 


Agreement, it is agreed by and between the parties as follows: 
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TERMS AND CONDITIONS 


1. Permitted Use: Requestor hereby certifies that Requestor is permitted to obtain access to RMV data 


under the provisions of the DPPA as it is: PICK FROM BELOW (CHECK ALL THAT APPLY): 


☐A. An insurance company licensed by the Massachusetts Division of Insurance to write 


 private passenger automobile policies in Massachusetts or an authorized agent or 


 service carrier wherein the records and data will be used to the extent authorized in the 


 safe driver insurance plan and for the purpose of complying with the requirements of 


 M.G.L. Chapter 90, §§1A, 34A, 34B and 34H pertaining to motor vehicle liability policies; 


☐B. An insurer or insurance support organization, a self-insured entity or an agent, 


 employee or contractor of such, wherein the records and data will be used in 


 connection with claims investigation activities, anti-fraud activities, rating or 


 underwriting; 


☐C. A federal, state or local governmental agency wherein the records and data will be used 


 for a permitted use as solely determined by the RMV and to carry out the official 


 functions of such agency; 


☐D. A legitimate business, which in the normal course of business will use RMV data solely 


 for the purpose of verifying the accuracy of personal information submitted by an 


 individual to the Requestor’s, agents, contractors or employees; 


☐E. A private entity or individual acting on behalf of a federal, state or local governmental 


 agency for item C above wherein the RMV’s records and data are used to carry out the 


 official functions of such federal, state, or local governmental agency; 


☐F. An authorized lender or lien holder that participates in the RMV’s Electronic Lien Holder 


 Program which permits electronic communication of certain title and lien information, 


 for the purpose of obtaining information about, posting and releasing motor vehicle 


 liens; 


☐G. A licensed motor vehicle dealership or insurance agency or other permitted entity that 


 has been approved by the RMV to participate in its EVR program and to register motor 


 vehicles electronically 


☐H. A Driving School licensed by the RMV under M.G.L. chapter 90, sections 32G and 


 32G1/2; 


☐I. A private entity that the RMV engages to provide programs in driver attitudinal training, 


 or similar services 


☐J. A private entity acting on the behalf of any of those listed in items A through I. 
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2. Access To and Use of Personal Data: Requestor certifies it will use RMV data solely for purposes 


consistent with Paragraph 1 of this Agreement.  Furthermore, the Requestor shall not use any 


personal information obtained pursuant to this Agreement for any purpose that is not permitted 


under Massachusetts or Federal laws, rules or regulations, as may be amended from time to time 


and the Requestor agrees it will comply with all applicable laws and regulations respecting access to 


and use of personal information, including the Federal Driver Privacy Protection Act (the “DPPA”) 


(18 U.S.C. §2721 et seq.), the Massachusetts Identity Theft Act, G.L. c. 93H, the Standards for the 


Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 17.00 and 


Executive Order 504.  The Requestor represents that it has read the DPPA, M.G.L. c. 93H, the 


Standards for the Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 


17.00 and Executive Order 504 and will comply with such laws and Order and all other applicable 


laws, state or federal, regarding access to and the use of motor vehicle records, personal 


information and data privacy and protection, as such laws may be amended from time to time.  The 


Requestor further agrees that Personal Information accessed under this Agreement shall not be 


used to create or aggregate the data for any purpose, except as specifically provided by federal or 


state law or other sections of this Agreement. 


3. Method of Access: Requestor will access data provided by the RMV via one or more of the following 


methods of access : 


a. Obtain files from and/or exchange files with the RMV using Secure File Transfer Protocol 


(“SFTP”).  


b. Call RMV Web Services; 


c. Utilize the eServices Portal or Business Portal; 


d. Using a 3rd Party Vendor that supplies RMV records 


4. Training: Requestor agrees to participate in and complete any training programs in the use of the 


RMV database, as the RMV in its sole discretion, deems necessary. 


5. Data: The RMV may, at its sole discretion and based on the Permitted Use(s) defined in Paragraph 1 


above, make its records and data available to Requestor solely to perform the business functions as 


defined in the Permitted Use in paragraph 1. 


6. Term:  This Agreement shall be in effect for three years, and may be renewed for additional three 


year periods upon notification from the RMV.  The RMV will notify the Requestor on two separate 


occasions in the 30 day period prior to the expiration of the Agreement via the Requestor’s e-mail 


address, as provided.   If the Requestor does not renew the Agreement prior to its expiration date, 


all access will terminate on that date. 


7. Cost:  The requestor will pay the RMV any and all applicable fees established in 801 CMR 4.02, which 


may be subject to change.  


8. Electronic Security Requirements: 


a. The Requestor, by this agreement, certifies it has an information security program in place 


that follow current industry design and best practices, including, but not limited to those 


published by The National Institute of Standards & Technology (NIST), the SANS (SysAdmin, 


Audit, Network, Security (SANS) Institute), and other recognized bodies to prevent 


unauthorized electronic access to RMV data or to its database.    


b. For All Requestors , using any Access Method, Requestor agrees to do the following: 







- 4 - 
Access Agreement  SEC107_0218 


i. Have written procedures in place to insure the electronic safety, physical security and 


confidentiality of RMV data in accordance with paragraph 10 of this Agreement; 


ii. Have written procedures in place that insure RMV data is accessed only for permitted 


uses under the DPPA and consistent with paragraph 10 of this Agreement. 


c. For Requestors Who Select Web Services or SFTP Option under Paragraph 3. Requestor 


agrees to do the following: 


i. Assign a unique ID to each end user who will access RMV data.   


ii. Implement written password policies and procedures that follow current 


industry design and best practices such as: 


1. those published by The National Institute of Standards & Technology 


(currently SP800-63b section 5); 


2. the SANS (SysAdmin, Audit, Network, Security Institute) Password 


Construction Guidelines (currently SANS document section 4)and 


3. those published by other recognized bodies such as IRS1075 (currently 


section 9.3.7.5).  


iii. The standards referenced in subsection ii above must be designed to prevent 


unauthorized access to RMV data or to its database. 


iv. Deactivate the unique ID immediately when the end user leaves the Requestor’s 


employment or when the ID has not been used for a period of 90 days. 


v. Maintain an electronic log of all transactions with the RMV for 5 years.  The log 


shall contain all the transactions performed by each end user including the end 


user’s unique ID (if applicable), the end-user’s full name, date and time of each 


transaction performed and/or inquiry. 


vi. Respond within 3 business days to the RMV’s request to review a specific 


transaction or series of transactions including the end user’s name, unique ID, 


dates, times and reason for the transaction(s).  The RMV may, but is not 


required, to inform the Requestor as to its reason for the request. 


vii. Failure to comply with subsections i-vi above may result in termination of the 


Agreement under the provisions of paragraph 12. 


9. A. Data Retention/Audit For SFTP And Web Services Users:  The SFTP and/or Web Services 


Requestor shall at all times adhere to the data retention and destruction requirements of M.G.L. 


Chapter 93I and the Massachusetts Public Records Law. Any data obtained from the RMV shall be 


shredded, destroyed or disposed of in compliance with Chapter 93I after its business purpose has 


expired.  The Requestor shall maintain a record of transactions it performs using RMV data for a 


period of 5 years.  Such record shall include the name of the person or entity that accessed the 


data; the time and date the data was provided to said person or entity and the customer 


information.  The RMV may in its discretion audit all such documentation. The RMV will provide the 


Requestor with written notice at least three (3) business days prior to said audit, which shall be 


performed with the reasonable cooperation of the Requestor.  In the event the Requestor cannot 


provide a legitimate reason for accessing said data, said failure to do so may constitute a material 


breach under paragraph 12 of this Agreement.  Furthermore, if the RMV’s audit reveals 


inaccuracies or a violation of any provision of this Agreement, said violation or inaccuracies may be 
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considered a material breach under paragraph 12 of the Agreement.    If the Requestor does not 


have an office location in Massachusetts, upon request, the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


B. Data Retention/Audit For eServices Portal, Business Portal and Businesses using a 3rd Party: 


The eServices Portal, Business Portal Requestor and/or businesses using a 3rd Party Vendor shall at 


all times adhere to the data retention and destruction requirements of M.G.L. Chapter 93I and the 


Massachusetts Public Records Law.  Any data obtained from the RMV shall be shredded, destroyed 


or disposed of in compliance with Chapter 93I after its business purpose has expired.   The RMV 


may track and audit all business transactions.   The RMV may in its sole discretion require the 


requestor to explain and/or demonstrate its legitimate business purpose or permitted use for 


accessing the RMV’s data for any particular transaction.  Failure by the Requestor to do so may 


constitute a material breach under paragraph 12 of this Agreement.  If the Requestor does not 


have an office location in Massachusetts, upon request the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


10. Physical Security Of Data and Confidentiality:    The Requestor shall do the following: 


a. Ensure that RMV records are not visible to unauthorized individuals; 


b. Shred or deposit RMV records into a locked shredder container when no longer needed; 


c. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the 


DPPA.  Requestor may be liable for impermissible dissemination of personal information to 


any individual to whom the personal information pertains; 


d. Never misrepresent Requestor’s identity or make a false statement in connection with a 


request for personal information with the intention of obtaining said information in a 


manner not authorized under this Agreement or the DPPA; 


e. Never disseminate RMV records unless such dissemination is required by the Requestor’s job 


duties; 


f. Never use RMV records in the furtherance of an illegal act, including a violation of any 


criminal or civil laws;  


11. A. Background Checks For Requestors Who Receive Personal Information Contained in RMV 


Records and Data: 


a. Prior to permitting access to the RMV’s records and data, Requestor shall ensure through  


background checks that its employees, contractors and agents who have access to or who 


may view RMV data have not been convicted of a felony involving violence, dishonesty, 


deceit or indecency.   A Requestor’s employee, contractor or agent who has been convicted 


of such a felony shall not be qualified to access RMV data or view its data. For eServices 


Portal Administrators a back ground check will be conducted by the RMV.  


b. For Requestors Who Select the Business Portal Option under Paragraph 3: The RMV shall 


conduct background checks to ensure that the proposed employee, contractor and agent 


who will have access to or who may view RMV data has not been convicted of a felony 


involving violence, dishonesty, deceit or indecency.   A Requestor’s employee, contractor or 


agent who has been convicted of such a felony shall not be authorized to access the RMV 


database or view its data.  
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12. Termination for Breach:  In addition to any termination of rights contained in this Agreement 


herein, the RMV may immediately terminate the Agreement and the Requestor’s access to RMV 


data at any time, if the RMV determines in the exercise of its sole discretion, that the Requestor 


engaged in a material violation of any term of this Agreement, the DPPA, M.G.L. c. 93H, Executive 


Order 504, or any other law pertaining to the privacy of motor vehicle records.  The RMV shall have 


no liability to the Requestor for terminating the Agreement under this provision.  


13. Right to Appeal:  The Requestor shall have the right to appeal the RMV’s decision to terminate 


Requestor’s access to RMV data pursuant to paragraph 12 above.  Appeals should be made in 


writing and should be addressed to the Registrar of Motor Vehicles (“Registrar”).  If no such appeal 


is made within 30 days of the termination, the termination shall be final.  If the Requestor files an 


appeal within said 30 days period, the Registrar shall review the RMV’s decision to terminate and 


shall make a final determination as to whether the terms of this Agreement were breached and, if 


so, whether the termination of access was appropriate.  In making the final determination, the 


Registrar may consider any documentation proffered by the Requestor evidencing affirmative steps 


taken to prevent similar violations of this Agreement.  The Registrar’s decision is final and 


dispositive and no further appeal process is available.  


14. 30 Day Termination:   Notwithstanding paragraph 5, this Agreement may be terminated by either 


party at any time upon thirty (30) days written notice. This agreement may be immediately 


terminated without advance notification upon any material breach of any covenant by either party, 


or if the performance of this Agreement by the RMV is made impossible or impractical, as 


determined in the sole reasonable judgment of the RMV, or if the requestor has not accessed the 


RMV’s data base for a period of ninety (90) days, by any order of any Court, or any action of the 


Legislature of the Commonwealth of Massachusetts.  Notice of termination shall be in writing 


signed by a duly-authorized representative of the terminating party and deposited with the United 


States Postal Service correctly addressed and postage prepaid. 


15. Indemnification:  The Requestor agrees to defend, hold harmless and indemnify the RMV, the 


Massachusetts Department of Transportation, the Commonwealth of Massachusetts and their 


employees and agents from any and all claims, actions, damages, or losses which may be brought 


or alleged against them for the negligent, improper, or unauthorized access, use or dissemination 


of the personal information contained in the RMV data.  The Requestor shall indemnify and hold 


harmless the Commonwealth of Massachusetts and the Massachusetts Department of 


Transportation, and the RMV against any liability, claim loss, damage or expense, of every nature 


and kind in law or equity, arising out of or in connection with any misuse or misappropriation of 


any RMV Data obtained from the RMV; any failure of the Requestor to comply with any applicable 


provisions of State or Federal laws or regulations regarding privacy of motor vehicle records or 


data; any failure to safeguard and limit access to the RMV Data as required herein; and/or any 


other acts or omissions of the Requestor or its employees or agents in connection with the 


performance, exercise, or enjoyment of this Agreement, including without limitation reasonable 


attorney’s fees and other costs of defending any such claim or action. The obligations under this 


paragraph shall survive the termination of this Agreement. 
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16. Non-Assignment:  The Requestor shall not assign or in any way transfer any interest in this 


Agreement. 


17. Non-Exclusivity:  The Requestor acknowledges that this Agreement is not an exclusive agreement.  


At its sole discretion the RMV may enter into agreements with other parties for the same or similar 


services as provided by this Agreement, on such terms and conditions as the RMV determines in its 


sole discretion.  


18. Warranty:  The RMV makes no representation or warranty, express or implied, with respect to the 


accuracy of any RMV Data from a source other than the RMV.  Therefore, except for acts or 


omissions that constitute gross negligence or willful misconduct by the Commonwealth of 


Massachusetts, the Massachusetts Department of Transportation, the RMV, their employees or 


agents, neither the Commonwealth of Massachusetts, the Massachusetts Department of 


Transportation, the RMV, or their employees or agents shall be liable to the Requestor for any 


costs, claims, liability, damages, expenses, lost production, or any other loss of any nature or kind, 


in law or equity, in connection with this Agreement, including but not limited to inaccurate, 


incomplete or unavailable RMV data. 


19. Litigation Notice:  The Requestor shall immediately notify the Office of the General Counsel at the 


Massachusetts Department of Transportation in the event that it is sued or litigation is filed 


concerning the Requestor’s use of RMV data. 


20. Notice of Data Breach:  The Requestor shall immediately notify the Chief Information Security 


Office for the Massachusetts Department of Transportation at InfoSecTeam@dot.state.ma.us in 


the event of a data breach or misuse of RMV data.  The Requestor is responsible for all notifications 


and remediation pursuant to M.G.L. Chapter 93H. 


21. Forum:  This agreement shall be construed under and governed by the laws and Executive Order 


504 of the Commonwealth of Massachusetts. 


22. Discrimination:  The Requestor shall not engage in any unlawful discrimination against any person 


based upon the RMV Data obtained pursuant to this Agreement, and the requestor agrees to 


comply with all applicable State and Federal laws, rules and regulations prohibiting discrimination 


in employment, including but not limit to 42 USC 12101, 28 CFR Part 35, 29 USC 791 et seq., 


Massachusetts General Laws Chapter 151 B and Chapter 272, §92A and §98 et seq. and Executive 


Orders 227, 237, and 246, or any amendments to such provisions. 


23. Severability Clause:  In the event that any provision in this agreement shall be or become invalid, 


illegal or unenforceable, the validity, legality and enforceability of the remaining provisions shall 


not in any way be affected or impaired thereby and such provision shall be ineffective only to the 


extent of such invalidity, illegality or unenforceability. 


24. Complete Instrument:  This Agreement constitutes the entire agreement of the parties and 


supersedes all other prior written or oral agreements between the parties with respect to subject 


matter hereof.  This Agreement may be changed, modified or amended at any time only by an 


instrument in writing, signed by duly authorized representatives of both parties hereto. 


25. Notice:  Notice required or permitted by this Agreement shall be addressed to the address(s) as 


maintained by the requestor on their company profile on the RMV eServices Portal or as follows: 


 



mailto:InfoSecTeam@dot.state.ma.us
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To the RMV:  


  MassDOT Registry of Motor Vehicles Division 


  RMV IS Security 


  25 Newport Avenue Extension  


  Quincy, MA  02171 


  RMVBusinessPartners@state.ma.us 


To the Requestor: (Print Business Name, Address and email address) 


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


 


Any party may change its address for the purposes of receipt of notices by providing written notice 


to the other party in accordance with this paragraph. 


26. Execution: This Agreement may be executed in one or more counterparts, each of which will be 


deemed to be an original copy of this Agreement and all of which, when taken together, will be 


deemed to constitute one and the same agreement. The facsimile, email or other electronically 


delivered signatures of the parties shall be deemed to constitute original signatures, and facsimile 


or electronic copies hereof shall be deemed to constitute duplicate originals 


IN WITNESS WHEREOF, the parties have hereto caused this instrument to be executed by their duly 


authorized officials or officers. 


 The Massachusetts Department  ____________________________________________ 


 Of Transportation, Registry of Motor Business Name 


 Vehicles Division 


 


 __________________________  ____________________________________________ 
 Authorized Official’s Signature  Authorized Official’s Signature  
 


 ____Registrar______________  ____________________________________________ 
Title     Title 


 _________________________  ____________________________________________ 
 Date     Date 
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RMV Business Partner Contact Form 
   


 


Date: ___________________________________  


Business Name 


Legal Business Name D.B.A. 


  


Business Owner FID: 


  


Mailing Address 


Street   City  State  Zip Code  


Email Phone # 


  


Reason for Access:  _________________________________________________________________________________________________________  


 _________________________________________________________________________________________________________________________  


Program Contact Information 


Program Contact (The person the RMV will contact regarding issues with the program) 


 


Email Phone # 


  


Legal Contact  


 


Email Phone # 


  


Financial Contact 


 


Email Phone # 


  


Technical Contact 


 


Email Phone # 


  


Security Contact Information 


Security Contact #1 


 


Email Phone # 


  


Security Contact #2 


 


Email Phone # 


  


Processing Entity (Only complete this section if you are using a third party processor to access RMV data) 


Processing Entity Name Contact Name 


  


Mailing Address 


Street    City  State  Zip Code  


Email Phone # 


  


Note: You are not required to have multiple contacts, the same person could fill multiple roles. 


Return form to: RmvBusinessPartners@state.ma.us   



mailto:RmvBusinessPartners@state.ma.us
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Business Partner User Request Form for Business 
Portal End Users  


Effective Date:  ________________________  


 


A. Business Information 


Type of agency Constable  Government Agency Municipality    Other:  _____________________________________________                                     


Legal Business Name DBA 


  


 FEIN:  


Business Mailing Address: 


Street    City  State  Zip Code  


 


 


Security Contact (please print clearly) Phone Email 


   


Security Contact Certification and Signature  


I, _______________________________, hereby certify the below named individual as a permitted user for this business.  


Security Contact Signature: ___________________________________________________  Date:  ____________________  


 


 


B. Service Type- Vehicle Information only 


Nature of request: New User  Change Access Roles   or Reactivate Access – To delete access email: RMV-DL-ISSecurity@state.ma.us 


 
 


C. End User Information 
End User Name 


 


Massachusetts License #  Last 4 Digits of Social Security Number  Non Mass Residents must attach a photo copy of state issued license or 
ID.               


User’s Business Mailing Address: 


Street    City  State  Zip Code  


User’s Email Address 


 


If you have the following information:    


ALARS ID:  _____________________ ATLAS ID::_______ _____________  Username or UAID:  ________________________________________   


 


Access Roles: Check all that applies Driver Basic Information  Vehicle Basic Information Driver Histories    Insurance Information 





 Non-Renew   Other:  _____________________________________________________________________________________________ 


 


Non-Renew Only:   Inquiry Only  or Inquiry with Update-List All Town Codes:  ______________________________________________ 


        Type of Marking:     Abandon/EZ Pass Excise     Parking    


 


 


*Note: Depending on your permitted use, you may not get access to all that is checked.  
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End User Must read this RMV System ID Policy 


Both RMV Systems ALARS and ATLAS stores personal and confidential data.  The Federal Driver Privacy Protection Act (DPPA) and the 


Massachusetts Identity Theft Act, G.L. c. 93H protects this information.   The DPPA broadly defines personal information as information that identifies 


an individual, including an individual’s photograph, social security number, driver identification number, name, address, telephone number, and 


medical or disability information.  Specifically excluded from the definition of personal information is information on vehicular accidents, driving 


violations, and driver’s status.   


You have been granted access to ATLAS and/or ALARS because your company is a permitted business partner allowed to access RMV records.  If 


you are not clear on the business purpose for which you may access the RMV data, talk to your manager/supervisor.  


You will be held personally responsible for all activity that occurs on your issued security credentials including: 


any  money collected (if applicable);  


the accuracy of any transaction performed                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                   


 any inquiry conducted  


All transactions are the official records of the RMV; they are recorded, stored, monitored and audited.  The RMV may in its sole discretion require you 


to explain and/or demonstrate the legitimate business purpose or permitted use for accessing the RMV’s data for any particular transaction.  


As the end user you will: 


1. Never divulge your password to anyone 


2. Only access the RMV data for business purposes. 


3. Never leave your computer unattended with the ATLAS or ALARS actively logged on. You must lock the computer or log off before leaving 


your computer unattended.  


4. Ensure that RMV records are not visible to unauthorized individuals; 


5. Shred or deposit RMV records into a locked shredder container when no longer needed; 


6. Never bring RMV records or use ATLAS/ALARS outside the workplace, unless required to perform your job duties. 


7. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the DPPA.  You may be liable for impermissible 


dissemination of personal information to any individual to whom the personal information pertains; 


8. Never misrepresent yourself or make a false statement in connection with a request for personal information with the intention of obtaining 


said information in a manner not authorized in your companies signed Agreement for Access to Records and Data Maintained by the 


Registry of Motor Vehicles or the DPPA; 


9. Never disseminate RMV records unless such dissemination is required by your specific job duties; 


10. Never use RMV records in the furtherance of an illegal act, including a violation of any criminal or civil laws;  


If you suspect your account has been compromised, contact the RMV IS Security at 857-368-7930 immediately.   


The RMV reserves the exclusive right to alter or amend this policy at any time.  


End User Affirmation and Signature  


I, _______________________________, agree and will abide by the policy described above.  Violation of this policy may be subjected to disciplinary 


actions, including termination of RMV access, criminal proceedings and/or fines per each violation. 


End User Signature: _________________________________________________________  Date:  _____________________  


Return BOTH pages of this form to: RmvBusinessPartners@state.ma.us  or mail to: 


MassDOT RMV-IS Security ● 25 Newport Avenue Ext. ● Quincy, MA  02171 


Security Administration Use Only 


Assigned System ID Password 


  


Date Received (MM/DD/YYYY) CMC Model Security 


  ‒   ‒        


ATLAS ID PWD ATLAS Group(s) 


   


24/Sat VPN: VPN Group 


   


Tr/Sent AC VPN requested: VPN Sent: 
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VPN SERVICE DESCRIPTION 


Commonwealth of Massachusetts – Business Partner 


 


April 16, 2015  Page 1 of 3 


The information contained in this statement of work is confidential and/or proprietary information intended only for the use of the 


individual or entity named in this document.  Copying, or distribution of this document is strictly prohibited. 


1 Overview 


Verizon Enterprise Solutions (VERIZON) will provide the Secure VPN Remote Access services for 
RMV Business Partners at the request of the Commonwealth of Massachusetts RMV.  This document 
will define the services that VERIZON will provide, and the responsibilities of VERIZON, the 
Customer and the Commonwealth of Massachusetts. 


The Services ordered hereunder are governed by the rates, terms and conditions of the existing 
Commonwealth of Massachusetts and Verizon statewide contract ITT46 (Tab - 4.1A VPN with UIS).  
A copy of these terms and conditions may be obtained at:  


http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricin
g/ (click “cost tables” once on the webpage) 


The Commonwealth of Massachusetts Point of Contact regarding this VPN Service shall be: 


  


MassDOT-RMV 


IS Security  
25 Newport Avenue Ext 


Quincy, MA 02171 


Phone: 857-368-7930 


2 Service Description 


This VPN service will allow RMV Business Partners remote access to MassDOT Registry of Motor 
Vehicles (RMV) Division applications using secure and encrypted VPN technology with 2 factor 
authentication. VPN users can establish secure VPN tunnels from remote end user computers to the 
Commonwealth network using the VPN software installed on the end user’s computer. As an RMV 
Business Partner, your access will be limited to the appropriate RMV applications only.    
 
The VPN service consists of: 
 


1. Verizon’s Universal Identity Service (UIS) – web based service that provides 2 factor 
authentication during logon to the VPN service 


2. Junos Pulse Client – software used for establishing a VPN connection 
 
The service may be used with any form of Internet Access, so long as a consistent IP address is 
assigned throughout the VPN session.  



http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/

http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/
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3 Responsibilities 


Verizon Responsibilities 


 Set up all subscribers for services based upon authorization by the Commonwealth of 
Massachusetts - RMV.  


 Provide an Electronic Implementation Guide Kit that includes complete VPN installation 
documentation, and comprehensive helpdesk instructions to Business Partners.  


 Bill the business partner directly 


 Provide Tier 1 & Tier 2 VPN helpdesk  


Commonwealth Responsibilities 


 Troubleshoot and support application-related issues for Business Partners 


 Forward VPN Service Order  to Verizon and request VPN Service creation 


Business Partner Responsibilities 


 Complete and return VPN Service Order to MassDOT-RMV contact.   


 For each VPN user, install Junos Pulse VPN software on a personal computer and complete 
enrollment in Verizon’s Universal Identity Service (UIS). 


 Obtain Internet Access Service  


 Provide accurate billing information to Verizon 


 At the time of installation, ensure the network is stable and free of known problems.  Any 
unresolved problems shall be identified prior to the start of work. 


4 Cost 


Service is billed monthly. RMV Business Partner will be billed for services below. Payments must be 
made in accordance with the terms and conditions of the Commonwealth ITT46 Terms and 
Conditions. 
 


 VPN Access 


 VPN Help Desk  
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5 VPN Help Desk 


Verizon provides Business Partners with Help Desk support for their end-users, to assist with 
deployment of and individual support for the Verizon VPN Service client software. 


All Tier 1 Help Desk calls are answered by a touch-tone menu system to facilitate quick connection to 
the appropriate Verizon VPN Service support staff.  The Help Desk service can be reached by a toll-
free number.  Use of the toll-free number is restricted to callers within the continental United States.  


 


Hours of Operation 


 


Tier 1 - End-User Support for VPN Client Installation & Troubleshooting 


Seven (7) days per week, 24-hours per day – live technicians on duty 


 


Tier 2 - Client SW & Network Administration Support for Authorized Customer 
Technical Contacts Only 


Monday – Friday (5) days per week, 8-hours per day – live technicians on duty 


 


Scope of Support 


 
This service assumes the user has working internet access before the VPN software is installed. The 
help desk will refer the user to their agency Information Technology staff or the hardware 
manufacturer for firmware updates or the atypical internet access problem that cannot be resolved 
quickly. 
 


Verizon Universal Identity Service – The Help Desk will provide support for the VPN user’s 
Verizon Universal Identity Service (UIS) Account. Help Desk personnel will assist with any issues 
encountered during initial enrollment in UIS. They will reset user passwords is required. 


 


Junos Pulse Client Software – The Help Desk will provide installation support for the VPN Junos 
Pulse Client software.  Help Desk personnel will recommend backup of the system registry before 
installation, and provide users with assistance if it is requested.  Help Desk agents will provide 
guidance on the VPN Client’s User Interface, and will perform basic troubleshooting, via telephone, 
of VPN connectivity to the Commonwealth sites.  The help desk will support only the current release 
of the Verizon VPN Service Client software or upgrades to the current release. 







RMV Verizon VPN Order Form 4-14-2015 


Verizon Enterprise Solutions Group 
Virtual Private Networking (VPN) Service Fees 


Service Order for Commonwealth of Massachusetts  
MassDOT Registry Division--Business Partners 


 


 Create New Account     Cancel Account     Change Contact Info  
 
          Account creation, cancellation and changes must be approved and confirmed by the RMV.    


 
 


Account Number:   _____________________________ (Leave Blank if Unknown) 


 
Company Name:  _________________________________________________________________ 
  
Billing Address:  _________________________________________________________________ 
                                     
Company Contact:  ____________________________  Telephone #:  _________________________ 
 
Company Contact email:  ___________________________   
 
 


Number 
Of Users 


Monthly Unit Price 
per user 


Product Total 
Monthly 
Price 


One-Time Set-up  
Costs per user 
 


 $  13.86 VPN Service with Verizon 
Universal ID (UIS), Junos 
Pulse and VPN Help Desk  


 $  4.00 


 
This order is placed under and governed by the terms and conditions of ITT46 the contract between the 
Commonwealth of Massachusetts and Verizon which can be found on cwma.verizon.com.  By signing this 
document you are placing an order under the contract and represent that you are authorized to do so.   
Billing for VPN services will begin the first of the following month.  Please allow 2-3 billing cycles for all 
cancellations of service. VPN access can and will be terminated due to non-payment. 
  


 
____________________________________________  __________________ 
Authorized Signature       Date 
 
____________________________________________                                      
Print Name                                                                                                            
 
RMV Use Only:  


 
 
RMV Approval:___________________________ Date:________  
 
Billing Code Assignment: __________ 
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Verizon is responsible for providing to you. No need to return these pages.
 
Complete & submit the documents to RmvBusinessPartners@state.ma.us  or mail to: RMV IS
Security, 25 Newport Avenue Ext, Quincy, MA   02171.   
 
With access to two systems, there will be two forms of training. 

1)      For ATLAS training, you must complete the computer based training by clicking
on this link:  http://atlas.massrmv.com/Constables.aspx

2)      For ALARS training, you must attend a training class in person before you are given
credentials to log into the VPN/ALARS.  We will contact you when a class is available. 

 
For ATLAS (Driver Information) you will be sent an email from RMV-DL-ISSecurity@state.ma.us
with your ATLAS credentials.  
For ALARS (Vehicle Information) you will receive an email from MassIT-VPN@betrusted.net to
register for the VPN and download the Junos Software.
Please make sure these email addresses are not blocked or added to your delete/spam/junk folders. 
 
If you should have any questions, please contact IS Security at (857)368-7930.
 



From: RMV-DL - IS Security
To: Registry, VPN.Requests (DOT)
Subject: RMV Access for Constables
Date: Wednesday, May 23, 2018 11:02:37 AM
Attachments: Constable-All docs.pdf

To:  xxx, Constable
 

You have been approved for remote access to the Registry of Motor Vehicles.  As of March 26th,
2018, the RMV records has been divided into two systems.   ALARS is our legacy system and has
all vehicle information.  ATLAS is our new system and has all driver information.  In the fall of
2019, vehicle information will be converted into the ATLAS system and ALARS/VPN will no
longer be needed. 
 
For connectivity to Driver Information:  Using the RMV’s web based ATLAS Business Portal.
Supported Browsers: Microsoft Edge13+, Microsoft Internet Explorer 7+, Safari 5+, Chrome
5+, Firefox 3.5+ or Opera10+
 
For connectivity to Vehicle Information: Currently the RMV, in conjunction with the Information
Technology Division (ITD) Data Center, uses Verizon’s Virtual Private Network (VPN) for it’s
remote access to the RMV’s ALARS. In order to gain access to the RMV’s database you must use
Verizon’s Universal Identity Service (UIS) and a Junos Pulse Client.  As well as purchase a TN3270
software.  Purchase the TN3270 software. Any TN3270 software should work with Verizon
UIS VPN, however most companies offer a 30 day trial period, we advise you to use the trial
before you purchase the software to make sure all is compatible.  You can find this software
by searching the internet. 
 
Please note:  You as the constable is approved for on-line access, when completing the
following forms please use your name, not the name of your company. Also, this on-line access
does not have photo images of people.   Your local police dept has this access thru CJIS.  
 
In the attached pdf document, you will find:

□        Agreement for Access to Records and Data Maintained by the Registry of Motor
Vehicles

o   Must be completed and signed by the constable.  Do not use the name of your
constable business. 

□        RMV Business Partner Contact Form
o   This form is used to collect the Business Owner, Program, Legal, Financial,

Technical, and Security contacts information. You may write same as above for all
contacts.

□        RMV Business Partner User Request form
o   This form is used to identify the End User that will need access to the Business Portal

and ALARS.
 

□        Verizon’s Service Order for Commonwealth of Massachusetts form must be completed.
This form will establish an account with Verizon. The RMV will approve the form and send
the information to Verizon.  You do not have to communicate with Verizon directly. 
 

□        The Verizon’s VPN Service Description document, is a detail documentation on what
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This agreement (hereinafter “Agreement”) is made and entered into by and between the Massachusetts 


Department of Transportation, through its Registry of Motor Vehicles Division (hereinafter the “RMV”), 


a body politic and corporate, and public instrumentality of the Commonwealth, established and 


operating pursuant to M.G.L. c. 6C and (Business Name)  ______________________________________  


dba _________________________________________________________________________________  


its affiliates and/or subsidiaries or, (hereinafter the “REQUESTOR”).  The Terms and Conditions of this 


Agreement shall be binding upon either party’s legal successor. 


RMV Program(s): (Check all that Applies)   


☐3rd Party Vendor ☐Bulk Data  ☐Driver Verification System (DVS)  ☐Driver Attitudinal Retraining 


Course (DARC)   ☐Electronic Public Driving Records (EPDR)  ☐General Business Partner  ☐Ignition 


Interlock Device  ☐Insurance Agency  ☐Insurance Company  ☐State Courts Against Road Rage(SCARR)   


RECITALS 


WHEREAS, the RMV stores personal and confidential information protected by the federal Driver Privacy 


Protection Act (18 U.S.C. § 2721 et seq.) (hereinafter “DPPA”) in its database and  


WHEREAS, the RMV is authorized under the DPPA to provide and/or allow access to records and data in 


its database containing personal and confidential information to permitted users for permissible 


purposes, as defined under the DPPA and 


WHEREAS, the RMV has established a Database to maintain and provide access to such records and data 


and 


WHEREAS, state and federal law, including the DPPA, protect personal information maintained in the 


records of the RMV and  


WHEREAS, Requestor desires to obtain records and data which may contain personal information from 


the RMV and 


WHEREAS, Requestor agrees that it is a permitted user of RMV records and data under the DPPA and 


WHEREAS, the RMV requires that Requestor execute this written Agreement to ensure that records and 


data obtained from the RMV will be used only for permissible purposes, as set forth in the DPPA, and 


that personal information contained in said records will be safeguarded and protected before Requestor 


obtains access to said records and data; 


NOW THEREFORE, in consideration of the foregoing recitals (which are hereby incorporated into and 


made an integral part of this Agreement), as well as the duties and obligations set forth in this 


Agreement, it is agreed by and between the parties as follows: 
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TERMS AND CONDITIONS 


1. Permitted Use: Requestor hereby certifies that Requestor is permitted to obtain access to RMV data 


under the provisions of the DPPA as it is: PICK FROM BELOW (CHECK ALL THAT APPLY): 


☐A. An insurance company licensed by the Massachusetts Division of Insurance to write 


 private passenger automobile policies in Massachusetts or an authorized agent or 


 service carrier wherein the records and data will be used to the extent authorized in the 


 safe driver insurance plan and for the purpose of complying with the requirements of 


 M.G.L. Chapter 90, §§1A, 34A, 34B and 34H pertaining to motor vehicle liability policies; 


☐B. An insurer or insurance support organization, a self-insured entity or an agent, 


 employee or contractor of such, wherein the records and data will be used in 


 connection with claims investigation activities, anti-fraud activities, rating or 


 underwriting; 


☐C. A federal, state or local governmental agency wherein the records and data will be used 


 for a permitted use as solely determined by the RMV and to carry out the official 


 functions of such agency; 


☐D. A legitimate business, which in the normal course of business will use RMV data solely 


 for the purpose of verifying the accuracy of personal information submitted by an 


 individual to the Requestor’s, agents, contractors or employees; 


☐E. A private entity or individual acting on behalf of a federal, state or local governmental 


 agency for item C above wherein the RMV’s records and data are used to carry out the 


 official functions of such federal, state, or local governmental agency; 


☐F. An authorized lender or lien holder that participates in the RMV’s Electronic Lien Holder 


 Program which permits electronic communication of certain title and lien information, 


 for the purpose of obtaining information about, posting and releasing motor vehicle 


 liens; 


☐G. A licensed motor vehicle dealership or insurance agency or other permitted entity that 


 has been approved by the RMV to participate in its EVR program and to register motor 


 vehicles electronically 


☐H. A Driving School licensed by the RMV under M.G.L. chapter 90, sections 32G and 


 32G1/2; 


☐I. A private entity that the RMV engages to provide programs in driver attitudinal training, 


 or similar services 


☐J. A private entity acting on the behalf of any of those listed in items A through I. 







- 3 - 
Access Agreement  SEC107_0218 


2. Access To and Use of Personal Data: Requestor certifies it will use RMV data solely for purposes 


consistent with Paragraph 1 of this Agreement.  Furthermore, the Requestor shall not use any 


personal information obtained pursuant to this Agreement for any purpose that is not permitted 


under Massachusetts or Federal laws, rules or regulations, as may be amended from time to time 


and the Requestor agrees it will comply with all applicable laws and regulations respecting access to 


and use of personal information, including the Federal Driver Privacy Protection Act (the “DPPA”) 


(18 U.S.C. §2721 et seq.), the Massachusetts Identity Theft Act, G.L. c. 93H, the Standards for the 


Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 17.00 and 


Executive Order 504.  The Requestor represents that it has read the DPPA, M.G.L. c. 93H, the 


Standards for the Protection of Personal Information of Residents of the Commonwealth 201 C.M.R. 


17.00 and Executive Order 504 and will comply with such laws and Order and all other applicable 


laws, state or federal, regarding access to and the use of motor vehicle records, personal 


information and data privacy and protection, as such laws may be amended from time to time.  The 


Requestor further agrees that Personal Information accessed under this Agreement shall not be 


used to create or aggregate the data for any purpose, except as specifically provided by federal or 


state law or other sections of this Agreement. 


3. Method of Access: Requestor will access data provided by the RMV via one or more of the following 


methods of access : 


a. Obtain files from and/or exchange files with the RMV using Secure File Transfer Protocol 


(“SFTP”).  


b. Call RMV Web Services; 


c. Utilize the eServices Portal or Business Portal; 


d. Using a 3rd Party Vendor that supplies RMV records 


4. Training: Requestor agrees to participate in and complete any training programs in the use of the 


RMV database, as the RMV in its sole discretion, deems necessary. 


5. Data: The RMV may, at its sole discretion and based on the Permitted Use(s) defined in Paragraph 1 


above, make its records and data available to Requestor solely to perform the business functions as 


defined in the Permitted Use in paragraph 1. 


6. Term:  This Agreement shall be in effect for three years, and may be renewed for additional three 


year periods upon notification from the RMV.  The RMV will notify the Requestor on two separate 


occasions in the 30 day period prior to the expiration of the Agreement via the Requestor’s e-mail 


address, as provided.   If the Requestor does not renew the Agreement prior to its expiration date, 


all access will terminate on that date. 


7. Cost:  The requestor will pay the RMV any and all applicable fees established in 801 CMR 4.02, which 


may be subject to change.  


8. Electronic Security Requirements: 


a. The Requestor, by this agreement, certifies it has an information security program in place 


that follow current industry design and best practices, including, but not limited to those 


published by The National Institute of Standards & Technology (NIST), the SANS (SysAdmin, 


Audit, Network, Security (SANS) Institute), and other recognized bodies to prevent 


unauthorized electronic access to RMV data or to its database.    


b. For All Requestors , using any Access Method, Requestor agrees to do the following: 
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i. Have written procedures in place to insure the electronic safety, physical security and 


confidentiality of RMV data in accordance with paragraph 10 of this Agreement; 


ii. Have written procedures in place that insure RMV data is accessed only for permitted 


uses under the DPPA and consistent with paragraph 10 of this Agreement. 


c. For Requestors Who Select Web Services or SFTP Option under Paragraph 3. Requestor 


agrees to do the following: 


i. Assign a unique ID to each end user who will access RMV data.   


ii. Implement written password policies and procedures that follow current 


industry design and best practices such as: 


1. those published by The National Institute of Standards & Technology 


(currently SP800-63b section 5); 


2. the SANS (SysAdmin, Audit, Network, Security Institute) Password 


Construction Guidelines (currently SANS document section 4)and 


3. those published by other recognized bodies such as IRS1075 (currently 


section 9.3.7.5).  


iii. The standards referenced in subsection ii above must be designed to prevent 


unauthorized access to RMV data or to its database. 


iv. Deactivate the unique ID immediately when the end user leaves the Requestor’s 


employment or when the ID has not been used for a period of 90 days. 


v. Maintain an electronic log of all transactions with the RMV for 5 years.  The log 


shall contain all the transactions performed by each end user including the end 


user’s unique ID (if applicable), the end-user’s full name, date and time of each 


transaction performed and/or inquiry. 


vi. Respond within 3 business days to the RMV’s request to review a specific 


transaction or series of transactions including the end user’s name, unique ID, 


dates, times and reason for the transaction(s).  The RMV may, but is not 


required, to inform the Requestor as to its reason for the request. 


vii. Failure to comply with subsections i-vi above may result in termination of the 


Agreement under the provisions of paragraph 12. 


9. A. Data Retention/Audit For SFTP And Web Services Users:  The SFTP and/or Web Services 


Requestor shall at all times adhere to the data retention and destruction requirements of M.G.L. 


Chapter 93I and the Massachusetts Public Records Law. Any data obtained from the RMV shall be 


shredded, destroyed or disposed of in compliance with Chapter 93I after its business purpose has 


expired.  The Requestor shall maintain a record of transactions it performs using RMV data for a 


period of 5 years.  Such record shall include the name of the person or entity that accessed the 


data; the time and date the data was provided to said person or entity and the customer 


information.  The RMV may in its discretion audit all such documentation. The RMV will provide the 


Requestor with written notice at least three (3) business days prior to said audit, which shall be 


performed with the reasonable cooperation of the Requestor.  In the event the Requestor cannot 


provide a legitimate reason for accessing said data, said failure to do so may constitute a material 


breach under paragraph 12 of this Agreement.  Furthermore, if the RMV’s audit reveals 


inaccuracies or a violation of any provision of this Agreement, said violation or inaccuracies may be 
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considered a material breach under paragraph 12 of the Agreement.    If the Requestor does not 


have an office location in Massachusetts, upon request, the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


B. Data Retention/Audit For eServices Portal, Business Portal and Businesses using a 3rd Party: 


The eServices Portal, Business Portal Requestor and/or businesses using a 3rd Party Vendor shall at 


all times adhere to the data retention and destruction requirements of M.G.L. Chapter 93I and the 


Massachusetts Public Records Law.  Any data obtained from the RMV shall be shredded, destroyed 


or disposed of in compliance with Chapter 93I after its business purpose has expired.   The RMV 


may track and audit all business transactions.   The RMV may in its sole discretion require the 


requestor to explain and/or demonstrate its legitimate business purpose or permitted use for 


accessing the RMV’s data for any particular transaction.  Failure by the Requestor to do so may 


constitute a material breach under paragraph 12 of this Agreement.  If the Requestor does not 


have an office location in Massachusetts, upon request the Requestor will forward all records to 


the RMV at the time and place designated by the RMV. 


10. Physical Security Of Data and Confidentiality:    The Requestor shall do the following: 


a. Ensure that RMV records are not visible to unauthorized individuals; 


b. Shred or deposit RMV records into a locked shredder container when no longer needed; 


c. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the 


DPPA.  Requestor may be liable for impermissible dissemination of personal information to 


any individual to whom the personal information pertains; 


d. Never misrepresent Requestor’s identity or make a false statement in connection with a 


request for personal information with the intention of obtaining said information in a 


manner not authorized under this Agreement or the DPPA; 


e. Never disseminate RMV records unless such dissemination is required by the Requestor’s job 


duties; 


f. Never use RMV records in the furtherance of an illegal act, including a violation of any 


criminal or civil laws;  


11. A. Background Checks For Requestors Who Receive Personal Information Contained in RMV 


Records and Data: 


a. Prior to permitting access to the RMV’s records and data, Requestor shall ensure through  


background checks that its employees, contractors and agents who have access to or who 


may view RMV data have not been convicted of a felony involving violence, dishonesty, 


deceit or indecency.   A Requestor’s employee, contractor or agent who has been convicted 


of such a felony shall not be qualified to access RMV data or view its data. For eServices 


Portal Administrators a back ground check will be conducted by the RMV.  


b. For Requestors Who Select the Business Portal Option under Paragraph 3: The RMV shall 


conduct background checks to ensure that the proposed employee, contractor and agent 


who will have access to or who may view RMV data has not been convicted of a felony 


involving violence, dishonesty, deceit or indecency.   A Requestor’s employee, contractor or 


agent who has been convicted of such a felony shall not be authorized to access the RMV 


database or view its data.  
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12. Termination for Breach:  In addition to any termination of rights contained in this Agreement 


herein, the RMV may immediately terminate the Agreement and the Requestor’s access to RMV 


data at any time, if the RMV determines in the exercise of its sole discretion, that the Requestor 


engaged in a material violation of any term of this Agreement, the DPPA, M.G.L. c. 93H, Executive 


Order 504, or any other law pertaining to the privacy of motor vehicle records.  The RMV shall have 


no liability to the Requestor for terminating the Agreement under this provision.  


13. Right to Appeal:  The Requestor shall have the right to appeal the RMV’s decision to terminate 


Requestor’s access to RMV data pursuant to paragraph 12 above.  Appeals should be made in 


writing and should be addressed to the Registrar of Motor Vehicles (“Registrar”).  If no such appeal 


is made within 30 days of the termination, the termination shall be final.  If the Requestor files an 


appeal within said 30 days period, the Registrar shall review the RMV’s decision to terminate and 


shall make a final determination as to whether the terms of this Agreement were breached and, if 


so, whether the termination of access was appropriate.  In making the final determination, the 


Registrar may consider any documentation proffered by the Requestor evidencing affirmative steps 


taken to prevent similar violations of this Agreement.  The Registrar’s decision is final and 


dispositive and no further appeal process is available.  


14. 30 Day Termination:   Notwithstanding paragraph 5, this Agreement may be terminated by either 


party at any time upon thirty (30) days written notice. This agreement may be immediately 


terminated without advance notification upon any material breach of any covenant by either party, 


or if the performance of this Agreement by the RMV is made impossible or impractical, as 


determined in the sole reasonable judgment of the RMV, or if the requestor has not accessed the 


RMV’s data base for a period of ninety (90) days, by any order of any Court, or any action of the 


Legislature of the Commonwealth of Massachusetts.  Notice of termination shall be in writing 


signed by a duly-authorized representative of the terminating party and deposited with the United 


States Postal Service correctly addressed and postage prepaid. 


15. Indemnification:  The Requestor agrees to defend, hold harmless and indemnify the RMV, the 


Massachusetts Department of Transportation, the Commonwealth of Massachusetts and their 


employees and agents from any and all claims, actions, damages, or losses which may be brought 


or alleged against them for the negligent, improper, or unauthorized access, use or dissemination 


of the personal information contained in the RMV data.  The Requestor shall indemnify and hold 


harmless the Commonwealth of Massachusetts and the Massachusetts Department of 


Transportation, and the RMV against any liability, claim loss, damage or expense, of every nature 


and kind in law or equity, arising out of or in connection with any misuse or misappropriation of 


any RMV Data obtained from the RMV; any failure of the Requestor to comply with any applicable 


provisions of State or Federal laws or regulations regarding privacy of motor vehicle records or 


data; any failure to safeguard and limit access to the RMV Data as required herein; and/or any 


other acts or omissions of the Requestor or its employees or agents in connection with the 


performance, exercise, or enjoyment of this Agreement, including without limitation reasonable 


attorney’s fees and other costs of defending any such claim or action. The obligations under this 


paragraph shall survive the termination of this Agreement. 
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16. Non-Assignment:  The Requestor shall not assign or in any way transfer any interest in this 


Agreement. 


17. Non-Exclusivity:  The Requestor acknowledges that this Agreement is not an exclusive agreement.  


At its sole discretion the RMV may enter into agreements with other parties for the same or similar 


services as provided by this Agreement, on such terms and conditions as the RMV determines in its 


sole discretion.  


18. Warranty:  The RMV makes no representation or warranty, express or implied, with respect to the 


accuracy of any RMV Data from a source other than the RMV.  Therefore, except for acts or 


omissions that constitute gross negligence or willful misconduct by the Commonwealth of 


Massachusetts, the Massachusetts Department of Transportation, the RMV, their employees or 


agents, neither the Commonwealth of Massachusetts, the Massachusetts Department of 


Transportation, the RMV, or their employees or agents shall be liable to the Requestor for any 


costs, claims, liability, damages, expenses, lost production, or any other loss of any nature or kind, 


in law or equity, in connection with this Agreement, including but not limited to inaccurate, 


incomplete or unavailable RMV data. 


19. Litigation Notice:  The Requestor shall immediately notify the Office of the General Counsel at the 


Massachusetts Department of Transportation in the event that it is sued or litigation is filed 


concerning the Requestor’s use of RMV data. 


20. Notice of Data Breach:  The Requestor shall immediately notify the Chief Information Security 


Office for the Massachusetts Department of Transportation at InfoSecTeam@dot.state.ma.us in 


the event of a data breach or misuse of RMV data.  The Requestor is responsible for all notifications 


and remediation pursuant to M.G.L. Chapter 93H. 


21. Forum:  This agreement shall be construed under and governed by the laws and Executive Order 


504 of the Commonwealth of Massachusetts. 


22. Discrimination:  The Requestor shall not engage in any unlawful discrimination against any person 


based upon the RMV Data obtained pursuant to this Agreement, and the requestor agrees to 


comply with all applicable State and Federal laws, rules and regulations prohibiting discrimination 


in employment, including but not limit to 42 USC 12101, 28 CFR Part 35, 29 USC 791 et seq., 


Massachusetts General Laws Chapter 151 B and Chapter 272, §92A and §98 et seq. and Executive 


Orders 227, 237, and 246, or any amendments to such provisions. 


23. Severability Clause:  In the event that any provision in this agreement shall be or become invalid, 


illegal or unenforceable, the validity, legality and enforceability of the remaining provisions shall 


not in any way be affected or impaired thereby and such provision shall be ineffective only to the 


extent of such invalidity, illegality or unenforceability. 


24. Complete Instrument:  This Agreement constitutes the entire agreement of the parties and 


supersedes all other prior written or oral agreements between the parties with respect to subject 


matter hereof.  This Agreement may be changed, modified or amended at any time only by an 


instrument in writing, signed by duly authorized representatives of both parties hereto. 


25. Notice:  Notice required or permitted by this Agreement shall be addressed to the address(s) as 


maintained by the requestor on their company profile on the RMV eServices Portal or as follows: 


 



mailto:InfoSecTeam@dot.state.ma.us
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To the RMV:  


  MassDOT Registry of Motor Vehicles Division 


  RMV IS Security 


  25 Newport Avenue Extension  


  Quincy, MA  02171 


  RMVBusinessPartners@state.ma.us 


To the Requestor: (Print Business Name, Address and email address) 


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


  _______________________________________________________________________________  


 


Any party may change its address for the purposes of receipt of notices by providing written notice 


to the other party in accordance with this paragraph. 


26. Execution: This Agreement may be executed in one or more counterparts, each of which will be 


deemed to be an original copy of this Agreement and all of which, when taken together, will be 


deemed to constitute one and the same agreement. The facsimile, email or other electronically 


delivered signatures of the parties shall be deemed to constitute original signatures, and facsimile 


or electronic copies hereof shall be deemed to constitute duplicate originals 


IN WITNESS WHEREOF, the parties have hereto caused this instrument to be executed by their duly 


authorized officials or officers. 


 The Massachusetts Department  ____________________________________________ 


 Of Transportation, Registry of Motor Business Name 


 Vehicles Division 


 


 __________________________  ____________________________________________ 
 Authorized Official’s Signature  Authorized Official’s Signature  
 


 ____Registrar______________  ____________________________________________ 
Title     Title 


 _________________________  ____________________________________________ 
 Date     Date 
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RMV Business Partner Contact Form 
   


 


Date: ___________________________________  


Business Name 


Legal Business Name D.B.A. 


  


Business Owner FID: 


  


Mailing Address 


Street   City  State  Zip Code  


Email Phone # 


  


Reason for Access:  _________________________________________________________________________________________________________  


 _________________________________________________________________________________________________________________________  


Program Contact Information 


Program Contact (The person the RMV will contact regarding issues with the program) 


 


Email Phone # 


  


Legal Contact  


 


Email Phone # 


  


Financial Contact 


 


Email Phone # 


  


Technical Contact 


 


Email Phone # 


  


Security Contact Information 


Security Contact #1 


 


Email Phone # 


  


Security Contact #2 


 


Email Phone # 


  


Processing Entity (Only complete this section if you are using a third party processor to access RMV data) 


Processing Entity Name Contact Name 


  


Mailing Address 


Street    City  State  Zip Code  


Email Phone # 


  


Note: You are not required to have multiple contacts, the same person could fill multiple roles. 


Return form to: RmvBusinessPartners@state.ma.us   



mailto:RmvBusinessPartners@state.ma.us
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Business Partner User Request Form for Business 
Portal End Users  


Effective Date:  ________________________  


 


A. Business Information 


Type of agency Constable  Government Agency Municipality    Other:  _____________________________________________                                     


Legal Business Name DBA 


  


 FEIN:  


Business Mailing Address: 


Street    City  State  Zip Code  


 


 


Security Contact (please print clearly) Phone Email 


   


Security Contact Certification and Signature  


I, _______________________________, hereby certify the below named individual as a permitted user for this business.  


Security Contact Signature: ___________________________________________________  Date:  ____________________  


 


 


B. Service Type- Vehicle Information only 


Nature of request: New User  Change Access Roles   or Reactivate Access – To delete access email: RMV-DL-ISSecurity@state.ma.us 


 
 


C. End User Information 
End User Name 


 


Massachusetts License #  Last 4 Digits of Social Security Number  Non Mass Residents must attach a photo copy of state issued license or 
ID.               


User’s Business Mailing Address: 


Street    City  State  Zip Code  


User’s Email Address 


 


If you have the following information:    


ALARS ID:  _____________________ ATLAS ID::_______ _____________  Username or UAID:  ________________________________________   


 


Access Roles: Check all that applies Driver Basic Information  Vehicle Basic Information Driver Histories    Insurance Information 





 Non-Renew   Other:  _____________________________________________________________________________________________ 


 


Non-Renew Only:   Inquiry Only  or Inquiry with Update-List All Town Codes:  ______________________________________________ 


        Type of Marking:     Abandon/EZ Pass Excise     Parking    


 


 


*Note: Depending on your permitted use, you may not get access to all that is checked.  
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End User Must read this RMV System ID Policy 


Both RMV Systems ALARS and ATLAS stores personal and confidential data.  The Federal Driver Privacy Protection Act (DPPA) and the 


Massachusetts Identity Theft Act, G.L. c. 93H protects this information.   The DPPA broadly defines personal information as information that identifies 


an individual, including an individual’s photograph, social security number, driver identification number, name, address, telephone number, and 


medical or disability information.  Specifically excluded from the definition of personal information is information on vehicular accidents, driving 


violations, and driver’s status.   


You have been granted access to ATLAS and/or ALARS because your company is a permitted business partner allowed to access RMV records.  If 


you are not clear on the business purpose for which you may access the RMV data, talk to your manager/supervisor.  


You will be held personally responsible for all activity that occurs on your issued security credentials including: 


any  money collected (if applicable);  


the accuracy of any transaction performed                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                   


 any inquiry conducted  


All transactions are the official records of the RMV; they are recorded, stored, monitored and audited.  The RMV may in its sole discretion require you 


to explain and/or demonstrate the legitimate business purpose or permitted use for accessing the RMV’s data for any particular transaction.  


As the end user you will: 


1. Never divulge your password to anyone 


2. Only access the RMV data for business purposes. 


3. Never leave your computer unattended with the ATLAS or ALARS actively logged on. You must lock the computer or log off before leaving 


your computer unattended.  


4. Ensure that RMV records are not visible to unauthorized individuals; 


5. Shred or deposit RMV records into a locked shredder container when no longer needed; 


6. Never bring RMV records or use ATLAS/ALARS outside the workplace, unless required to perform your job duties. 


7. Never knowingly obtain, disclose or use RMV records for a purpose not permitted under the DPPA.  You may be liable for impermissible 


dissemination of personal information to any individual to whom the personal information pertains; 


8. Never misrepresent yourself or make a false statement in connection with a request for personal information with the intention of obtaining 


said information in a manner not authorized in your companies signed Agreement for Access to Records and Data Maintained by the 


Registry of Motor Vehicles or the DPPA; 


9. Never disseminate RMV records unless such dissemination is required by your specific job duties; 


10. Never use RMV records in the furtherance of an illegal act, including a violation of any criminal or civil laws;  


If you suspect your account has been compromised, contact the RMV IS Security at 857-368-7930 immediately.   


The RMV reserves the exclusive right to alter or amend this policy at any time.  


End User Affirmation and Signature  


I, _______________________________, agree and will abide by the policy described above.  Violation of this policy may be subjected to disciplinary 


actions, including termination of RMV access, criminal proceedings and/or fines per each violation. 


End User Signature: _________________________________________________________  Date:  _____________________  


Return BOTH pages of this form to: RmvBusinessPartners@state.ma.us  or mail to: 


MassDOT RMV-IS Security ● 25 Newport Avenue Ext. ● Quincy, MA  02171 


Security Administration Use Only 


Assigned System ID Password 


  


Date Received (MM/DD/YYYY) CMC Model Security 


  ‒   ‒        


ATLAS ID PWD ATLAS Group(s) 


   


24/Sat VPN: VPN Group 


   


Tr/Sent AC VPN requested: VPN Sent: 


             
 



mailto:RmvBusinessPartners@state.ma.us





Verizon Enterprise Solutions 


 
  
 


VPN SERVICE DESCRIPTION 


Commonwealth of Massachusetts – Business Partner 


 


April 16, 2015  Page 1 of 3 


The information contained in this statement of work is confidential and/or proprietary information intended only for the use of the 


individual or entity named in this document.  Copying, or distribution of this document is strictly prohibited. 


1 Overview 


Verizon Enterprise Solutions (VERIZON) will provide the Secure VPN Remote Access services for 
RMV Business Partners at the request of the Commonwealth of Massachusetts RMV.  This document 
will define the services that VERIZON will provide, and the responsibilities of VERIZON, the 
Customer and the Commonwealth of Massachusetts. 


The Services ordered hereunder are governed by the rates, terms and conditions of the existing 
Commonwealth of Massachusetts and Verizon statewide contract ITT46 (Tab - 4.1A VPN with UIS).  
A copy of these terms and conditions may be obtained at:  


http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricin
g/ (click “cost tables” once on the webpage) 


The Commonwealth of Massachusetts Point of Contact regarding this VPN Service shall be: 


  


MassDOT-RMV 


IS Security  
25 Newport Avenue Ext 


Quincy, MA 02171 


Phone: 857-368-7930 


2 Service Description 


This VPN service will allow RMV Business Partners remote access to MassDOT Registry of Motor 
Vehicles (RMV) Division applications using secure and encrypted VPN technology with 2 factor 
authentication. VPN users can establish secure VPN tunnels from remote end user computers to the 
Commonwealth network using the VPN software installed on the end user’s computer. As an RMV 
Business Partner, your access will be limited to the appropriate RMV applications only.    
 
The VPN service consists of: 
 


1. Verizon’s Universal Identity Service (UIS) – web based service that provides 2 factor 
authentication during logon to the VPN service 


2. Junos Pulse Client – software used for establishing a VPN connection 
 
The service may be used with any form of Internet Access, so long as a consistent IP address is 
assigned throughout the VPN session.  



http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/

http://www.verizonenterprise.com/solutions/public_sector/state_local/contracts/cwma/wireline/pricing/





Verizon Enterprise Solutions 
Customer:  The Commonwealth of Massachusetts 


Business Partner   
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3 Responsibilities 


Verizon Responsibilities 


 Set up all subscribers for services based upon authorization by the Commonwealth of 
Massachusetts - RMV.  


 Provide an Electronic Implementation Guide Kit that includes complete VPN installation 
documentation, and comprehensive helpdesk instructions to Business Partners.  


 Bill the business partner directly 


 Provide Tier 1 & Tier 2 VPN helpdesk  


Commonwealth Responsibilities 


 Troubleshoot and support application-related issues for Business Partners 


 Forward VPN Service Order  to Verizon and request VPN Service creation 


Business Partner Responsibilities 


 Complete and return VPN Service Order to MassDOT-RMV contact.   


 For each VPN user, install Junos Pulse VPN software on a personal computer and complete 
enrollment in Verizon’s Universal Identity Service (UIS). 


 Obtain Internet Access Service  


 Provide accurate billing information to Verizon 


 At the time of installation, ensure the network is stable and free of known problems.  Any 
unresolved problems shall be identified prior to the start of work. 


4 Cost 


Service is billed monthly. RMV Business Partner will be billed for services below. Payments must be 
made in accordance with the terms and conditions of the Commonwealth ITT46 Terms and 
Conditions. 
 


 VPN Access 


 VPN Help Desk  
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Customer:  The Commonwealth of Massachusetts 


Business Partner   
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5 VPN Help Desk 


Verizon provides Business Partners with Help Desk support for their end-users, to assist with 
deployment of and individual support for the Verizon VPN Service client software. 


All Tier 1 Help Desk calls are answered by a touch-tone menu system to facilitate quick connection to 
the appropriate Verizon VPN Service support staff.  The Help Desk service can be reached by a toll-
free number.  Use of the toll-free number is restricted to callers within the continental United States.  


 


Hours of Operation 


 


Tier 1 - End-User Support for VPN Client Installation & Troubleshooting 


Seven (7) days per week, 24-hours per day – live technicians on duty 


 


Tier 2 - Client SW & Network Administration Support for Authorized Customer 
Technical Contacts Only 


Monday – Friday (5) days per week, 8-hours per day – live technicians on duty 


 


Scope of Support 


 
This service assumes the user has working internet access before the VPN software is installed. The 
help desk will refer the user to their agency Information Technology staff or the hardware 
manufacturer for firmware updates or the atypical internet access problem that cannot be resolved 
quickly. 
 


Verizon Universal Identity Service – The Help Desk will provide support for the VPN user’s 
Verizon Universal Identity Service (UIS) Account. Help Desk personnel will assist with any issues 
encountered during initial enrollment in UIS. They will reset user passwords is required. 


 


Junos Pulse Client Software – The Help Desk will provide installation support for the VPN Junos 
Pulse Client software.  Help Desk personnel will recommend backup of the system registry before 
installation, and provide users with assistance if it is requested.  Help Desk agents will provide 
guidance on the VPN Client’s User Interface, and will perform basic troubleshooting, via telephone, 
of VPN connectivity to the Commonwealth sites.  The help desk will support only the current release 
of the Verizon VPN Service Client software or upgrades to the current release. 







RMV Verizon VPN Order Form 4-14-2015 


Verizon Enterprise Solutions Group 
Virtual Private Networking (VPN) Service Fees 


Service Order for Commonwealth of Massachusetts  
MassDOT Registry Division--Business Partners 


 


 Create New Account     Cancel Account     Change Contact Info  
 
          Account creation, cancellation and changes must be approved and confirmed by the RMV.    


 
 


Account Number:   _____________________________ (Leave Blank if Unknown) 


 
Company Name:  _________________________________________________________________ 
  
Billing Address:  _________________________________________________________________ 
                                     
Company Contact:  ____________________________  Telephone #:  _________________________ 
 
Company Contact email:  ___________________________   
 
 


Number 
Of Users 


Monthly Unit Price 
per user 


Product Total 
Monthly 
Price 


One-Time Set-up  
Costs per user 
 


 $  13.86 VPN Service with Verizon 
Universal ID (UIS), Junos 
Pulse and VPN Help Desk  


 $  4.00 


 
This order is placed under and governed by the terms and conditions of ITT46 the contract between the 
Commonwealth of Massachusetts and Verizon which can be found on cwma.verizon.com.  By signing this 
document you are placing an order under the contract and represent that you are authorized to do so.   
Billing for VPN services will begin the first of the following month.  Please allow 2-3 billing cycles for all 
cancellations of service. VPN access can and will be terminated due to non-payment. 
  


 
____________________________________________  __________________ 
Authorized Signature       Date 
 
____________________________________________                                      
Print Name                                                                                                            
 
RMV Use Only:  


 
 
RMV Approval:___________________________ Date:________  
 
Billing Code Assignment: __________ 
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Verizon is responsible for providing to you. No need to return these pages.
 
Complete & submit the documents to RmvBusinessPartners@state.ma.us  or mail to: RMV IS
Security, 25 Newport Avenue Ext, Quincy, MA   02171.   
 
With access to two systems, there will be two forms of training. 

1)      For ATLAS training, you must complete the computer based training by clicking
on this link:  http://atlas.massrmv.com/Constables.aspx

2)      For ALARS training, you must attend a training class in person before you are given
credentials to log into the VPN/ALARS.  We will contact you when a class is available. 

 
For ATLAS (Driver Information) you will be sent an email from RMV-DL-ISSecurity@state.ma.us
with your ATLAS credentials.  
For ALARS (Vehicle Information) you will receive an email from MassIT-VPN@betrusted.net to
register for the VPN and download the Junos Software.
Please make sure these email addresses are not blocked or added to your delete/spam/junk folders. 
 
If you should have any questions, please contact IS Security at (857)368-7930.
 



From: McGonagle, Corinne (DOT)
To: Ogilvie, Colleen (DOT)
Subject: FW: Federal Public Defender Office - ALARS access
Date: Thursday, December 28, 2017 5:02:15 PM

 
 

From: Armistead, Tedford (DOT) 
Sent: Monday, October 23, 2017 10:41 AM
To: 'Kevin Rickel' <Kevin_Rickel@fd.org>; Goodman, Ben (DOT)
<ben.goodman@massmail.state.ma.us>; McGonagle, Corinne (DOT)
<Corinne.McGonagle@dot.state.ma.us>; Foley, Karyn (DOT) <karyn.foley@massmail.state.ma.us>
Cc: George Mcferrin <George_Mcferrin@fd.org>; Winn Albee <Winn_Albee@fd.org>
Subject: RE: Federal Public Defender Office - ALARS access
 
Kevin;
 
Thank you for sending this along. 
 
From the list below, it looks as if you are accessing both license information (e.g. ULP, LI, LH, LTH)
and vehicle information (e.g. URI, URSR, URN). 
 
As of March 26, 2018 - the driver license based information will be accessed via the new Atlas portal
while vehicle registration information will still be accessed in the current method via ALARS.   The
need to access both systems will be eliminated when in the second release, Atlas takes over
processing of the vehicle side of the house (November/2019).
 
We have captured your need to be provided portal access and to receive training in the Feb-
Mar/2018 timeframe.
 
We have noted your request to have access to the individuals photo in your Atlas inquiry.
 
Please reach out if you have any questions or concerns.
 
Tedford
 
 
Tedford Armistead
Atlas Interfaces

 
 

From: Kevin Rickel [mailto:Kevin_Rickel@fd.org] 
Sent: Friday, October 20, 2017 12:13 PM
To: Armistead, Tedford (DOT) <Tedford.Armistead@dot.state.ma.us>; Goodman, Ben (DOT)
<ben.goodman@massmail.state.ma.us>; McGonagle, Corinne (DOT)
<Corinne.McGonagle@dot.state.ma.us>; Foley, Karyn (DOT) <karyn.foley@massmail.state.ma.us>



Cc: George Mcferrin <George_Mcferrin@fd.org>; Winn Albee <Winn_Albee@fd.org>
Subject: Federal Public Defender Office - ALARS access
 

The information below is in reference to the 10/18/17 conference call with the Federal Public Defender
Office, to clarify what access this office current has through the ALARS system.   

The following list of screens may not be a list of every screen this office has been given access to, but it
would cover the screens that are typically used: 

1.  ULP  - Person Name Scroll

2.  LI - License Inquiry Screen 

3.  URSN - Registration / VIN Owner Scroll Screen

4.  URI - Registration / Title Inquiry Screen

5.  USH - Driving History

6.  LACH - License Address Change History

7.  LTH - License Transaction History

8.  LH - License History Screen

9.  URSR - Registration Scroll by Registration

10. URN - UMS Registration Scroll

11.  NRL - Nonrenew Display Tickets for License 

12.  NRR - Nonrenew Display Tickets for Registration 

13.  URVN -  NADA Value Guide Inquiry

14. LNS - Social Security Number Scroll

-This office currently has access to driver license photos through the DCJIS computer system, and we
would request access through the Atlas system, when available.    Attached to this email is a letter from
DCJIS which recognizes this office as a criminal justice agency, and confirms our access to CORI.   

- Also, this office currently has access to social security numbers provided through ALARS.  

If you have any questions, please feel free to contact me via email or at 617-223-8061.   

(See attached file: DCJIS cori ltr.PDF)

_______________________________________________
Kevin Rickel, Investigator



Federal Public Defender Office
51 Sleeper Street, 5th Floor
Boston, MA 02210
Phone: 617-223-8061
FAX     : 617-223-8080



From: Armistead, Tedford (DOT)
To: "Kevin Rickel"; Goodman, Ben (DOT); McGonagle, Corinne (DOT); Foley, Karyn (DOT)
Cc: George Mcferrin; Winn Albee
Subject: RE: Federal Public Defender Office - ALARS access
Date: Monday, October 23, 2017 10:44:30 AM

Kevin;
 
Thank you for sending this along. 
 
From the list below, it looks as if you are accessing both license information (e.g. ULP, LI, LH, LTH)
and vehicle information (e.g. URI, URSR, URN). 
 
As of March 26, 2018 - the driver license based information will be accessed via the new Atlas portal
while vehicle registration information will still be accessed in the current method via ALARS.   The
need to access both systems will be eliminated when in the second release, Atlas takes over
processing of the vehicle side of the house (November/2019).
 
We have captured your need to be provided portal access and to receive training in the Feb-
Mar/2018 timeframe.
 
We have noted your request to have access to the individuals photo in your Atlas inquiry.
 
Please reach out if you have any questions or concerns.
 
Tedford
 
 
Tedford Armistead
Atlas Interfaces

 
 

From: Kevin Rickel [mailto:Kevin_Rickel@fd.org] 
Sent: Friday, October 20, 2017 12:13 PM
To: Armistead, Tedford (DOT) <Tedford.Armistead@dot.state.ma.us>; Goodman, Ben (DOT)
<ben.goodman@massmail.state.ma.us>; McGonagle, Corinne (DOT)
<Corinne.McGonagle@dot.state.ma.us>; Foley, Karyn (DOT) <karyn.foley@massmail.state.ma.us>
Cc: George Mcferrin <George_Mcferrin@fd.org>; Winn Albee <Winn_Albee@fd.org>
Subject: Federal Public Defender Office - ALARS access
 

The information below is in reference to the 10/18/17 conference call with the Federal Public Defender
Office, to clarify what access this office current has through the ALARS system.   

The following list of screens may not be a list of every screen this office has been given access to, but it
would cover the screens that are typically used: 

1.  ULP  - Person Name Scroll



2.  LI - License Inquiry Screen 

3.  URSN - Registration / VIN Owner Scroll Screen

4.  URI - Registration / Title Inquiry Screen

5.  USH - Driving History

6.  LACH - License Address Change History

7.  LTH - License Transaction History

8.  LH - License History Screen

9.  URSR - Registration Scroll by Registration

10. URN - UMS Registration Scroll

11.  NRL - Nonrenew Display Tickets for License 

12.  NRR - Nonrenew Display Tickets for Registration 

13.  URVN -  NADA Value Guide Inquiry

14. LNS - Social Security Number Scroll

-This office currently has access to driver license photos through the DCJIS computer system, and we
would request access through the Atlas system, when available.    Attached to this email is a letter from
DCJIS which recognizes this office as a criminal justice agency, and confirms our access to CORI.   

- Also, this office currently has access to social security numbers provided through ALARS.  

If you have any questions, please feel free to contact me via email or at 617-223-8061.   

(See attached file: DCJIS cori ltr.PDF)

_______________________________________________
Kevin Rickel, Investigator
Federal Public Defender Office
51 Sleeper Street, 5th Floor
Boston, MA 02210
Phone: 617-223-8061
FAX     : 617-223-8080



From: McVey, William (DOT)
To: Berke, Jean (DOT)
Cc: Weinberger, Marjorie (DOT)
Subject: FW: Emailing: 677285.pdf
Date: Monday, July 11, 2016 3:07:29 PM

Jean & Marje:
 
FYI.    Sounds to me like MA will not be allowing the FBI to access our facial image
database.  Is that what you get?    
From: Lavoie, Sara (DOT) 
Sent: Monday, July 11, 2016 2:15 PM
To: McVey, William (DOT)
Subject: RE: Emailing: 677285.pdf
 
We read through this recently and would tend to have the same line of thinking/response as Mr.
Craddock in Rhode Island………………
 

From: McVey, William (DOT) 
Sent: Monday, July 11, 2016 12:18 PM
To: Lavoie, Sara (DOT)
Subject: Emailing: 677285.pdf
 
Sara:
 
Here is the 76 page GAO Report on Facial Recognition Technology as applicable to
the FBI.  See Appendix III on p. 50  (State’s Partnered with the FBI’s Facial Analysis
Unit (FACE)) and also see the colored map on p. 51 to identify the states with
agreements with the FBI and those in “negotiations” with it.



From: McVey, William (DOT)
To: Lavoie, Sara (DOT)
Subject: Emailing: 677285.pdf
Date: Monday, July 11, 2016 12:17:50 PM
Attachments: 677285.pdf

Sara:
 
Here is the 76 page GAO Report on Facial Recognition Technology as applicable to
the FBI.  See Appendix III on p. 50  (State’s Partnered with the FBI’s Facial Analysis
Unit (FACE)) and also see the colored map on p. 51 to identify the states with
agreements with the FBI and those in “negotiations” with it.
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FACE RECOGNITION TECHNOLOGY 
FBI Should Better Ensure Privacy and Accuracy 


What GAO Found 
The Department of Justice’s (DOJ) Federal Bureau of Investigation (FBI) 
operates the Next Generation Identification-Interstate Photo System (NGI-IPS)— 
a face recognition service that allows law enforcement agencies to search a 
database of over 30 million photos to support criminal investigations. NGI-IPS 
users include the FBI and selected state and local law enforcement agencies, 
which can submit search requests to help identify an unknown person using, for 
example, a photo from a surveillance camera. When a state or local agency 
submits such a photo, NGI-IPS uses an automated process to return a list of 2 to 
50 possible candidate photos from the database, depending on the user’s 
specification. As of December 2015, the FBI has agreements with 7 states to 
search NGI-IPS, and is working with more states to grant access. In addition to 
the NGI-IPS, the FBI has an internal unit called Facial Analysis, Comparison and 
Evaluation (FACE) Services that provides face recognition capabilities, among 
other things, to support active FBI investigations. FACE Services not only has 
access to NGI-IPS, but can search or request to search databases owned by the 
Departments of State and Defense and 16 states, which use their own face 
recognition systems. Biometric analysts manually review photos before returning 
at most the top 1 or 2 photos as investigative leads to FBI agents. 


DOJ developed a privacy impact assessment (PIA) of NGI-IPS in 2008, as 
required under the E-Government Act whenever agencies develop technologies 
that collect personal information. However, the FBI did not update the NGI-IPS 
PIA in a timely manner when the system underwent significant changes or 
publish a PIA for FACE Services before that unit began supporting FBI agents. 
DOJ ultimately approved PIAs for NGI-IPS and FACE Services in September 
and May 2015, respectively. The timely publishing of PIAs would provide the 
public with greater assurance that the FBI is evaluating risks to privacy when 
implementing systems.  Similarly, NGI-IPS has been in place since 2011, but 
DOJ did not publish a System of Records Notice (SORN) that addresses the 
FBI’s use of face recognition capabilities, as required by law, until May 5, 2016, 
after completion of GAO’s review. The timely publishing of a SORN would 
improve the public’s understanding of how NGI uses and protects personal 
information.    


Prior to deploying NGI-IPS, the FBI conducted limited testing to evaluate whether 
face recognition searches returned matches to persons in the database (the 
detection rate) within a candidate list of 50, but has not assessed how often 
errors occur.  FBI officials stated that they do not know, and have not tested, the 
detection rate for candidate list sizes smaller than 50, which users sometimes 
request from the FBI. By conducting tests to verify that NGI-IPS is accurate for 
all allowable candidate list sizes, the FBI would have more reasonable 
assurance that NGI-IPS provides leads that help enhance, rather than hinder, 
criminal investigations. Additionally, the FBI has not taken steps to determine 
whether the face recognition systems used by external partners, such as states 
and federal agencies, are sufficiently accurate for use by FACE Services to 
support FBI investigations. By taking such steps, the FBI could better ensure the 
data received from external partners is sufficiently accurate and do not 
unnecessarily include photos of innocent people as investigative leads
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Why GAO Did This Study 
Technology advancements have 
increased the overall accuracy of 
automated face recognition over the 
past few decades. According to the 
FBI, this technology can help law 
enforcement agencies identify 
criminals in their investigations.  


GAO was asked to review the FBI’s 
use of face recognition technology. 
This report examines: 1) the FBI’s face 
recognition capabilities; and the 
extents to which 2) the FBI’s use of 
face recognition adhered to privacy 
laws and policies and 3) the FBI 
assessed the accuracy of these 
capabilities.  


To address these questions, GAO 
reviewed federal privacy laws, FBI 
policies, operating manuals, and other 
documentation on its face recognition 
capability. GAO interviewed officials 
from the FBI and other federal and two 
state agencies that coordinate with the 
FBI on face recognition. 


What GAO Recommends 
GAO is making six recommendations, 
including, that the Attorney General 
determine why PIAs and a SORN were 
not published as required and 
implement corrective actions, and for 
the FBI director to conduct tests to 
verify that NGI-IPS is accurate and 
take steps to determine whether 
systems used by external partners are 
sufficiently accurate for FBI’s use. DOJ 
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441 G St. N.W. 
Washington, DC 20548 


May 16, 2016 


The Honorable Al Franken 
Ranking Member 
Subcommittee on Privacy, Technology and the Law 
Committee on the Judiciary 
United States Senate 


Dear Senator Franken: 


Of all the technologies used to identify people based on their biological 
and behavioral characteristics, face recognition most closely mimics how 
people identify others: by scrutinizing their face. What is an effortless skill 
in humans has proven difficult to replicate in machines, but computer and 
technology advancements over the past few decades have increased the 
overall accuracy of automated face recognition. According to the Federal 
Bureau of Investigation (FBI), these advancements in face recognition 
technology can help law enforcement agencies identify criminals in 
federal, state and local investigations. For example, the FBI and one of its 
state partners used face recognition in June 2015 to help identify a sex 
offender who had been a fugitive for nearly 20 years. The FBI’s Criminal 
Justice Information Services (CJIS) Division is responsible for developing 
and implementing the Bureau’s face recognition capabilities, and has 
spent about $55 million on these efforts since 2010. 


As the law enforcement community adopts face recognition technology 
for investigative purposes, academics and privacy advocates have 
questioned whether it is sufficiently accurate for this use. In addition, the 
use of face recognition technology raises concerns regarding the 
protection of privacy and individual civil liberties. For example, the 
Electronic Frontier Foundation—a privacy advocate—raised concerns in 
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2012 that face recognition technology could allow for covert, remote, and 
mass capture and identification of images.
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As we reported in July 2015, for commercial uses of face recognition, 
federal laws do not fully address key privacy issues such as the 
circumstances under which the technology may be used.2 However, 
several statutory requirements govern the protection of personal 
information by federal agencies, including the FBI’s use of face images. 
For example, the Privacy Act of 1974 places limitations on agencies’ 
collection, disclosure, and use of personal information maintained in 
systems of records.3 The Privacy Act requires agencies to publish a 
notice—known as a System of Records Notice (SORN)—in the Federal 
Register identifying, among other things, the categories of individuals 
whose information is in the system of records, and the type of data 
collected.4 Also, the E-Government Act of 2002 requires agencies to 
conduct Privacy Impact Assessments (PIA) that analyze how personal 
information is collected, stored, shared, and managed in a federal 
system.5 Agencies are required to make their PIAs publicly available if 
practicable. 


You asked us to review the FBI’s use of face recognition technology. This 
report addresses the following questions: (1) What are the FBI’s face 
recognition capabilities? (2) To what extent has FBI’s use of face 
recognition adhered to laws and policies related to privacy? (3) To what 
extent does the FBI assess the accuracy of its face recognition 
capabilities? 


                                                                                                                       
1What Facial Recognition Technology Means for Privacy and Civil Liberties: Hearing 
Before the Subcommittee on Privacy, Technology and the Law of the Senate Committee 
on the Judiciary, 112th Cong. 24 (2012) (statement of Jennifer Lynch, Staff Attorney, 
Electronic Frontier Foundation). The Electronic Frontier Foundation is an advocacy 
organization that focuses on issues related to privacy, free speech online, surveillance, 
and technology. 
2See GAO, Facial Recognition Technology: Commercial Uses, Privacy Issues, and 
Applicable Federal Law, GAO-15-621 (Washington, D.C.: July 30, 2015).  
3A system of record is defined by the Privacy Act of 1974 as a group of records containing 
personal information under the control of any agency from which information is retrieved 
by the name of an individual or by an individual identifier. Pub. L. No. 93-579 (Dec. 31, 
1974), as amended; 5 U.S.C. 552a(a)(4)(5). 
45 U.S.C. 552a(e)(4)(B).  
5Sec. 208(b), Pub. L. No. 107-347 (Dec. 17, 2002); 44 U.S.C. 3501 note. 
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To address the first question, we reviewed FBI documentation describing 
the FBI’s face recognition technology capabilities, including an 
implementation guide, operating manual, and memorandums of 
understanding (MOUs) between the FBI and its federal and selected state 
partners. We reviewed these documents in order to understand, among 
other things, the FBI’s face recognition capabilities used for criminal 
investigations and how the FBI and its partners conduct face recognition 
searches. Further, we visited the CJIS facility in West Virginia to observe 
a demonstration of FBI’s face recognition capabilities. To better 
understand how the FBI coordinates with federal and state partners and 
how these partners’ face recognition databases are populated and 
maintained, we interviewed Department of State (State), Department of 
Defense (DOD), Michigan, and Texas officials responsible for 
coordinating with the FBI’s face recognition officials. We selected DOD 
and State because these are the only federal agencies with face 
recognition MOUs with the FBI. We selected Michigan and Texas 
because both states had agreements with the FBI that covered multiple 
face recognition capabilities.
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To address the second question, we identified and reviewed privacy 
protections under federal law, including the Privacy Act of 1974, the E-
Government Act of 2002, and Office of Management and Budget 
guidance to determine DOJ and FBI statutory responsibilities related to 
protecting privacy of personal information in the FBI’s use of face 
recognition technology. We reviewed and evaluated DOJ policies and 
guidance to better understand DOJ’s privacy structure and identify its PIA 
and SORN development and review process.7 In addition, we analyzed 
the FBI’s published PIAs and SORNs to determine what the FBI has 
disclosed to the public regarding the personal information collected for its 
face recognition capabilities and how it uses the data. We assessed the 
relevant FBI public notices and disclosures published from 1999 through 


                                                                                                                       
6Michigan, New Mexico, and Texas were the only states that had agreements with the FBI 
that covered both FBI face recognition capabilities at the time of their selection. Selecting 
Michigan and Texas offered some geographic dispersion. While these selections are not 
generalizable to other states, we believe they provide important context into face 
recognition capabilities at the state level. 
7Department of Justice (DOJ), DOJ Order 0601: Privacy and Civil Liberties (Washington, 
D.C.: Feb. 2014); DOJ Office of Privacy and Civil Liberties, Senior Component Official on 
Privacy Manual, Spring 2014 (Washington, D.C.: June 2014); and DOJ Office of Privacy 
and Civil Liberties, Privacy Impact Assessments Official Guidance (Washington, D.C: Mar. 
2012). 







 
 
 
 
 


2015 against legal and policy requirements as well as the Fair Information 
Practice Principles.
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8 Further, we analyzed FBI’s policies and mechanisms 
of oversight of its face recognition services concerning privacy, such as 
audit reports, and compared them to Standards for Internal Control in the 
Federal Government and the Fair Information Practice Principles to 
determine the extent to which the FBI oversees adherence to its privacy 
policies.9 


To address the third question, we assessed the FBI’s face recognition 
test results for accuracy against the testing requirements in the FBI’s 
Information Technology Life Cycle Management Directive and face 
recognition literature developed by the National Science and Technology 
Council and the National Institute of Standards and Technology.10 
Further, we compared the FBI’s efforts to conduct operational 
assessments on its face recognition capability to the FBI, DOJ, and Office 
of Management and Budget guidance—such as the FBI Information 
Technology Life Cycle Management Directive—and draft testing 
guidelines established by the Facial Identification Scientific Working 
Group.11 Further, we reviewed MOUs between the FBI and external 
partners to determine the extent to which the MOUs addressed accuracy 
of the face recognition technologies these partners use and the data they 
provide to the FBI. We compared the FBI’s efforts to assess the accuracy 


                                                                                                                       
8For purposes of this review, we used the eight Fair Information Practice Principles 
developed by the U.S. Department of Homeland Security, which are discussed later in this 
report.  
9GAO, Internal Control: Standards for Internal Control in the Federal Government, 
GAO/AIMD-00-21.3.1 (Washington, D.C.: Nov. 1999).  
10See FBI, FBI Information Technology Life Cycle Management Directive, version 3.0 
(Aug. 19, 2005), DOJ, Systems Development Life Cycle Guidance (Jan. 2003), OMB, 
Circular No. A-11, Planning, Budgeting, and Acquisition of Capital Assets, V 3.0 (2015), 
and National Institute of Standards and Technology, Face Recognition Vendor Test: NIST 
Interagency Report 8009 (May 26, 2014) and National Science and Technology Council, 
Biometrics Frequently Asked Questions (Sept. 7, 2006). 
11Facial Identification Scientific Working Group, draft, Understanding and Testing for Face 
Recognition Systems Operation Assurance, version 1.0 (Washington, D.C.: Aug. 15, 
2014). Established by the FBI in 2009, the Facial Identification Scientific Working Group’s 
mission is to develop consensus standards, guidelines, and best practices for the 
discipline of image-based comparisons of human features, primarily face, as well as to 
provide recommendations for research and development activities necessary to advance 
the state of science in this field. Participants include representatives from federal, state, 
local, and international agencies, as well as scientists, practitioners, and persons from the 
research and academic communities. 



http://www.gao.gov/products/GAO/AIMD-00-21.3.1





 
 
 
 
 


of the face recognition services operated by external partners to 
Standards for Internal Controls in the Federal Government.
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12 Further, we 
assessed these efforts against the Fair Information Practice Principles. To 
learn more about how the FBI assesses its face recognition capability and 
the external systems it has access to for accuracy, we interviewed 
officials from Michigan, Texas, DOD and State. 


To address all three objectives, we interviewed DOJ and FBI officials, 
including FBI Headquarters, CJIS, the FBI’s Privacy and Civil Liberties 
Unit, and DOJ’s Office on Privacy and Civil Liberties (OPCL). 


We conducted this performance audit from January 2015 to May 2016 in 
accordance with generally accepted government auditing standards. 
Those standards require that we plan and perform the audit to obtain 
sufficient, appropriate evidence to provide a reasonable basis for our 
findings and conclusions based on our audit objectives. We believe that 
the evidence obtained provides a reasonable basis for our findings and 
conclusions based on our audit objectives. For more information on our 
scope and methodology, see appendix I. 


 
 


 
Biometrics is the automated recognition of individuals based on their 
biological and behavioral characteristics. Technologies have been 
developed to identify people using biometrics, such as their faces, 
fingerprints, eye retinas and gait, among other things. Face recognition 
technology can perform several functions, including the face comparison 
of an unknown person against a database of known persons.13 
Performing this face comparison generally consists of two processes, an 
enrollment process and a matching process. During enrollment, a known 
person’s photo is processed by the face recognition technology and 
stored with biographic information in the reference database of known 
persons. During matching, a photo of an unknown person (often called a 
probe photo) is processed by the face recognition technology and 


                                                                                                                       
12GAO/AIMD-00-21.3.1.  
13For the purposes of this report, face recognition technology is one component of a face 
recognition system, which includes hardware, software, and a database of stored images.  


Background 


How Face Recognition 
Technology Works 
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compared against all other photos in the database of known persons.
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14 If 
the technology determines that two photos are sufficiently similar, then 
they will be returned as a likely match. One or more likely matches may 
be identified and a list of best-matched photos will be generated by the 
technology, as shown in figure 1. On the other hand, depending on the 
technology’s configuration, the system could return no matches if no 
photos are found to be sufficiently similar. 


Figure 1: Face Recognition Enrollment and Matching Process 


 
Several companies offer face recognition technologies. Because each 
company has its own proprietary techniques for extracting the distinctive 
features from a face photo and determining whether two photos are a 
likely match, the ability of these technologies to accurately perform face 
comparisons will vary. The accuracy of face recognition systems is often 
characterized by two metrics – the detection rate (how often the 
technology generates a match when the person is in the database) and 
the false positive rate (how often the technology incorrectly generates a 
match to a person in the database). Matching errors can be caused not 


                                                                                                                       
14Specifically, the technology extracts features from the faces and puts them into a 
format—often referred to as a faceprint—that can be used for verification, among other 
things. Once the faceprint has been created, the technology can use a face recognition 
algorithm to compare the faceprints against each other to produce a single score value 
that represents the degree of similarity between the two faces.  







 
 
 
 
 


only by the quality of a company’s face recognition technology, but also 
by the quality of the photos used in the matching process. 


 
For decades, fingerprint analysis has been the most widely used 
biometric technology for positively identifying arrestees and linking them 
with any previous criminal record. In July 1999, the FBI implemented the 
Integrated Automated Fingerprint Identification System (IAFIS)—a 
national, computerized system for storing, comparing, and exchanging 
fingerprint data in a digital format—which reduced fingerprint submission 
and processing times from weeks (or longer) to hours. To populate IAFIS, 
copies of fingerprints taken as a result of an arrest at the local or state 
level were submitted to the state’s central repository, which, in turn, were 
forwarded to the FBI for entry into IAFIS. Federal arresting law 
enforcement agencies also captured the fingerprints and personal 
identifiers of an individual taken into custody and submitted the 
information to the FBI. 


Beginning in 2010, the FBI began incrementally replacing IAFIS with Next 
Generation Identification (NGI) at an estimated cost of $1.2 billion.
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15 NGI 
was not only to include fingerprint data from IAFIS and biographic data, 
but also to provide new functionality and improve existing capabilities by 
incorporating advancements in biometrics, such as face recognition 
technology. As part of the fourth of six increments, the FBI updated the 
Interstate Photo System (IPS) to provide a face recognition service that 
allows law enforcement agencies to search a database of criminal photos 
that accompanied a fingerprint submission using a probe photo.16 The FBI 
began a pilot of NGI-IPS in December 2011, which became fully 
operational in April 2015. 


 
Federal agency collection and use of personal information, including face 
images, is governed primarily by two laws: the Privacy Act of 197417 and 


                                                                                                                       
15The FBI expects to complete the last NGI increment by 2017. 
16When the FBI implemented IAFIS in 1999, CJIS began storing mugshots submitted with 
fingerprints in a photo database and also digitized all previously submitted hardcopy 
mugshots. However, until NGI, users could only search for photos using the person’s 
name or unique FBI number. 
17Pub. L. No. 93-579 (Dec. 31, 1974), as amended; 5 U.S.C. 552a. 
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the privacy provisions of the E-Government Act of 2002.
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18 The Privacy 
Act places limitations on agencies’ collection, disclosure, and use of 
personal information maintained in systems of records. The Privacy Act 
requires that when agencies establish or make changes to a system of 
records, they must notify the public through a SORN in the Federal 
Register. According to OMB guidance, the purposes of the notice are to 
inform the public of the existence of systems of records; the kinds of 
information maintained; the kinds of individuals on whom information is 
maintained; the purposes for which they are used; and how individuals 
can exercise their rights under the Act.19 Further, the E-Government Act 
of 2002 requires that agencies conduct PIAs before developing or 
procuring information technology (or initiating a new collection of 
information) that collects, maintains, or disseminates personal 
information. The assessment helps agencies examine the risks and 
effects on individual privacy and evaluate protections and alternative 
processes for handling information to mitigate potential privacy risks. 
OMB guidance also requires agencies to perform and update PIAs as 
necessary where a system change creates new privacy risks, for 
example, when the adoption or alteration of business processes results in 
personal information in government databases being merged, centralized, 
matched with other databases or otherwise significantly manipulated.20 


DOJ privacy policies also govern the FBI’s use of face recognition 
technology. For example, it is DOJ’s policy to follow the Fair Information 
Practices Principles, which provide a framework for balancing the need 
for privacy with other public policy interests, such as national security and 
law enforcement.21 The U.S. Department of Homeland Security has 


                                                                                                                       
18Sec. 208(b), Pub. L. No. 107-347 (Dec. 17, 2002); 44 U.S.C. 3501 note.  
19OMB, Privacy Act Implementation: Guidelines and Responsibilities, 40 FR 28948, 28962 
(July 9, 1975). 
20M-03-22, OMB Guidance for Implementing the Privacy Provisions of the E-Government 
Act of 2002 (Sept. 26, 2003). 
21Department of Justice, Privacy and Civil Liberties, DOJ Order 0601, Feb. 6, 2014. The 
Fair Information Practices Principles, which form the basis of the Privacy Act, were first 
proposed in 1973 by a U.S. government advisory committee as a set of principles for 
protecting the privacy and security of personal information. Since that time, these have 
been widely adopted as a benchmark for evaluating the adequacy of privacy protections. 
The Fair Information Practice Principles are not precise legal requirements.  







 
 
 
 
 


developed a version of these principles that the FBI’s Biometric Center of 
Excellence references (see table 1).
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Table 1: U.S. Department of Homeland Security Fair Information Practices Principles 


Principle  Description  
Transparency The department should be transparent and provide notice to the individual regarding its collection, 


use, dissemination, and maintenance of personal information. 
Individual participation The department should involve the individual in the process of using personal information, and, to the 


extent practicable, seek individual consent for the collection, use, dissemination, and maintenance of 
personal information. The department should also provide mechanisms for appropriate access, 
correction, and redress regarding the use of personal information. 


Purpose specification  The department should specifically articulate the authority that permits the collection of personal 
information and specifically articulate the purpose or purposes for which the personal information is 
intended to be used. 


Data minimization The department should only collect personal information that is directly relevant and necessary to 
accomplish the specified purpose(s) and only retain personal information for as long as is necessary 
to fulfill the specified purpose(s). 


Use limitation  The department should use personal information solely for the purpose(s) specified. Sharing 
personal information outside the department should be for a purpose compatible with the purpose for 
which the personal information was collected. 


Data quality and integrity  The department should, to the extent practicable, ensure that personal information is accurate, 
relevant, timely, and complete. 


Security  The department should protect personal information (in all media) through appropriate security 
safeguards against risks such as loss, unauthorized access or use, destruction, modification, or 
unintended or inappropriate disclosure. 


Accountability and auditing The department should be accountable for complying with these principles, providing training to all 
employees and contractors who use personal information, and auditing the actual use of personal 
information to demonstrate compliance with these principles and all applicable privacy protection 
requirements. 


Source: U.S. Department of Homeland Security| GAO-16-267


 
CJIS, the largest division in the FBI, was established in February 1992 to 
serve as the focal point and central repository for criminal justice 
information services, which includes responsibility for NGI. CJIS also 
maintains the FBI’s repositories of fingerprints and biographical data and 
is responsible for implementing the FBI’s face recognition capabilities. 
CJIS’ mission is to equip law enforcement, national security, and 


                                                                                                                       
22U.S. Department of Homeland Security, The Fair Information Practice Principles, 
Privacy Policy Guidance Memorandum Number 2008-01 (Dec. 29, 2008). The Biometric 
Center of Excellence is the FBI’s program for exploring and advancing the use of new and 
enhanced biometric technologies and capabilities for integration into operations, turning 
them into effective tools for the law enforcement and intelligence communities.  


Face Recognition Roles 
and Responsibilities at 
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intelligence community partners with the criminal justice information they 
need to protect the United States while preserving civil liberties. 


Within DOJ, preserving civil liberties and protecting privacy is a shared 
responsibility by department level offices such as OPCL and components, 
such as the FBI. For example, while the FBI drafts privacy documentation 
for its face recognition capabilities, DOJ offices review and approve key 
documents developed by the FBI—including SORNs and PIAs. 
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FBI’s NGI-IPS includes a database of about 30 million photos that is used 
by selected state law enforcement agencies and the FBI to conduct face 
recognition searches to support criminal investigations.23 The majority of 
photos enrolled in NGI-IPS are voluntary submissions from 18,000 
federal, state, local, and tribal law enforcement entities. About 70 percent 
of the photos in NGI-IPS were criminal mugshots stored in IAFIS that 
were not searchable with face recognition technology until the 
development of NGI.24 According to the NGI-IPS Policy and 
Implementation Guide and FBI officials, NGI-IPS allows law enforcement 
officials to more efficiently and effectively search photos of missing 


                                                                                                                       
23The 30 million photos in NGI-IPS represent about 16.9 million individuals. 
24The remaining photos have been submitted since the development of NGI-IPS. 
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persons, suspects, or criminals against the criminal mugshots that the FBI 
has on file.
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25 FBI officials said that NGI-IPS has been used by law 
enforcement officers conducting investigations of credit card and identity 
fraud, bank robberies, and violent crimes, among others. For example, in 
July 2014 the FBI compared a suspect’s images captured through video 
surveillance with NGI-IPS criminal mug shots, which provided an 
investigative lead that helped identify a bank robbery suspect who was 
ultimately convicted. 


According to the NGI-IPS Policy Implementation Guide, to be enrolled in 
NGI-IPS, all face photos must include a tenprint submission of the 
individual (submission of all ten fingerprints).26 The NGI-IPS database has 
two categories of photos: criminal identities (photos submitted as part of a 
lawful detention, an arrest, or incarceration), and civil identities (photos 
submitted for licensing, employment, security clearances, military service, 
volunteer service, and immigration benefits). Over 80 percent of the 
photos in NGI-IPS are criminal. According to FBI officials, if more than 
one photo of the same person exists in the database, these photos are 
linked by an automated search of NGI using fingerprints when submitted 
by partner agencies. For example, if an individual has a civil identity in 
NGI-IPS and the same individual subsequently has a criminal identity 
established in NGI-IPS because of an arrest, all previously collected 
biometrics (including civil photos) become associated with the criminal 
identity file.27 Any fingerprint data of a person is linked to the entirety of 
the person’s other biometric data in the NGI-IPS database (both criminal 
and civil), including photos, thereby creating a one identity system. 
Appendix II provides additional summary statistics on the FBI’s face 
recognition capabilities. 


According to FBI officials, local, state and federal agencies voluntarily 
submit criminal and civil photos for enrollment into NGI-IPS.28 For 


                                                                                                                       
25See FBI CJIS Division, NGI-IPS Policy and Implementation Guide, version 1.2 
(Clarksburg, WV: Sept. 3, 2014). 
26Probe photos used for face recognition searches, such as photos taken from security 
cameras or social media photos are not enrolled into NGI-IPS. 
27According to the FBI, should the individual’s criminal file be removed (through 
expungement), the associated civil photo will be returned to the individual’s civil file and 
will no longer be available as a candidate within a search result. 
28According to the FBI, photo enrollment requirements in the IPS (whether civil or criminal) 
are based on current law and policy, and only mugshots are permitted for criminal photos. 







 
 
 
 
 


example, officials in the two states we met with told us that local law 
enforcement officials are allowed to enroll criminal photos into NGI-IPS at 
the time suspects are booked for a crime. Additionally, images may be 
removed from NGI-IPS at the request of the submitting agency, by court 
order, or if the image is of poor quality. An individual can also request to 
have their criminal record, including photos, expunged under certain 
circumstances following procedures in the state where the arrest 
occurred. 


Local, state, federal, and tribal law enforcement agencies can obtain 
access to NGI-IPS in order to submit face recognition searches for law 
enforcement purposes. NGI-IPS only allows users to conduct face 
recognition searches in the criminal identities part of the database; no 
searches are permitted in the civil identities part of the database.
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29 At the 
time of our review, the FBI is the only federal agency with direct access to 
NGI-IPS, and the search process it uses to support active internal 
investigations is described later in this report. In December 2011, as part 
of a pilot program, the FBI also began incrementally allowing a limited 
number of states to submit face recognition searches against a subset of 
criminal images in the FBI’s database—first IAFIS, and then NGI-IPS.30 
Authorized states conducted over 20,000 face recognition searches from 
December 2011 through December 2015 as part of the pilot.31 According 
to FBI officials, in April 2015, the FBI authorized the full operation of NGI-
IPS and allowed for the submission of face recognition searches against 
the full criminal database, rather than just a subset. As of December 


                                                                                                                       
29According to FBI officials, the FBI decided not to allow searches of the civil photos 
enrolled in NGI to better protect individuals’ privacy. An additional search capability the 
FBI is exploring for NGI-IPS is the inclusion of the Unsolved Photo File (UPF). While not 
enrolled in the civil or criminal databases, the NGI-IPS Policy and Implementation Guide 
states that authorized law enforcement users, such as states, may place probe photos of 
an unknown individual that is lawfully obtained as part of an authorized criminal 
investigation of a felony in a separate part of NGI-IPS, called the unsolved photo file. 
However, as of August 2015, CJIS has not enabled this feature in NGI-IPS. 
30Michigan and Maryland signed MOUs with the FBI to participate in the NGI-IPS pilot in 
2011, Maine and New Mexico in 2012, Texas in 2013, and Florida in 2014. According to 
the MOUs for the pilot between participating states and the FBI, the subset of NGI-IPS 
photos would not represent a real time reflection of the NGI-IPS database, but would be 
expanded and updated periodically throughout the pilot. FBI officials stated that the subset 
of photos was updated every Friday.  
31The FBI did not include civil photos in the pilot database, and, as a result, no searches 
conducted under the pilot returned civil photos. Beginning in April 2015, states started 
transitioning from the pilot to full operational capability. 


Searching NGI-IPS Using Face 
Recognition Technology 







 
 
 
 
 


2015, the FBI has agreements with 7 states (Florida, Maryland, Maine, 
Michigan, New Mexico, Texas, and Arkansas) to submit searches to NGI-
IPS and their level of usage has varied.
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32 For example, from the 
beginning of the pilot in December 2011 through December 2015, the 
number of search requests by states ranged from under 20 by one state 
to over 14,000 by another state. According to FBI officials, the FBI is 
working with 8 additional states to grant them access to NGI-IPS for face 
recognition searches, and an additional 24 states are interested in 
connecting to NGI-IPS. However, according to the FBI, use of NGI-IPS for 
face recognition searches is voluntary, and the FBI does not know if the 
remaining 11 states are interested in connecting to NGI-IPS. Figure 2 
describes the process for a search requested by state or local law 
enforcement. 


Figure 2: Description of the FBI’s Face Recognition System Request and Response Process for State and Local Law 
Enforcement 


As shown in figure 2, to conduct face recognition searches, state and 
local law enforcement officials submit through their state law enforcement 
agency a probe photo, such as an Automated Teller Machine camera 


                                                                                                                       
32Authorized law enforcement users are those with an Originating Agency Identifier 
designating the user as a law enforcement agency including a unit or subunit of a local, 
state, federal or tribal government with the principle functions of prevention, detection, and 
investigation of crime, apprehension of alleged offenders, and enforcement of laws.  







 
 
 
 
 


photo, pertaining to criminal investigations.
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33 NGI-IPS allows law 
enforcement officials to request between 2 and 50 photos to be returned 
from a face recognition search, with 20 candidates being the default. 
These likely matches are called “candidate photos” because they serve 
only as investigative leads and do not constitute positive identification.34 
For example, officials we interviewed from Michigan stated that they 
always ask for 50, which is useful when submitting probe photos that are 
lower quality because results are less accurate and there is a greater 
chance of the correct match being outside the top 10 or 20 candidate 
photos. 


The search of NGI-IPS is a completely automated process, in which the 
system compares the probe photo to all enrolled photos in NGI-IPS 
criminal database without human analysis.35 The face recognition search 
is only conducted on images in NGI-IPS’s criminal database. However 
civil photos may be returned in the search of the criminal database if they 
are linked to a criminal identity record. After NGI-IPS is searched using 
face recognition technology, the system automatically produces a list 
containing the requested number of candidate photos in rank order and 
automatically returns the ranked list of candidate photos for use as 
investigative leads to the state law enforcement agency.36 According to 
the FBI, when the requesting law enforcement agency receives the 
candidates, human analysis must be performed on all returned images to 
determine whether the person may be a subject of interest relevant to its 
investigation. 


                                                                                                                       
33According to the IPS Policy and Implementation Guide, law enforcement agency 
electronically submits the request to the FBI using CJIS’s network which connects various 
criminal justice information, such as NGI and the National Crime Information Center, 
among others. The IPS Policy and Implementation Guide also states that all appropriate 
use policies must protect the constitutional rights of all persons and should expressly 
prohibit collection of photos in violation of an individual’s 1st and 4th amendment rights. 
34The term “positive identification” means a determination, based upon a comparison of 
fingerprints or other equally reliable biometric identification techniques, that the subject of 
a record search is the same person as the subject of a criminal history record. 
35Specifically, the system compares the photos using specific data points on the face, 
such as the distance between the eyes, and calculates a match score—a numerical value 
representing the similarity between the probe and candidate photo—for each photo 
enrolled in the NGI-IPS criminal database, and then provides the photos in a rank ordered 
list.  
36NGI-IPS will always return the requested number of photos, between 2 and 50, even if 
none of them are a close match.  







 
 
 
 
 


CJIS has a unit called Facial Analysis, Comparison, and Evaluation 
(FACE) Services that conducts face recognition searches on NGI-IPS and 
can access external partners’ face recognition systems to support FBI 
active investigations.
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37 FACE Services began supporting investigations in 
August 2011. According to the FACE Services Privacy Impact 
Assessment, the ability of the FACE Services Unit to leverage information 
in NGI-IPS and external databases improves the FBI’s ability to fight 
crime and terrorism. Unlike NGI-IPS which primarily contains criminal 
photos, these external systems primarily contain civil photos from state 
and federal government databases, such as visa applicant photos and 
selected states’ driver’s license photos.38 There are 29 trained biometric 
images specialists in FACE Services who receive requests from the FBI 
field offices, investigative divisions, and FBI overseas offices to support 
active FBI investigations. When an FBI agent submits a probe photo to 
FACE Services, a biometric images specialist searches NGI-IPS for 
matches to the probe photo. However, agents may request that the 
biometric images specialist also search the face recognition systems of 
FBI’s external partners, as described in table 2.39 The total number of face 
photos available in all searchable repositories is over 411 million, and the 
FBI is interested in adding additional federal and state face recognition 
systems to their search capabilities.40 For example, the FBI is negotiating 


                                                                                                                       
37According to the FBI, all probe photos submitted to the FACE Services Unit have been 
collected pursuant to legal authority. According to the Privacy Impact Assessment for the 
FACE Services Unit, in limited instances, the FACE Services Unit provides face 
recognition support for closed FBI cases (e.g., missing and wanted persons) and may 
offer face recognition support to federal agency partners. However, at the time of our 
review, FBI officials stated that the FBI did not offer this service to other federal agencies.  
38According to the FBI, the external photo databases do not contain privately obtained 
photos or photos from social media, and the FBI does not maintain these photos; it only 
searches against them. Also, according to the FBI, legal authority exists for the face 
recognition searching of all of these photo databases. For example, the FBI stated that the 
states are authorized to use the law enforcement exception of the Driver’s Privacy 
Protection Act to permit sharing photos with the FBI. Further, the FBI also has MOUs with 
their partner agencies that describe the legal authorities that allow the FBI to search the 
partner agencies’ photos. 
39Although the FBI can access partners’ databases to support criminal investigations, 
these external systems are used by partner agencies for various other purposes. For 
example, the Department of State uses its face recognition system to help identify 
fraudulent visa applications, and similarly, individual states use their face recognition 
systems to help detect fraud in driver’s license applications. The Department of Defense’s 
face recognition system is used to support warfighters in the field to identify enemy 
combatants. 
40The over 411 million refers to photos, not identities. 


FBI Uses NGI-IPS and 
Various External Face 
Recognition Systems to 
Support Internal FBI 
Investigations 







 
 
 
 
 


with 18 other states to be able to search their driver’s license photos to 
expand FACE Services’ search capability.
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41 


Table 2: Facial Analysis, Comparison, and Evaluation (FACE) Services’ Access to Face Recognition Systems 


Agency Face Recognition 
System Description of Content 


Method of Obtaining Likely 
Matches 


Number of Likely Matches 
Returned 


FBI’s Next Generation 
Identification - Interstate Photo 
System  


Criminal justice photos that 
accompanied a fingerprint 
submission to the FBI 


Direct Access By requested number 
between 2 and 50 


Department of State 
Face Recognition on Demanda 


Visa applicant photos. 
Photos from the Terrorist 
Screening Center database of 
those known or reasonably 
suspected of being involved in 
terrorist activity 


Direct Access Up to 88  


U.S. citizen passport application 
photosb 


Search Requested Up to three  


Department of Defense (DOD)’s 
Automated Biometric Identification 
System 


A photo repository of, among 
others, individuals detained by 
U.S. forces abroad 


Search Requested DOD only returns one 
photo, if a match is foundc 


16 state face recognition systems All 16 state databases include 
driver’s license photos, and 4 state 
databases also include criminal 
photos 


Search Requested Varies by stated  


Source: GAO analysis of agency information.| GAO-16-267
aAccording to the Department of State Face Recognition on Demand is used to search the Consular 
Consolidated Database for visa photos, and also searches the Terrorist Watchlist. 
bIn October 2015, State and the FBI initiated a 180 day pilot for State to conduct face recognition 
comparisons of persons under FBI investigation against passport photos in the State passport 
database. 
cDOD’s face recognition system searches face images to generate a score. Photos with scores below 
a pre-defined threshold are considered to be a no match, and anything above the threshold score is 
sent for examiner review. Although the Automated Biometric Identification System (ABIS) contains a 
small number of U.S. citizen photos, those images are not shared with agencies outside DOD. 
dAccording to FBI documentation, the number of photos returned to FACE Services by states range 
from 1 to 50. For more detail on which states partner with FBI for FACE Services requests, see 
appendix III. 


To request a search, the requesting FBI agent sends a probe photo and 
indicates on a request form which systems the agent would like FACE 
Services to search in addition to NGI-IPS. As shown in table 2, biometric 


                                                                                                                       
41According to FBI officials, some states prohibit the use of face recognition searches on 
driver’s license photos, and the FBI does not have efforts underway to negotiate with 
these states. 







 
 
 
 
 


images specialists have direct access to two face recognition systems 
and must request searches for the other 18 face recognition systems. 
Further, for those systems from which searches must be requested, the 
level of manual review of results by the external party varies. For 
example, according to FBI officials, at FBI’s request, state partners 
conduct automated searches of their own databases, and some states 
manually review the automated search results to determine if a likely 
match exists before selecting photos to return to the FBI. Other states 
return photos without conducting any manual analysis. The search 
process conducted by federal partners varies. For example, DOD 
personnel review the results of the automated face recognition searches 
that the FBI requests from their system and only return most likely 
matches to the FBI. Specifically, any candidate photos that DOD’s face 
recognition system matches to the probe photo are reviewed 
independently by two DOD biometric examiners. If both decide there is a 
match, DOD provides the FBI biometric images specialist with data 
regarding the individual, including name and demographic information.
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42 If 
the FBI sends State an automated photo search against visa applicant 
photos, the automatically generated potential photo matches will be 
returned to the FBI for review. In the pilot State is running, if the FBI 
sends State a request for a photo search against U.S. passport photos, 
State personnel will review the automatically generated potential photo 
matches and select the most likely photo matches to return to the 
FBI.  FBI then reviews State photos and determines if any are a match to 
the source photo. 


Once results of the searches of NGI-IPS and any other requested 
databases are returned, the FACE Services biometric images specialist 
manually reviews the candidate photos and sends the top one or two to 
the requesting FBI agent as a potential lead.43 From August 2011 through 
December 2015, FBI agents have requested almost 215,000 searches of 
external partners’ databases. Of these requests, about 36,000 have 
included searches on state driver’s license databases. Additional 


                                                                                                                       
42FBI biometric images specialists must request the associated photo from DOD after 
receiving any initial match information. 
43The request form an FBI agent submits to FACE Services states that any results 
returned as part of the request is provided as an investigative lead only and is not to be 
considered a positive identification. Additionally, the FBI stated the agent cannot take any 
independent law enforcement action based on the photo, meaning the photo is only one 
part of the full investigation. 







 
 
 
 
 


information on FACE Services repositories and searches is in appendix II. 
According to FBI officials, biometric images specialists respond to the FBI 
agents who submitted the search request within 24 hours and may send 
additional photos later if external partners do not provide results within 
that timeframe. According to FACE Services officials, if biometric images 
specialists determine that none of the databases returned a likely match, 
they do not return any photos to the agents. 
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DOJ has an oversight structure in place to help ensure privacy 
protections, but the FBI did not update the NGI-IPS PIA in a timely 
manner when the system underwent significant changes or develop and 
publish a PIA for FACE Services before that unit began supporting FBI 
agents. 


DOJ and the FBI have established oversight structures to help protect 
privacy and oversee compliance with statutory requirements. For 
example, by law, the Attorney General appoints a Chief Privacy and Civil 
Liberties Officer who oversees OPCL and is responsible for reviewing and 
approving DOJ’s SORNs and PIAs to ensure the department’s 
compliance with statutory privacy requirements. OPCL is to coordinate 
with components in developing their required privacy documentation and 
provide legal guidance to ensure DOJ’s compliance with privacy laws and 
policies. Accordingly, OPCL established guidance that explains, for 
example, when DOJ components, including the FBI, should complete 
their PIAs and SORNs, and the process for developing their PIAs. Within 
the FBI, the Privacy and Civil Liberties Unit advises program officials 
throughout implementation of a system or project to ensure that use 
policies, operating procedures, and required privacy documentation and 
reports, including PIAs and SORNs reflect privacy and security 
safeguards. After the FBI completes required privacy documentation, FBI 
program and privacy officials coordinate with OPCL to review and revise 
these documents—a process that OPCL officials stated can take months. 


FBI and DOJ Could 
Improve 
Transparency and 
Oversight to Better 
Safeguard Privacy 


DOJ Has an Oversight 
Structure in Place to 
Protect Privacy, but, Until 
Recently, Had Not 
Completed Required PIAs 







 
 
 
 
 


Consistent with the E-Government Act and OMB guidance, OPCL 
developed guidance for DOJ that requires initial PIAs to be completed at 
the beginning of development of information systems and anytime there is 
a significant change to the information system in order to determine 
whether there are any resulting privacy issues. DOJ published a PIA at 
the beginning of the development of NGI-IPS, as required. Specifically, in 
2008 the FBI published a PIA of its plans for NGI-IPS. However, the FBI 
did not publish a new PIA or update the 2008 PIA before beginning the 
NGI-IPS pilot in December 2011 or as significant changes were made to 
the system through September 2015. In addition, DOJ did not approve a 
PIA for FACE Services until May 2015—over three years after the unit 
began supporting FBI agents with face recognition searches.
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44 As noted 
in DOJ guidance, PIAs give the public notice of the department’s 
consideration of privacy from the beginning stages of a system’s 
development throughout the system’s life cycle and ensures that privacy 
protections are built into the system from the start–not after the fact–when 
they can be far more costly or could affect the viability of the project. 
Figure 3 provides key dates in the implementation of these face 
recognition capabilities and the associated PIAs. 


                                                                                                                       
44The FBI conducted a privacy threshold assessment of FACE Services in 2012 that 
determined a PIA was necessary for the worklog used to store personal information. 
According to DOJ guidance, a privacy threshold assessment—now called an initial privacy 
assessment—is the first step in a process developed by OPCL to assist DOJ components 
in the development and use of information systems. Specifically, the initial privacy 
assessment is a tool used to facilitate the identification of potential privacy issues; to 
assess whether additional privacy documentation is required; and ultimately, to ensure 
DOJ’s compliance with applicable privacy laws and policies. 







 
 
 
 
 


Figure 3: Key Dates in the Implementation of the FBI’s Face Recognition Capabilities and Associated Privacy Impact 
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Assessments 


 
According to FBI officials, NGI-IPS was not operational during the pilot 
because states did not conduct searches against the full criminal 
database. Further, FBI officials stated that they drafted an updated PIA 
for NGI-IPS in January 2015 and submitted it to DOJ for review—before 
NGI-IPS became fully operational in April 2015. These officials also 
stated that significant changes were made to NGI-IPS only after the FBI 
had drafted the PIA. Regarding FACE Services, FBI officials stated that 
legal guidance was provided to FACE Services since the unit’s inception 
and privacy protections were incorporated into every practice of the unit. 
In addition, FBI officials stated that the PIAs were written as program 
decisions were being determined, that the PIA drafting was an integral 
part of program development, and that PIAs are published to reflect years 
of decision making.  


However, the FBI made significant changes to NGI-IPS after publishing 
the 2008 PIA and used the system to conduct over 20,000 searches to 
assist in investigations throughout the pilot. For example, the 2008 PIA 
states that NGI-IPS is in the study phase, which includes the 







 
 
 
 
 


development of functional and system requirements. However, in 
December 2011, the FBI implemented the NGI-IPS pilot, which 
constitutes a significant change in the FBI’s use of the technology. 
Further, the 2008 PIA identified IAFIS as a major supporting system of 
NGI-IPS in the 2008 PIA, but NGI replaced IAFIS in September 2014. 
According to FBI officials, the change from IAFIS was one of the reasons 
the FBI determined an updated PIA was needed. As a result, DOJ/FBI 
was required by the E-Government Act and OMB guidance to update the 
PIA as changes were made to NGI-IPS from 2011 through 2015.  


Similarly, DOJ/FBI has acknowledged that FACE Services began 
supporting FBI investigations in 2011, which involved storing photos in a 
new work log and also performing automated searches instead of manual 
searches. As a new use of information technology involving the handling 
of personal information, it too, required a PIA. During the course of our 
review, DOJ approved the NGI-IPS PIA in September 2015 and the 
FACE Services PIA in May 2015. DOJ and FBI officials stated that these 
PIAs reflect the current operation of NGI-IPS and FACE Services. 


Standards for Internal Control in the Federal Government calls for federal 
agencies to compare actual performance to planned or expected results 
throughout the organization and analyze significant differences.
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45 
Moreover, according to the E-Government Act, as well as OMB and DOJ 
guidance, PIAs are to be assessments performed before developing or 
procuring such technologies and upon significant system changes. 
However, as the internal drafts of these PIAs were updated, the public 
remained unaware of the department’s consideration for privacy 
throughout development of NGI-IPS and FACE Services because the 
updates were not published, as required. Specifically, delays in the 
development and publishing of up-to-date PIAs for NGI-IPS and FACE 
Services limited the public’s knowledge of how the FBI uses personal 
information in the face recognition search process. By addressing the PIA 
development process, DOJ would more closely adhere to DOJ guidance 
and could help ensure the timely development and publishing of PIAs to 
increase transparency of the department’s systems and missions, thereby 
providing the public with greater assurance that DOJ components are 
evaluating risks to privacy when implementing systems. 


                                                                                                                       
45GAO/AIMD-00-21.3.1.  



http://www.gao.gov/products/GAO/AIMD-00-21.3.1





 
 
 
 
 


Prior to completion of our review, DOJ had not published a SORN that 
addresses the collection and maintenance of photos accessed and used 
through the FBI’s face recognition capabilities. OPCL provides guidance 
and advises DOJ components, including the FBI, on whether a particular 
information system or holding of personal information qualifies as a 
system of record and whether it is necessary to draft a new SORN, or to 
modify an existing SORN. OPCL officials stated that NGI is considered to 
be a system of records as defined by the Privacy Act, and is covered by 
the SORN that FBI has in place for the FBI’s Fingerprint Identification 
Record System, which discusses fingerprint searches. However, at the 
time of our review, the existing version of the SORN, dated September 
1999, did not address the collection and maintenance of photos accessed 
and used through NGI for the FBI’s face recognition capabilities. 
According to DOJ officials, OPCL determined that the fingerprint SORN 
was legally sufficient because it made reference to “related criminal 
justice information,” which OPCL interpreted to implicitly include the 
photos used in NGI’s face recognition capabilities. Nonetheless, during 
our review, OPCL officials told us they were in the process of drafting a 
new SORN for NGI in an effort to enhance transparency by explicitly 
describing NGI’s new technologies, including automated face recognition 
searches. On May 5, 2016—after completion of our review—the FBI 
published a notice of the modification of the Fingerprint Identification 
Records System to be renamed the Next Generation Identification (NGI) 
System. 


While the new SORN addresses face recognition, those capabilities have 
been in place since 2011. Throughout this period, the agency collected 
and maintained personal information for these capabilities without the 
required explanation of what information it is collecting or how it is used. 
According to OPCL officials, the FBI initially waited to complete the NGI 
SORN until all of NGI’s capabilities were identified in order to provide a 
comprehensive explanation of NGI and limit the number of necessary 
SORN revisions. FBI officials added that they met regularly with OPCL to 
complete the SORN. SORNs are a mechanism to increase transparency 
of the personal information collected by government agencies. Consistent 
with the transparency Fair Information Practice Principle, the Privacy Act 
of 1974 requires that when agencies maintain a system of records a 
SORN must be published in the Federal Register “upon” the 
establishment or revision of the system of records.
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46 According to OMB 


                                                                                                                       
465 U.S.C. 552a(e)(4). 


DOJ Did Not Complete a 
SORN Addressing FBI’s 
Face Recognition 
Capabilities in a Timely 
Manner 







 
 
 
 
 


guidance, the SORN “must appear in the Federal Register before the 
agency begins to operate the system, e.g., collect and use the 
information.”
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47 Completing and publishing SORNs in a timely manner is 
critical to providing transparency to the public about the personal 
information agencies plan to collect and how they plan to use the 
information. By assessing the SORN development process and taking 
corrective actions to ensure timely development of future SORNs, DOJ 
would provide the public with greater understanding of how their personal 
information is being used and protected by DOJ components. 


 
CJIS has established an audit program to evaluate compliance with 
restrictions on access to CJIS systems and information by its users, such 
as the use of fingerprint records, but it has not completed audits of the 
use of NGI-IPS or FACE Services searches of external databases. 


Consistent with the Fair Information Practice Principles, the FBI has 
specified the purpose and use of NGI-IPS and FACE Services in their 
user policies and agreements. CJIS policy states that it is the 
responsibility of the CJIS system users—such as states and local law 
enforcement agencies—to develop usage policies for NGI-IPS, which 
should expressly prohibit collection of photos in violation of an individual’s 
First and Fourth Amendment rights. Further, CJIS Security Policy states 
that the CJIS Audit Unit is required to conduct triennial audits of each of 
its state and local law enforcement users, to assess agency compliance 
with applicable statutes, regulations, and policies related to CJIS 
systems.48 In accordance with its policy, the CJIS Audit Unit has 
conducted triennial National Identity Services audits of CJIS system users 
to assess their compliance with federal laws and regulations when 
accessing CJIS databases.49 However, while these audits have examined 
certain information accessed by NGI users they have not yet assessed 
the use of face recognition searches of NGI-IPS. FBI officials also told us 
that NGI-IPS has not been operational long enough to undergo an audit. 


                                                                                                                       
47OMB Circular A-130, App. I, sec. 5.a(2)(a) (2000). 
48Department of Justice, Criminal Justice Information Services Security Policy, Version 
5.3, CJISD-ITS-DOC-08140-5.3, Aug. 2014. 
49Specifically, the CJIS Audit Unit conducts the National Identity Services audit to assess 
compliance with federal laws and regulations associated with the use, dissemination, and 
security of criminal history record information, among other things.  


FBI Has Not Completed 
Audits to Oversee the Use 
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Services 







 
 
 
 
 


However, state and local users have been accessing NGI-IPS since 
December 2011 and have generated IPS transaction records since then 
that would enable CJIS to assess user compliance.
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50 For example, by 
reviewing transaction records, CJIS could assess the reasons law 
enforcement users submitted face recognition searches and determine 
the extent to which their use was authorized. According to CJIS officials, 
they developed a draft audit plan in summer 2015 that includes the review 
of NGI-IPS transaction records, and they expect it to be finalized after a 
review by the Advisory Policy Board in the spring of 2016.51 The FBI did 
not provide us with any documentation of the draft audit plan. 


In addition, as described earlier, the FACE Services Unit has been using 
external databases that include primarily civil photos to support FBI 
investigations since August 2011, but the FBI has not audited its use of 
these databases. According to CJIS Audit Unit officials, they could 
conduct a minimally-scoped review of the FACE Services Unit’s use of 
external databases, but it does not have the primary authority or 
obligation to audit such use—which is the responsibility of the owners of 
the databases. Further, according to these officials, the CJIS Audit Unit’s 
mission and function center on the integrity and security of CJIS systems, 
not of the FBI’s use of data from external systems. We understand the 
FBI may not have authority to audit the maintenance or operation of 
databases owned and managed by other agencies. However, the FBI 
does have a responsibility to oversee the use of the information by its 
employees. According to the FACE Services PIA, the searching and 
retention of probe photos by the FACE Services Unit presents privacy 
risks that the facial images will be disseminated for unauthorized 
purposes or to unauthorized recipients, or that there will be improper 
access to the photos or misuse of the photos. The PIA further states that 
the FACE Services work log captures information identifying the user, as 
well as the user’s activities, including dates and types of searches 
conducted and the disposition of the FACE Services analysis. Reviewing 
this information as part of a periodic audit would help the FBI to ensure 


                                                                                                                       
50Transaction records are a log of communications between CJIS and CJIS system users. 
NGI-IPS transaction records would include, among other things, tenprint submissions 
transactions, images submissions for an existing identity, face recognition search 
requests, and face image search results. 
51The FBI’s Advisory Policy Board is responsible for reviewing appropriate policy, 
technical, and operational issues related to the FBI’s Criminal Justice Information Services 
Division programs. 







 
 
 
 
 


compliance with FBI privacy policies and, therefore, better safeguard 
privacy protections. 


Standards for Internal Control in the Federal Government calls for federal 
agencies to design and implement control activities to enforce 
management’s directives and to monitor the effectiveness of those 
controls.
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52 The Fair Information Practice Principles also state that 
agencies should audit the actual use of personal information to 
demonstrate compliance with all applicable privacy protection 
requirements. Without conducting audits to determine the extent to which 
users are conducting facial image searches in accordance with CJIS 
policy requirements, the FBI cannot be sure that FBI officials are 
implementing CJIS’ face recognition capabilities in accordance with 
privacy policy requirements. 


 
 


 


 


 


 


 
 


 


 
 


Prior to accepting and deploying NGI-IPS, the FBI conducted testing to 
evaluate how accurately face recognition searches returned matches to 
persons in the database, but the tests were limited because they did not 
include all possible candidate list sizes and did not specify how often 
incorrect matches were returned. Specifically, the FBI established a 
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detection rate requirement for face recognition searches in the NGI 
System Requirements Document that states when the person exists in 
the database, NGI-IPS shall return a match of this person at least 85 
percent of the time (the detection rate). Prior to accepting and deploying 
the NGI-IPS system, FBI tested the detection rate using predefined test 
cases on a known data set consisting of 926,000 photos. According to 
NGI-IPS testing documents, the system met the detection rate 
requirement because 86 percent of the time, a match to a person in the 
database was correctly returned within a candidate list of 50 potential 
matches. FBI officials told us that they perform the same controlled 
testing when NGI-IPS undergoes any significant changes—such as when 
the company that provides the FBI with the face recognition technology 
updates that technology—to help ensure that the system’s accuracy is the 
same or better before deploying the update in the operational 
environment. These officials stated that using a controlled, constant 
database provides a useful baseline when conducting subsequent tests. 


Although the FBI has tested the detection rate for a candidate list of 50 
photos, NGI-IPS users are able to request smaller candidate lists—
specifically between 2 and 50 photos. FBI officials stated that they do not 
know, and have not tested, the detection rate for other candidate list 
sizes. According to these officials, a smaller candidate list would likely 
lower the detection rate because a smaller candidate list may not contain 
a likely match that would be present in a larger candidate list. According 
to a Texas Department of Safety official responsible for coordinating with 
the FBI on the state’s NGI-IPS searches, Texas law enforcement officials 
request different candidate list sizes when submitting search requests, 
sometimes less than 50 photos. According to the FBI Information 
Technology Life Cycle Management Directive, testing needs to confirm 
the system meets all user requirements. Because the accuracy of NGI-
IPS’s face recognition searches when returning fewer than 50 photos in a 
candidate list is unknown, the FBI is limited in understanding whether the 
results are accurate enough to meet NGI-IPS users’ needs. 


Further, FBI officials stated that they have not assessed how often NGI-
IPS face recognition searches erroneously match a person to the 
database (the false positive rate). The FBI initially established a 20 
percent false positive rate in the NGI System Requirements Document. 
However, according to our review of NGI-IPS testing and acquisition 
documents, the FBI decided that the false positive requirement was not 
relevant when NGI-IPS was returning a candidate list of 50 potential 
matches, and therefore did not test the requirement. FBI officials stated 
that NGI-IPS returns a ranked list of candidates that law enforcement 
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officials who requested the search must analyze to determine if any of 
candidates have value as an investigative lead. Therefore, according to 
FBI officials, because the results are not intended to serve as positive 
identifications, the false positive rate requirement is not relevant. 


However, according to the National Science and Technology Council and 
the National Institute of Standards and Technology, the detection rate and 
the false positive rate are both necessary to assess the accuracy of a 
face recognition system. Following the same methods used by the 
National Institute of Standards and Technology, the FBI could test the 
false positive rate with the detection rate test using the same test 
database. Generally, face recognition systems can be configured to allow 
for a greater or lesser number of matches; a greater number of matches 
would generally increase the detection rate, but would also increase the 
false positive rate. Similarly, a lesser number of matches would decrease 
the false positive rate, but would also decrease the detection rate. 
Reporting a detection rate of 86 percent without reporting the 
accompanying false positive rate presents an incomplete view of the 
system’s accuracy. According to FBI officials, the system was designed to 
a specific false positive rate and its system was built to meet that false 
positive rate, but no testing was performed to validate that the false 
positive rate was achieved. In addition, the FBI’s Information Technology 
Life Cycle Management Directive states that the FBI must develop 
requirements for any technology acquisitions and test the system for 
those requirements periodically. Further, the Fair Information Practice 
Principles state that personal information, which includes photos, should 
be accurate and relevant to the purpose for which it is collected. 


Given that the accuracy of a system can have a significant impact on 
individual privacy and civil liberties as well as law enforcement workload, 
it is essential that both the detection rate and the false positive rate for all 
allowable candidate list sizes are assessed prior to the deployment of the 
system. Conducting such accuracy tests prior to accepting and deploying 
subsequent changes to the system would help ensure that the system is 
capable of producing sufficiently accurate search results. Specifically, 
according to a July 2012 Electronic Frontier Foundation hearing 
statement, false positives can alter the traditional presumption of 
innocence in criminal cases by placing more of a burden on the defendant 
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to show he is not who the system identifies him to be.
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53 The Electronic 
Frontier Foundation argues that this is true even if a face recognition 
system such as NGI-IPS provides several matches instead of one, 
because each of the potentially innocent individuals identified could be 
brought in for questioning. In addition, if false positives are returned at a 
higher than acceptable rate, law enforcement users may waste time and 
resources pursuing unnecessary investigative leads. By conducting tests 
to verify that NGI-IPS is sufficiently accurate for all allowable candidate 
list sizes—including ensuring that the detection and false positive rates 
are identified—the FBI would have reasonable assurance that NGI-IPS 
provides investigative leads that help enhance, rather than hinder or 
overly burden, criminal investigation work. Even more, the FBI would help 
ensure that it is sufficiently protecting the privacy and civil liberties of U.S. 
citizens enrolled in the database. 


The FBI, Department of Justice, and Office of Management and Budget 
guidance all require annual reviews of operational information technology 
systems to assess their ability to continue to meet cost and performance 
goals.54 For example, the FBI’s Information Technology Life Cycle 
Management Directive requires an annual operational review to ensure 
that the fielded system is continuing to support its intended mission and 
can be continuously supported, operated and maintained in the future in a 
cost effective manner. According to the directive, the emphasis of the 
operations and maintenance phase is to ensure that the user’s needs are 
met and the system continues to perform as specified in the operational 
environment. Similarly, the Department of Justice’s Systems 
Development Life Cycle Guidance Document requires an annual review 
to determine if the system’s performance—such as its accuracy—is 
meeting the user’s satisfaction. Further, the Face Identification Scientific 
Working Group—a working group chaired by the FBI—has developed 
draft guidelines and techniques to help administrators of automated face 


                                                                                                                       
53What Facial Recognition Technology Means for Privacy and Civil Liberties: Hearing 
Before the Subcommittee on Privacy, Technology and the Law of the Senate Committee 
on the Judiciary, 112th Cong. 24 (2012) (statement of Jennifer Lynch, Staff Attorney, 
Electronic Frontier Foundation).  
54See FBI, FBI Information Technology Life Cycle Management Directive, version 3.0 
(August 19, 2005); DOJ, Systems Development Life Cycle Guidance (Jan. 2003); and 
OMB, Circular No. A-11, Planning, Budgeting, and Acquisition of Capital Assets, V 3.0 
(2015).  
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recognition systems assess their system in an operational setting to 
provide assurance of face recognition accuracy.


Page 29 GAO-16-267  FBI Face Recognition Technology 


55 


FBI officials have not conducted an operational review of NGI-IPS. As a 
result, they have not assessed the accuracy of face recognition searches 
of NGI-IPS in its operational setting—the setting in which enrolled photos, 
rather than a test database of photos—are used to conduct a search for 
investigative leads. According to FBI officials, the database of photos 
used in its tests is representative of the photos in NGI-IPS, and ongoing 
testing in a simulated environment is adequate. However, according to 
the National Institute of Standards and Technology, as the size of a photo 
database increases, the accuracy of face recognition searches performed 
on that database can decrease due to lookalike faces.56 FBI’s test 
database contains 926,000 photos while NGI-IPS contains about 30 
million photos. 


FBI officials would, by conducting an operational review, obtain 
information regarding what factors affect the accuracy of the face 
recognition searches, such as the quality of the photos in the database, 
and if NGI-IPS is meeting federal, state, and local law enforcement 
needs. In November 2013, we reported on the extent to which federal 
information technology investments have undergone operational 
assessments and concluded that until agencies ensure their operational 
investments are assessed, there is a risk that they will not know whether 
they are fully meeting intended objectives.57 By conducting an annual 
operational review that includes an assessment of the accuracy of face 
recognition searches on the NGI-IPS system—such as by testing the 
accuracy rate of searches conducted against photos in the operational 
NGI-IPS database, or by asking state and local law enforcement if they 
are satisfied with the results they are getting from NGI-IPS—FBI officials 
decrease the risk of spending resources on a system that is not operating 


                                                                                                                       
55Face Identification Scientific Working Group, Understanding and Testing for Face 
Recognition Systems Operation Assurance, version 1.0 (Aug. 15, 2014).  
56National Institute of Standards and Technology, Face Recognition Vendor Test: NIST 
Interagency Report 8009 (May 26, 2014). 
57GAO, Information Technology: Agencies Need to Strengthen Oversight of Multibillion 
Dollar Investments in Operations and Maintenance, GAO-14-66 (Washington, D.C.: Nov. 
6, 2013). 
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as intended or does not meet law enforcement user needs, and they are 
better positioned to take steps to improve the system, as needed. 


 
FBI officials do not ensure that the accuracy of the face recognition 
systems operated by external partners is sufficient for use by FACE 
Services. For example, FBI officials did not establish accuracy 
requirements for external systems to be used by FACE Services. Further, 
FBI officials did not assess the accuracy of the external face recognition 
systems before agreeing to conduct searches on, or receive search 
results from, these systems. Both Michigan and Texas officials stated that 
the FBI has not inquired about the accuracy of their states’ face 
recognition system, which FBI officials confirmed. 


FBI officials provided several reasons why they do not take additional 
steps beyond the MOUs to assess the accuracy of their partners’ face 
recognition systems.
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58 First, according to FBI officials, their external 
partners are responsible for ensuring the accuracy of their own face 
recognition systems and are best positioned to make this evaluation. 
Further, these partners have their own missions that face recognition help 
them accomplish, and they have a vested interest in deploying accurate 
systems. However, states generally use their face recognition systems to 
prevent a person from fraudulently obtaining a drivers’ license under a 
false name, while the FBI uses face recognition to help identify, among 
other people, criminals for active FBI investigations.59 Accuracy 
requirements for criminal investigative purposes may be different. In 
addition, other federal government agencies assess the reliability of the 
data they receive from external partners. For example, as we have 
reported, the Transportation Security Administration (TSA) has assessed 
the accuracy and completeness of historical passenger data provided by 
air carriers for TSA’s Secure Flight automated name-matching process. 


                                                                                                                       
58The FACE Services MOUs between the FBI and state partners include, among other 
things, the authorities authorizing the sharing of information between the parties, specific 
responsibilities of the parties, and privacy and security safeguards.  
59We reported in 2012 that 41 states and the District of Columbia use face recognition 
technology to detect fraud in driver’s license applications by ensuring an applicant does 
not obtain a license by using the identity of another individual and has not previously 
obtained licenses using a different identity or identities. See GAO, Driver’s License 
Security: Federal Leadership Needed to Address Remaining Vulnerabilities, GAO-12-893 
(Washington, D.C.: Sept. 21, 2012). 
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TSA uses this name-matching process to compare potential matches of 
passengers against federal government watch lists to determine if they 
pose a security risk.
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In addition, FBI officials also told us that they do not assess the face 
recognition systems used by external partners because there are a 
limited number of companies that offer face recognition technology, which 
the National Institute of Standards and Technology regularly tests for 
accuracy. However, the specific technology used can affect accuracy. For 
example, the National Institute of Standards and Technology’s 2014 Face 
Recognition Vendor Test assessed various companies’ face recognition 
technologies and found that some face recognition technologies were 
less accurate than others.61 The version of the technology deployed also 
affects accuracy, as older versions of face recognition technologies are 
less accurate than newer versions, according to the 2014 Face 
Recognition Vendor Test. One state official we spoke with told us he 
made a similar observation. Specifically, the official said that the state has 
purchased one update to its face recognition system in the 7 years since 
their original acquisition, and the update—purchased about 4 years ago—
noticeably improved the accuracy of the searches. Moreover, as 
discussed above, accuracy rates of face recognition technologies may be 
different in a test setting than an operational setting, where other 
factors—such as the quality of the face photos in the database—can 
affect accuracy. As a result, FBI partners using the same face recognition 
technology could have different error rates. 


Because the FBI does not assess the accuracy of its partners’ 
technology, it risks relying on technologies that could potentially have 
higher error rates or could be obsolete. According to FBI officials, they 
would rather receive data from all available face recognition systems 
because receiving a valuable investigative lead from an inaccurate 
system, even if it is infrequent, outweighs the cost of reviewing candidate 


                                                                                                                       
60GAO, Aviation Security: Significant Management Challenges May Adversely Affect 
Implementation of the Transportation Security Administration’s Secure Flight Program, 
GAO-06-374T (Washington, D.C.: Feb. 9, 2006). 
61Specifically, the report stated that error rates can range from a few percent up to beyond 
fifty percent, depending on the technology. Further, the institute does not test all 
companies that offer face recognition technology, and participation is voluntary. See 
National Institute of Standards and Technology, Face Recognition Vendor Test: NIST 
Interagency Report 8009 (May 26, 2014).  
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lists from these systems that do not contain any likely matches (i.e., the 
candidate list does not contain any useful leads). These officials further 
stated that they mitigate accuracy risks of external databases by using 
biometric images specialists to review any photos generated by these 
databases before providing the results to the FBI agent who requested 
the search and by providing a caveat with results returned to FBI agents 
that they are receiving investigative leads. While these actions would help 
mitigate against face recognition systems with high false positive rates, 
they do not help with systems with low detection rates. A face recognition 
system with a low detection rate may not sufficiently provide biometric 
images specialists with matches when they exist in the partner’s system 
(i.e., the person in the probe photo has a photo in the partner system, but 
it is not returned as part of the candidate list). As a result, the FBI could 
miss investigative leads that could have been revealed if the partner 
system had a better detection rate. 


Standards for Internal Controls in the Federal Government calls for 
agencies to design and implement components of operations to ensure 
they meet the agencies mission, goals, and objectives, which, in this 
case, is to identify missing persons, wanted persons, suspects, or 
criminals for active FBI investigations. By relying on its external partners’ 
face recognition systems, the FBI is using these systems as a component 
of its routine operations and is therefore responsible for ensuring the 
systems will help meet FBI’s mission, goals and objectives. Further, 
according to the Fair Information Practice Principles, data quality—
including the accuracy of the data—is an important aspect to protecting 
privacy. The FBI has entered into agreements to search and access 
external databases—including millions of U.S. citizens’ drivers’ license 
and passport photos—but until FBI officials can assure themselves that 
the data they receive from external partners are reasonably accurate and 
reliable, it is unclear whether such agreements are beneficial to the FBI 
and do not unnecessarily include photos of innocent people as 
investigative leads. By assessing whether each external face recognition 
system used by FACE Services is sufficiently accurate for its use, the FBI 
would have better assurance that the systems are helping the bureau to 
identify potential suspects in its active investigations while protecting 
privacy. Such an assessment could include, for example, information from 
the National Institute of Standards and Technology or a review of how 
external partners determine if such technologies are sufficiently accurate 
for their own use. It could also include information on any accuracy 
assessments conducted by these partners—such as accuracy tests 
states conduct by comparing probe photos to their drivers’ license 
database. 
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The use of face recognition technology raises potential concerns 
regarding both the effectiveness of the technology in aiding law 
enforcement investigations and the protection of privacy and individual 
civil liberties. As reflected in DOJ guidance, the timely development and 
publishing of PIAs would increase transparency of the department’s 
systems and missions and provide the public with greater assurance that 
DOJ components are evaluating risks to privacy when implementing 
systems. DOJ could accomplish this by (1) assessing the PIA 
development process to determine why PIAs were not published prior to 
using or updating face recognition capabilities, and (2) implementing 
corrective actions to ensure the timely development, updating, and 
publishing of PIAs before using or making changes to a system.  


In addition, without an updated SORN that addresses the FBI’s collection 
and maintenance of photos accessed and used through the FBI’s face 
recognition technology, the public had limited understanding of the nature 
of the system and how their personal information, including face images, 
is being used and protected. Further, without conducting audits to 
determine whether users are conducting face image searches in 
accordance with CJIS policy requirements, FBI officials cannot be sure 
they are implementing face recognition capabilities in a manner that 
protects individuals’ privacy.  


The FBI is also required to test the accuracy of its technology systems, 
including NGI-IPS. By conducting tests to verify that NGI-IPS is accurate 
for all allowable candidate list sizes—including ensuring that the detection 
and false positive rates are identified—the FBI would have more 
reasonable assurance that NGI-IPS provides leads that help enhance 
rather than hinder or overly burden criminal investigation work. Because 
the FBI does not conduct operational reviews that would assess the 
accuracy of face recognition searches on NGI-IPS, it risks spending 
resources on a system that is not operating as intended and also may 
miss opportunities for improving the system. Also, by taking steps to 
assess whether the systems operated by external partners are sufficiently 
accurate for use by FACE Services (i.e., reviewing any accuracy 
assessments performed by external partners on their own systems), the 
FBI would have better assurance that the systems they use are 
appropriate for its use, increasing the odds of identifying suspects for 
active investigations while protecting privacy. 


Page 33 GAO-16-267  FBI Face Recognition Technology 


Conclusions 







 
 
 
 
 


To improve transparency and better ensure that face recognition 
capabilities are being used in accordance with privacy protection laws 
and policy requirements, we recommend that the Attorney General: 


· Assess the PIA development process to determine why PIAs were not 
published prior to using or updating face recognition capabilities, and 
implement corrective actions to ensure the timely development, 
updating, and publishing of PIAs  before using or making changes to a 
system. 


· Assess the SORN development process to determine why a SORN 
was not published that addressed the collection and maintenance of 
photos accessed and used through NGI for the FBI’s face recognition 
capabilities prior to using NGI-IPS, and implement corrective actions 
to ensure SORNs are published  before systems become operational. 


To better ensure that face recognition capabilities are being used in 
accordance with privacy protection laws and policy requirements, we 
recommend that the Director of the Federal Bureau of Investigation 
conduct audits to determine the extent to which users of NGI-IPS and 
biometric images specialists in FACE Services are conducting face image 
searches in accordance with CJIS policy requirements. 


To better ensure that face recognition systems are sufficiently accurate, 
we recommend that the Director of the Federal Bureau of Investigation 
take the following three actions: 


· Conduct tests of NGI-IPS to verify that the system is sufficiently 
accurate for all allowable candidate list sizes, and ensure that the 
detection and false positive rate used in the tests are identified. 


· Conduct an operational review of NGI-IPS at least annually that 
includes an assessment of the accuracy of face recognition searches 
to determine if it is meeting federal, state, and local law enforcement 
needs and take actions, as necessary, to improve the system. 


· Take steps to determine whether each external face recognition 
system used by FACE Services is sufficiently accurate for the FBI’s 
use and whether results from those systems should be used to 
support FBI investigations. 
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We provided a draft of this report to DOJ, DOD and State for their review 
and comment. DOD and State did not have formal comments on our draft 
report but provided technical comments, which we incorporated as 
appropriate. DOJ provided formal, written comments, which are 
reproduced in full in appendix IV. DOJ concurred with one and partially 
agreed with two of our six recommendations, and described actions 
underway or planned to address them. DOJ did not concur with three 
recommendations in the report. 


DOJ did not concur with our recommendation that DOJ assess the PIA 
development process to determine why PIAs were not published prior to 
using or updating face recognition capabilities. DOJ stated that the FBI 
has established practices that protect privacy and civil liberties beyond 
the requirements of the law. Further, DOJ stated that it developed PIAs 
for both FACE Services and NGI-IPS, as well as other privacy 
documentation, throughout the development of the these capabilities that 
reflect privacy choices made during their implementation. For example, 
DOJ stated that it revised the FACE Services PIA as decisions were 
made. DOJ also stated that it will internally evaluate the PIA process as 
part of the Department’s overall commitment to improving its processes, 
not in response to our recommendation.  


We agree that, during the course of our review, DOJ published PIAs for 
both FACE Services and NGI-IPS. However, as noted in the report, 
according to the E-Government Act and OMB and DOJ guidance, PIAs 
are to be assessments performed before developing or procuring 
technologies and upon significant system changes. Further, DOJ 
guidance states that PIAs give the public notice of the department’s 
consideration of privacy from the beginning stages of a system’s 
development throughout the system’s life cycle and ensures that privacy 
protections are built into the system from the start–not after the fact–when 
they can be far more costly or could affect the viability of the project. As 
noted in the report, although DOJ published an NGI-IPS PIA in 2008, it 
did not publish a new PIA or update the 2008 PIA before beginning the 
NGI-IPS pilot in December 2011 or as significant changes were made to 
the system through September 2015. In addition, DOJ approved a PIA for 
FACE Services over three years after the unit began supporting FBI 
agents with face recognition searches. DOJ stated that it updated these 
PIAs throughout the development of the FBI’s face recognition 
capabilities. However, as the internal drafts of these PIAs were updated, 
the public remained unaware of the department’s consideration for 
privacy because the PIA updates were not published, as required. The 
timely development and publishing of future PIAs would increase 
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transparency of the department’s systems and missions and provide the 
public with greater assurance that DOJ components are evaluating risks 
to privacy when implementing systems. 


DOJ agreed in part with our recommendation that DOJ complete a SORN 
for the NGI system that addresses the collection and maintenance of 
photos accessed and used through the FBI’s face recognition capabilities. 
DOJ stated that it submitted the SORN for publication to the Federal 
Register on April 21, 2016, and it was published on May 5, 2016. Further, 
DOJ stated that the NGI-IPS and FACE Services PIAs, not the NGI 
SORN, represent the best resource for the public to learn about how face 
recognition technology is used. Specifically, DOJ stated that SORNs are 
primarily used as a legal notice document, while a PIA is an analysis of 
how personal information is processed to, among other things, ensure 
handling conforms to legal requirements and determine the risks of 
collecting the information. Moreover, DOJ stated that the FBI’s face 
recognition capabilities do not represent new collection, use, or sharing of 
personal information.  


We acknowledge that DOJ agreed in part with our recommendation and 
submitted the SORN for publication after we provided our draft report for 
comment. However, we disagree with DOJ’s interpretation regarding the 
legal requirements of a SORN. As previously explained in our report, the 
Privacy Act requires that when agencies establish or make changes to a 
system of records, they must notify the public through a SORN published 
in the Federal Register. According to OMB guidance, the purposes of the 
notice are to inform the public of the existence of systems of records; the 
kinds of information maintained; the kinds of individuals on whom 
information is maintained; the purposes for which they are used; and how 
individuals can exercise their rights under the Act. Further, DOJ’s formal 
comments on our draft report acknowledge that the automated nature of 
face recognition technology and the sheer number of photos now 
available for searching raise important privacy and civil liberties 
considerations. We believe that the ability to perform automated searches 
of millions of photos is fundamentally different in nature and scope than 
manual review of individual photos, and the potential impact on privacy is 
equally fundamentally different. While DOJ published a SORN that 
addresses the collection and maintenance of photos accessed and used 
through the FBI’s face recognition capabilities in May 2016, it did so more 
than four years after beginning to use NGI-IPS. As a result, we have 
revised our recommendation to reflect that DOJ should complete and 
publish SORNs prior to collecting and using information in new or revised 
systems of records. By assessing the SORN development process and 
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taking corrective actions to ensure timely development of future SORNs, 
the public would have a better understanding of how their personal 
information is being used and protected by DOJ components. 


DOJ partially concurred with our recommendation that the FBI conduct 
audits to determine the extent to which users of NGI-IPS and biometric 
images specialists in FACE Services are conducting face image searches 
in accordance with CJIS policy requirements. Specifically: 


· DOJ concurred with the portion of our recommendation related to 
the use of NGI-IPS. DOJ stated that the FBI did not specify policy 
requirements with which it could audit NGI-IPS users until late 
2014, completed a draft audit plan during the course of our review 
in summer 2015, and expects to begin auditing use of NGI-IPS in 
fiscal year 2016. 


· DOJ did not fully comment on the portion of the recommendation 
that the FBI audit the use of external databases.
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62 As noted in the 
report, we understand the FBI may not have authority to audit the 
maintenance or operation of databases owned and managed by 
other agencies. However, the FBI does have a responsibility to 
oversee the use of the information by its own employees. As a 
result, our recommendation focuses on auditing both NGI-IPS 
users, such as states and FACE Services employees, as well as 
FACE Services employees’ use of information received from 
external databases—not on auditing the external databases. We 
continue to believe that the FBI should audit biometric images 
specialists’ use of information received from external databases to 
ensure compliance with FBI privacy policies. 


DOJ did not concur with our recommendation that the FBI conduct tests 
of NGI-IPS to verify that the system is sufficiently accurate for all 
allowable candidate list sizes.  In its response, DOJ stated that because 
searches of NGI-IPS produce a gallery of likely candidates to be used as 
investigative leads instead of for positive identification, NGI-IPS cannot 
produce false positives and there is no false positive rate for the system. 
DOJ further stated that the FBI has performed accuracy testing to validate 


                                                                                                                       
62In its formal comment letter, DOJ stated: “Though not entirely clear from the 
recommendation itself, it does not appear that GAO recommends that the FBI audit the 
use of external databases. DOJ would disagree with such a recommendation.”   







 
 
 
 
 


that the system meets the requirements for the detection rate, which fully 
satisfies requirements for the investigative lead service provided by NGI-
IPS.  


We disagree with DOJ. In its response, DOJ did not address a key focus 
of this recommendation—the need to ensure that NGI-IPS is sufficiently 
accurate for all allowable candidate list sizes. As stated in our report, 
although the FBI has tested the detection rate for a candidate list of 50 
photos, NGI-IPS allows users to request smaller candidate lists—
specifically between 2 and 50 photos. FBI officials stated that they have 
not tested the detection rate for smaller candidate list sizes and that a 
smaller candidate list would likely lower the detection rate. Further, as 
stated in our report, the National Science and Technology Council and 
the National Institute of Standards and Technology state that the 
detection rate and the false positive rate are both necessary to assess the 
accuracy of a face recognition system. Reporting a detection rate without 
reporting the accompanying false positive rate presents an incomplete 
view of the system’s accuracy. We understand DOJ’s position that the 
detection rate is the primary accuracy measure for NGI-IPS when 
returning a gallery of potential candidates and we have revised the 
wording of our recommendation to reflect that when the FBI tests the 
detection rate, it should identify both the detection rate and the false 
positive rate used to conduct the test. We continue to believe that our 
recommended action is needed and would allow the FBI to have more 
reasonable assurance that NGI-IPS is providing an investigative lead 
service that enhances, rather than hinders or overly burdens, criminal 
investigation work. 


DOJ concurred with our recommendation that the FBI conduct an 
operational review of NGI-IPS that includes an assessment of the 
accuracy of face recognition searches. DOJ stated that the FBI plans to 
solicit user feedback through the Advisory Policy Board Process 
regarding whether the accuracy of NGI-IPS face recognition searches is 
meeting their needs. If fully implemented, this action should address the 
intent of the recommendation and affords the FBI more reasonable 
assurance that NGI-IPS is meeting federal, state, and local law 
enforcement needs. 


DOJ did not concur our recommendation that the FBI take steps to 
determine whether external face recognition systems used by the FBI are 
sufficiently accurate for its use. DOJ stated that the FBI has no authority 
to set or enforce accuracy standards of face recognition technology 
operated by external agencies. In addition, DOJ stated that the FBI has 
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implemented standard operating procedures that include multiple layers 
of manual review that mitigate risks associated with the use of automated 
face recognition technology. Further, it is DOJ’s position that there is 
value in searching all available external databases, regardless of their 
level of accuracy.  


We disagree with DOJ. We continue to believe that the FBI should assess 
the quality of the data it is using from state and federal partners. We 
acknowledge that the FBI cannot and should not set accuracy standards 
for the face recognition systems used by external partners. We also do 
not dispute that the use of external face recognition systems by the FACE 
Services Unit could add value to FBI investigations. However, we 
disagree with FBI’s assertion that no assessment of the quality of the data 
from state and federal partners is necessary. The FBI has entered into 
agreements with state and federal partners to conduct face recognition 
searches using over 380 million photos. Without actual assessments of 
the results from its state and federal partners, the FBI is making decisions 
to enter into agreements based on assumptions that the search results 
may provide valuable investigative leads. In addition, we disagree with 
DOJ’s assertion that manual review of automated search results is 
sufficient. Even with a manual review process, the FBI could miss 
investigative leads if a partner does not have a sufficiently accurate 
system. Therefore, it is unclear whether such agreements are beneficial 
to the FBI and whether its investment of public resources is justified. By 
relying on its external partners’ face recognition systems, the FBI is using 
these systems as a component of its routine operations and is therefore 
responsible for ensuring the systems will help meet FBI’s mission, goals 
and objectives. We continue to believe that taking steps to determine 
whether external face recognition systems are sufficiently accurate would 
provide FBI with better assurance that the systems they use are 
appropriate for its use and would increase the odds of identifying 
suspects for active investigations while protecting privacy.   


 
As agreed with your office, unless you publicly announce the contents of 
this report earlier, we plan no further distribution until 30 days from the 
report date. At that time, we will send copies of this report to the Attorney 
General, and the Secretaries of the Departments of State and Defense. In 
addition, this report will be available at no charge on the GAO Web site at 
http://www.gao.gov. 
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If you or your staff have any questions about this report, please contact 
me at (202) 512-9627 or maurerd@gao.gov. Contact points for our 
Offices of Congressional Relations and Public Affairs may be found on 
the last page of this report. Key contributors to this report are listed in 
appendix V. 


Sincerely yours, 


Diana C. Maurer 
Director, Homeland Security and Justice Issues 
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Appendix I: Objectives, Scope, and 
Methodology 
 
 
 


This report addresses the following questions (1) What are the Federal 
Bureau of Investigation’s (FBI) face recognition capabilities? (2) To what 
extent has FBI’s use of face recognition adhered to laws and policies 
related to privacy? (3) To what extent does the FBI assess the accuracy 
of its face recognition capabilities? The scope of this report includes the 
FBI’s use of face recognition technology for criminal investigations and 
focuses on the federal laws and policies by which FBI must abide. 


To address the first question, we reviewed documentation of the mission 
need established to warrant FBI investment in face recognition 
technology, including the Next Generation Identification (NGI) Mission 
Needs Statement and the Face Analysis Comparison and Evaluation 
(FACE) Services Concept of Operations. In addition, we reviewed FBI 
documentation describing the FBI’s face recognition technology 
capabilities, including the NGI Interstate Photo System (NGI-IPS) Policy 
and Implementation Guide,
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1 the FACE Services Unit operating manual, 
and memorandums of understanding (MOUs) between the FBI and its 
federal and state partners. We reviewed these documents in order to 
understand the FBI’s face recognition capabilities used for criminal 
investigations, the process for enrolling individuals into face recognition 
databases, the personnel authorized to conduct face recognition 
searches, and how the FBI and its partners conduct these searches. We 
also analyzed the MOUs between the FBI and states to determine the 
types of information states provide to FACE Services. Further, we visited 
the Criminal Justice Information Services (CJIS) facility in West Virginia to 
observe a demonstration of NGI-IPS. We reviewed the most recent FBI 
face recognition data available—August 2011 through December 2015 on 
the enrollment of individuals’ photos in databases and the number of 
searches conducted on those databases to provide context to FBI’s use 
of face recognition technology. 


We also interviewed FBI officials responsible for face recognition 
technology used for criminal investigations to help us better understand 
face recognition capabilities within the FBI. To better understand how the 
FBI coordinates with federal and state partners and how these partners’ 
face recognition databases are populated and maintained, we interviewed 
Department of State (State), Department of Defense (DOD), Michigan, 


                                                                                                                       
1See FBI Criminal Justice Information Services (CJIS) Division, NGI-IPS Policy and 
Implementation Guide, version 1.2 (Clarksburg, WV: Sept. 3, 2014). 
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Methodology 
 
 
 


and Texas officials responsible for coordinating with the FBI’s face 
recognition officials. We selected DOD and State because these are the 
only federal agencies with face recognition MOUs with the FBI. We 
selected Michigan and Texas because both states had agreements with 
the FBI that covered multiple face recognition capabilities.
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2 We also 
received a demonstration of State’s Consular Consolidated Database to 
better understand how FBI officials that access the database use it to 
conduct face recognition searches. 


To address the second question, we identified and reviewed privacy 
protections under federal law, including the Privacy Act of 1974, the E-
Government Act of 2002, and Office of Management and Budget 
guidance to determine DOJ and FBI statutory responsibilities related to 
protecting privacy of personal information in FBI’s use of face recognition 
technology. We also reviewed DOJ privacy policies, including; DOJ Order 
0601: Privacy and Civil Liberties, the Senior Component Official on 
Privacy Manual, and Privacy Impact Assessment (PIA) Guidance to better 
understand DOJ’s privacy oversight structure and identify its PIA and 
system of records (SORN) development and review process.3 In addition, 
we analyzed relevant public notices and disclosures published from 1999 
through 2015, such as the FBI’s published PIAs related to NGI and the 
SORN for the Fingerprint Identification Records System, to determine 
what the FBI has disclosed to the public regarding the personal 
information collected for its face recognition capabilities and how it uses 
the data. We also assessed the FBI’s public notices and disclosures 
against legal and policy privacy requirements as well as the Fair 
Information Practice Principles.4 Further, we analyzed documentation of 


                                                                                                                       
2Michigan, New Mexico, and Texas were the only states that had agreements with the FBI 
on NGI-IPS and FACE Services at the time of their selection. Selecting Michigan and 
Texas offered some geographic dispersion. While these selections are not generalizable 
to other states, we believe they provide important context into facial recognition 
capabilities at the state level. 
3Department of Justice (DOJ), DOJ Order 0601: Privacy and Civil Liberties (Washington, 
D.C.: Feb. 2014); DOJ Office of Privacy and Civil Liberties, Senior Component Official on 
Privacy Manual, Spring 2014 (Washington, D.C.: June 2014); and DOJ Office of Privacy 
and Civil Liberties, Privacy Impact Assessments Official Guidance (Washington, D.C: Mar. 
2012). 
4For purposes of this review, we used the eight Fair Information Practice Principles 
developed by the U.S. Department of Homeland Security. These practices are 
transparency, individual participation, purpose specification, data minimization, use 
limitation, data quality and integrity, security, and accountability and auditing.  
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the FBI’s mechanisms of oversight of its face recognition services with 
regards to privacy, such as audit reports and policies, and compared 
them to Standards for Internal Control in the Federal Government and the 
Fair Information Practice Principles to determine the extent to which the 
FBI oversees adherence to its privacy policies.
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5 


We interviewed officials from DOJ’s Office on Privacy and Civil Liberties 
(OPCL), the FBI’s Privacy and Civil Liberties Unit, and CJIS to 
understand the general processes and procedures DOJ and the FBI have 
in place to ensure compliance with privacy statutory requirements related 
to FBI’s use of face recognition technology and the extent to which the 
FBI has followed these processes and procedures. We also interviewed 
members of the FBI’s Advisory Policy Board, and members of the 
Compact Council to understand their perspectives of statutory 
requirements, policies, and guiding principles related to the FBI’s use of 
face recognition technology; processes for implementing statutory 
requirements; and the FBI’s means for assessing privacy implications of 
the FBI’s use of face recognition technology.6 To identify the public’s 
privacy concerns related to the FBI’s use of face recognition technology, 
we interviewed privacy advocacy groups, including the Center for 
Democracy and Technology, the Electronic Privacy Information Center, 
and Electronic Frontier Foundation. We also interviewed relevant FBI 
officials and privacy stakeholders, including members from the Advisory 
Policy Board and Compact Council, to understand how the FBI 
coordinates with stakeholders, the privacy concerns stakeholders have 
discussed with the FBI, and how the FBI has addressed those concerns. 


To address the third question, we reviewed FBI documents to identify the 
face recognition accuracy requirements the FBI established for NGI-IPS, 
including the NGI System Requirements Document and the NGI System 
Requirement Specification. We focused on the accuracy of the automated 
portion of the FBI’s face recognition capabilities, though we took steps to 
understand the extent to which human review could affect accuracy as 
well. We reviewed system and contractual documents to understand how 


                                                                                                                       
5GAO, Internal Control: Standards for Internal Control in the Federal Government, 
GAO/AIMD-00-21.3.1 (Washington, D.C.: Nov. 1999).  
6The Advisory Policy Board is responsible for reviewing appropriate policy, technical, and 
operational issues related to the FBI’s CJIS Division. The Compact Council, on the other 
hand, is comprised of state and federal representatives and is responsible for setting 
policy regarding the sharing of criminal history records for non-criminal-justice purposes. 



http://www.gao.gov/products/GAO/AIMD-00-21.3.1
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the accuracy requirements changed over the development of NGI-IPS. 
We reviewed NGI-IPS test results documented in the NGI Requirements 
Traceability Matrix and the System Acceptance Tests. We assessed the 
NGI-IPS test results against the testing requirements in the FBI’s 
Information Technology Life Cycle Management Directive, and face 
recognition literature developed by the National Science and Technology 
Council and the National Institute of Standards and Technology. Further, 
we compared the FBI’s efforts to conduct operational assessments on 
NGI-IPS to the FBI, DOJ, and Office of Management and Budget 
guidance—such as the FBI Information Technology Life Cycle 
Management Directive—and draft testing guidelines established by the 
Face Identification Scientific Working Group.
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7 We also reviewed the 
National Institute of Standards and Technology’s 2014 Face Recognition 
Vendor Test report to better understand the various face factors that 
impact the accuracy of face recognition systems and how it tested the 
accuracy of face recognition systems.8 Further, we reviewed MOUs 
between the FBI and external partners—16 states, DOD, and State—to 
determine the extent to which the MOUs addressed accuracy of the face 
recognition technologies these partners use and the data they provide to 
the FBI. We compared the FBI’s efforts to assess the accuracy of the face 
recognition systems operated by external partners to Standards for 
Internal Controls in the Federal Government.9 Further, we assessed these 
efforts against the Fair Information Practice Principles. To learn more 
about how the FBI assesses NGI-IPS and the external systems it has 
access to for accuracy, we interviewed FBI officials, as well as officials 
from Michigan, Texas, DOD, and State. We also interviewed 
MorphoTrust, the company that provides the face recognition technology 
for NGI-IPS, and National Institute of Standards and Technology officials 
to better understand the accuracy of face recognition systems in general. 


                                                                                                                       
7See FBI, FBI Information Technology Life Cycle Management Directive, version 3.0 
(August 19, 2005), DOJ, Systems Development Life Cycle Guidance (January 2003), 
OMB, Circular No. A-11, Planning, Budgeting, and Acquisition of Capital Assets, V 3.0 
(2015), and Face Identification Scientific Working Group, Understanding and Testing for 
Face Recognition Systems Operation Assurance, version 1.0 (Aug. 15, 2014). 
8National Institute of Standards and Technology, Face Recognition Vendor Test: NIST 
Interagency Report 8009 (May 26, 2014). 
9GAO/AIMD-00-21.3.1.  



http://www.gao.gov/products/GAO/AIMD-00-21.3.1
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We conducted this performance audit from January 2015 to May 2016 in 
accordance with generally accepted government auditing standards. 
Those standards require that we plan and perform the audit to obtain 
sufficient, appropriate evidence to provide a reasonable basis for our 
findings and conclusions based on our audit objectives. We believe that 
the evidence obtained provides a reasonable basis for our findings and 
conclusions based on our audit objectives. 
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The NGI system is a replacement for the FBI’s Integrated Automated 
Fingerprint Identification System (IAFIS), which was a national, 
computerized system for storing, comparing, and exchanging fingerprint 
data in a digital format. NGI was not only to include fingerprint data from 
IAFIS, but also to provide new functionality and improve existing 
capabilities by incorporating advancements in biometrics, such as face 
recognition. As part of the fourth of six increments, the FBI updated the 
Interstate Photo System (IPS) to provide a face recognition service that 
allows law enforcement agencies to search a database of criminal photos 
that accompanied a fingerprint submission using a probe photo.
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1 The FBI 
began a pilot of NGI-IPS in December 2011, and NGI-IPS became fully 
operational in April 2015. Over 80 percent of the photos in NGI-IPS are 
criminal, as shown in table 3 below. 


Table 3: Number of Searchable Criminal Photos and Civil Photos Enrolled by State 
and Federal Agencies in Next Generation Identification-Interstate Photo System 
(NGI-IPS), as of December 2015 


Submitting Entity 
Searchable Criminal Photos 


(millions) 
Civil Photos 


(millions) 
States and territories 19.4 0.9 
Federal agencies 5.5 3.9 
Total 24.9 4.8 


Source: GAO analysis of FBI data. |GAO-16-267


· Texas and Louisiana are the states with the largest number of criminal 
photo contributions, with over three million submissions for each state. 
Other states with large criminal photo submissions are: Michigan (2.3 
million), Virginia (1.8 million), California (1.7 million), and New York 
(1.4 million). U.S. Customs and Border Protection is the largest 
federal contributor of criminal photos, with approximately 2.4 million 
submissions, which accounts for almost half of the total federal 
criminal photos. Over 2.5 million photos have been rejected from 
submitting entities due to poor quality as of December 2015. 


                                                                                                                       
1When the FBI implemented IAFIS in 1999, the Criminal Justice Information Services 
(CJIS) Division began storing mugshots submitted with fingerprints in a photo database 
and also digitized all previously submitted hardcopy mugshots. However, until NGI, this 
database did not allow users to search for mugshots using information other than the 
person’s name or unique FBI number 
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· Local, state, federal, and tribal law enforcement agencies can be 
authorized to submit face recognition searches for law enforcement 
purposes.
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2 From the beginning of the pilot in December 2011 through 
December 2015, the number of search requests by states ranged 
from under 20 by one state to over 14,000 by another state. 


 
FACE Services—a unit within the FBI’s Criminal Justice Information 
Services Division (CJIS)—conducts searches on NGI-IPS and can access 
external partners’ face recognition systems to support FBI active 
investigations only.3 Table 4 shows the number of searchable photos 
accessible to FACE Services through all available databases. 


Table 4: Number of Photos Available to Facial Analysis, Comparison, and 
Evaluation (FACE) Services by Repository as of December 2015 


Searchable Repository 
Description of photos 
in the repository


Number of 
photosa 


(millions) 
Federal 
Repositories 


Department of Defense’s 
Automated Biometric 
Identification System 


Individuals detained by 
U.S. forces abroad, 
among others 


6.7 


Next Generation Identification -
Interstate Photo System (NGI-
IPS) 


Criminal and civil mug 
shotsb 


29.7 


Department of State’s Consular 
Consolidated Database 


Visa applicationc 140 


State 
Repositories 


North Dakota Driver’s license, criminal 
mugshots, correction 
photos 


1.2 


Vermont Driver’s license 1.8 
New Mexico Driver’s license 2.9 


                                                                                                                       
2Authorized law enforcement users are those with an Originating Agency Identifier 
designating the user as a law enforcement agency including a unit or subunit of a local, 
state, federal or tribal government with the principle functions of prevention, detection, and 
investigation of crime, apprehension of alleged offenders, and enforcement of laws.  
3According to the Privacy Impact Assessment for the FACE Services Unit, in limited 
instances, the FACE Services Unit provides face recognition support for closed FBI cases 
(e.g., missing and wanted persons) and may offer face recognition support to federal 
partners. 
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Searchable Repository
Description of photos 
in the repository


Number of 
photosa 


(millions) 
Delaware Driver’s license 4 
Utah Driver’s license, criminal 


mugshots, correction 
photos 


5.2 


Alabama Driver’s license 6.5 
Nebraska Driver’s license 8 
South Carolina Driver’s license, criminal 


mugshots, probation 
photos 


8 


Tennessee Driver’s license 12.5 
Iowa Driver’s license 13 
Arkansas Driver’s license 15.4 
Kentucky Driver’s license 18.4 
Texas Driver’s license 24 
Michigan Driver’s license, criminal 


mugshots, correction 
photos 


35.6 


North Carolina Driver’s license 36 
Illinois Driver’s license 43 


Total Not applicable Not applicable 411.9 


Source: GAO analysis FBI information.|GAO-16-267
aAccording to the FBI, the numbers for the repositories other than NGI-IPS were confirmed at the time 
the MOU with the partner agency was signed. 
bThe face recognition search is only conducted on NGI-IPS’s criminal database. However, civil photos 
may be returned in the search of the criminal database if they are linked to a criminal identity record. 
cIn October 2015, State and the FBI initiated a 180 day pilot for State to conduct face recognition 
comparisons of persons under FBI investigation against passport photos in the State passport 
database. 


FACE Services can either access directly or request searches from 
partners’ databases. From August 2011 through December 2015, FACE 
Services received over 142,000 photos of unknown persons (often called 
probe photos) from FBI headquarters, field offices, and overseas offices, 
which resulted in almost 215,000 searches on various databases in 
attempt to find photo matches of known individuals in these databases. 
Table 5 summarizes the number of searches requested or conducted by 
FACE Services and the number of photos returned to requesting FBI 
agents, from August 2011 through December 2015. 
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Table 5: Summary of Facial Analysis, Comparison, and Evaluation (FACE) Services 
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Unit Searches and Photos Retuned to Agents from August 2011 through December 
2015 


Approximate number of 
face recognition 


searches requested or 
conducted by FACE 


Services 


Approximate number of 
searches resulting in likely 


candidates that FACE 
Services returned to 


requesting FBI agents 
Next Generation Identification 
-Interstate Photo System 
(NGI-IPS)  


118,490a 6,050 


Department of Defense’s 
Automated Biometric 
Identification System 


8,220b 60 


Department of State’s 
Consular Consolidated 
Database 


51,720 2,270 


Department of State’s 
Passport Photos 


70 Less than 10 


16 states 36,420c 210 
Total 214,920 8,590 


Source: GAO analysis of FBI data.| GAO-16-267
aAlthough over 142,000 probe photos were received by FACE Services, multiple photos of the same 
individual may have been received and not necessarily searched by biometric images specialists. 
bThe Department of Defense does not return face images, unless the FBI follows-up with a request 
based on the Automated Biometric Identification System search results. 
cThis is the combined total of searches submitted to all 16 participating states. 
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FACE Services—a unit within the FBI’s Criminal Justice Information 
Services Division (CJIS)—conducts face recognition searches on Next 
Generation Identification-Interstate Photo System (NGI-IPS) and can 
access external partners’ face recognition systems to support FBI active 
investigations. Figure 4 shows that, as of December 2015, FBI has signed 
Memorandums of Understanding (MOU) with 16 states to be able to 
request face recognition searches of the states’ photo repositories to 
assist with FACE Services requests. Most of these systems access 
driver’s license photos, but several states also include mugshots or 
corrections photos. FBI officials stated that they have entered into 
negotiations with 18 other states to expand FACE Services’ search 
capability. 
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Figure 4: Information Available for FBI Facial Analysis, Comparison, and Evaluation (FACE) Services’ Photo Searches, by 
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State 


Note: Some state laws prohibit face recognition. 
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U.S. Department of Justice 


Washington, D.C. 20530 


APR 25 2016 


Diana Maurer 


Director, Homeland Security and Justice Issues 


Government Accountability Office (GAO) 


441 G Street N.W. 


Washington, DC 20548 


Dear Ms. Maurer: 


Thank you for the opportunity to review and comment on your draft report 
titled "GAO's Review of FBI's Use of Facial Recognition Technology 
(GA0-15-11/441270). In this report, the Government Accountability Office 
("GAO") made four recommendations based on their findings. This letter 
represents the consolidated Department ("DOJ" or "Department") 
response to GAO's recommendations. 


I. Introduction 


The Department (DOJ) disagrees with one of the two recommendations 
addressed to the Attorney General and agrees with the other. Further, the 
DOJ concurs with Recommendations 1 and 3 made to the Director of the 
FBI, partially agrees with recommendation 2 and disagrees with 
Recommendation 4. 
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The Federal Bureau of Investigation ("FBI") welcomed GAO to visit its 
Criminal Justice Information Services ("CJIS") Division to learn about its 
facial recognition processes. During GAO's visit 
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1 FBI CJIS' biometric 
images specialists provided a face recognition demonstration, and staff 
provided various briefings. During the year-long audit process, the FBI 
and the Office of Privacy and Civil Liberties (OPCL)2 also responded to 
more than 20 document requests from GAO as well as participated in 
several teleconferences and in-person meetings to answer questions 
from GAO. Despite the voluminous amount of hours spent by FBI staff 
providing face recognition information to GAO, the FBI believes GAO staff 
does not fully appreciate the nature of its face recognition service as 
being utilized for investigative leads only and not positive identifications. 
Standards for accuracy can be reasonably different for systems that 
provide investigative leads as opposed to systems that provide positive 
identification, thus explaining the 


DOJ's disagreement with some of GAO's recommendations. In addition, 
the Department fundamentally disagrees with GAO's understanding of the 
purpose of a System of Records Notice (SORN).3 


II. GAO's Recommendations and DOJ's Responses 


Recommendation Number 1to the Attorney General: Assess the PIA 
development process to determine why PIAs were not published prior to 
using or updating face recognition capabilities, and implement corrective 
actions to ensure the timely development, updating, and publishing of 
PIAs before using or making changes to a system. 


· DOJ Response: Disagree, with explanation. While we agree that all 
Department processes may be reviewed for improvements and 
efficiencies, DOJ disagrees with the PIA rationale articulated in GAO's 
report for the reasons set forth below. Furthermore, DOJ continually 


                                                                                                                       
1 This visit occurred on April 14- 15, 2015 at CHS facilities in West Virginia. 
2 Please note the correct name of OPCL stands for Office of Privacy and Civil Liberties. 
Throughout the report, OPCL is incorrectly referred to as the Office on Privacy and Civil 
Liberties. 
3 A System of Records Notice (SORN) is a legal notice document required by the Privacy 
Act of 1974 which describes the existence and character of a system of records, including 
the categories of individuals whose records are in the system; the categories of records; 
and the routine uses of the records. 
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strives to assess and refine its internal processes and procedures. As 
part of that ongoing review, DOJ will internally evaluate and improve 
upon the PIA process independent of this GAO review. 


Privacy Impact Assessments (PIAs) for the Facial Analysis, Comparison, 
and Evaluation (FACE) Services Unit and the Next Generation 
Identification (NGI) Interstate Photo System (IPS) have been prepared by 
the FBI, approved by the Chief Privacy and Civil Liberties Officer at the 
Department, and are published at https://www.fbi.gov/foia/privacy-impact-
assessments . These PIAs provide the public with an accurate and 
complete explanation of how specific FBI components are using face 
recognition technology in support of the FBI's mission to defend against 
terrorism and enforce criminal laws, while protecting privacy and civil 
liberties. The PIAs also reflect many of the privacy and civil liberties 
choices made during the implementation of these programs. 


Pursuant to DOJ policy, a Privacy Threshold Analysis (PTA) was 
prepared for FBI's Face Services Unit, as well as other significant 
documentation protecting privacy and civil liberties, such as Memoranda 
of Understanding and policy documentation - all of which built in privacy 
and civil liberties protections. 


The FACE Services Unit provides face recognition support for FBI agents 
and analysts, and this internal support required no new collection, use, or 
sharing of personal data. As a new FBI unit, the FACE Services Unit 
proceeded carefully and deliberately. As such, the privacy documentation 
and guidance have been in development since the inception of the unit, 
incrementally changing and adding protections as decisions were made 
regarding the services provided. In addition, the work of the FACE 
Services Unit utilized information already covered by an existing system 
of records notice (SORN). The work log used by the FACE Services Unit 
retains only those photos already retained in the FBI's investigative case 
file system. The FACE 


Services Unit's work log and the FBI's investigative files are currently 
covered by the FBI's Central Records System SORN 
(https://www.gpo.gov/fdsvs/pkg/FR-1 998-02-20/pdf/98- 4206 .pdf, 8671). 


For the NGI-IPS system, the FBI published a PIA in 2008 that addressed 
the planned photo repository in NGI that would offer face recognition 
searching as one of its services. NGI had been implemented in 
increments over a period of several years, with major enhancements such 
as searching and retention of civil fingerprints, improved searching of 
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latent fingerprints, and the development of a palm print repository. The 
relevant PIAs were prepared in tandem with these increments; the NGI-
IPS became operational in the spring of 2015, as the last significant 
enhancement of NGI. 


New privacy documentation and guidance were developed for the IPS 
starting in 2011. At that time, the FBI launched a "pilot" phase of face 
recognition technology with a few law enforcement partners in order to 
validate technical and user requirements. This pilot was conducted with 
mugshots already retained by the FBI in NGI's predecessor system, the 
Integrated Automated Fingerprint Identification System (IAFIS) (covered 
by the Fingerprint Identification Records System SORN, 
https://www.gpo.gov/fdsys/pkg/FR- 1999-09-28/pdf/99- 24989.pdf, 
52347). In the interim between the pilot phase and full operational 
capability in 2015, the FBI prepared a PTA and other significant 
documentation, such as Memoranda of Understanding and a detailed 
Policy and Implementation Guide for future users of the face recognition 
service, memorializing the privacy and civil liberties protections being 
implemented. The FBI completed the 2015 NGI-IPS PIA prior to 
operational deployment. 


The NGI-IPS and the FACE Services Unit PIAs, not the NGI SORN, 
represent the best resource for the public to learn about how face 
recognition technology is used. The NGI SORN covers the largest 
information technology system ever developed by the FBI and a SORN is 
not intended to provide the same level of detail to the public as a PIA. In 
order to provide the most transparency for the public and most detail on 
specific aspects of NGI, the FBI wrote several PIAs to cover the entire 
system in a meaningful and accurate manner. The primary purpose of 
NGI is to serve as the nation's premier fingerprint repository (criminal, 
civil, and latent) and the nation's central repository for the exchange of 
criminal history record information. The FBI had been writing the NOI-
specific SORN as the system has been developed. The NGI SORN now 
specifically includes "facial images" as information associated with 
criminal history records; however, the NGI SORN covers the same 
category of individuals and photos associated with criminal history (e.g. 
"mugshots") that have been collected and retained by the FBI for 
decades, as reflected in the IAFIS SORN. Accordingly, the NGI-IPS PIA 
provides the most robust explanation of how face recognition technology 
is used to search records related to individuals who were already 
maintained by the FBI. 
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The FBI's existing legal authorities and data holdings were the basis for 
the authorized use of face recognition technology in its FACE Services 
Unit and its NGI-IPS. Prior to this technology, the photos used in the face 
recognition searches were retained or available to the FBI for human 
review in accordance with all laws and policies. For face recognition 
technology, the categories 


of photos permitted to be searched have been carefully defined and 
limited in order to protect privacy and civil liberties. 


For the FACE Services Unit, only those photos provided by FBI agents, 
legally obtained in the course of FBI investigations, may be accepted for 
searching. The levels and types of investigations for which searches are 
allowed have been limited to protect privacy and civil liberties. The FBI 
opens investigations pursuant to Attorney General Guidelines and 
implementing policy. These photos, as with any other investigative lead or 
evidence, cannot be collected in violation of an individual's constitutional 
rights. 


In strict compliance with state and federal law, the FACE Services Unit 
searches the FBI photos against photo repositories maintained by other 
government agencies. These photo repositories specifically permit 
searching for law enforcement purposes and would be available to FBI 
agents regardless of face recognition technology. When photos are 
returned from these repositories, a trained biometric images specialist 
and a supervisor/lead employee in the FACE Services Unit provide 
reviews before forwarding to the FBI agent. The FBI agent is permitted to 
use the photo only as an investigative lead and must perform additional 
analysis to determine true identification. In the past, an FBI agent could 
manually review any available photo in the search for a subject. With face 
recognition technology, there is a three-part process: the software 
narrows the possible candidates, the trained biometric images specialist 
and supervisor/lead employee provide human reviews, and the agent 
decides whether to pursue a lead and investigate further. 


For the NGI-IPS, only criminal mugshots obtained pursuant to arrest and 
associated with ten print fingerprints are available for face recognition 
searching by law enforcement officers in accordance with the existing 
IAFIS SORN. Criminal photos that do not meet a probable cause 
standard or that are not positively associated with criminal fingerprints are 
not available for searching. The FBI also has the legal authority to retain 
civil photos in NGI when collected in conjunction with non-criminal justice 
fingerprint-based background checks. However, in order to protect 


Page 67 GAO-16-267  FBI Face Recognition Technology 


Page 4 







 
Appendix VI: Accessible Data 
 
 
 


privacy and civil liberties, the FBI decided not to permit searching of civil 
photos even though they may be helpful to law enforcement. 


Access to NGI is generally available to the criminal justice community, 
who, by federal regulation, consists of a broader group of users than law 
enforcement. The FBI chose to limit face recognition searches to sworn 
law enforcement officers to ensure that such searches only pertained to 
active investigations and those searches were not used for purposes 
contrary to the IAFIS SORN. Law enforcement partners may submit 
investigative photos to search against the NGI-IPS mugshots. These 
photos are prohibited from being obtained in violation of constitutional 
rights. Importantly, these photos merely search against the NGI-IPS and 
are not retained. If the law enforcement officer receives photos from the 
NGI-IPS in response, he or she is advised that the photos are 
investigative leads and may not serve as the sole basis for independent 
law enforcement action. 


As parts of a federal executive agency, DOJ and FBI comply with the 
Privacy Act of 1974.
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4 The FBI observes that the Fair Information Practice 
Principles (FIPPs) predate the Privacy Act of 1974 and many of the 
Privacy Act requirements are similar to FIPPs guidance, such as 
transparency, notice, consent, and redress. However, the Privacy Act of 
1974 permits federal agencies to exempt their law enforcement systems 
from these requirements due to the nature of information obtained from 
criminal subjects or in the course of criminal investigations. Since the 
photos maintained and searched in the FBI's Central Records System 
and NGI are law enforcement subjects, the FBI has exercised its 
exemptions under the Privacy Act. In its implementation of face 
recognition technology, the FBI has followed the FIPPs guidance to the 
fullest extent practicable in areas such as data minimization, use 
limitation, and data quality and integrity. 


The FBI fully recognizes that the automated nature of face recognition 
technology and the sheer number of photos now available for searching 
raise important privacy and civil liberties considerations. For that reason, 
the FBI has made privacy and civil liberties integral to every decision from 
the inception regarding its use of face recognition technology. 
Documenting those decisions in the PIAs and other privacy and policy 


                                                                                                                       
4 See 5 U.S.C. § 552a (2012). 
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documentation, the FBI has established practices that protect privacy and 
civil liberties beyond the requirements of the law. Although the GAO 
report states that the FBI should better ensure privacy, it is important to 
note that the FBI observes that the GAO made no findings or 
recommendations regarding the sufficiency of the documented 
protections for face recognition technology implemented by the FACE 
Services Unit and in the NGI-IPS. The FBI has successfully used face 
recognition technology to further its mission to protect the American 
public from harm, while carefully and deliberately building privacy and civil 
liberties protections into the technology and providing the public with 
transparency through the published PIAs. 


Recommendation Number 2 to Attorney General: Complete a SORN for 
the NGI system that addresses the collection and maintenance of photos 
accessed and used through the FBI's face recognition capabilities. 


· DOJ Response: Agree in part. The SORN has been completed 
and submitted for publication to the Federal Register on April 21, 
2016.
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Although the SORN has been submitted for publication to the Federal 
Register, the Department disagrees with GAO's conflation of the SORN 
requirement with the purpose of a PIA. SORNs are primarily used as a 
legal notice document under the Privacy Act. 6In contrast, a PIA is an 
analysis, required by Section 208 of the E-Government Act of 2002, of 
how information in identifiable form is processed to: ensure handling 
conforms to applicable legal, regulatory , and policy requirements 
regarding privacy; determine the risks and effects of collecting, 
maintaining, 


and disseminating information in identifiable form in an electronic 
information system; and examine and evaluate protections and alternative 
processes for handling information to mitigate potential privacy risks. 7 


                                                                                                                       
5 The preparation of the NG! SORN predated the GAO audit to accommodate the various 
increments of the NGI program. 
6 See 5 U .S.C. § 552a (e) (4) (2012). 
7 OMB Memorandum, M-03-22, OMB Guidance for implementing the Privacy Provisions 
of the E-Government Act of 2002, Attachment A, Section ILA.6 (Sept. 26, 2003), available 
at: http://www .whitehouse.gov/omb/memoranda_M-03-22. 
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To the extent that this GAO report may impact the privacy compliance of 
other Department components, OPCL notes the legal distinctions 
between a SORN and a PIA. Stated another way, a PIA is not a SORN. 
The determination to draft a SORN or provide a modification to an 
existing SORN is based on the legal requirements of the Privacy Act and 
Office of Management and Budget (OMB) guidance. This iterative 
process requires that a SORN may need to be reviewed for legal 
sufficiency to ensure its continuing completeness and accuracy, but may 
not necessarily need to be updated. 


Recommendation Number 1 to FBI Director: To better ensure that face 
recognition capabilities are being used in accordance with privacy 
protection laws and policy requirements, we recommend that the Director 
of the Federal Bureau of Investigation conduct audits to determine the 
extent to which users of NGI-IPS and biometric images specialists in the 
FACE Services Unit are conducting face image searches in accordance 
with CJIS policy requirements. 


· The DOJ concurs with this recommendation to the extent it relates 
to use of the NGI-IPS. 


Page 70 GAO-16-267  FBI Face Recognition Technology 


8 


GAO's findings reflect that state and local users have been accessing the 
NGI-IPS since December 2011, and users have yet to be audited for their 
use of face recognition searches. The DOJ agrees with and certainly 
appreciates GAO's assertion that audits serve an important role in 
identifying and mitigating risks associated with users of information 
systems not meeting policy requirements. However, as described on 
pages 11 and 12 of the report, it is important to recognize the NGI-IPS 
operated in a limited capacity as a pilot program from December 2011 
through April 2015. The FBI Criminal Justice Information Services (CJIS) 
Division's Audit Unit (CAU) has no direct mandate to audit pilot phases of 
CJIS system development and implementation, and the CAU's triennial 
audit obligations pursuant to the CJIS Security Policy have not been 
historically interpreted to mandate such reviews. 


In addition, the CAU does not complete development and implementation 
of formal audit processes until specific policy requirements for the CJIS 


                                                                                                                       
8 Though not entirely clear from the recommendation itself, it does not appear that GAO 
recommends that the FBI audit the use of external databases. DOJ would disagree with 
such a recommendation. 
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system have been identified and finalized. This appears to be consistent 
with published GAO Government Auditing Standards for identifying audit 
criteria and associated considerations for obtaining sufficient, appropriate 
evidence as it relates to field work standards for performance audits. 
These standards include identification of "specific requirements, 
measures, expected performance, defined business 


practices, and benchmarks against which performance is compared or 
evaluated." Specific policy requirements associated with access to the 
NGI-IPS were not formally established until late 2014 with the approval 
and publishing of the NGJ-JPS Policy and Implementation Guide, which 
was a primary resource for development of the audit objective, scope, 
and methodology. While the early stages of planning for formal NGI-IPS 
audits began during the system's pilot phase and prior to GAO's review, 
the formal draft audit plan was completed on schedule in summer 2015 
and immediately submitted through the CJIS Advisory Policy Board (APB) 
process for review. 


The CJIS APB Working Groups reviewed the plan in March 2016, and the 
audit plan will be reviewed by applicable subcommittees and the full CJIS 
APB at respective meetings in April and June 2016. As a result, an 
officially approved audit plan could not be provided to GAO. The DOJ did, 
however, make CAU officials available to GAO throughout the review 
process and all questions regarding plans to audit NGI-IPS were 
answered. 


As planned, the CAU is fully postured to launch the first phase of the NGI-
IPS audit plan as part of the existing fiscal year 2016 audit schedule, 
although the number of actual NGI-IPS participants is currently limited. 
The NGI-IPS audit will be conducted in conjunction with existing National 
Identity Services Audits externally at State Identification Bureaus and 
federal agencies and will include reviews at a selection of local criminal 
justice agencies that access the NGI-IPS. The NGI-IPS audit plan also 
provides for an internal audit of the FACE Services Unit to be conducted 
in accordance with existing procedures for FBI internal audits associated 
with CJIS system access. Procedures for both external and internal audits 
include review of NGI-IPS system transaction records and associated 
supporting documentation provided by audit participants. 


GAO's last three recommendations focus on accuracy. The FBI would like 
to clarify terminology used by GAO in relation to the accuracy of face 
recognition technology. The FBI defines accuracy as the facial recognition 
technology's ability to return a photo representing one person's face in the 
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search result (e.g., candidate list of a fixed size) when a corresponding 
photo of that same person is enrolled in the face repository being 
searched. When referring to "detection" for face recognition purposes, 
this usually means the simple ability of a face recognition system to 
detect the presence of a face in a given image. Detection is a prerequisite 
for recognition - if a face is not detected, recognition cannot take place. In 
GAO's report, "detection" and the detection rate refer to the likelihood of a 
face recognition system to return a photo in the search result when the 
person's photo is in the repository of photos being searched. 


The use of identification and recognition in the context of the FBI's 
performance of face recognition does not imply the determination of a 
"likely candidate" is the same person to the exclusion of all others. 
Positive identification would only occur with a face recognition system that 
has the capability to verify a match of the probe photo image to a photo 
image in the repository of photos being searched. The FBI is unaware of 
any facial recognition technology with sufficient accuracy to produce 
positive identifications; they instead produce likely candidates in the 
results. A false positive identification would occur when a system has the 
capability to produce a positive identification for one person, yet returns 
as the search result a 


photo of a different person. In the absence of facial recognition systems 
with the capability to produce positive identifications, there are also no 
false positive identifications. Because the FBI does not use a system 
which generates positive identifications, there are no false positive 
identifications generated, so there is no false positive rate. 


Recommendation Number 2 to FBI Director: Conduct tests of NGI-IPS to 
verify that the system is sufficiently accurate for all allowable candidate 
sizes, including setting and testing detection and false positive rates. 


· Response: The DOJ disagrees with this recommendation. As FBI 
staff advised GAO, a search of the NGI-IPS provides a gallery of 
likely candidates that are to be used as investigative leads. A 
search of the NGI-IPS does not result in a positive identification; 
there are no identity matches based on a probe photo being 
searched against the photos in the NGI-IPS. As stated earlier, due 
to the fact that no positive identifications are made based on NGI-
IPS searches, there are also no false positive identifications. As 
noted in the report, the FBI has performed accuracy testing to 
validate that the system meets the requirements for the detection 
rate, and such testing continues to be included as part of the FBl's 
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standard testing and regression efforts. This fully satisfies 
requirements for the investigative lead service provided by the 
NGI-IPS and was confirmed by the Chief of the National Institute 
of Standards and Technology's Information Access Division. 


Recommendation Number 3 to FBI Director: Conduct an operational 
review of NGI IPS at least annually that includes an assessment of the 
accuracy of face recognition searches to determine if it is meeting federal, 
state, and local law enforcement needs and take actions, as necessary, 
to improve the system. 


· Response: The DOJ concurs with this recommendation. 


The FBI manages the CJIS APB Process, which holds meetings twice a 
year. The APB is comprised of members of local, state, tribal, and federal 
criminal justice agencies that contribute to and use CJIS systems and 
information. It is responsible for reviewing policy issues and appropriate 
technical and operational issues related to FBI CJIS programs (such as 
the NGI) administered by the FBI's CJIS Division, and thereafter, making 
appropriate recommendations. Through the APB Process, users can 
provide feedback and suggestions or bring issues to the attention of the 
FBI's CJIS Division. 


To date, no users have submitted concerns to the FBI regarding the 
accuracy of face searches conducted on the NGI-IPS. However, in a 
proactive effort to conduct an operational review of the NGI-IPS to include 
an assessment of the accuracy of face recognition searches, the FBI 
plans to solicit user feedback through the APB Process regarding whether 
the face recognition searches 


of the NGI-IPS are meeting their needs, specifically requesting input 
regarding search accuracy. Based on feedback, the FBI will take action, 
as necessary, to improve the system. The FBI can continue to solicit 
feedback through the APB Process on an as-needed basis. 


Recommendation Number 4 to FBI Director: Take steps to determine 
whether each external face recognition system used by the FACE 
Services Unit is sufficiently accurate for the FBI's use and whether results 
from those systems should continue to be used to support FBI 
investigations. 


· Response: The DOJ disagrees with this recommendation. 
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The FBI has no authority to set or enforce accuracy standards of face 
recognition technology operated by external agencies. Also, when 
considering the accuracy of external face recognition systems, it is 
important to understand that when searches are conducted in these 
systems, results returned to the FBI are only used as investigative leads. 
They are not considered to be positive identification. Furthermore, the FBI 
reduces any potential risks of searching external face recognition systems 
by several levels of manual review, to include reviews by trained experts. 
Two biometric images specialists are required to perform independent 
analysis, comparisons, and evaluations of all candidates (investigative 
leads) returned from face recognition searches. Then a supervisor/lead 
employee is required to review the results to determine if they may 
provide any value as investigative leads prior to routing them to FBI 
agents for their consideration in investigations. Lastly, the FBI agents 
make the final determination on the value of these responses relative to 
the investigation. These multiple levels of manual review minimize the 
risks associated with using automated systems for face recognition. 


The FBI understands that the searches of external face recognition 
systems may not result in a response (investigative lead), as is the case 
with any search conducted in criminal justice information systems, but it 
doesn't negate the value of conducting the searches. Increasing the 
number of facial recognition systems that are leveraged for the FBI's face 
recognition searches increases the likelihood of obtaining valuable 
investigative leads. Conversely, for the FBI to not take advantage of the 
opportunity to search external facial recognition systems would be to give 
up opportunities to provide valuable investigative leads in support of 
criminal, terrorism, and missing person investigations. 


Therefore, based on the increased reliability on the accuracy of face 
recognition systems over the past few years, the FBI's manual reviews by 
experts of all investigative leads provided as search results, and the value 
added to FBI investigations from the searches that have been conducted, 
the FBI is confident in its decision to continue searching external face 
recognition systems to support FBI investigations. 


III. Conclusion 


Thank you again for the opportunity to review and comment on this 
report. We look forward to GAO closing those recommendations that the 
DOJ has agreed to implement. 
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Sincerely, 


Lee J. Lofthus 


Assistant Attorney General for Administration 


Accessible Text for Figure 1: Face Recognition Enrollment and Matching Process 
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Enrollment 


1. Photo of known person obtained 


2. Photo enrolled in reference database 


Matching 


1. Compare photos of unknown person obtained to photos in reference 
database 


2. Likely matches or no likely matches 
Source: GAO analysis of FBI and National Academy of Sciences documentation.  |  GAO-16-267


Accessible Text for Figure 3: Key Dates in the Implementation of the FBI’s Face 
Recognition Capabilities and Associated Privacy Impact Assessments 


June 2008: Department of Justice (DOJ) approved Next Generation Identification 
Interstate Photo System (NGI-IPS) Privacy Impact Assessment (PIA) 


2010: The FBI began incrementally replacing the Integrated Automated Fingerprint 
Identifications System with NGI. Facial recognition searches through IPS was part of the 
fourth of six increments. 


August 2011: The FBI Facial Analysis, Comparison, and Evaluation (FACE) Services Unit 
began supporting investigations with facial recognition searches using external photo 
databases. 


December 2011: The FBI began a pilot of the NGI-IPS 


September 2014: The FBI fully deployed NGI (NGI-IPS was not fully operational at this 
time) 


April 2015: The FBI authorized full operation of NGI-IPS 
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May 2015: DOJ approved FACE Services PIA 


September 2015: DOJ approved updated NGI-IPS PIA 


Source: GAO analysis of DOJ and FBI information.  |  GAO-16-267
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