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Today's Top News
1. CBP rolls out facial recognition technoloqy at JFK




Thursday, January 21, 2016 | By Molly Bernhart Walker

U.S. Customs and Border Protection began using facial recognition technology
this week at John F. Kennedy International Airport to verify that travelers match
their passport photos. The move follows a successful pilot of the technology at
Washington Dulles International Airport in Northern Virginia.

This first deployment of the technology at JFK will be limited to some first-time
Visa Waiver Program travelers and those entering the United States with U.S.-
issued e-Passports, said a Jan. 19 press release from CBP.

"This biometric capability will aid our officers in identifying legitimate travelers
while protecting them from fraud and identity theft with little to no delay to the
entry process. CBP continues to implement technologies that benefit both national
security and the traveler,” said CBP Commissioner R. Gil Kerlikowske in a
statement.

Upon inspection by a CBP agent, the system takes a traveler's photo and
compares that image to the stored image associated with the e-Passport. It will
then delete the image of the entrant unless further enforcement action is
necessary, said the announcement.

The Homeland Security Department also publicly released this week the results of
its privacy impact assessment of the "1:1 Facial recognition Air Entry Pilot” Dulles
conducted from March to May last year.

According to the report (pdf), the program operated as a standalone at Dulles and
was not connected to other CBP systems. The department noted that this runs
the risk of CBP launching multiple standalone databases at ports of entry that
may not go through the required security review and accreditation prior to
deployment.

The report said the agency plans to mitigate that risk with a broader system.

"“The current standalone facial comparison system is an interim step towards
developing a fully integrated facial comparison capability that will share data
(collected only from adverse actions) directly with existing CBP enforcement
systems," said the report.

"When fully integrated, the authorized stand-alone database, currently storing
adverse actions reports, will be decommissioned and all data will be destroyed.
This risk will be mitigated after a nation-wide deployment to better integrate with
existing IT systems,"” the report added.

For more:
- read the CBP press release




- download the privacy impact assessment (.pdf)

Related Articles:

State Department looks to enhance biometric identity assurance technology
NIST, FBI collaborate on biometric technology certification program

GAOQ report: Federal law should adapt to growing privacy concerns of facial
recegnition technology

This week's sponsor Is IBM.
.[Webinar] Streamlining the Deluge of Devices
E} - Available On Demand Now!

This webinar brought to you by FierceMobileIT and IBM will look at ways to
streamline the process of introducing personal devices into the enterprise and
ensure the organization benefits as well as the employees. Watch Today!

2. FedRAMP authorization process changes, 'high' security
baseline pilot in the works

Thursday, January 21, 2016 | By Molly Bernhart Walker

The General Services Administration-led program that aims to speed up and
standardize agencies' security assessments for cloud computing technology plans
to roll out major changes in the coming weeks and months.

The Federal Risk and Authorization Management Program, or FedRAMP, plans to
speed up the authorization process by putting more focus on capabilities and
evidence up front, rather than documentation throughout, said FedRAMP Director
Matt Goodrich in a Jan. 20 GSA blog post.

"We believe this will allow FedRAMP to scale not only for government, but for
industry as well," said Goodrich.

The program also plans to increase transparency by making information on
authorized and authorization-in-progress cloud service providers, agencies using
FedRAMP and additional services searchable, downloadable and easy to find,
wrote Goodrich,

The program also plans to finalize FedRAMP for systems meeting its high-impact
security systems' requirements by the spring, and pilot the effort with a handful of
vendors through the Joint Authorization Board.

"You told us that CSPs can provide higher ievel of security than FedRAMP
authorizes now and that agencies want to use those services," said Goodrich.

Earlier this month, the deadline for comment on the latest draft version of cloud
computing standards for high impact systems under FedRAMP closed. The "high"
baseline refers to systems housing the most sensitive information and relates to




requirements for confidentiality, integrity and availability in accordance with
Federal Information Processing Standard, or FIPS, 199.

The General Services Administration's FedRAMP Program Management Office
recently issued a second release of the draft — focused specifically on controls —
building on an original draft released for public comment in March 2015.

Finally, Goodrich said the program will do more to promote FedRAMP reuse by
better matching CSPs with agency needs. Ashley Mahan, the program office's
newly appointed FedRAMP evangelist, is visiting every agency to identify how
they're using FedRAMP and understand the types of CSPs they want to use,
according to the post.

For more:
- read the blog post

Related Articles:

GSA begins planning for new cloud support portfolio

Customer satisfaction survey highlights implementation chalienges with
FedRAMP, other GSA programs

Spotlight: FedRAMP reform bill in the works

3. Sunset on US-EU safe harbor data agreement fast approaching

Thursday, January 21, 2016 | By Molly Bernhart Walker

Only ten days remain until the deadline for the United States and European Union
to reach a new "safe harbor" agreement on data transfers between the two
jurisdictions. Given U.S.-EU talks aren't expected to pick back up until Feb. 2,
U.S. companies are preparing for the pact to expire.

In October, the European Court of Justice declared the 15-year-old safe harbor
framework invalid due to concerns that U.S. companies could not protect the
privacy of Europeans' data from U.S. government surveillance. Companies had
used the framework to lawfully transfer Europeans' data to the U.S.

That ruling set a Jan. 31 deadline for a new agreement, but Reuters reported that
a decision on whether and how U.S.-EU data transfers can continue won't be
discussed until European data protection authorities meet in Brussels on Feb. 2

As Christian Science Monitor noted, not only are meetings not scheduled until
after the deadline, thus far no clear alternatives to the safe harbor agreement
have presented themselves.




"The Article 29 Working Group, which advises EU data protection authorities, has
said that after Jan. 31 companies that cannot comply with privacy rules could face
enforcement action," reported CSM.

it's not clear what such an enforcement action would look like or if the data
protection authorities will only seek out the most flagrant violations. At least two
EU member countries — Germany and France — have said they intend to
investigate trans-Atlantic data flows after Jan. 31, said CSM.

Legal experts told the publication that "Companies should begin planning for the
possibility that no alternative to Safe Harbor will emerge by the deadline."

Reuters reported that a handful of technology industry groups have warned of
"enormous" consequences for businesses and consumers should data talks fail.
"This issue must be resolved immediately," said the U.S. Chamber of Commerce,
BusinessFEurope, DigitalEurope and the Information Technology Industry Council.

For more:
- read these articles from Reuters
- read this Christian Science Monitor article

Related Articles:

European backlash against NSA surveillance grows

U.S.-EU split on data privacy could upend the internet, diplomat says
FTC slaps wrists of 12 U.S. companies for violating U.S.-EU Safe Harbor

Agreement

4. New America calls for FCC to adopt Qualcomm proposal on 5.9
GHz band

Thursday, January 21, 2016 | By Chris Nehls

The technology policy arm of Washington think tank New America recommended
splitting a portion of unlicensed spectrum between wireless applications and new
automotive technology in a report it issued last week.

The report, authored by the organization's Wireless Future Project Director
Michael A. Calabrese, covered possibilities for regulating the little-used 5.9 GHz
band the agency has reserved for vehicle-to-vehicle communications. It called on
the Federal Communications Commission to side with a proposal from Qualcomm
over a competing one from Cisco, and urged the FCC to issue a new Public
Notice early this year to propose a timeline for testing a split of the spectrum.

Qualcomm's proposal suggested reserving three exclusive channels for




Dedicated Short-Range Communications, or DSRC, that operate roadway safety
features in autonomous and smart vehicles. It proposed allowing non-safety-of-life
DSRC applications and wireless carriers to share the remaining 45 megahertz of
the ban.

Cisco, on the other hand, proposed giving heavy priority on the band to systems
of sensor-loaded cars, making the spectrum band difficult for Wi-Fi devices to
utilize.

Giving wireless companies and application developers access fo the 5.9 GHz
spectrum would give more room to Wi-Fi traffic, which already represents
between 60 and 80 percent of all mobiie data use. The 5 GHz band can
accommodate the higher-capacity 802.11ac Wi-Fi standard, which promises
gigabit-sized network capacity with greater energy efficiency for mobile devices.

Calabrese noted that DSRC, which the FCC first protected in 1999, includes not
just critical safety applications for vehicles, but other driver perks like in-car
navigation and wireless payment systems as well. The technology may also prove
obsolete with the development of different sensors powered by radar, lasers and
ultrasonic pulses.

"There is clearly a win-win solution that would set aside a portion of the 5.9 GHz
frequency band exclusively for auto safety, while allowing Wi-Fi to share the rest
of the band with non-safety auto applications," he wrote. "Sharing this under-
utilized public spectrum would strike the best balance between the public interest
in auto safety and high-capacity Wi-Fi."

FCC commissioners Jessica Rosenworcel and Michael O'Rielly echoed
Calabrese's opinion at a rollout event for the report on January 12, calling on the
commission to reconsider sharing the spectrum bands between wireless
developers and the automotive industry.

For more:
- download the New America report (.pdf)
- view its press release

Related Articles:

FCC commissioners: There's enough 5.9 GHz spectrum to go around
Seattle's new free Wi-Fi can handle a crowd

FCC proposal would give unlicensed users space in TV spectrum

5. |deas for strengthening cybersecurity boil down to 5§ main




categories
Thursday, January 21, 2016 | By Stephanie Kanowitz

Five action categories emerged in a new report on ways the government can
better tackle cybersecurity.

When the American Council for Technology and Industry Advisory Councll,

or ACT-IAC, asked industry, government and academia for ideas about how the
government can tackle one of its most pressing issues, it found that most
suggestions involved people, information technology asset prioritization,
assessments, operations and legislation/regulation, according to a report (pdf) the
councils put together based on the responses.

Eight challenge areas also took shape from the 200 responses ACT-IAC got over
two months. The first is addressing cybersecurity fundamentals, including clearly
defining roles and responsibilities at every level of an agency. In other words,
make cybersecurity everyone's responsibility, the report stated.

Anocther area is business-initiated vulnerabilities, or the added risk that results
from a lack of awareness of potential cyber vulnerabilities and threats.
Strengthening risk management through efforts such as inventorying systems and
implementing continuous monitoring could help here, the report said.

A third challenge is breach-to-response acceleration, which would address the
problem of breaches going undetected for 205 days, on average, and delayed
responses once they are discovered. To do this, the report recommended running
simulations and drills, implementing playbooks and researching ways to detect
breaches faster.

Additionally, the report identified adopting a threat-aware proactive defense as
another challenge area. It means that too often, government officials rely on
perimeter defense rather than defense-in-depth approaches.

What's more, the report stated, agencies would be well served by better sharing
threat intelligence, both among one another and with industry, through efforts
such as the Cyber Threat Alliance, the Structured Threat Information Expression
and Trusted Automated eXchange of Indicator Information frameworks.

Hiring and retaining a more skilled cyber workforce was another area, as was
increasing risk management initiatives led by agency executives.

For example, one idea in the report recommended instituting a Cyber Investment
Management Board that would foster support from agency leaders, align
resources with high-priority assets and identify the greatest risks and impacts.

"Prioritize funding through budget alignment and accountability using a publicly




accessible scorecard," the report added.

The eighth area was building effective security into acquisitions, which should
also become more agile and adaptive. The report's suggested improvements
included establishing a cybersecurity acquisition portal and using certifications
akin to the Federal Risk and Authorization Management Program, which provides
a standardized approach to secure cloud products and services.

"A more methodical, deliberate approach to cybersecurity is needed," the report
said. "There is often a lack of accountability, knowledge and awareness from an
organizational and personnel perspective.”

"If technology is to serve as an integral part of society and the economy, then we
need to do a much better job at cybersecurity," it added.

For more:
- download the report (.pdf)

Related Articles:

Cyber intrusion attempts targeting VA continue to increase

CRS: Congress may want to increase its oversight of the federal cybersecurity
workforce

USPS cyber response plan focuses on only internal threats, says 1G

Also Noted
Spotlight: Push ISIS to the dark Web, says Google exec

Speaking at an event in the United Kingdom Monday, Google's Director of
Ideas Jared Cohen said the Islamic State's online propaganda would be
significantly hampered if the group was pushed from the open Web to dark
Web networks, such as Tor. According to The Guardian, Cohen said the
terrorist organization "Has managed to create an exaggerated sense of their
size online." Search engines don't index the dark Web, so limiting the group's
operations to Tor would make information it shares significantly harder to find,
he said. For more, read the article from The Guardian.

Partnership for Public Service opens presidential transitions

9




center | What ClOs really think of FITARA implementation

> Partnership for Public Service opens presidential transitions center. Article
(FedTimes)

> What CIOs really think of FITARA implementation. Article (FCW)

> HHS CISO leaving. Article (FedScoop)

> Working to establish a solid foundation for measurement science in the
l[dentity Ecosystem. Post (NSTIC blog)

> EFF obtains more information on zero days. Post (Deeplinks Blog)

And Finally... Until mid-February, see five planets at once with the naked eye.
Article (PopSci)
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Today's Top News

1. Audio: Federal government to overhaul background investigation
system

Friday, January 22, 2016 | By Molly Bernhart Walker

The federal government is changing the way it performs background
investigations and securing the sensitive data associated with the process,
according to senior officials speaking on a press call Jan. 22.

Scroll down fo the audio player fo listen to the call in full (approximately 30
minutes).

The administration announced plans to create the National Background
Investigations Bureau within the Office of Personnel Management. lts head will be
presidentially appointed and a member of the White House's Performance
Accountability Council.

The bureau will have more autonomy than currently provided through the
background check program, said officials on the call. OPM will stand up a
transition team for the formation of the new component.

White House Cybersecurity Coordinator Michael Daniel said many aspects of the
plan would roll out in 2016, but he said there is "no specific timeline at this point”
and called the new process "ongoing."

The Defense Department will be responsible for securing the new background
check system, according to a fact sheet the White House issued Jan. 22. The
DoD-run system should be better equipped to counter external cyberthreats as
well as those from trusted insiders, said Federal Chief Information Officer Tony
Scott.

The security enhancements will build upon changes implemented in response to
the OPM breach that left the personal information of some 21.5 million individuals
exposed.

"The reworking of the clearance process also gives us an opportunity to redesign
the underlying information infrastructure in a way that takes advantage of our
experience, technology and cyber defense operations capabilities," said Marcel




Lettre, undersecretary of defense for intelligence.

The new system will operate out of DoD Chief Information Officer Terry
Halvorsen's office and the Defense Information Systems Agency will manage it.

The new policies and restructuring implement recommendations made in a review
of the OPM breach by the Performance Accountability Council.

The officials on the call were:
« Beth Cobent, acting director of OPM

« Michael Daniel, special assistant to the president and cybersecurity
coordinator of the National Security Council

« Bill Evanina, national counterintelligence executive and director of the
National Counterintelligence and Security Center in the Office of the
Director of National Intelligence

« Marcel Lettre, undersecretary of defense for intelligence at DoD
« Tony Scott, Federal Chief Information Officer
LISTEN TO THE CALL IN FULL

For more:
- read the fact sheet

Related Articles:

QOPM sends last of background check database breach notifications
IG: OPM made mistakes in contracting for identity theft services
China-based hackers linked 1o OPM breach arrested, says report

This week's sponsor is 1IBM.

.[Webinar] Streamlining the Deluge of Devices

iElfv\vailablt-z On Bemand Now!

This webinar brought to you by FierceMobileIT and IBM will look at ways to
streamline the process of introducing personal devices into the enterprise and
ensure the organization benefits as well as the employees. Watch Today!




2. DHS defends biometrics effort as Congress calls for action

Friday, January 22, 2016 | By Stephanie Kanowitz

A day after a Homeland Security Department report showed that most U.S.
visitors do not overstay their visas, a Senate subcommittee said a biometric exit
system is crucial.

A biometric system matches a biometric attribute unique to an individual, such as
fingerprints or a facial or iris image, that's collected upon entry and departure.
Members of Congress has been calling for such a system since 1996, and DHS's
"Entry/Exit Overstay Report for Fiscal Year 2015," which it released Jan. 19, is
further evidence of its necessity, said Sen. Chuck Grassley (R-lowa).

Grassley made his remarks in a prepared statement (pdf) at a Jan. 20 hearing of
the Senate Judiciary Immigration and the National Interest subcommittee, which
he chairs.

Although the report stated that 98.83 percent of visa holders left the United States
on time and abided by the terms of their admission, it also said that about 480,000
overstayed their visas in fiscal year 2015.

“The total number of visa overstays across all fiscal years must be in the millions,"
Grassley said. Additionally, the report covered only two visa groups — overstays
from all nonimmigrant visa categories under the immigration laws and the
overstays for each class and sub-class of such nonimmigrant categories on a per-
country basis. That left out other classifications such as foreign-student visas,
employment-based visas, fiancé visas and people who participate in cultural
exchange programs.

DHS responded in a joint statement (pdf) from John Wagner, deputy assistant
commissioner of Customs and Border Protection's Office of Field Operations; Anh
Duong, director of the border and maritime division of the Homeland Security
Advanced Research Projects Agency in DHS's Science and Technology
Directorate; and Craig Healy, assistant director of homeland security
investigations at the National Security Investigations Division of U.S. Immigration
and Customs Enforcement.

In that statement, they asserted that DHS's agencies have made significant
progress with the entry and exit system in the past decade, including progress
with studying biometric approaches.

"DHS has concluded that a viable biometric exit solution depends on leveraging
emerging technologies to innovate ways of processing passengers biometrically,”




they said. "In coming to this conclusion, DHS has considered and rejected broad
options involving recapitalizing the infrastructure at land borders and airports or
the hiring [of] additional officers fo manually verify all departing travelers."

Grassley said that Congress recognized the cost and effort associated with the
task, adding that millions of dollars have already been appropriated for a biometric
exit system and related changes. Recently, Congress directed another $1 billion
to be used for this purpose, he said.

Rebecca Gambler, director of homeland security and justice issues at the
Government Accountability Office, cited in prepared testimony (pdf) past reports
that found that DHS faced a range of challenges in fully deploying a biometric exit
capability. GAO referred particularly to 2004 statutory requirements that said the
department had to implement a biometric exit capability and report overstay
estimates.

As of this month, DHS still "has planning efforts underway but has not yet met
these requirements," Gambler said.

Although DHS is responsible for such a system, CBP has led the effort since
fiscal 2013.

"We can't wait any longer," Grassley said. "We've provided the funding, but now
we need to see resulis."

For more:

- download Grassley's statement (.pdf)
- download DHS's testimony (.pdf)

- download Gambler's testimony (.pdf)

Related Articles:
Benefits of biometric exit system dubious, report says
DHS testing biometric exit devices at mock airport this summer

3. Cyber recommendations neglected at FBI, says report

Friday, January 22, 2016 | By Molly Bernhart Walker

A handful of recommendations the Justice Department Inspector General offered
to bolster cybersecurity at the FBI remained open about two months following a
report on the FBI's Next Generation Cyber Initiative.

Eight recommendations from a July 2015 report were listed as "resolved” but "not




closed" at the end of the fiscal year, according to a list (pdf) of some 700 open 1G
recommendations released by the watchdog.

The agency's Next Generation Cyber Initiative, which launched in 2012,
established Cyber Task Forces in each of the FBI's field offices and switched the
FBI's focus simply from computer-based crimes to cybercrimes that involved
intrusions on computers and networks. Hiring additiona! computer scientists and
forging partnerships with information sharing centers were other major
components of the initiative.

The "not closed" recommendations as of Sept. 30, 2015 were to:

« Implement a plan to track and measure the timeliness of information
sharing with the National Cyber Investigative Joint Task Force — a cyber
information integration center that incorporates and disseminates data
among federal agencies and some foreign governments

» Hire computer scientists for authorized positions

« Develop creative recruitment, hiring and retention strategies for cyber
professionals

« Recruit detailees to the FBI's Cyber Task Forces

« Communicate changes within the Cyber Division organizational structure,
including roles and responsibilities, to the field divisions

« Strengthen outreach to private sector

« Develop metrics to measure the timeliness of information sharing to the
private sector

« Develop information sharing strategies, including those that leverage
machine-to-machine communication.

For more:
- download the DOJ IG's "not closed" recommendation list (_pdf)

Related Articles:

Cybercrime investigations strain Secret Service, risk duplicative efforts, says
House committee

What keeps an FBI cyber official up at night?

4. USAGov seeks to increase voter registration through social
media partnerships




Friday, January 22, 2016 | By Eli Richman

Beginning this election, the federal government will use social media notices,
primarily on Facebook, to remind users to register to vote. Sarah Crane, the
director of USAGov, announced the move Tuesday in a USA.gov blog post.

"Beginning this week, Facebook is reminding its users of state voter registration
deadlines and linking prominently to Vote.USA.gov to help users complete the
registration process,” she wrote.

Vote.USA.gov, which Iaunched in September 2015, provides an intuitive portal for
potential voters across the country to use. After selecting their state, users can
look up registration deadlines and download their voter registration forms.

The website and the social media notices are both part of a larger effort to
increase voter registration across the country. Almost seven in 10 eligible
Americans are registered to vote, according to the latest census (pdf), though
typically far fewer than that vote in national elections.

Facebook made its first foray into voter participation in 2014, when users saw
voting reminders at the top of their news feed on election day. This is the first
time, however, that Facebook has taken action to increase the number of
registered voters.

Facebook's influence was limited in 2014, with only 36.4 percent of the voting-
eligible population casting ballots that year, according to the United States
Elections Project. That's the lowest turnout since VWWII.

It's hard to say if that is telling of a larger trend, however, as midterm elections
frequently see far less participation than Presidential elections.

Time will tel] if Facebook can significantly increase voter registration and
participation in 2016.

For more:

- read the usa.gov blog entry

- download the 2015 census data (.pdf)
- read this Washington Post article

Related Articles:

USPS could boost revenue, voter turnout by promoting mail-in voting, 1G says
Electronic voter registration is quicker and more accurate, state election official
says

Presidential hopefuls touch on data breaches, spving and other federal IT issues
in GOP debate




5. Study of EU's cybersecurity approach highlights need for
sharing

Friday, January 22, 2016 | By Stephanie Kanowitz

The increase in cyberthreats means the public and private sectors of European
Union member states need to collaborate, but only a fraction of them have sef up
partnerships, working groups or forums, a new report found.

Although cooperation between the sectors is high, only 10 of the 17 EU countries
and one European Free Trade Association country studied have institutionalized
ways to work together to protect critical information infrastructure, according to a
Jan. 21 report by the European Union Agency for Network and Information
Security. To encourage more teamwork, the report recommended six action
areas, including policy and legislation, effective governance and more information
sharing.

One example of a country with a strong relationship with the private sector is the
Netherlands, the report said. Within its National Cyber Security Centre, several
partnerships exist to detect, respond to and analyze threats. The Cyber Security
Council is made of representatives from public and private entities and serves as
an independent advisory board.

Germany has set up several information-sharing schemes. Its National Cyber
Response Centre facilitates sharing between law enforcement and intelligence
agencies, while UP KRITIS, a public/private partnership, is responsible for
establishing critical information infrastructure protection communication and
cooperation between the private and public stakeholders on strategic and
operational levels.

Germany has also established the CERT-Verbund, an alliance of public and
private Computer Security Incident Response Teams, or CSRITs. Each is
responsible for its own constituency, but they share information and support one
another in incident handling, the report stated.

In some countries, governments have encouraged cooperation by taking a
decentralized approach to protection. Sweden, for example, leaves the
identification of vital services and critical infrastructures, the coordination and
support of operators, regulatory tasks and measures for emergency preparedness
to various agencies and municipalities, the report said.




The country set up the Cooperation Group for Information Security to foster
communication among the different groups responsible for critical information
infrastructure protection. The group meets several times a year to discuss
national information security.

Other countries, however, are more centralized. France's ANSS! is the main
authority for information system defense and can order its "Operators of vital
importance” to comply with security measures and other requirements.

A third structure is co-regulation, such as the Netherlands's approach. Its National
Cyber Security Centre, or NCSC, serves as a central information hub and
cybersecurity specialist. "The NCSC consists of several partnerships between
public and private actors, such as various Information Sharing and Analysis
Centres and the ICT Response Board which analyzes the situation during a large-
scale IT crisis or threat," the report said. "The NCSC emphasizes that cooperation
with private stakeholders is based on equality and trust.”

Overall, the report made 11 recommendations to EU member states and the
European Commission:

» Increase institutionalized cooperation with the private sector

« Align the management structure for protection with existing national crisis
and emergency management structures

« Participate in or host international exercises

« Establish mandatory security incident reporting

« Conduct national risk assessment

» Use best legal framework practices for protection across sectors
« Examine the use of incentives to invest in security

« Conduct an assessment of member states’ protection readiness
« Support information sharing among states' CSIRTs

For more:
- read the report

Related Articles:
Law enforcement agencies ENISA, Europol sign agreement to combat

cybercrime
ENISA examines national roaming to mitigate mobile network outages
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Also Noted

Spotlight: Washington, D.C.-area federal offices close early
Friday

As a potentially massive winter storm threatens the mid-Atlantic, the federal
government announced Thursday afternoon that federal offices in the
Washington, D.C., area would close at 12:00 pm on Jan. 22. While the
government remained open, workers in the region aiso had the option of
unscheduled leave or unscheduled telework. For more, read the
announcement. Keep an eye on the government's operating status early next
week with the Office of Personnel Management's alert mobile app, RSS feed or
ListServ.

US official: Russian cyber warfare getting more sophisticated |
Wireless carriers are key to successful FirstNet RFP bid. Which
are interested?

> US official: Russian cyber warfare getting more sophisticated. Article (FCW)
> Wireless carriers are key to successful FirstNet RFP bid. Which are
interested? Article (UrgentComms)

> Influence the future of cybersecurity education — join the NICE working
group. Press release (NIST)

> Bush calls for NSA to replace DHS in civilian cyber role. Article (FedScoop)
> E-Verify goes mobile. Article (FCW)

And Finally... How to drive in the snow like a pro. Article (Wired)

E@ 2015 FierceMarkets, a division of Questex, LLC This email was sent to ksimmons@springfieldpolice.net
as part of the FierceGovernmentlT emait list which is administered by FierceMarkets, 1900 L Street NW,
Suite 400, Washington, DC 20038, {202) 628-8778.
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Editor: Molly Bernhart Walker
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Stone, Andrea

From: CJIS GROUP, LLC <marketing@cgjisgroup.com>
Sent: Tuesday, February 09, 2016 9:05 AM

To: Mellisa Nazzaro

Subject: CJIS GROUP Newsletter | February 09, 2016

Click here to view this message in a browser window,

State & Local News Developing
Opportuniti
es

¢ Watauga County To Implement Police
Priority Dispatch System_In_February
To Better Serve

» 3 Words Can Help You Navigate the

Smart City Landscape n 2016 The Drawing Board: Here are
some of the newly discovered IT
initiatives being planned in agencies

*  New Website Coming For School

District nationwide:

e Tell Your Police Department! What =] ===———--\Status: PRE-
Baltimore Learned About Body Cams RFP

s 3 Traffic Myths That Just Won't Die The New York City
{lanore Them at Your City's Peril) Department of Information Technology

and Telecommunications on behalf of
e« Vi Gity to Get Police Body Cameras in the Police and Fire Departments will
Summer acquire a Next Generation Emergency
Services IP Network (ESinet). The
- . . ESlnet will connect the two Call Routing
+ 5Cities. § Smart Ideas: Washington,  pagjjities (CRFs) and the two Public
D.C., Seatfle, Manassas, Lake County. gagety Answering Centers (PSACs). It
Fla., Las Cruces will also provide points of presence at
several locations around the City to
s Atlanta Depariment of Corrections provide intercannection with Originating

Deploys Body Cameras Service Providers (OSPs). The ESInet

will deliver the required 99.999%
« Police Departments Turn ko In-Car availability by providing multiple paths
Video Cameras to Boost between all points of presence and by
Accountability, Transparency using redundant, resilient and diverse

network facilities. SLAs for Jitter,
Latency, packet Loss, system
throughput, QoS, and other

e You've Got Mail: The Promise of Cyber :
performance and quality aspects will be

Communication in Prisons and the

37



Need for Reguiation

Free Computers for Inmates? If's
Latest Deal at Sacramento County Jail

State Prisons Tum to Telemedicing to
Improve Health and Save Money

Technology Could Help Fight Cell
Phone Use in AL Prisons

Pittsburgh Police Praise ShofSpotter,
City May Extend Contract, Expand

System

required.

Click for opportunity details....

Status: PRE-RFP WATCH
LIST

The Dallas Area Rapid Transit (DART)
will acquire a in-Building Radio
Coverage Solution. DART is interested
in firms that can provide improved radio
coverage of DART Police and Rail
Operations radio bands, inside DART
HQ and DART Palice HQ.

New Smartphone ADD Lets You Tlp_off Click for ODDOHUHHV details....

Syracuse Police

Status: INITIATIVE

Funding News

' ‘Calendar of Events: 20186

]

Superintendent; Duval County Needs

$1B for Schools

Seminole County Public Schools
(SBSC) will address the need for the
acquisition of E-Rate Wireless Network
Technology. The District is seeking a
vendor to assist with the current
Wireless Network Technology, as well
as replace the current outdated UPS

Algonac Schools May Be Next To Seek Appliances. There will be other areas

Tax Increase

that may be identified as the project
progresses. In recent years, SBSC used

Study Shows a Growing County Needs in-house staff to manage and monitor its

School Funding Boost

Why Atlanta, Chicago and Dalias are
moving From "Apps" To "Frameworks

0

Kingston Springs Seeks Nearly $1M in
Grants

E‘ o ens " GROUP helps

eRate program, but changes to the
Schools and Libraries Program now
require additional support in order to
fully rmanage the process.

Click for opportunity details....

Not enough time to respond to
RFP's? Click here to find out how
you can beat the deadline!

AWS CJIS Workshops

Learn how customers are using AWS to solve their
CJIS (FBI's Criminal Justice Information services) 1T needs. To find out mare Click
Here or Register for an upcoming CJIS workshop near you.

vendors |dent:fy “new - business

opportunities involving FirstNet, rad10 systems and upgrades to

pubhc safety communlcatlons systems natlonmde

If - your company |ntends to partlcipate in FlrstNet pro;ects or other radlo and

communications initiatives, we would love to show you how you can use our Market

Intelligence to uncover these prOJects and inﬂuence the specs through early engagement

Click here fo f_md out how you can bea_t t_he d_eedlme! -
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Industry News

Taser Seeks to Expand Body Camera Platform with new Partnership

3M to Hold and Build Health Information Systems Business

Digital Ally Gets US Patent for Body Camera Technology: Adds Patent to

Lawsuit Against TASER

s  Tennessee's Madison County and Jackson-Madison County Schools Sign SaaS

Contract for Tyler Technologies’ERP Solution

Unisys Offers Stealth Solution Across AWS Cloud, Enterprise

COPsync811™ Implemented at Nichols College
lowa to test out new caucus technology

The State of Web Content Management

Episerver Named A Top Rated Content Management System By Software

Users On TrustRadius
Singvel signs smart deal with Cisco

e xG Technology (XGT1} Announces Completion of Microwave Technologies

Acquisition

s COPsync to Host Workshop for Texas Law Enforcement and Brand

Ambassadors

s Unisys Implements Facial Recognition Technology At JFK

Time is timited on these cpen solicitations!

Agency Project Status

South Carolina Department . .
of Motor Vehicles (DMV) E-Citation Integration iFB

ERP System Analysis and

The Metropolitan Council Documentation RFP
Payment Card Industry
College of Lake County Standards Assessment RFP
Los Angeles Department of  Services, Close Circuit IFB
Water and Power (LAWA) Telsvision (CCTV})
City of Boise Misc GiS Services RFP

39

Release

Date Due Date

02/02/2016 02/16/2016

02/02/2016 03/02/2016

02/04/2016 02/17/2016

02/02/2016 02/12/2016

01/29/2016 02/24/2016



Bundle up for the winter...

. year, During this process,
i+ |minds are churning and -
research is frequent as

to get the biggest bang for their buck. -~

Put CJIS GROUP on your budget “wish
list”. Click the link below to discuss how fo build When: July 18, 2016 - July 22, 2016
a better state and local strategy.

E! mmamm=——(Perhaps 'you're Starting to kick
S s off your budgeting efforts and
“Imapping out your spend for this

F—"

The EMS field is
changing, faster

and more
profoundly  than
ever before.

Pinnacle  brings

you the latest information, leadership
practices and ideas you can't get

departmerit heads look for ways anywhere else. You'll come away with

the knowledge, tools and confidence to

" help your organization

. Where: San Antonio, Texas

=

Copyright © 2016 CJIS GROUP LLC
Qur address Is 1600 Association Drive, Reston, Va 20191, USA

If you do not wish to receive future amail, click here.
(You can also send your request to Gustomer Care at the street address above.)
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Stone, Andrea

From: CJIS GROUP, LLC <marketing@cjisgroup.com>
Sent: Tuesday, February 09, 2016 9:24 AM

To: John Delaney

Subject: Government technology Update | February 09, 2016

Click here to view this message in a browser window.

Government technology Update | February 09, 2016

State & Loca! News

' _5'9 Watauqe Countv To lmpiement F’ollce PI‘IO!’ItV Dlspetch
ER _Svstem in Februarv To Better Serve

e Words Can HeIg You Nawgate the Smert Clty
: _Landscapein 2016 : : o

' :-i ZETeEI Your Polace Departmentl What Battlmore Learned About Bodv Cams

: : o - '3 Trafﬂc Mvths That Just Wont D;e (anore Them et YOUE Cltv s Penl)

e ..'3Vt Cltv to Get Poirce Bodv Cameres in Summer

- . 5 Cmes SSmart [deas Weshmqton DC Seattle Manassas Lake Countv
' ._..Fla Las Cruces

e . F’ollce Departments Tum to In Car Vldeo Cameras to Boost Accountabshtv
L 'Transgarency S

3 - . : ..You ve Got Mail: The Promlse of vaer Communicatlon |n Prlsons and the Need
-__j:forRegulatlo :;-Z-. : o :

. :ijree Compuiers for lnmetes? Its Latest ﬁeal at Sacre'men'to Countv' Jail' .

e -._Slate Pnsons Turn to Telemedlcme to |mnrove Health and Save Monev

' o Technoloqv Could Heip quht CeII Phone Use in AL Prasons E' 5

- Ptttsbur h Pollce F’ralse S_hotS otter City Ma Extend Contrect'Ex and _S:stemé
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. '_.'Ne'w Smart'phone.A_;Jp Lets You Tip-Off Syracuse Police

AWS CJIS Workshops: Learn how
cusfomers are using AWS to solve their CJIS (FBI's Criminal
Justice Information services) IT needs. To find out
more Click Here or Reaister for an upcoming CJS workshop

near you.

1ET R

{Developing Projects

The Drawmg Board Here are some of the newly d:scovered IT

.rmt:atives bemg planned in agenc;es nat:onwrde :
Status_: P_R.E-RFP

The New York City Department of Information Technology and Telecommunications on -
behalf of the Police and Fire Departments will acquire a Next Generation Emergency
Services IP Network (ESlnet). The ESinet will connect the two Call Routing Facllities
(CRFs) and the two Public Safety Answering Centers (PSACs). It will also provide pomts
of presence at several locations around the City to provide interconnection with
Originating Service Praviders (OSPs). The ESInet will deliver the required 99.999%
availability by providing multiple paths between alt points of presence and by using
redundant, resilient and diverse network facilities. SLAs for Jitter, Latency, packet Loss,
syste_m throughput, ZQoS, and other performance and quality aspects will be required.

Clack for ODDortunllv details

Status. PRE-RFP WA TCH LIS T

The Dallas Area Rapld Transn {DART) will acqu:re aln- Butldlng Radlo Coverage Solutlon.
DART is interested in firms that can provide improved radio coverage of DART Pollce and
Rall Operat:ons radlo bands, |n31de DART HQ and DART PDI!CG HQ. :

C|le for opponunltv detalls

Status INlTlATIVE

Semmole County Pubhc Schools (SBSC) will address the need for the acqu:sltmn of E-
Rate Wireless Network Technology. The District is seeking a vendor to assist with the
current Wireless Network Technology, as well as replace the current outdated UPS
Appliances. There will be other areas that may be identified as the project progresses. in
recent years, SBSC used in-house staff to manage and monitor its eRate program, but
changes to the Schools and lerarles Program now requsre addltlonal support in orderto
fully manage the process ' :

Chck for opportumtv detaats

Not enough tnme to respond to RFPs? Chck here to fmd out how you can beat the
deadlme! : . .

Fundlng News

e Supenntendent Duval Countv Needs $1B for Schools
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Algonac Schools May Be Next To Seek Tax Increase

Study Shows a Grbwinq County Needs Schoal Fundin_q Boost .. '

Whv Atlanta, Chicago and Dallas are moving From "Apps" To "Frameworks" .

} Kinqstdn Springs Seeks Nearly $1M in G_ran't's SRR

Cal_end.ar'of Events: 2016 . _. L

Industry News

Taser Seeks to Expand Body Camera Platform with new Partnership

3M to Hoid and Build Health information Systems Business

Digital Ally Gets US Patent for Body Camera Technology; Adds Patent to
Lawsuit Against TASER

Tennessee's Madison County and Jackson-Madison GCounty Schools Sign SaaS
Contract for Tyler Technologies’ERP Solution

Unisys Offers Stealth Solution Across AWS Cloud, Enterprise

COPsync911™ Implemented af Nichols Coliege

lowa to test out new caucus technoloay

The State of Web Content Management

Episerver Named A Top Rated Content Management System By Sofiware
Users On TrustRadius

Sinovel signs smart deal with Cisco

xG Technoelogy {(XGTH Announces Completion of Microwave Technologies
Acquisition

COPsync to Host Workshop for Texas Law Enforcement and Brand
Ambassadors

Unisvs Implementis Facial Recognition Technology At JFK

“IThe Deadline

Time is limited on these open solicitations!

South Carolina Department

Release

Date Due Date

Agency Project Status

E-Citation Integration IFB  02/02/2016 02/16/2016
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of Motor Vehicles (DMV)

. . ERP System Analysis and
The Metropolitan Council Documentation RFP 02/02/2016 03/02/2016

Payment Card [Industry
Standards Assessment

College of Lake County RFP 02/04/2016 02/17/2016

Los Angeles Department of  Services, Close Circuit
Water and Power (LAWA) Television (CCTV)

FB 02/02/2016 02/12/2016

City of Boise Misc GIS Services RFP 01/29/2016 02/24/2016

A¢céss io CJIS GROUP Database 5

As a government offlc;ai you are ellg;b[e for free access to our database CJiS
‘Premier. Reglster and use our database to: : '

E I Develop maore competltlve solicitations
- - {« Understand how to fund new initiatives
‘|- Connect with other agencies working on similar objective
- Identify trends and understand how other agenmes are usnng new -
technology T : SRR '

Copyright @ 2016 CJIS GROUP LLC
Qur address is 1900 Association Drive, Reston, Va 20191, USA

If you do not wish to receive future email, glick here.
(¥ou can also send your request to Customer Care at the street address above.)
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Stone, Andrea

R SRR OGO
From: CJIS GROUP, LLC <marketing@cjisgroup.com>
Sent: Tuesday, February 09, 2016 9:24 AM
To: Larry Brown
Subject: Government technology Update | February 09, 2016

Click here fo view this message in a browser window.

Government technology Update | February 09, 2016

State & Local News

Watauqa Count\/ To Imp!ement F’o!rce Pnontv Drspatch
'; ;Svstem In Februarv To Better Serve . ¢

e '3 Words Can Heln You Navrqmte the Smart Cltv
_-._ZLandscape in 2016

30_ _'New Websﬂe Comlnq For Schoo! Dlstnc:t ;. :

o . 'TeII YourPoirce Department' What Balﬂmore Learped About Bodv Cams ‘

3 * - 5 Cities, 5 Smart \deas: Washrnqton D C Seatﬂe Manassas Lake Countv..
e -Fla Las Cruces . ° - S '

e "Pphce Departments Turn to In Car Vrdeo Cameras to. Boost Accountabrlltv
_ 'Transparency : ' -

- __You ve Got Mait The Promlse of vaer Commun;catlon in Prlsons and the Need
S __for Regulatro : : : ; :

o Free Computers fpr Inmates7 It’s Latest Dea! at Sacramento Countv Jail

o '_ . E'State Pnsens Turn to Telemedlcme to Improve Health and Save Mone\/ - fi_:: :3;

o _:Technoloqv Could Help quht Ce!l Phone Use in AL Pnsons R

e Plttsburqh Pohce Prere.e ShotSpotter Cltv Mav Extend Contraci Expand Svstem
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EI AWS CHIS Workshops: Learn how
customers are using AWS to solve their CJIS (FBI's Criminal
Justice Information services) IT needs. To find out
more Click Here or Register for an upcoming CJIS workshop

near you.

Developmg PrOJecis

The Drawing Board: Here are some of the newly drscovered IT -
pmtfat:ves bemg planned in agenc:es natronw;de

Status. PRE- RFP

The New York Crty Department of Informatlon Techno[ogy and Telecommunlcatlons on
behalf of the Police and Fire Departments will acquire a Next Generation Emergency
Services IP Network (ESinet). The ESinet will connect the two Call Routing Facilities
(CRFs) and the two Public Safety Answering Centers (PSACs) it will also provide pomts
of presence at severai locations around the City to provide inferconnection with '
Originating Service Providers (OSPs). The ESInet will deliver the required 99.999%
availability by providing muitiple paths between all points of presence and by using
redundant, resilient and diverse network facilities. SLAs for Jitter, Latency, packet Loss,
system throughput QoS and other performance and quellty aspects will be requrred

Chck for om)ortunltv detarls

Status PRE-RFP WATCH LIST

The DaHas Area Rapld “Transit (DART) will acquire a In- Buridlng Rad|o Coverage Solution.
DART is interested in firms that can provide improved radio coverage of DART Police and
Rail Operations radio bands, inside DART HQ and DART Police HQ. -

Clic'k'for 'eDDortunitv detaits.... '

Status INITIATIVE

Semlnole County Publlc Schoois (SBSC) will address the need for the acqu:s:tlon of E~ o
Rate Wireless Network Technology The District is seeking a vendor to assist with the - -
current Wireléss Network Technology, as well as replace the current outdated UPS
Appliances. There will be other areas that may be identified as the project progresses. In
recent years, SBSC used in-house staff to manage and monitor its eRate program, but
changes to the Schools and lerarses Program now requ:re addrt:onal support in order to
ful!y manage the process . RPN

Cllck for oggortunlty detalls

Not enough tfme to respond to RFP s’ Chck here to fmd out how you can beat the :
r::feeu.';‘lmeir ' : s R '

Fundmg News

o Sunermtendent Duvai Countv Needs $1B for Schools
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.'_

~ Algonac Schools May Be Next To Seek Tax Increase

- E_S_t.udv_ Shows a Growing County Needs School Funding Boost -

- Wh_v Atlanta, Chicago and Dallas are moving From "_App's" To "_Frameworigs"

e Kiﬁqston Sprinqs Seeks N_@arlv $1M in Grants .

g ‘Calendar of Ever_ats': 2016

Industry News

s Taser Seeks to Expand Body Camera Platform with new Partnership

e  3M to Hold and Build Health Information Systems Business

o Digital Ally Gets US Patent for Body Camera Technology; Adds Patent to
Lawsuit Against TASER

+ Tennessee's Madison County and Jackson-Madison County Schools Sign Saas
Contract for Tyler Technologies’ERP Solution

e Unisys Offers Stealth Solution Across AWS Cloud, Enterprise

s  COPsync911™ Implemented at Nichols College

o Jowa to test out new caucus technology

¢ The State of Web Content Management

e Episerver Named A Top Rated Content Management System By Software
Users On TrustRadius

e  Sinovel signs smart deal with Cisco

e xG Technology (XGTI) Announces Completion of Microwave Technologies
Acquisition

s  COPsync to Host Workshop for Texas Law Enforcement and Brand
Ambassadors

« Unisys Implements Facial Recognition Technology At JFK

=Hhe Deadline

Time is limited on these open solicitations!

Release

Date Due Date

Agency Project Status

E-Citation Integration IFB  02/02/2016 02/16/2016

South Carolina Department
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of Motor Vehicles (DMV)

ERP System Analysis and

The Metropolitan Council Documentation

Payment Card Industry
Standards Assessment

College of Lake County

Los Angeles Department of  Services, Close Circuit
Water and Power (LAWA) Television (CCTV)

City of Boise Misc GIS Services

Access to CJIS GROUP Database

RFP

RFP

IFB

RFP

02/02/2016 03/02/2016

02/04/2016 02/17/2016

02/02f2016 02/12/2016

01/29/2016 02/24/2016

Asa government official, you are ellglb!e for free access to our database CJIS .

Premiet. Re lster and use our database to:

E] o m_i g Develop more competitive solicitations
- 1= Understand how to fund new initiatives

' technology

o=

Copyright € 2016 CJIS GROUP LLC
Our address is 1900 Association Drive, Reston, Va 20191, USA

"} Connect with other agencies working on similar objectwe
© | Identify trends and understand how other agenmes are ustng new

1f you do not wish to receive future email, glick here.
(You can also send your request to Customer Care at the sireel address above }
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Stone, Andrea

W

From: CJIS GROUP, LLC <marketing@cjisgroup.com>
Sent: Tuesday, February 09, 2016 9:25 AM

To: Mellisa Nazzaro

Subject: Government technology Update | February 09, 2016

Click here to view this message in a browser window.

Government technology Update | February 09, 2016

State & Loca! News

3.'-_ B Watauqa Countv To imolement Pollce Prloritv D:spa‘lch
o :Svstem in Februarv To Better Ser\te o

e 3 Words Can Help You Navsqate the Smart CIW
: :Landscane In 2016

L ' -'NewWebSIte Comlnq ForSchooI Dlstnct R

. - : '3 Traff ic Mvths That Just Wont Dle (lqnore Them at Your Cltv 5 Perli}

' _:'-' : Vt CltvtoGetPollce Bodeameras in Summer : : o S

. 05 Cmes 5 Smart |deas Washmqton D. C Seattle Manassas Lake Countv
-'--'_Fla LasCruces - . . : ol

Heilgl F’ollce Departments Turn to In Car Vldeo Carneras to Boost Accountabmtv
"-.:ﬁ-Transgarency S S . S

T 'You ve Got Mall The Promlse of C ber Communlca’uon in Pnsons and the Need
forReguiatro Ce L I T T

.o Free Computers for lnmates‘? It‘s Latest Deal at Sacramento Countv Jall _' .

e State Prisons Turn to Telemedicine to lmprove Health and Save Mo_ne\_l o f

e '.Technoloqv Could HeID quht Cell Phone Use in AL F’nsons _ 7 '_3.'.33;.311'5 o 5

| t ' _'Plttsburqh Pollce Pralse ShotSpotter C:tv Mav Extencl Contract Exnand Svstemf
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_ . _'Néw Smartphone App Lets You Tio%fo S_vrécuoo Police

AWS CJIS Workshops: L.earn how
customers are using AWS to solve their CJIS (FBI's Criminal
Justice [nformation services) IT needs. To find out
more Click Here or Register for an upcoming CJIS workshop

near you.

The Dra wing Board Here are some of the newt‘y o'rscovered !T
rmtratrves bemg pianned in agencres natronw:de e

Status PRE RFP

The New York C|ty Department of Informatron Technology and Telecommunlcatlons on
behaf of the Police and Fire Departments will acquire a Next Generation Emergency
Services IP Network (ESInet). The ESInet will connect the two Call Routing Facilities
(CRFs) and the two Public Safety Answering Centers (PSACs). it will also provide points
of presence at several focations around the City to provide intercannection with L
Originating Service Providers {OSPs). The ESinet will deliver the required 99.999%
availability by providing multiple paths between all points of presence and by using
redundant, resilient and diverse network facilities. SLAs for Jitter, Latency, packet Loss,
system throughput QoS, and other performance and quahty aspeots will be requ:red

Click for ooportumtv details“..

Status PRE-RFP WATCH LIST

The Daitas Area Rapld Transit (DART) W|II acqmre aln- Buﬂdlng Radlo Coverage Solutlon.
DART is interested in firms that can provide improved radio coverage of DART Police and_
Rall Opera’uons radio bands msude DART HQ and DART Police HQ ' :

Chck for onoortunltv details...

Status IN!TIAT]VE

Semlnoie County Publlc Schools (SBSC) will address ihe need for the acqulsmon of E-
Rate Wireless Network Technotogy The District is seeking a vendor o assist with the -
current Wireless Network Technology, as well as replace the current outdated UPS
Applignces. There will be other areas that may be identified as the project progresses, tn
recent years, SBSC used in-house staff to manage and monitor its eRate program but
changes fo the Schools and lerarles Program now requnre addltronal support in order to
fully manage the process ' . :

Ctlok for oggortuntty detalis -

Not enough tfme to respond to RFP s7 Cfrck here to fmd out how you can beat the
o'eau:ﬂ.-nerr Lo SR S i

Fundrng News

: 0_ ' Supermtendent Duvat Countv Needs $1B for Schoois
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= Algonac Schools May Be Next To Seek Tax Increase -

Yy _:._S'.tdd.v'ShOWs a Growing County Needs School Funding Beost '

e . \Why Afianta, Chicago and Dallas are moving From "Apps" To "Frameworks"

; _..' ' EKinqston' Springs Seeks Nearly $1M in Grants

- Calendar of Evenis: 2016 - . = E::.-:___;;

Industry News

* Taser Seeks o Expand Body Camera Platform with new Partnership

¢ 3M to Hold and Build Health Information Systems Business

e Digital Ally Gets US Patent for Body Camera Technology; Adds Patent fo
Lawsuit Against TASER

s Tennessee's Madison County and Jackson-Madison County Schools Sign SaaS
Contract for Tyler Technologies’ERP Solution

¢ Unisys Offers Stealth Solution Across AWS Cloud, Enterprise

e COPsync911™ Implermented at Nichols College

o |owa to test out new caucus technology

s The State of Web Content Management

e Episerver Named A Top Rated Content Management System By Software
Users On TrustRadius

¢ Sinovel signs smart deal with Cisco

e xG Technology (XGTH Announces Completion of Microwave Technologies
- - Aequisition

+ COPsync to Host Workshop for Texas Law Enforcement and Brand
Ambassadors

¢ Unisys Implements Facial Recognition Technology At JFK

“[The Deadline

Time is limited on these open solicitations!

Release

Agency Project Status Date

Due Date

E-Citation Integration IFB 02/02/2016 02/16/2016

South Carolina Department
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of Maotor Vehicies (DMV)

ERP System Analysis and

The Metropolitan Council Documentation RFP
Payment Card Indust

College of Lake County Standards Asses sme:lt RFP

Los Angeles Department of ~ Serviges, Close Circuit IFB
Water and Power (LAWA) Television (CCTV)

City of Boise Misc GIS Services RFP

Access to CJIS GROUP Database

02/02/2016 03/02/2016

02/04/2016 02/17/2016

02/02/2016 02/12/2016

01/29/2016 02/24/2016

Asa government offu:lal you are ehglble for free access to our database CJIS

Premier. Reglster and use our. database to:

. " |- Develop more compeﬂtwe sohmtatzons :
- Understand how to fund new initiatives -

: technology

Copyright © 2016 CJIS GROUP LLG

e Connect with othér agencies working on similar objectwe
- identify trends and understand how other agencues are us:ng new _

Qur address is 1900 Association Drive, Reston, Va 20191, USA

If you do not wish to receive future email, click here.
(You can also send your request io Customer Care at the street address above }
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Stone, Andrea

From:
Sent:
To:

Subject:

CJIS GROUP, LLC <marketing@cjisgroup.com>
Tuesday, February 09, 2016 9:25 AM

Kathy Brown

Government technology Update | February 09, 2016

Click here to view this message in a browser window.

Government technology Update | February 09, 2016

State & Local News

Watauqa Countv To !molement Poltce Priority. Dlspatch :
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X ,- New Smartphone App Lets You Tip-Off Svracuse Police -

[’E AWS CJIS Workshops: Learn how
customers are using AWS to solve their CJIS (FBI's Criminal
Justice Information services) IT needs. To find out
more Click Here or Register for an upcoming CJiS workshop

near you.

Ei _%ﬁ-__':_:"_'-‘._"'."*""_'—-

De_v_e_ioping PrOj_eot_e"

| Ej ]

The Drawing Board Here are some of the newly d:scovered IT
rmtratrves bemg pianned in agencres natronwrde o :

Status. PRE RFP

The New York Crty Department of Inforrnanon Technology and Teiecommumcatnons on
behalf of the Police and Fire Departments will acquire a Next Generation Emergency
Services IP Network (ESInet). The ESInet will connect the two- Call Routing Facilities
(CRFs) and the two Public Safety Answering Centers (PSACs). It will also provide pomts
of presence at several locations around the Gity to provide interconnection with =~ .
Originating Service Providers (OSPs). The ESInet will deliver the required 99.999%
availability by providing multiple paths between all points of preserice and by using -
redundant, resilient and diverse network facilities. SL.As for Jitter, Latency, packet Loss, ...
system throughput Qos, and other performance and quallty aspects will be reqmred

Chck for opoor’tunitv details

Status. PRE-RFP WA TCH LIS T

The Dallas Area Rapld Transit (DART) will acquire a ln Buﬂdmg Radro Coverage Solutlon
DART is interested in firms that can provide improved radio coverage of DART Pohce and
Ra|l Operatlons radlo bands inside DART HQ and DART Pohce HQ e o

Clzck for oooortunltv detatls

Status lNITIATIVE

Semmoie Coun{y Pubhc Schoois (SBSC) will address the need for the aoquusatron of E-
Rate Wireless Network Technology. The District is seeking a vendor to assist with the :
current Wireless Network Technology, as well as replace the current outdated UPS -
Appliances. There will be other areas that may be identifi ed as the project progresses. In
recent years, SBSC used in-house staff to manage and monitor its eRate program, but
changes to the Schools and leraraes Program now requrre addmonal support in order to
fully manage the process B S BRI

Cilck for oggorturuty detalls ) _: _

Not enough trme fo respond to RFPs'? Chck here to frnd out how you can beat the .
deadhne! : S : o _

Fundmg News

Supermtendent Duva! Countv Needs $1 B for Schools
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-e_ - Algonac Schools May Be Next To Seek Tax increase

e Study Shows a Growing County Needs School Funding B_oo_.s_t _

g :o:  Why Atlanta, Chicado_and Dallas are 'moﬁinq'F'rqm "Apps" To_"i_:rar_héworky.' o

e _fKinqstbn Springs Seeks .N.earl_.v $1M in Grants

Caleridar of .Ev_eni_:s: 2016 - .

Industry News

s Taser Seeks to Expand Body Camera Platform with new Partnership

e 3M to Hold and Build Health Information Systems Business

e Digital Ally Gels US Patent for Body Camera Technology; Adds Patent to
Lawsuit Against TASER

e Tennessee’s Madison County and Jackson-Madison County Schools Sign Saas
Contract for Tyler Technologies’ERP Solution

¢ Unisys Offers Stealth Solution Across AWS Cloud, Enterprise

e COPsync911™ Implemented at Nichols College

* |owa to test out new caucus technalogy

s The State of Web Content Management

e FEpiserver Named A Top Rated Content Management System By Software
Users On TrustRadius

* Sinovel signs_smart deal with Cisco

s xG Technology (XGTH Announces Completion of Microwave Technologies
Acquisition

+  COPsync to Host Workshop for Texas Law Enforcement and Brand
Ambassadors

« Unisys Implements Facial Recognition Technology At JFK

Time is fimited on these open solicitations!

Release

Date Due Date

Agency Project Status

E-Cilation Integration IFB 02/02/2016 02/16/2016

South Carolina Department
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of Motor Vehicles (DMV}

ERP System Analysis and
Documentation

The Metropolitan Council RFP 02/02/2016 03/02/2016

Payment Card Industry REP
Standards Assessment

College of l.ake County 02/04/2016 02/17/2016

Los Angeles Department of  Sepvices, Close Cirguit
Water and Power (LAWA) Television (CCTV)

FB 02/02/2016 02/12/2016

City of Boise Misc GIS Services RFP 01/29/2016 02/24/2016

Access to CJIS GROUP Database .

As a government ofﬂcml you are ellg|hle for free access to our database CJis
F’remler Re ister and use our database tor -

. - Develop mare compemlve solicitations

- Understand how fo fund new initiatives :

| Connect with other agencies working on similar objective

e [dentlfy trends and understand how other agencies are usmg new
'technology : .

Copyright © 2016 CJIS GROUP LLC
OQur address is 1900 Association Drive, Reston, Va 20191, USA

If you do not wish to receive future email, click here.
(You can also send your request to Customer Care at the street address above.)
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Stone, Andrea

W

From: CJIS GROUP, LLC <marketing@cjisgroup.com>
Sent: Wednesday, February 10, 2016 10:44 AM

To: Kathy Brown

Subject: CJ / PS Edition I February 2016

Click here to view this message in a browser window.

News & Views

You've Got Mail: | Prison Policy Initiative
Free computers for inmates? It's |latest deal at
Sacramento County jail
e  State Prisons Turn to Telemedicine to Improve Health
' and Save Money
» Technology could help fight cell phone use in AL

prisons
Pittsburgh police praise ShotSpotter: city may extend contract, expand system

1U.S. airports to roll out facial-recognition software to catch fake passports
New smartphone app lets you tip-off Syracuse police

New School Safety Technology Assists Michigan Schools With Annual Safet
Drill Mandates of Public Act 12 : o

Medina Couniy Jail to use body scanner

Drones Deliver Cellphones to Inmates

City officials announce crime-fighting data centfer

QOK2Say received more than 2,000 student tips in 2015

City Introduces Community Policing App

Camera help: Transparency issues emerge in trend toward more video

The small ball thaf's big on technology

Towns struggling with the cost of police body cameras

New pilot program provides tablet computers to inmates in the Sanilac County
Jail

New license plate reader system in New York village reveals shocking slew of
violators

License Plate Readers and Privacy

Police use of cellphone tracking faces test in court

Delhi Police Will Use Space Technology To Control Crime In The State

Cloud Storage for Camera Data?

Atlanta Depariment of Corrections Deploys Body Cameras
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e New forensics research center to develop fools to improve law enforcement’s
investigation capabilities

s Alabama Municipalities Launch ‘Smart911’_System to Give First Responders
More Info

s Police Departments Turn to In-Car Video Cameras to Boost Accountability,

Transparency

Long Beach's Crime Scene Investigation Gets Improvements

Encryption keeps terrorists under the radar

Twitter: Social media giant shuts down thousands of 1SIS-related accounts

Cditorial: Lawmakers smart to push police body-camera rules

Cities' greed comes back to haunt them with red-light cameras under the gun

Bill would greatly restrict access to police videos

‘Upcoming Events ... = ... Funding :
AwscJis News |
‘Workshops: |

s Developing Improved Means fo -
Collect Digital Evidence '

“Learn how ou'stomers S e ——
are using AWS to solve Lo :
their CJIS (FBI's

: Criminal Justice

-Information Ser\nces) IT needs K S » Cold cases could be solved
: Sl thanks to grant for SHSU

researchers

: To f‘nd out more Cllck here or Reqaster for an
upcoming CJiS workshop near you. C
N T P S ¢ Chesco fire departiments
seeking grants for equipment

S Top Opportumtles The Drawmg Board Here are some of the newly
_ d:scovered ITimtfa twes bemg p!anned natxonw;de : : -

Next Generatlon CaII Handlmq
System

Status PRE RFP

The New York Ctty Department of Information Technology and Te[ecommunlcatlons on:
behalf of the Police and Fire Departments will be replacing the Next Generation Call .
Handling System in order to allow the Department to incorporate next generatlon .
applications. The new System will be IP- based and implemented using an archltecture
and functional components consistent with NENA Standard 08-003 (the i3 standard) and
all other related standards developed by NENA, IETF and other Standards organizations. -
In a typical year, the Clty takes over 10 million 9-1-1 calle The peak load the NYF’D S
would Ilke o antlmpate is 6 300 calls per hour -

The current call handlmg system has workstatlons wndely deployed at NYPD, Fire and -
-EMD positions. ‘At the time of the antlc:pated migration to NG911, the total number of
call handling workstations to be replaced is approximately 840, of those, 579 are directly
involved in process 911 calls, 155 are used for trainmg and the remainder are ava;labie _
o7 other functions across NYPD Fll‘e and EMD. L :
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Drlver chense and Identlfrcatlon Card
Productlon Svstem

Status PRE RFP

The Ohro Department of Publlc Safety, Bureau of Motor Vehlcles (BMV), will contract for
a Driver License and Identification Card Production System and related serviceto - :
replace the current contract with MorphoTrust that was awarded August 18, 2008 with an
expiration date of December 31, 2016. The contract includes card printers, digital
_cameras, signature pads, etc.), software drivers (with the exception of DL/ID issuance
software) configuration, integration, maintenance, cards and supplies for the system,
project plan and a transition plan. The system accommodates activities associated with
DL/ID at 218 Deputy Registrars (DR) and Customer Service Center (CSC) 1ocatlons .
statewide. The system captures and transmlts an exrstlng dlgmzed color photo and -
S|gnature - o _ R

As part of the contract wrth Morphotrust BMV leases the followmg equrpment

e Datacard SP75 Plus D[gltlzed Printer — 478 aoqutred in January 2009
"'e . Verifone MX870 Signature Pad — 1,485; acqurrecf in November 2012

"« lmageCam R2000A Driver License Camera — About 222 (database issues '
T 'pulhng thls numberout) acqurred |n January 2009 N :

Web based Emerqencv Atertmq
Notlflcatlon Svstem L

Status INITIATWE

The Anzona Depanment of Emergency and Mllltary Affasrs is developlng plans to acquire
a Web-based Emergency Notification System in order to establish a statewide system
that quickly and reliably notifies emergency response personnel, government employees
(state, county and tribal) and citizens of emergencies and other critical communications.
The System will be primarily focused on providing three capabilities to State, County and
Tribal governments for emergency management and incident response; however, the
Department will also explore the possibility of adding additiohal types of emergency

: atemng lncludlng Amber and related Blue and Silver aierts The three pnmary aierts W|E| N
be o : : _

1. FEMA IPAWS Alertmg
2 Internal Group Based Alertrng

SR Enternal contact and group based (and potentially geographrc using mternal
. Tcontact data) system for sending critical emergency and incident response
. messages to emergency response ‘personnel, government employees and

. ;others based on organlzatlonal needs o L

3, Communtty Emergency Notrf cat:on Servrces '

e 'C|t|zen centnc system for sendang geographrc based cntlcal emergency and
L - Incident information based on phone subscrlptlon records. '
. Citizen based system for individuals to opt-in to receive emergency and other o
|mportant community information. Enhanced by moblte apphcatlon for '
convenlent access to notiff cauons O
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Not enough time to respond to RFP s? C.’:ck here to find out how you can beat
the deadhne! . . S . o

7 [The Deadline: Time is fimited on these open solicitations!

Pro;ect ;.5'515.:’.::::'.. B :_3.' o 'fé':'StatusRelease i 'Dué Date

Agency
: o nr e Date
Houston tndependent Two Wav Radio wuth lnfrastructure qurade ;_:'-'-IS_RFP"O2."05/2016 03!291’2016
School District (HISD) -- R
‘Los Angeles - ____Comprehenswe Electromc Momtormq Semces _:_'ZRFP__1'0112912016 03/25!‘2016;

Probation Department ERETPR IS R R 5
Fort Lauderdale- = - Technoloqv and Furmture Comnonents for the "'-'Q-.RF_P_' 02/05/2016 02125!20‘16
Police Depaﬂment Po!;ce Command Center .- : T :

Bucks Counly - Public Safety Computer Aldéd Dlsgatch gCAD! 1.;_ RF_P : 1/03:’2016 03/22!2016
Department qf... _'3_Svstem Consuitlnq Serv:ces i LR A
Emergency 710 0 L e s T

Communications 5 e 'E;:___ g
-WestV|rg|n|a State Vehlcular Repeaters N
Police S B o

o RFP 5'502'_]0'51_2:01_6250'3]032:2:6'16"

Upcoming CJ / PS events:

s NACM 2016 Midyear Conference - When: Feb 14 to Feb 16, 2016

e Connect|D Expo - When: March 14 — March 18, 2016

« CAPE 2016 Annual Training Serinar - When: March 14 — March 18, 2016

s ACJS 53rd Annual Meeting - When: March 29 — April 02, 2018

e Port Security Operations Conference & Expo - When: March 29 — March 31,
2016

e Commission on Accreditation for Law Enforcement Agencies (CALEA}
Co_nference - When: March 30 — April 02, 2016

e PINNACLE 2016 EMS Leadership - When: July 18 - July 22, 2018

S, B

. The much awalted FlrstNet

AS a Slc“’e*'l“m:-""t RFP was released... Are you waltlng to work WIth state '
official, you are .. - agencles that opt out of FlrstNet?
eligible for free access . '

to our database, CJIS . How can c.us GROUP heip'?
Premier. -Register and -

use our database to:

o : .We have 98 publlc safety broadband pro;ects in:

[’_‘j ool loni o e the planning stages :
cor 7 Develop S @0 tIn addition to states waiting on the feds, 39 Iocals are
Clmore T . specifically wamng to see what happens w:th FlrstNet
Jeompetitiv ~ . before moving forward _ -
e i e 19 Communications / Data bids added this month -
solicitations R While it's important to keep an eye on FirstNet, don't let
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-Understand howto - .~ -other opportunities get'away from you .
fund new initiatives -~ :

- Connect with other -
‘agencies working on -
similar objective -

- Identify trends and .
understand how other .
agencies are using
new technology

".CJIS GROUP helps vendors 1dent|fy new busmess '
- opportunities involving FirstNet, radio systems and upgrades
"-to public safety communications systems nationwide. We would
- love fo show you how you can use our relatlonshlps to uncover
-these prOJects B .

_'PEease_contact us with:

I {;—I ﬁf'—"—— — 1 . " Times/ dates convenient to you for a demo of our -
Com e ke database to view LIVE qualified sales opportunities,
e A brief description-of you'r speciﬂc_interest 'area's.

R Not enough time to respond fo RFP 59 Click here to fmd'
S _'_out how you can beat the deadlme! : :

CJHS GROUP is committed to improving the technology procurement process by
providing in depth, validated market intelligence and quahty research for the state and
Jocal government market.

‘Sales: 703-822-5089 | Support: 850-926-9800 | Marketing: 703-822-5082
‘Sales@cijisgroup.com | Suppert@cjisgroup.com | Marketing@cjisgroup.com
Copyright © 2016 CJIS GROUP LLC
Our address is 1900 Associaticn Drive, Reston, Va 20191, USA

If you do not wish to recaive future email, click here.
{(You can also send your request to Customer Care at the street address above.)
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Stone, Andrea

From: CJIS GROUP, LLC <marketing@cjisgroup.com>
Sent: Wednesday, February 10, 2016 10:44 AM

To: John Delaney

Subject: CJ / PS Edition I February 2016

Click here to view this message in a browser window.

News & Views

You've Got Mail: | Prison Policy Initiative L?j
Free computers for inmates? It's latest deal at
Sacramente County jail
e State Prisons Turn to Telemedicine to Improve Health
and Save Money
o Technology could help fight cell phone use in AL
prisons
Pittsburgh police praise ShotSpotter; city may extend contract, expand system
U.S. airports to roll out facial-recognition software to catch fake passporis
New smartphone app lets vou tip-off Syracuse police

New School Safety Technology Assists Mlchlgan Schools With Annuai Safetx
Drill Mandates of Public Act 12

Medina County Jail to use body scanner

Drones Deliver Cellphones to Inmates

City officials announce crime-fighting data center

OK2Say received more than 2,000 student tips in 2015

City Introduces Community Policing App

Camera help: Transparency issues emerge in trend foward more video
The small ball that's big on technology

Towns struggling with the cost of police body cameras

New pilot program provides tablet computers to inmates in the Sanilac County
Jail

New license plate reader system in New York village reveals shocking slew of
violators

License Plate Readers and Privacy

Police use of celiphone tracking faces test in courd

Delhi Police Will Use Space Technology To Control Crime In The State

Cloud Storage for Camera Data?

Allanta Bepartment of Comrections Deploys Body Cameras

$ & & & & 8 8 ¢ 0
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e« New forensics research center to develop tools to improve law enforcement’s
investigation capabilities

s  Alabama Municipalities Launch ‘Smari911’ System to Give First Responders
More info

s  Police Departments Turn to In-Car Video Cameras to Boost Accountahility,

Transparency
Long Beach's Crime Scene Investigation Gets Improvements

Encryption keeps terrorists under the radar

Twitter: Social media giant shuts down thousands of ISIS-related accounts
Editorial: l.awmakers smart to push police body-camera rules

Cities’ greed comes back to haunt them with red-light cameras under the gun
Bill would greatly restrict access to police videos

I = | ;
Upcoming Events =~ -~ - Funding
SO BRI :
AWSscCJls News
Workshops:

Learn how customers E' B -
‘are using AWS to solve '

their CJIS (FBI's
Crminal Justice

. lnforma’ﬂon Semces) IT needs S . *  £old cases could be solved
o : thanks to grant for SHSU

researchers

s Developing iImproved Means o
Collect Digital Evidence :

: To find out more CE:ck here or Recnster for en

‘y upcommg CJIS workshop near you.
: : ¢ (Chesco fire depariments

seeking arants for equipment

e Top Opportumties The Drawmg Boarci Here aie some of the newly
o dlseovered IT:mtJatrves bemg planned natronw.'de

R Next Generatlon CaII Handlmq
'System 3
Status PRE RFP

The New York Cnty Depanment of Information Technology and Telecommunications on
behalf of the Police and Fire Departments will be replacing the Next Generation Call
Handling System in order to allow the Department to incorporate next generation
applications. The new System will be IP-based and implemented using an architecture -
and functional components consistent with NENA Standard 08-003 (the i3 standard) and
all other related standards developed by NENA, IETF and other Standards organlzatlons.
In.a typical year, the Clty takes over 10 million 8-1-1 cails. The peak Ioad the NYPD
.would Ilke to antrmpate is 8, 300 calls per hour.

The current call handllng system has workstauons WIdeiy deployed at NYPD Fire and
EMD positions. At the time of the anticlpated migration to NG811, the total number of
call handling workstations to be replaced is approximately 840, of those, 579 are directly
involved in process 911 calls, 155 are used for trammg and the remamder are avallable :
'to 7 ether functlons across NYPD Fire, and EMD ' : : :

12




Driver License and Identification Card
Production System

Status: PRE-RFP

The Ohio Department of Public Safety, Bureau of Motor Vehicies (BMV), wili contract for,
a Driver License and Identification Card Production System and related service io - '
replace the current contract with MorphoTrust that was awarded August 18, 2008 with an
expiration date of December 31, 2016. The contract includes card printers, digital *
cameras, signature pads, elc.), software drivers (with the exception of DU/ID issuance
software), configuration, integration, maintenance, cards and supplies for the system,
project plan and a transition plan. The system accommodates activities associated with
'DL/ID at 218 Deputy Registrars (DR) and Customer Service Center (CSC) locations .
statewide. The system captures and transmits an existing digitized color photo, and .-
signature. - T L LT T AR

As pért_éf the contfgct with Morphotrust, BMV jeases the following equi;_ﬁi-néni: o
«  Datacard SP75 Plus Digitized Printer - 478; acquired in January 2009
e Verifone MX870 Signature Pad — 1,485; acquired in November 2012

s - ImageCam R2000A Driver License Camera - About 222 (database issues
* pulling this number out); acquired in January 2008 G

Weblb'ased Eme'r'geh'c:y' _Alér_t'in'_q' o
Notification System e

Status: INITIATIVE.
The Arizona Department of Emergency and Military Affairs is developing plans to acquire
‘& Web-based Emergency Notification System in order to establish a statewide system .. -
that quickly and reliably notifies emergency response personnel, government employees
(state, county and tribal) and citizens of emergencies and other critical communications.
The System will be primarily focused on providing three capabilities to State, County and
Tribal governments for emergency management and incident response; however, the .
Department will also explore the possibifity of adding additional types of emergency B
alerting including Amber-and related Biue and Silver alerts. The three primary alerts will
ba: - R e i

1. FEMA IPAWS Alerting -~~~
2. Internal Group Based Alerting -

e < Interal contact and group based (and potentially geographic using internal
- contact data) system for sending critical emergency and incident response.
' messages to emergency response personnel, government employees and . -

' . ‘others based on organ_izatio_na!_needs.: el
‘3. Community Emergency Notiﬁcatibh_ Services

- "incident information based on phone subscription records. : _
e Citizen based system for individuals to opt-in to receive emergency and other
" jmportant community Information. Enhanced by mobile application for S
- convenient access to nofifications. - - R

s Citizen centric system for sending geographic based critical e.r'ne'rg'ency and . -

13



Not enough time to respond to RFP's? Chck here to fmd out how you can beat _
the deadhnef : .

N \

_Ag'er_lc_y_' Pro;ect | : ..-':3;'_7_."_::fStatusRe]ease E::';D'ue Dafe"-'

SRS Date
Houston Independent Two Wav Radio W|th Infrastructure Upczrade U RFP .02/05/2016 03/29]2016
School District (HiSD) = R R
Los Angeles Comprehenswe EEectromc Monltorlnq Sennces o ;:-RF_P;-__{_)‘[ [29/2_016 03!25/2016'_

Probation Depanment R L A TR RIS .
Fort Lauderdale " - Technoioqv and Fumlture Comnonents forthe O {.RF:I_?.E.O210512016 '02_1_25_/_2016.]
Police Depadment - Police Command Center RITIE AT

Bucks County -+ 'Public Safety Computer Ald'éd' Dlsgatch (CAD! :';1'_'RFP C 01/03/2016 03]221'2016
‘Department of : Svstem Consuitmq Serwces B I R R . R
Emergency = B Tt e T e :

Communications =~ .0 i
West Vlrglma State Vehncular Repeaters
Pollce B R .

. RFP. 6_210_5/2;_51 6 03/03/2016

Upcoming CJ / PS events:

¢ NACM 2016 Midyear Conference - When: Feb 14 to Feb 16, 2016

s Connect:ID Expo - When: March 14 — March 18, 2016

s CAPE 2016 Annual Training Seminar - When: March 14 — March 18, 2016

e ACJS 53rd Annual Meeting - When: March 29 — April 02, 2016

e Port Security Operations Conference & Expo - When: March 29 —~ March 31,
2016

e Commission on Accreditation for Law Enforcement Agencies (CALEA)
Conference - When: March 30 — April 02, 2016

s PINNACLE 2016 EMS | eadership - When: July 18 - July 22, 2016

Accessto CJIS © El :
GROUP Database '

S o The much awalted F;rstNet
AS a government 'RFP was released... Are you waiting to work W|th state
official, youare . -~ agencles that opt out of FirstNet? : -
eligible for free access - R

to our database, CJIS How can CJIS GROUF' help‘? o

Premier. Register and :

use our database to L

.. 'We have 98 publ[c safety broadband projects n.

E_l SR 00 the planning stages
i Develop =~ - * ' Inaddition to states waiting on the feds 39 locals are
“ilmore, - specifically waltlng to see what happens with' F|rstNet
. jcompetitiv . before moving forward
o e iy e 491 Communications / Data bids added this month .
solicitations - - -~ .7 While it's important to keep an eye on FirstNet, don't let

14




-Understand howto . == - otheropportun:tles get’ away from you
fund new initiatives . e

- Connect with other -
agencies working on .
similar objective

- Identify trends and -
understand how other
agencies are using
new technology

CJIS GROUP helps vendors |dent|fy new business

- opportunities involving FirstNet, radio systems and upgrades
" to public safety cormmunications systems nationwide. We would

love to show you how you can use our relatlonshlps to uncover
- these prOJects ' : :

' Please _c_:or_ltact us with:

-l e - Times / dates convehient to you for a demo of our
- database to view LIVE qualified sales opportunities.
A brlef descnptlon of your speCIf ic |nterest areas..

Not enough time to respond to RFP s? Chck here to find .
. out how you can beat the deadlme! : o

LS GROUP is committed to improving the technology procurement process by
‘providing in depth, validated market intelligence and quality research for the state and
local government market.

Sales: 703-822-5089 | Support: 850-926-9800 | Marketing: 703-822-5082

Sales@cjisgroup.com | Support@cjisgroup.com | Marketing@ciisgroup.com

Copyright © 2016 CJIS GROUP LLC
QOur address is 1900 Association Drive, Reston, Va 20191, USA

If you do not wish to receive future email, click here.
(You can also send your request o Customer Care at the sireet address above.)
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Stone, Andrea

e RO A—
From; CJIS GROUP, LLC <marketing@cjisgroup.com>
Sent: Wednesday, February 10, 2016 10:44 AM
To: Mellisa Nazzaro
Subject: CJ / PS Edition I February 2016

Click here to view this message in a browser window.

.News & Views

You've Got Mail: | Prison Policy Initiative
Free computers for inmates? It's latest deal at
Sacramento County jail

e State Prisons Turn to Telemedicine to Improve Health

and Save Money
e Technology could help fight cell phone use in AL

prisons
Pittsburgh police praise ShotSpotter; city may extend contract, expand system

U.8. airporis to roll out facial-recognition software to catch fake passports
New smartphone app lets you tip-off Syracuse police

New School Safety Technology Assists Michigan Schools With Annual Safety
Drill Mandates of Public Act 12 ' ' _

Medina County Jail to use body scanner

Drones Deliver Cellphones to Inmates

City officials announce crime-fighting data center

OK2Say received more than 2,000 student tips in 20156

City Infroduces Community Policing App

Camera help; Transparency issues emerge in trend toward more video

The small ball that's big on technology

Towns struggling with the cost of pelice body cameras

New pilot program provides tablet computers to inmates in the Sanilac County
Jail

New license plate reader system in New York village reveals shocking slew of
violators

License Plate Readers and Privacy

Police use of cellphone tracking faces test in court

Dethi Police Will Use Space Technology To Control Crime In The State

Cloud Storage for Camera Data?

Aflanta Department of Corrections Deploys Body Cameras




s New forensics research center to develop lools to improve law enforcement's
invastigation capabilities

¢ Alabarma Municipalities Launch ‘Smart911’ System to Give First Responders
More Info

e Police Departments Turn to In-Car Video Cameras to Boost Accountability,

Transparency
Long Beach's Crime Scene Investigation Gets Improvements

Encryption keeps terrarists under the radar

Twitter; Social media giant shuts down thousands of ISIS-related accounts
Editorial: Lawmakers smart to push police body-camera rules

Cities' greed comes back to haunt them with red-light cameras under the gun
Bill would areatly restrict access to police videos

Us ing Events © _ Funding :
CERTIRTE
AwscJis News |
iWorkshops L

Learn how customers E‘J et e i
are using AWS to solve o
their CJIS (FBl's
“Criminal Justice

3Informallon Services) IT needs._ : i *  Cold cases could be solved
: I thanks fo grant for SHSU

researchers

s Developing lmproved Means to
Collect Digital Evidence

" To find out more Click here or Reqaster for an
_ upcommg CJ!S workshop near you.

s Chesco fire departments
seeking grants for equipment

_ Top Opportunltles The Drawmg Board Here are some of the newly
. dlscovered T rnlt‘latlves bemg planned nailonwrde SR ;'

g Next Generatlon Call Handlmq |
System s R BETE 5 : ::g

Status. PRE RFP

The New York Clty Department of lnformatlon Technology and Telecomrnunlcatlons on
behalf of the Police and Fire Departments will be replacing the Next Generation Call
Handling System in order to aliow the Department lo incorporate next generation
applications. The new System will be IP-based and implemented using an architecture © -
and functional components consistent with NENA Standard.08-003 (the i3 standard) and .
all other related standards developed by NENA IETF and other Standards organlzatlons.

_would Ilke to ant;mpate |s 6 300 calls per hour _: _-

The current cait handlmg system has workstatlons wrdely deployed at NYPD F[re and
EMD positions. ‘At the time of the antlcipated migration to NG811, the total number of
call-handling workstations to be replaced is approximately 840, of those 579 are directly
involved in process 911 calls, 155 are used for tralntng, and the remalnder are avallable '
_to 7 other functlons across NYPD, Flre and EMD : : S




Drlver Llcense and Identlﬁcatlon Card
:Productxon Svstem

Status. PRE~ RFP

The Ohio Department of F’ubllc Safety, Bureau of Motor Vehlcles (BMV), will contract for
a Driver License and Identification Card Production System and related service to
replace the current contract with MorphoTrust that was awarded August 18, 2008 with an
expiration date of December 31, 2016, The contract includes card printers, digltal :
cameras, signature pads, efc.), software drivers {with the exception of DL/ID issuance
_software), configuration, integration, maintenance, cards and supplies for the system,
project plan and a transition plan. The system accommodates activities associated with
DL/ID at 218 Deputy Registrars (DR) and Customer Service Center (CSC) locations
statewide. The system captures and transmlts an ex;stlng dlg:tlzed co]or photo and
slgnature .

As part of the contract wrth Morphotrust BMV leases the fcllcwmg eqmpment

o Dataca_rd SP75_ Plus Digitized Printer — 478; acquir_ed in Janu_ary 2009
= ' Verifone MX870 Signature Pad — 1,485; acquired in November 2012

e '_lmageCam R2000A Driver License Camera — About 222 (database issues
: _pullmg thls number out) acqurred in January 2009 o _

Web based Emerqencv Alertmq
Notrflcatron Svstem Lo

.The Anzona Department of Emergency and Mllliary Affa|rs is developlng plans to acquire
"a Web-based Emergency Notification System in order to establish a statewide system
that quickly and reliably notifies emergency response personnel, government employees.
(state, county and tribal) and citizens of emergencies and other critical communications.
The System will be primarily focused on providing three capabilities to State, County and .
Tribal governments for emergency management and incident response; however, the
Department will also explore the possibility of adding additional types of € emergency

_ alerting mc!udmg Amber and felated Blue and Sllver alerts The three pramary aierts will

: be e

1 FEMA EPAWS Alertlng o
2. Internal Group Based Alerhng

L -Internal contact and group based (and pctentlaily geographlc using internal .
© .. contact data) system for sending critical emergency and incident response - . |
. messages to emergency response personnel, government employees and
S others based on organlzallonai needs .

3 Commu_nity Emergency Notiﬁcation _Servic_es_

e Cltlzen centrlc system for sending geographlc based critical emergency and
o |m:tdent information based on phone subscription records _
s Citizen based system for individuals to opt-in to receive emergency and other -
- important community information. Enhanced by mob:le apphcation for '
L convenlent access tc notlﬂcatlons .




Not enough time fo respond to RFP s? Chck here to find out how you can beat L
the deadhne! o . :

'V:-Thé_' Deadline: Time Is fimited on these open soficitations! =

Agency SRRt PrOJect e FRERER AR :SfaTUSREIeaSG DUE_.D?"E"_
o T rn s Date R T
Houston Independent Two Wav Radlo w1th Infrastructure qurade L ;E;RFP 02/05!2016 03{29{2016
School District (HISD) v R SN RS R
Los Angeles 1 Comprehenswe Eiectromc Momtormq Sennces_ - “RFP .01!29/2016 03/25/2_016:
Probation Department .- T DRSS SRR
Fort Lauderdale - - Technoiogy and Furnlture Comgonenis forih :_ RFP.. '02]05/2016 -02/25/2016
Police Department _5Pol|ce Command Center .- ST .
Bucks County = Public Safety Computer Aided Dasgatch (CAD) S RFP .;01/03/201__6 __0__3122:’2016
Department of '-Svstem Consulting Serwces R R EIR LTS g
Emergency =10 ol R RS IO
Communicatlons

WestVIrglnla State Véhlcular Repeaters S RS RFP : .02105,’20‘16 03/03/2016

Upcoming CJ / PS events:

» NACM 2016 Midyear Conference - When: Feb 14 to Feb 16, 2016

e Connect:iD Expo - When: March 14 — March 18, 2016

« CAPE 2016 Annual Training Seminar - When: March 14 — March 18, 2016

e  ACJS 53rd Annual Meeting - When: March 29 — April 02, 2018

e Port Security Operations Conference & Expo ~ When: March 29 — March 31,
2016

Commission on Accreditation for Law Enforcement Agencies (CALEA)
Conference - When: March 30 — April 02, 2016

*  PINNACLE 2016 EMS Leadership - When: July 18 - July 22, 2016

Access to CJES - = -
GROUP Database

IR T The much awalted FlrstNet
As a government - Rrrp was released . Are you waiting to work w:th state
official, youare .- agenc:es that opt out of FirstNet? _ -

eligible for free access . :

to our database, CJIS “How can CJ]S GROUP he]p'? .

Premier. -Register and
use our database to R

. -"We have 98 pubhc safety broac!band prcuects i

FH= ' the planning stages
L DeVelop -« “In‘addition to states waiting on the feds, 39 Ioca[s are
2 more . ..specifically waiting to see what happens wnth FirstNet
o Vicompetitiv “+ before moving forward |
" - de P e 191 Communications / Data bldS added this month -
solicitations -~ ° o While it's impartant to keep an eye on FirstNet, don't let
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- Un'c_l'er_étand howto - -~ other opportunities get away from you
fund new initiatives -~ L R e .

- Connect with other - ¢ ;5 GROUP helps vendors identify new business
agencies working on . gpportunities involving Firstiet, radio systems and upgrades
similar objective - to public safety communications systems nationwide. We would

-Identify trends and |56 tg show you how you can use our relatlonshlps to uncover
understand how other . hese prcqects :

agencies are using . .:.
'_.‘e‘“.’_?e‘.’-*-‘;”?"?v"_‘_’_- : .Piease contact us with: -

I rﬂ ”— i 1 . ;.. j:: = _Times /dates convénient {0 you fo.ra demo of our.
S : “database to view LIVE qualified sales opportunities.
A briéf description of your speciﬁc interest areas.

- ‘Not enough time to respond to RFP's? Chck here fo fmd
: out how you can beat the deadline! .

‘CJIS GROUP is committed to improving the technology procurement process by
‘providing in depth, validated market intelligence and quality research for the state and
local government market.

‘Sales: 703-822-5089 | Support: 850-926-9800 | Marketing: 703-822-5082

Sales@cjisgroup.com | Support@cjisgroup.com | Marketing@cjisgroup.com
Copyright @ 2016 CJIS GROUP LLC

Our address is 1900 Association Drive, Reston, Va 20191, USA

If you do not wish to receive fulure email, click here.
(You can also send your request to Customer Care at the street address above.)
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Stone, Andrea

00

From: CJIS GROUP, LLC <marketing@cjisgroup.com>
Sent: Wednesday, February 10, 2016 10:47 AM

To: Mellisa Nazzaro

Subject: CJ / PS Edition I February 2016

Click here to view this message in a browser window.

News & Views

¢ You've Got Mail: | Prison Policy Initialive El
‘o Free computers for inmates? it's latest deal at
Sacramento County jail

s State Prisons Turn to Telemedicine to Improve Heaith

and Save Money
. Technology could help fight cell phone use in AL

prisong _
Pittshurgh police prajse ShotSpotter; city may extend contract, expand system
U.S. airports to roll out facial-recognition software fo catch fake passports
New smariphone app lets you tip-off Syracuse police '

‘New School Safety Technology Assists Michigan Schools With Annual Safety
Drill Mandates of Public Act 12 ' SRR

Medina County Jail to use body scanner

Drones Deliver Cellphones to Inmates

City officials announce crime-fighting data center

OK28ay received more than 2,000 student tips in 2015

City Introduces Community Policing App

Camera help: Transparency issues emerge in trend toward more video
The small ball that's big on technology

Towns struggling with the cost of police body cameras

New pilot program _provides tablet computers to inmates in the Sanilac County
Jail

New license plate reader system in New York village reveals shocking slew of
viglators :

License Plate Readers and Privacy

Police use of cellphone tracking faces test in court

Delhi Palice Will Use Space Technology To Control Crime In The State

Cloud Storage for Camera Data?

Atlanta Department of Corrections Deploys Body Cameras




¢ New forensics research center o develop tools to improve law enforcement's
investigation capabilities

e Alabama Municipalities Launch ‘Smari911’ System to Give First Responders
More Info

s Police Departments Turn to In-Car Videg Cameras to Boost Accountability,

Transparency

Long Beach's Crime Scene Investigation Gets Improvements

Encryption keeps terrorists under the radar

Twitter: Social media giant shuts down thousands of [SIS-related accounts
Editorial; Lawmakers smart to push police body-camera rules

Cities’ greed comes back to haunt them with red-light cameras under the gun
Bill would greatly restrict access to police videos

SR e N :
fU comin Events 3 o Funding ;
;P mlg R .
AWS CJIS _ .f o News :
:Workshops o

: Learn how customers E] T —
" are using AWS to solve o L
“their CJIS (FBI's

. Criminal Justice

: Enformatlon Semces) m needs L «  Cold cases could be solved
: e thanks {o grant for SHSU

researchers

+ Developing Improved Means {o !
Collect Digital Evidence :

i To fnd out more Click here or Remster for an

upcomlng CJIS workshop near you
: ) » Chesco fire departments

seeking grants for equipment

: Top Opportunltles “The Drawmg Board Here are some of the newly _
o drseovered !Tmrtratrves berng pianned natronwrde o s . '

Next Generatlon CaII Handhnq
System o

Status PRE RFP

The New York City Department of Informatlon Technology and Telecommunlcatlons on .
behalf of the Police and Fire Departments will be replacing the Next Generation Call
Handling System in order to allow the Department to incorporate next generation .
applications. The new System will be IP-based and implemented using an architecture
-and functional components consistent with NENA Standard 08-003 (the i3 standard) and
all other related standards developed by NENA, IETF and other Standards organizations..
‘In a typical year, the City takes over 10 million 9-1-1 cal!s The peak Ioad the NYPD
would I|ke to anﬂc;pate is 6, 300 calls per hour

The current call handhng system has workstations wrdely deployed at NYPD Flre and b
EMD positions. At the time of the anhcrpated migration to NG911, the total number of =
call handling workstations to be replaced is approximately 840, of those, 579 are directly -
involved in process 911.calls, 155 are used for train[ng, and ihe remalnder are avaslable
to 7 other funct:ons aoross NYPD Fire, and EMD : :




Drlver Ltcense and Identlflcatlon Card
Productlon Svstem

Status PRE RFP

The Oh_io Department of Public Safety, Bureau of Motor Vehicles (BMV), will contract for
-a Driver License and Identification Card Production System and related service to

replace the current contract with MorphoTrust that was awarded August 18, 2008 with an
expiration date of December 31, 2018. The contract includes card printers, digita] C
cameras, signature pads, etc.), software drivers (with the exception of DL/ID issuance
-soﬂware) configuration, integration, maintenance, cards and supplies for the system,
project plan and a transition plan, The system accommodates activities associated with
DL/ID at 218 Deputy Registrars (DR) and Gustomer Service Center (CSC) locations
statewide. The system captures and transm|ts an ex1stlng dlgltlzed color photo and
mgnature - o

As part of the contract wnth Morphotrust BMV leases the fotlowmg eqUIpment

o '_:Datacard SP75 Plus Digitized | F’rmter 478; acquired in January 2008
e . Veriforie MX870 Signature Pad — 1,485; acquired in Novemnber 2012

. ._ ‘ImageCam R2000A Driver License Camera — About 222 (database |ssues o -
' -puEIlng this number out) acqutred in January 2009 ' . . :

Web based Emerqencv Alertmq
Not:flcatlon Svstem R

Status lN[TIATIVE

The Anzona Department of Emergency and Military Affairs is developmg plans to acquire
‘a Web-based Emergency Notification System in order to establish a statewide system
that quickly and reliably notifies emergency response personnel, government employees
-(state, county and tribal) and citizens of emergencies and other critical communications.
The System will be pnmarlly focused on providing three capabilities to State, County and -
Tribal governments for emergency management and incident response; however, the
Departrment will also explore the possibility of adding additional types of emergency
alerting |ncludlng Amber and related Blue. and Sllver alerts The three primary alerts wrlt :
.be : : : . _ S .

;1 FEMA IPAWS Alerting
2, InternaE Group Based Atertlng

'j-c _ 5_ Internat contact and group based (and potent!ally geographlc using internal

' contact data) system for sending critical emergency and incident response
' messages to emergency response personnel, government employees and
S others based on organlzatlonal needs

3. .Community Emergency No_tiﬁcation _Services

e .Cltlzen centrlc system for sendmg geograph:c based cn’ucal emergency and
.. incident information based on phone subscription records. _
. . Citizen based system for individuals to opt-in to receive emergency and other
. important community information. Enhanced by moblte appllcatlon for’
convement access to notifications. - .




Not enough ﬂme to respond to RFP 's? Chck here to fmd out how you can beat
the deadlme! :

@ ;_._.._T_===___.... NP

“The :De_adline:_' Time is fimited on these open solicitations! ..
Agency Pro]ect S StatUSREIGase
ST .-_Date'--.
Houston Independeni Two Wav Radio wnth !nfrastructure Undrede S RFP. '02/05/2016
School District: (HESD) S R TEN N
Los Angeles .i- Comprehenswe Elecironlc Momtorinq Servaces L iRFP .1011’29/2016

Probation Department EARREEES
Fort Lauderdale " ---Technoioqv and Furnlture Components for the - RFP '.._02,.'05/_2016_‘
Police Department ‘Police Command Center - R SR R IR

Bucks County - - Public Safety Computer Aided Dlspatch (CAD) - RFP.-01/03/2016
Department of - Svstem Consultlna Semces B T ISP R
Emergency . R
Communications = i SR e e T R s

West Virginia State Vehicular Repeeters 1'3_- SEET ARt
Pollce - T L

Upcoming CJ / PS events:

+ NACM 2016 Midyear Conference - When: Feb 14 to Feb 16, 2016

o  ConnectiD Expo - When: March 14 — March 18, 2016

« CAPE 2016 Annual Training Seminar - When: March 14 — March 18, 2016

e ACJS 53rd Annual Meeting - When: March 29 — April 02, 2016

e Por Security Operations Conference & Expo - When: March 29 — March 31,
2016

e Commission on Accreditation for Law Enforcement Agencies (CALEA)
Conference - When: March 30 — April 02, 20186

e PINNACLE 2016 EMS Leadership - When: July 18 - July 22, 2016

Accessto CJIS ~ &
GROUP Database

RN R : - Ithe much awaited FlrstNet B
As agovernment : ‘RFp was reieased Are you waiting to work with state o
official, youare - agenc:es that opt out of FlrstNet? o -
eligible for free access .

to our database, CJIS  How can CJIS GROUP he|p'?

Premier. -Register and

use our database to O

] . ’s We have 98 public safety broadband pro;ects in
E‘]_ R {. “oo. . the planning stages '
i Develop . e dn addition to states waiting on the feds, 39 locals are
LU imore - specifically waiting to see what happens with FlrstNet
“lcompetitiv - before moving forward -
“le o . o 191 Communications / Data bids added th:s month -
solicitations .- -~ ©° While it's important to keep an eye on FirstNet, don't let

4

~RFP 0200512016 03/03/2016

- DueDate

108/29/2016
031282016

0212572016
+08/22/2016




- Understand how to - : . ... other opportunities get away from you
fund new initiatives ' : R

—_'Conl]ect_witr} other. .- CJIS GROUP helpé vendors Identify new business h
agencies working on

! .'_opportumties involving FirstNet, radio systems and upgrades
similar objective " to public safety communications systems nationwide. We would

~Identify trends and - 5yq {5 show you how you can use our relationshlps to uncover
understand how other _'-these projects.

agencies are t;sing

new techno[ogy ' 5_ : _F’Iease contact us with:

I m R —— 1 :; . Times / dates convenient to you for a demo of our
T . ‘database to view LIVE qualified sales opportunities.
e A brief description of your speciﬁc interest areas.

o ZNot enough time to respond to RFP's? Click here to fmd
e _;out how you can beat the deadline! . '

CJIS GROUP is committed to improving the technology procurement process by
praviding in depth, validated market intelligence and quality research for the state and
local government market.

Sales: 703-822-5089 | Support: 850-926-9800 | Marketing: 703-822-5082
ESales@cjisgroup.com | Support@cijisgroup.com | Marketing@cjisgroup.com
Copyright ® 2016 CJi5 GROUP LLC
Qur address is 1800 Assoclation Drive, Reston, Va 20191, USA

If you do not wish to receive future email, glick here.
(You can also send your request to Customer Care at the street address above.)




Stone, Andrea
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From: ClJIS GROUP, LLC <marketing@cjisgroup.com>
Sent: Tuesday, March 01, 2016 9:04 AM

To: Larry Brown

Subject: Government Technology Update I March 01, 2016

Ciick here to view this message in a browser window.

State & Local News Ta—

s Aurora, linois, Selects Hexagon Safety & Infrastructure's
Dispatch and Records Management Software

e $1.2M System Upgrade for Carson City Public Safety

Canton Police Department Uses Advanced Gunfire Detection
System to Increase Public Safety and Deter Shooters

DeKalb Couniy gets Approval to Fully Implement 10-Year Strategic Plan

Law & the Media Committee Panel Discussion on Body Cameras

9-1-1 Organizations Launch NG8-1-1 Accelerated Deplovment Effort

FCC Releases Task-Farce Report on Transition to Next-Generation 911 (NG911)
Government Social Media Conference & Expo

Pasco Sheriff's $2M No-Bid Contract

Grand Traverse County Responders Receive Radio System Upgrade

Privacy Fears Spur Smart-Meter Opt-Ouf

Federal Medicaid Managed Care Rule Being Reviewed By OMB

Westmoreland Public Safety Department's Upgraded 911 Dispatch Software

‘Working Well'
Encryption Vs, Cloud Computing: The | atest Debate

Montgomery County Joins AT&T Smart Cities Initiative

911 Program Begins Study on Next Generation 911 Costs
Dallas Transit Agency Piloting Facial Recognition Software
5.D. Goes High Tech with Next Generation 911

Better Care and l.ower Costs through Preventive Analytics
Michigan Redefines Statewide Public Safety Cormimunications

West Virginia Senate OKs Bill To Expand Rural Broadband
New Video Visitation System at the Taylor County Jail

s & & & & 5 ¢ & @




Industry News

+  Zeftron Inteqrated Solutions Improves Situational Awareness And Incident
Response
Technology Can Help Dispalchers Reduce Emergency Response Time

e Brentwood Police Continues fo Expand Deployment of the SceneDoc Platform
Intg Field Operations Division

e  Wilmington, DE Police Department to implement NC4 Sireet Smart™ in their
real-time Crime Center

»  Aurcra, Minois, Selects Hexagon Safety & Infrastructure's Dispaich and Records
Management Software

e  Woarld-leading Partnership to Deliver Next-Generation Broadband Push-to-Talk
Communications

e Verizon Communications Inc. Wins Overall RootScore Award in Nevada- [BM,

LAMR

Adding Behavioral Biometrics to Adaptive Authentication

Truven: IBM's Latest Buy, Attempt to Push Watson

Software Makes Communication Between Dispatch Centers Seamless

$1.2M System Upgrade for Carson City Public Safety

Tvier Technologies Enhances eFileTexas to Help Self-Represented Litigants
Navigate Court System

Esri Releases latest Version of ArcGIS Full Motion Video
MoCo Joins AT&T Smart Cities Initiative

Penton's IWCE's Network |nfrastructure Forum Keynotes to Discuss Smarl
Cities and Site Development Strategy

. @

R ——— Tha——

Developing Projects

The Drawing Board: Here are same of the newly,
discovered IT initiatives being planned in
agencies nationwide:

Status: INITIATIVE

The Okeechobee County Sheriffs Office is developing plans to acquire In-Car Cameras.
. The Office is loaking to outfit about 60 Patrol cars. Neither storage options or retention
policies have been discussed as of yet. The office is primarily a Nimble shop in terms of
_ current storage environment and would like to keep things uniform if possible, but is open
to any solutions that work.

The office does not currently have in- car cameras.

Click for opportunity details....

Status: PRE-RFP

The Mississippi Division of Medicaid (DOM) will acquire a Long Term Services and
Information Tracking System. The System should be able to receive, track and coordinate
- both financial and functional Medicaid eligibility data through a flexible, user-friendly web
. portal. The system should aiso provide wait-list management and provide a single core
" standardized screening and assessment instrument. The Division utilizes a long term
services and information tracking system thraugh FEi Systems.

Click for opportunity details....

Status: PRE RFP WATCH LIST

The West Hartford Fire Department is working on acquiring a P25 Phase One Compliant

10



800 MHz Trunked Radio System. The current System is out of date, and no longer
supports maintenance equipment to keep the system going. As part of this project, the
agency is looking to replace the mobile and portable radios, console equipment, and
logging recorders and will also acquire a turmn-key fire station alerting system. The desired
fire station alerting system will communicate using Fiber optic over the Town WAN. The

. microwave equipment will not be replaced because it is still fairly new.

The agency currently uses a Motorola Smart Net 700-800 MHz trunked radio console
dispatch system. The current Fire Station Alerting System used interfaces Motorola Gold
Elite Radio, which is not currently connected to the NEXGEN CAD, alerts any or all of the
five fire stations. The equipment in the fire stations is home grown designed decades ago.
Radios are installed in the fire stations and are attached to an amplification system
distributing the message throughout the fire station via a speaker system. This system is
also tied to a notification lighting circuit activating lights throughout the station. New relays,
speakers and related equipment for the Alerting System as needed will be
supplied.Currently, WHFD utilizes NexGen, a shared Computer Aided Dispatch (CAD}
and Records Management. The police department utilizes the records management
system while the CAD sends data to the fire department record management system
through a CAD menitor.

Click for opportunity details....

FREE access of CJIS GROUP database for Government Officials, Click here fo
Register

Funding News

e " LoBiondo Announces Open Applicatibn Period for SAFER 'Grants_Pquram'_ s

" San Jose CIO: Making Our City Smarter Resulted In 300% More Revenues

. e S_e_nate Education. Panel Siqns .O'ff on 2 Broadbahd B_ills

fi-__ 'GF Committee Sends $2 Million Surplus to Construction, 911 Centerand
CSavings - o o e

e 'Mo_reM_iIle Lacs Broadband Grants Work toward Future - T

" e Grants Provide Extra Money for Hudson City Projects - -

“IThe Deadline

Time is limited on these open solicitations!

Release

Date Due Date

Agency Project Status

Hawaii County Department Desktop Computer

IFB  02/24/2016 03/16/2016

of information Technology Equipment
Bellevue Information On-Call IT Security '
Technology Department Consulting Services RFQ 02/252016 03/18/2018
Tablets for Citibus ITB 02/25/2016 03/08/2016

Lubbock Finance

11



Department

integrated Access Control
and Video Surveillance RFP 02/24/2016 03/31/2016

System

Durango Information
Systems Division

Sacramento County NetApp Enterprise Storage
Superior Court Technology Refresh

IFB 02/25/2016 03/14/2016

Upcoming Events:

And the award goes to...
Budgeting System

The Kansas City Finance Department released the Budgeting System RFP (#EV2111-0-
2015/KG) through Kansas City Procurement Site

The Kansas City Finance Department awarded the Budgeting System contract to CGI
Technology an January 25, 2016. The contract amount for year one with all options
is $366,734.

Asagovernmen official,-
Premler : Re ister and use our database t

Copyright ® 2016 CJIS GROUP LLC
Our address is 1900 Association Drive, Reston, Va 20191, USA

If you do not wish to receive fulure email, click here.
(You can also send your request to Customer Care at the street address above.)
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Stone, Andrea

M

From: CJIS GROUP, LLC <marketing@cjisgroup.com>
Sent: Tuesday, March 01, 2016 9:04 AM

To: John Delaney

Subject: Government Technology Update I March 01, 2016

Click here to view this message in a browser window.

- State & Local News [x] ===

e Aurora, lllinois, Selects Hexagon Safety & Infrastructure’s
Dispatch and Records Management Software

e  $1.2M System Upgrade for Carson City Public Safety

Canton Police Department Uses Advanced Gunfire Detection
System to Increase Public Safety and Deter Shooters

DeKalb County gets Approval to Fully Implement 10-Year Strategic Plan

Law & the Media Committee Panel Discussion on Body Cameras

9-1-1 Organizations Launch NG9-1-1 Accelerated Deployment Effort

FCC Releases Task-Force Report on Transition to Next-Generation 911 (NG911)
Government Social Media Conference & Expo

Pasco Sheriffs $2M No-Bid Contract

Grand Traverse County Responders Receive Radio System Upgrade

Privagy Fears Spur Smart-Meter Opt-Qut

Federal Medicaid Managed Care Rule Being Reviewed By OMB
Westmoreland Public Safety Department's Upgraded 911 Dispatch Software

"Working Well'
Encryption Vs. Cloud Computing: The Latest Debate

Montgomery County Joins AT&T Smart Cities Initiative

911 Program Begins Study on Next Generation 911 Costs
Dallas Transit Agency Piloting Facial Recognition Scftware
S.D. Goes High Tach with Next Generation 911

Better Care and Lower Costs through Preventive Analytics
Michigan Redefines Statewide Public Safety Communications
West Virginia Senate OKs Bill To Expand Rural Broadband
New Video Visitation System at the Tayler County Jail
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Industry News

e Zetron Integrated Solutions Improves Situationat Awarengss And Incident
Response
Technoloay Can Help Dispatchers Reduce Emergency Responsg Time
Brentwood Police Continues to Expand Deployment of the SceneDoc Platform
Into Field Operations Division

e Wilmington, DE Police Depariment to implement NC4 Street Smart™ in their
real-time Crime Center

o Aurora, lllinois, Selects Hexagon Safety & Infrastructure's Dispatch and Records
Management Scfiware

¢ World-leading Partnership to Deliver Next-Generation Broadband Push-to-Talk
Communications

o Verizon Communications Inc. Wins Overall RootScore Award in Nevada- [BM,

LAMR

Adding Behavioral Biometrics to Adaptive Authentication

Truven: |IBM's Latest Buy, Attempt to Push Watson

Software Makes Communication Between Dispatch Centers Seamless

$1.2M System Upgrade for Carson City Public Safety

Tvler Technologies Enhances eFileTexas to Help Self-Represented Litiganfs

Navigate Court System

Esri Releases Latest Version of ArcGIS Full Motion Video

MoCo Joins AT&T Smart Cities Initiative

Penton's IWCE's Network Infrastructure Forum Keynotes to Discuss Smart
Cities and Site Development Strateqy

H— T

Developing Projects

The Drawing Board: Hera are some of the newly
discovered IT initiatives being planned in
agencies natfonwide:

Status: INITIATIVE

The Okeechobee County Sheriff's Office is developing plans to acquire In-Car Cameras.
The Office is looking to outfit about 60 Patrol cars. Neither storage options or retention
policies have been discussed as of yet, The office is primarily a Nimble shop in terms of
current storage envirenment and would like 1o keep things uniform if possible, but is open
to any solutions that work,

The office does not currently have in- car cameras.

Click for opportunity details....

Sta_tus: PRE-RFP

The Mississippi Division of Medicaid (DOM) will acquire a Long Term Services and
information Tracking System. The System shouid be able to receive, track and coordinate
both financial and functional Medicaid eligibility data through a flexible, user-friendly web
portal. The system should also provide wait-list management and provide a single core
standardized screening and assessment instrument. The Division utilizes a fong term
services and information tracking system through FEi Systems.

Click for opportunity details....

Status: PRE RFP WATCH LIST

The West Hartford Fire Depariment is working on acquiring a P25 Phase One Compliant

14



800 MHz Trunked Radio System. The current System is out of date, and no longer

supports maintenance equipment to keep the system going. As part of this project, the

agency Is looking to replace the mobile and portable radios, console equipment, and

logging recorders and will also acquire a turn-key fire station alerting system. The desired

fire station alerting system will communicate using Fiber optic over the Town WAN. The
microwave equipment will not be replaced because it is still fairly new.

The agency currently uses a Motorola Smart Net 700-800 MHz trunked radio console
dispatch system. The current Fire Station Alerting System used interfaces Motorola Gold
Elite Radio, which is not currently connected to the NEXGEN CAD, aleris any or all of the
five fire stations. The equipment in the fire stations is home grown designed decades ago.
Radios are installed in the fire stations and are attached to an amplification system
distributing the message throughout the fire station via a speaker system. This system is
also tied to a notification lighting circuit activating lights throughout the station. New relays,
speakers and related equipment for the Alerting System as needed will be
supplied.Currently, WHFD utilizes NexGen, a shared Computer Aided Dispatch (CAD)
and Records Management. The police department utilizes the records management
system while the CAD sends data to the fire department record management system
through a CAD monitor.

Click for opportunity details.,..

" FREF access of CJIS GROUP database for Gavernment Officials, Click here to
Register

Loando Announces Open Apphcatuon Perlod for SAFER Grants Proqram :

. ; San Jose C!O Makmq Our City Smarier Resulted in 300% More Revenues R

: . :5 Senate Education Panel Slgns Off on 2 Broadband Bll!

':-_ 8 GF Commattee Sends $2 ivhillon Surptus to Constructlen 911 Center and

. Mo_re Mi!le Lac_s' Broadband Grants Work teWard Future

e ':':Grants Provide Extra Money for_Hudso_n Cily Projects

The Deadline

Time is limited on these open salicitations!

Release

Date Due Date

Agency Project Status

Hawaii County Department Beskiop Computer

IFB 02/24/2016 03/16/2016

of Information Technology Equipment
Bellevue Information On-Call IT Security '
Technology Department Consulting Services RFQ 02/25/2018 03/18/2016
Tablets for Citibus ITB 02/25/2016 03/08/2016

Lubbock Finance
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Depariment

inteqgrated Access Control
and Video Surveillance RFP 02/24/2016 03/31/2016

System

Durango Information
Systems Division

Sacramento County NetApp Enterprise Storage
Superior Court Technology Refresh

IFB 02/25/2016 03/14/2016

Upcoming Events: -

: WCE is the premner event for

dcommunications technology .. .

= rofessionals with thousands of L

attendees from a dwerse group of mdust i) i S
safety, utlilty, transportatlon nd buS| s-enterpnse

And the award goes fo...
Budgeting System

The Kansas City Finance Department released the Budgeting System RFP (#EV2111-0-
2015/KG) through Kansas City Procurement Site

The Kansas City Finance Department awarded the Budgeting System contract to CGI
Technology on January 25, 2016. The contract amount for year one with all options
is $366,734.

Access to CJIS GROUP Da

Copyright @ 2016 CJIS GROUP LLC
Our address is 1900 Association Drive, Reston, Va 20191, USA

If you do not wish to receive future email, click here.
(You can also send your request to Customer Care at the sfreet address above.)
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Stone, Andrea

From: CJIS GROUP, LLC <marketing@cjisgroup.com>
Sent: Monday, February 29, 2016 9:07 AM

To: Mellisa Nazzaro

Subject: CJIS GROUP Newsletter | February 29, 2016

Cligk here to view this message in a browser window.

State & Local News ] ===

e« Aurora, lllinois, Selects Hexagon Safety & Infrastructure's
Dispatch and Records Management Software

$1.2M System Uparade for Carson City Public Safety

Canton Police Department Uses Advanced Gunfire Detection
System to Increase Public Safety and Deter Shooters

DeKalb County gets Approval to Fully Implement 10-Year Stralegic Plan

Law & the Media Committee Panel Discussion on Body Cameras

9-1-1 Organizations Launch NG3-1-1 Accelerated Deployment Effort

FCC Releases Task-Force Report on Transition to Next-Generation 811 (NG911)
Government Social Media Conference & Expo

Pasco Sheriff's $2M No-Bid Coniract

Grand Traverse County Responders Receive Radio System Upgrade

Privacy Fears Spur Smart-Meter Opt-Out

Federal Medicaid Managed Care Rule Being Reviewed By OMB
Westmoreland Public Safety Department's Upgraded 911 Dispatch Soflware

"Working Well’
Encryption Vs. Cloud Computing: The Latest Debate

Montgomery County Joins AT&T Smart Cities Initiative

911 Programm Begqins Study on Next Generation 911 Costs
Dallas Transit Agency Piloting Facial Recognition Software
5.D. Goes High Tech with Next Generation 911

Better Care and Lower Costs through Preventive Analytics
Michigan Redefines Statewide Public Safety Communications
Wast Virginla Senate OKs Bill To Expand Rural Broadband
New Video Visitation System at the Taylor County Jail

T A e B smmm———

Developing Opportunities

The Drawing Board: Here are some of the newly
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discovered IT inftiatives being pianned in agencies nationwide:

Status: INITIATIVE

The Okeechobee County Sheriff's Office is developing plans to acquire In-Car Cameras.
The Office is looking to outfit about 80 Patrol cars. Neither storage options or retention
policies have been discussed as of yet. The office is primarily a Nimble shop in terms of
current storage environment and would like to keep things uniform if possible, but is open
to any solutions that work.

The office does not currently have in- car cameras.

" Click for opporiunity details. ...

Status: PRE-RFP

The Mississippi Division of Medicaid (DOM) will acquire a Long Term Services and
Information Tracking System. The System should be able to receive, track and coordinate
both financial and functional Medicaid eligibility data through a flexible, user-friendly web
portal. The system should also provide wait-list management and provide a single core
standardized screening and assessment instrument. The Division utilizes a long term
services and information tracking system through FEi Systems.

Click for opportunity details....

Status: PRE RFP WATCH LIST

The West Hariford Fire Department is working on acquiring a P25 Phase One Compliant
800 MHz Trunked Radio System. The current System is out of date, and no longer
supports maintenance equipment to keep the system going. As part of this project, the
agency is looking to replace the mobile and portable radios, console equipment, and
logging recorders and will also acquire a furn-key fire station alerting system. The desired
fire station alerting system will communicate using Fiber optic over the Town WAN. The
microwave equipment will not be replaced because it is still fairly new.

The agency currently uses a Motorola Smart Net 700-8C0 MMz trunked radio conscle
dispatch system. The current Fire Station Alerting System used interfaces Motorola Gold
Elite Radio, which is not currently connected to the NEXGEN CAD, alerts any or all of the
five fire stations. The equipment in the fire stations is home grown designed decades ago.
Radios are installed in the fire stations and are attached to an ampilification system
distributing the message throughout the fire station via a speaker system. This system is
also tied to a notification lighting circuit activating lights throughout the station. New relays,
- speakers and related equipment for the Alerting System as needed will be
supplied.Currently, WHFD utilizes NexGen, a shared Computer Aided Dispatch (CAD)
and Records Management. The police department utilizes the records management
system while the CAD sends data to the fire department record management system
through a CAD monitor.

Click for opportunity details....

Not enough time to respond to RFP's? Click here to find out how you can beat the
deadlinel

Industry News

e Zetron Integrated Solutions Improves Situational Awareness And Incident
Respaonse
Technology Can Help Dispatchers Reduce Emergency Responge Time

Brentwood Police Continues fo Expand Deployment of the SceneDoc Platform
Into Field Operations Division

*  Wilmington, DE Police Department to implement NC4 Street Smart™ in their
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real-time Crime Center
e Aurora, lilingis, Selects Hexagon Safety & Infrastructure's Digpatch and Records
Management Software

+  World-leading Partnership to Deliver Next-Generation Broadband Push-io-Talk
Communications

s Verizon Communications Inc. Wins Overall RootScore Award in Nevada- |BM,
LAMR

Adding Behavioral Biometrics to Adaptive Authentication

Truven: IBM's L atest Buy, Attempt fo Push Watson

Software Makes Communication Between Dispatch Centers Seamless

$1.2M System Upgrade for Carson City Public Safety

Tyler Technologies Enhances eFileTexas to Help Self-Represented Litigants
Navigate Court System

Esri Releases Latest Version of ArcGIS Full Motion Video
MoCo Joins AT&T Smart Cities Initiative

Penton's IWCE's Network Infrastructure Forum Keynotes to Discuss Smargt
Cities and Site Development Strategy

. o & 8 »

Fundlng News

. LoBlondo Announces Open Apphoat[on Penod for SAFER Grants Proqram o

o -' '.'San Jose CIO Makinq QOur Cltv Smaner Resulted In 300% More Revenues o

:f; . Senate Eduoation Panel Slqns Off on 2 Broadband Brlts

i - :':GF Commattee Sends $2 Mitlion Surolus to Constructron 911 Center and
= Sawng SRS

e .:: Mor_e Mille Lacs Broadband Grants Work toward f—”'utu're

e -Grants Proﬁide Extra Monev for Hudson City Proiects -

T

CJIs GROUP'heIp.s' vendors - 'ldentify . new  business
' opportumtles involving FirstNet radio systems and upgrades to
: pubilc safe{y commumcatlons systems natronwrde ' D i

if your cornpany intends to participate in FlrstNet prolects or- other radlo and
communications initiatives, we would love to show you haw you can use our Market
Intelligence to uncover these prOJects and rnﬂuence the specs through early engagement

Chck here to fmd out how you can beat the deadhne!

“Irhe Deadline

‘Time is limited on these open solicilations!

Release

Date Due Date

Agency Project Status

Hawaii County Department Deskiop Computer
of Information Technology Equipment

IFB  02/24/2016 03/16/2016
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Bellevue Information On-Call IT Security
Technology Department Consulting Services RFQ 02/25/2016 03/18/2016

Lubbock Finance

Tablets for Citibus ITB  02/25/2016 03/08/2016

Department

Integrated Access Control

Durango Information

and Video Surveillance RFP 02/24/2016 03/31/2016

Systems Division System

Sacramento County NetApp Enterprise Storage
Superior Court Technology Refresh IFB 02/25/2016 03/14/2016

- And the award goes to...

Budgeting System

The Kansas City Finance Department released the Budgeting System RFP (#EV2111-0-

2015/KG) through Kansas City Procurement Site

The Kansas City Finance Department awarded the Budgeting System contract to CGl
Technology on January 25, 2016. The contract amount for year one with alt options is

$366,734.

Bundle up for the winter...

El -_-;r.-_—._q_-:.ﬁ._—_—_—-Perhaps you're startlng to kick

- e off your budgeting efforts and
_~“Imapping out your spend for this

“ |year. During this process, minds

" lare.churning and research is

" [frequent as department heads
look for ways o get the biggest

bang for their buck -

Upcoming Events:

IWCE is the premier event for
communications technology
professionals with thousands of

- attendees from a diverse group of

industry professionals including
government, public safety, utifity,

_transportation and business enterprise.

~ -When: March 21-25, 2016

Put CJIS GROUP oh your budget “wish -
list”. Click the link below fo discuss how to bm[d
a better state and local strategy '

R

“Where: Las Vegas Gonvention Center +

Las Vegas, NV

Copyright © 2016 CJIS GROUP LLC
Our address is 1900 Association Drive, Reston, Va 20191, USA

[f you do not wish to receive future email, click here.
{You can also send your request to Customer Care at the street address above.)
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Stone, Andrea

From:
Sent:
To:
Subject:

State & Local News E

* ® ® & & & & & & 9

CJIS GROUP, LLC <marketing@cjisgroup.com>
Tuesday, March 01, 2016 9:04 AM

Kathy Brown

Government Technology Update I March 01, 2016

Click here to view this message in a browser window.

Aurora, lllinois, Selects Hexagon Safety & Infrastructure's
Dispatch and Records Management Software

$1.2M System Upgrade for Carson City Public Safety

Canton Police Depariment Uses Advanced Gunfire Detection
System to Increase Public Safety and Deter Shooters

DeKalb County gets Approval to Fully Implement 10-Year Strateqic Plan
Law & the Media Committee Panel Discussion on Body Cameras

9-1-1 Crganizations Launch NGS-1-1 Accelerated Deployment Effort

FCC Releases Task-Force Report on Transition fo Next-Generation 911 (NG911)
Government Social Media Conference & Expo

Pasco Sheriff's $2M No-Bid Contract

Grand Traverse County Responders Receive Radio System Upgrade
Privacy Fears Spur Smart-Meter Opt-Out

Federal Medicaid Managed Care Rule Being Reviewed By OMB
Westmoreland Public Safety Depariment's Upgraded 911 Dispatch Software
"'Working Well'

Encryption Vs. Cloud Computing: The Latest Debate

Montgomery County Joins AT&T Smart Cities Initiative

911 Program Begins Study on Next Generation 911 Costs

Dallas Transit Agency Piloting Facial Regognition Software

5.D. Goes High Tegh with Next Generation 911

Better Care and Lower Costs through Preventive Analytics

Michigan Redefines Statewide Public Safely Communications

West Virginia Senate OKs Bili To Expand Rural Broadband

New Video Visitation System at the Taylor County Jail




Industry News

e Zebron Integrated Solutions Improves Situational Awareness And Incident
Response
Technology Can Help Dispatchers Reduce Emergency Response Time
Brantwood Police Continues to Expand Deployment of the SceneDoc Platform
Into Field Operations Division

*  Wilmington, DE Police Department to implement NC4 Street Smart™ in their
real-time Crime Center

¢ Aurora, lllingis, Selects Hexagon Safety & Infrastructure's Dispatch and Records
Management Software

e  World-leading Partnership to Deliver Nexi-Generation Broadband Push-to-Talk
Communications

s Verizon Communications Inc. Wins Overall RootScore Award in Nevada- IBM,

LAMR

Adding Behavioral Biometrics to Adaptive Authentication

Truven: IBM's Latest Buy, Attempt to Push Watson

Software Makes Communication Between Dispatch Centers Seamless

$1.2M System Upgrade for Carson City Public Safety

Tvler Technologies Enhances eFileTexas to Help Self-Represented Litigants

Navigate Court System

Esr Releases Latest Version of ArcGIS Full Motion Video

MoCo Joins AT&T Smart Cities Initiative

¢ Penton's IWCE's Network Infrastruciure Forum Keynotes to Piscuss Smart
Cities and Site Development Strategy

] =

Developing Projects

The Drawing Board: Here are some of the newly
discovered IT initiatives being plannad in
agencies nationwide:

Status: INITIATIVE

The Okeechobee County Sheriff's Office is developing plans to acquire In-Car Gameras.
The Office is looking to outfit about 80 Patrol cars. Neither storage options or retention
policies have been discussed as of yet. The office is primarily a Nimble shop in terms of
current storage environment and would like to keep things uniform if possible, but is open
to any solutions that work.

The office does not currently have in- car cameras.

Click for opportunity details....

Status: PRE-RFP

The Mississippi Division of Medicaid (DOM) will acquire a Long Term Services and
Information Tracking System. The System should be able to receive, track and coordinate
both financial and functional Medicaid eligibility data through a flexible, user-friendly web
portal. The system should also provide wait-list management and provide a single core
standardized screening and assessment instrument, The Division utilizes a long term
services and information tracking system through FEi Systems.

Click for opportunity details....

- Status: PRE RFP WATCH LIST

The West Hartford Fire Department is working on acquiring a P25 Phase One Compliant
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800 MHz Trunked Radio System. The current System is out of date, and no longer
supports maintenance equipment to keep the system going. As part of this project, the
agency is looking to replace the mobile and portable radios, console equipment, and
logging recorders and will also acquire a turn-key fire station alerting system. The desired
fire station alerting system will communicate using Fiber optic over the Town WAN. The
microwave equipment will not be replaced because it is still fairly new.

The agency currently uses a Motorola Smart Net 700-800 MHz trunked radio cansole
dispatch system. The current Fire Station Alerting System used interfaces Motorola Gold
Elite Radio, which is not currently connected to the NEXGEN CAD, alerts any or all of the
five fire stations. The equipment in the fire stations is home grown designed decades ago.
Radios are installed in the fire stations and are attached to an amplification system
distributing the message throughout the fire station via a speaker system. This system is
also tied to a notification lighting circuit activating lights throughout the station. New relays,
speakers and related equipment for the Alerting System as needed will be

supplied. Currently, WHFD utilizes NexGen, a shared Computer Aided Dispatch (CAD)
and Records Management. The police department utilizes the records management
system while the CAD sends data to the fire department record management system
through a CAD maonitor.

. Click for opporiunity details. ...

FREE access of CJIS GROUP database for Government Officials, Click here to
Register o

Fu'r'i'di_zag News

R . LoBiondo An_n_b_&nce’s Open Applicaii_on Peri_od for SAFER Grants Program '

‘e San Jose CIO: Making Our City Smarter Resulted In 300% More Revenues .

e -~ Senate Education Panel Signs Offon 2 Broadbénd Bills -
e GE behmittee Sends $2 Million Surplus to Construction, 911 Center and
LBavings e T e T : L

‘e - More Mille Lacs Broadban'd_ Graﬁts Work tow.a_rd Future " .

e . Grants Provide Extra Money for Hudson City Proiects o

The Deadline

Time is limited on these open solicitations!

Release

Agency Project Status Date Pue Date
:Hawaii County Department Deskiop Computer
of Information Technology Equipment IFB  02/24/2016 03/16/2016

Bellevue Information On-Call IT Security
Technology Department Consulting Services RFQ  02/25/2016 03/18/2016
Tablets for Citibus T8 02/25/2016 03/08/2016

Lubbock Finance




Department

Infegrated Access Control
and Video Surveillance RFP 02/24/2016 03/31/2016
System

Durango Information
Systems Division

Sacramento County NetApp Enterprise Storage
Superior Court Technology Refresh

IFB 02/25/2016 03/14/2016 .

. IWCE is the P ' mler e\.rent for
: ommunlcatuons technology

And the award goes to...
Budgeting System

The Kansas City Finance Department released the Budgeting System RFP (#EV2111-0-
2015/KG) through Kansas City Procurement Site

The Kansas City Finance Department awarded the Budgeting System contract to CGl
Technology on January 25, 2016. The contract amount for year one with all options
is $366,734.

As a government OfflCEaL-
Premier. Regtster ancf use our database to;:

Ccpyright © 2016 CJIS GROUP |LLC
OQur address is 1900 Association Drive, Reston, Va 20191, USA

If you do not wish to receive future email, click here.
(You can also send your request to Customer Cara at the street address above.)




Stone, Andrea

e e ]

From: CJIS GROUP, LLC <marketing@cjisgroup.com>
Sent: Tuesday, March 01, 2016 9:04 AM

To: Mellisa Nazzaro

Subject: Government Technology Update I March 01, 2016

Click hete to view this message in a browser window.

State & Local News ] =

» Auyrora, lllinois, Selects Hexagon Safety & Infrastructure's
Dispatch and Records Management Software

$1.2M System Uparade for Carson City Public Safety

Canton Police Department Uses Advanced Gunfire Detection
System to Increase Public Safety and Deter Shooters

DeKalb County gets Approval to Fully Implement 10-Year Strategic Plan
Law & the Media Commiltee Pane| Discussion on Body Cameras

9-1-1 Organizaticns Launch NG8-1-1 Accelerated Deployment Effort

FCC Releases Task-Force Report on Transition to Next-Generation 911 (NG911)
Government Saocial Media Conference & Expo

Pasco Sheriffs $2M No-Bid Contract

Grand Traverse County Responders Receive Radio System Upgrade
Privacy Fears Spur Smart-Meter Opt-Out

Federal Medicaid Managed Care Rule Being Reviewed By OMB
Westmoreland Public Safety Department's Upgraded 911 Dispatch Software
Working Well

Encryption Vs. Cloud Computing: The Latest Debate

Montgomery County Joins AT&T Smart Cities |nitiative

911 Program Begins Study on Next Generation 911 Costs

Dallas Transit Agency Piloting Facial Recognition Software

5.D. Goes High Tech with Next Generation 911

Better Care and | ower Costs through Preventive Analytics

Michigan Redefines Statewide Public Safety Communications

West Virginia Senate OKs Bill To Expand Rural Broadband

New Video Visitation System at the Taylor County Jail

. &
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Industry News

» Zetron Intearated Solutions Improves Situational Awareness And lncident
Response
Technology Can Help Dispatchers Reduce EFmergency Response Time

e Brentwood Police Continues to Expand Deployment of the SceneDec Platform
Into Field Operations Division

s  Wilmington, DE Police Depariment to implement NC4 Street Smart™ in their
real-time Crime Center

e Aurora, lllinois, Selects Hexagon Safety & Infrastructure's Dispatch and Records
Management Software

«  World-leading Partnership to Deliver Next-Generation Broadband Push-to-Talk
Commumnications

* Verizon Communications Inc. Wins Overall RootScore Award in Nevada- 1BM,
LAMR

Adding Behavioral Biometrics to Adaptive Authentication

Truven: |IBM's Latest Buy, Attermnpt to Push Watson

Software Makes Communication Between Dispatch Centers Seamless
$1.2M System Upgrade for Carson City Public Safely

Tyler Technologies Enhances eFileTexas to Help Self-Represented Litigants
Navigate Court System

Esri Releases Latest Version of ArcGIS Full Motion Video
MoCo Joins AT&T Smart Cities Initiative

«  Penton's WGE's Network Infrastructure Forum Keynotes to Discuss Smart
Cities and Site Development Strategy

— P

Developing Projects

The Drawing Board: Here are scme of the newly
discovered IT inftiatives being planned in
agencies nationwide:

Status: INITIATIVE

The Okeechobee County Sheriffs Office is developing plans ta acquire In-Car Cameras.
The Office is looking to outfit about 80 Patrol cars. Neither storage options or retention
policies have been discussed as of yet. The office is primarily a Nimble shop in terms of
current storage environment and would like to keep things uniform if possible, but is open
to any solutions that work.

- The office does not currently have in- car cameras.

Click for opportunity details....

Status: PRE-RFP

The Mississippi Division of Medicaid (DOM) will acquire a Long Term Services and
Information Tracking System. The System shauld be able to receive, frack and coordinate
both financial and functional Medicaid eligibility data through a flexible, user-friendly web
portal. The system should also provide wait-list management and provide a single core
standardized screening and assessment instrument. The Division utilizes a long term
services and information tracking system through FEi Systems.

Click for opportunity details....

~Status: PRE RFP WATCH LIST

- The West Hartford Fire Department is working on acquiring a P25 Phase One Compliant
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- 800 MMz Trunked Radio System. The current System is out of date, and no longer
supports maintenance equipment to keep the system going. As part of this project, the
agency is looking to replace the mobile and portable radios, console equipment, and
logging recorders and will also acquire a turn-key fire station alerting system. The desired
fire station alerting system will communicate using Fiber optic over the Town WAN. The
microwave equipment will not be replaced because it is still fairly new.

The agency currently uses a Motorola Smart Net 700-800 MHz trunked radio console
dispatch system. The current Fire Station Alerting System used interfaces Motorola Gold
Elite Radio, which is niot currently connected to the NEXGEN CAD, alerts any or all of the
five fire stations. The equipment in the fire stations is home grown deslgned decades ago.
Radios are installed in the fire stations and are attached to an amplification system
distributing the message throughout the fire station via a speaker system. This system is
also tied to a notification fighting circuit activating lights throughout the station. New relays,
speakers and related equipment for the Alerting System as needed will be
supplied.Currently, WHFD utilizes NexGen, a shared Computer Aided Dispatch (CAD)
and Records Management. The police department utilizes the records management
systern while the CAD sends data to the fire department record management system
through a CAD monitor.

Click for opportunity details....

FREE access of CJIS GROUP database for Government Officials, Click here to
Register

Fundmg News

: ":5.: _ : I;oB_io_'ndo Announces Open Apbiic_at_ion Period for SAFER Grants_ Proqram'- o

e . San Jose CIO: Making Our City Smarter Resulted In 300% More Re\)é_nue_s i

e Senate Education Panel Signs Off on 2 Broadband Bills -

e " GF Cérhmitfee Sends $2 Millicn Surplus to Construction, 91 1_Cént.e'r and
S Savinds T TR

e _Mdfe Mille Lacs Broadband Grants Work toward Fulure 5

e - Grants Provide Extra Money for Hudson City Projects

“TThe Deadline

Time is limited on these open solicitations!

Release

Agency Project Status Date

Due Date

Hawaii County Department Desktop Computer

IFB 02/24/2016 03/16/2016

of Information Technology Eguipment
Bellevue Information Cn-Call IT Security '
Technology Department Consulting Services RFQ 02/25/2016 03/18/2016
Tablets for Citibus ITB 02/25/2016 03/08/2018

Lubbock Finance



Depariment

Integrated Access Control
and Video Surveillance RFP 02/24/2016 03/31/2016

System

Durango Information
Systems Division

Sacramento County NetApp Enterprise Storage
Superior Court Technology Refresh

IFB 02/25/2016 03/14/2016

he premier event for
communlcations technoiogy

And the award goes to...
Budgeting System

The Kansas City Finance Department released the Budgeting System RFP (#EV2111-0-
2015/KG) through Kansas City Procurement Site

The Kansas City Finance Department awarded the Budgeting System contract to CGl
Technology on January 25, 2016. The contract amount for year one with all options
is $366,734.

Afc'c‘essft'o"ﬁc';ns*'eth‘pifujAta'bss‘éjj __

- Connect with other agencles working -on. snmilar objective
- Identlfy_ trends and understand how.other agencies are using new

Copyright ® 2016 CJIS GROUP LI.C
Our address Is 1900 Association Drive, Reston, Va 20191, USA

if you do not wish fo receive future email, click here.
(You ¢an also send your request to Customer Care at the street address above.}




Stone, Andrea

e ]

From: CJIS GROUP, LLC <sales@ciisgroup.com>
Sent: Thursday, March 17, 2016 9:18 AM

To: Mellisa Nazzaro

Subject: CJ / PS Update | March 2016

Click here to view this message in a browser window,

NEWS and VIEWS



FAA Approves Williamson County Sheriff’s Office To Operate
Uas In Under 90 Days

Super-Precise GPS Could Mean Advances for Self-Driving Cars,
Wearahle Tech

Mich Tech prof developing drone to catch other drones

WISN 12 News investigates flaws in GPS monitering system
Body scanner helps Merced County jail catch smuggied
contraband

Maryland county equips some detention officers with_body
cameras

Assembly passes bills prohibiting drones over state prisons
Topeka police officials unveil new emergency center

Northwest Alabama taw enforcement look to gpen forensics lab
D.C. offers rebates for installing surveillange cameras to deter
crime

Service to notify victims about offenders via texts, emails

Pierce County Jail limits connectivity to stronger radio frequency
Tenn. correctional facilities to offer state 1Ds and licenses

Inside the new crime analysis center in Niagara Falls

How police are capturing rogue drones

Delaware State Police launch body camera pilot program

Local, federal, state agencies join to fight crime in new real-time
crime lab in Hartford

NYS upgrades its facial recognition software to catch persons of
interest

A Message from the President of the National Fusion Center
Association (NFCA)

Drones can search forest trails for lost people

FOX25 uncovers disturbing number of electranic devices being
removed

Elizabeth City police prepare for body camera rollout

Lexington police offer safe place for Internet buyers, sellers
Trumbull police open new Emergency Communications Center
Eden police implements new fingerprint technology
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Collecting, maintaining and
storing video data in the
cloud can be expensive — as
much as $1,000 per
uniformed officer.

Want to cut that cost by as
much as 80%?

Click here to learn how

Developing Opportunities
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initiatives being pianned in agencies nationwide
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Status: PROBABLE STATE CONTRACT

The Alabama Department of Corrections have identified the need to acquire two
Automated Fingerprint Identification Systems to be placed at the potential new
prison facilities, The current Automated Fingerprint ldentification Systems ulilized by
the Department were provided by Indentix.

Click for oppertunity details....

Status: PRE-RFP WATCH LIST

The Wakulla County Sheriffs Office is looking to upgrade their Camera Surveillance
System, The Office is looking for a "learning” camera system, that dismisses usual
occurrences, but are alerted to real activity. The camera system will cover the area
of the jail {cell/pod activities), the perimeter of the building, including the inmate
Recreation area, as well as the inside of the administration side of the building and
investigations annex. The Surveillance system should also include networking and
camera equipment. Storage is provided through on-site servers as well as cloud
storage.

The WCSO currently uses DEA Solutions for their CCTV.

Click for opportunity details....

Status: INITIATIVE

The Scottsdale Police Department has identified a need to replace the current
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Computer Aided Dispatch (CAD) and Records Management (RMS) Systems. The
syslems will provide inferfaces fo other local, county, state and national systems and
meet the requirements of mobile reporting, message switching, case management
and data mining. The Scottsdale Police Department utilizes a CAD and RMS that
was provided through Intergraph in 20086.

Click for opportunity details....
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Status: PROBABLE STATE CONTRACT

The Alabama Department of Corrections have identified the need to acquire two
Automated Fingerprint Identification Systems to be placed at the potential new
prison facilities. The current Automated Fingerprint Identification Systems utilized by
the Department were provided by Indentix,

Click for opporfunity details....

Status: PRE-RFP WATCH LIST

The Wakulla County Sheriffs Office is looking to upgrade their Camera Surveillance
System. The Office is looking for a "learning" camera system, that dismisses usual
occurrences, but are alerted to real activity. The camera system will cover the area
of the jail (cell/ipod activities), the perimeter of the building, including the inmate
Recreation area, as well as the inside of the administration side of the building and
investigations annex. The Surveillance system should also include networking and
camera equipment. Storage is provided through on-site servers as well as cloud
storage.

The WCSO currently uses DEA Solutions for their CCTV.

Click for opportunity details....

Status: INITIATIVE

The Scotisdale Police Department has identified a need to replace the current
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Computer Aided Dispatch (CAD) and Records Management (RMS) Systems. The
systems will provide intetfaces to other local, county, state and national systems and
meet the requirerments of mobile reporting, message switching, case management
and data mining. The Scottsdale Police Department ufilizes a CAD and RMS that
was provided through Intergraph in 26086.

Click for cpportunity details.. ..

Agency

Hamilton County
Sheriff's Office

Memphis Police
Department

San Marcos Police
Department

Cedar Rapids Fire
Department

Open solicitations!

Project

In-Car Videg Sysiems

Radio Maintenance Asset

inventory System

Police Video Uparade
Project

Records Management
System

FUNDING NEWS

¢ Applications heing accepted for KY State Justice Assistance

Release

Date Due Date

03/14/2016 03/29/2016

03/14/2016 04/15/2016

03/11/2016 04/12/2016

03/11/2016 04/05/2016

Grant program

« Bill de Blasio to testify against Cbama-backed Homeland

Security cuts

¢ Congressman Donovan: Fighiing to Restore New York’s

Federal Anti- Terror Funding

+ Mpls. council approves $4M for police body cameras

« Fresno Unified invests $500.000 in gunshot-tracking

technology




CJIS GROUP is committed to lmprovmg the technology _
'procurement process by p oviding in depth, validated market -
: mtelhgence and quality research for the state and local :

' govemment market '

Sales 703 822 5089 Support 850 926 9

Sales@cjlsgroup com Support@cpsgroup com

Copyright © 2016 CJIS GROUP LLC
Qur address is 1900 Association Drive, Reston, Va 20191, USA

If you do not wish to receive future email, glick here.
(You can also send your request o Customer Care at the street address above.)




Stone, Andrea

R e SR R
From: CJIS GROUP, LLC <«sales@cjisgroup.com>
Sent: Thursday, March 17, 2016 9:24 AM
To: John Delaney
Subject: CJ / PS Update | March 2016

Click here to view this message in a browser window.

| CJIPS UPDATE | MARCH 2016 EDITION

NEWS and VIEWS



« FAA Approves Williamson County Sheriff’s Office To Operate
Uas in Under 90 Days

* Super-Precise GPS Could Mean Advances for Self-Driving Cars,
Wearable Tech
Mich Tech prof developing drone to caich other drones
WISN 12 News investigates flaws in GPS monitoring system

= Body scanner helps Merced County jail catch smuggled
contraband

o Maryland county equips some detention officers with body

cameras

Assembly passes bills prohibiting drones over state prisons

Topeka police officials unveil new emergency center

Northwest Alabama law enforcement look to open forensics lab

D.C. offers rebates for installing surveillance cameras to deter

crime

Service to notify victims about offenders via texts, emails

Pierce County Jail limits connectivity to stronger radio freguency

Tenn. correctional facilities to offer state IDs and licenses

Inside the new crime analysis center in Niagara Falls

How paolice are capturing rogue drones

Delaware State Police launch body camera pilot program

Local, federal, state agencies join to fight crime in new real-time

crime lab in Hartford

o NYS upgrades its facial recognition seftware to caich persons of
interest

+ A Message from the President of the National Fusign Cenier

Association (NFCA)

Drones can search forest trails for lost people

FOX25 uncovers disturbing number of electrgnic devices being

removed

Elizabeth City police prepare for body camera rollout

Lexington police offer safe place for Internet buyers, sellers

Trumbull police open new Emergency Communications Center

Eden police implements new fingerprint technology
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Status: PROBABLE STATE CONTRACT

The Alabama Department of Corrections have identified the need to acquire two
Automated Fingerprint Identification Systems to be placed at the potential new
prison facilities. The current Automated Fingerprint Identification Systems utilized by

the Department were provided by Indentix.

Click for opportunity details....

Status: PRE-RFP WATCH LIST

The Wakulla County Sheriff's Office is looking to upgrade their Camera Surveillance
System. The Office is looking for a "learning” camera system, that dismisses usual
occurrences, but are alerted to real activity. The camera system will cover the area
of the jail (cell/pod activities), the perimeter of the building, including the inmate
Recreation area, as weli as the inside of the administration side of the building and
investigations annex. The Surveillance system should also include networking and
camera equipment. Storage is provided through onh-site servers as well as cloud

storage.

The WCSO currently uses DEA Solutions for their CCTV.

Click for opportunity defails....

Status: INITIATIVE

The Scottsdale Palice Department has identified a need to replace the current
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Computer Aided Dispatch (CAD) and Records Management (RMS) Systems. The
systems will provide interfaces to other local, county, state and nafional systems and
meet the requirements of mobile reporting, message switching, case management
and data mining. The Scottsdale Police Department utilizes a CAD and RMS that
was provided through Intergraph in 2006.

Click for opportunity details....
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« FAA Approves Williamson County Sheriff’'s Office To Operate
Uas In Under 90 Days

e Super-Precise GPS Could Mean Advances for Self-Driving Cars,
Wearable Tech

s Mich Tech prof developing drone to catch other drones

+ WISN 12 News investigates flaws in GPS monitoring system

» Body scanner helps Merced County jail catch smuggled
contraband

s Maryland county equips some detention officers with body

cameras

Assembly passes bills prohibiting drones over state prisons

Topeka police officials unveil new emergency center

Northwest Alabama law enforcement look to open forensics lab

D.C. offers rebates for installing surveillance cameras lo deter

crime

Service to notify victims about offenders via texts, emails

Pierce County Jail limits connectivity to stronger radio frequency

Tenn. correctional facilities to offer state IDs and licenses

Inside the new crime analysis center in Niagara Falls

How police are capturing rogue drones

Delaware State Police launch body camera pilot program

Local, federal, state agencies join to fight crime in new real-time

crime lab in Hartford

o NYS upgrades its facial recognition software to catch persons of
interest

* A Message from the President of the National Fusion Center

Association (NFCA)

Drones can search forest trails for lost pecple

FOX25 uncovers disturbing number of electronic devices being

removed

Elizabeth City police prepare for body camera rollout

Lexington police offer safe place for Internet buyers, sellers

Trumbull police open new Emergency Communications Center

Eden police implements new fingerprint technology
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storing video data in the
cloud can be expensive — as
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Want to cut that cost by as
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Click here to learn how

Developing Projects

The Drawing Board: Here are some of the newly discovered IT
initiatives being planned in agencies nationwide

I

Status: PROBABLE STATE CONTRACT

The Alabama Department of Corrections have identified the need to acquire two
Automated Fingerprint Identification Systems to be placed at the potential new
prison facilities. The current Automated Fingerprint Identification Systems utilized by
the Department were provided by Indentix.

Click for opportunity details....

Status: PRE-RFP WATCH LIST

The Wakulla County Sheriff's Office is looking to upgrade their Camera Surveillance
System. The Office is looking for a "learning” camera systern, that dismisses usual
occurrences, but are alerted to real activity. The camera system will cover the area
of the jail (cellipod activities), the perimeter of the building, including the inmate
Recreation area, as well as the inside of the administration side of the buiiding and
investigations annex. The Surveillance system should also include networking and
camera equipment. Storage is provided through on-site servers as well as cloud
storage.

The WCSO currently uses DEA Solutions for their CCTV.

Click for opportunity details....

Status: INITIATIVE

The Scoltsdale Police Department has identified a need to replace the current
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Computer Aided Dispatch (CAD) and Records Management (RMS) Systems. The
systems will provide interfaces to other local, county, state and national systems and
meet the requirements of mobile reporting, message switching, case management
and data mining. The Scotisdale Police Department utilizes a CAD and RMS that
was provided through Intergraph in 2006.

Click for opporiunity details.. ..
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.[Webinar] Cost Avoidance and Financial Capture: Making (Dollars and)
2] :Sense of ‘Cloud First’
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Government agencies are being asked teo think “cloud first” when it comes to
modernizing legacy systems or deploying new programs, but the incentives for
doing so are often driven by superior reliability and agility, not cost. This
FierceGovernmentIT webinar will explore how agencies can realize the financial
benefits of cloud computing and the common pitfalls that can ruin the return on
a cloud investment. Reserve Your Spot Today!

Today's Top Stories

1. Backiash from OPM hack could affect census response raie, official warns

2. White House puts the kibosh on encryption bill

3. California proposals would increase state government transparency

4. White House cybersecurity commission to hold first meeting April 14

5. Autonomous truck platoons complete world's first cross-border iourney,
traveling across Eurcpe
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Today's Top News

1. Backlash from OPM hack could affect census response rate,
official warns

Friday, April 8, 2016 | By Eli Richman

Last year's breach at the Office of Personnel Management could undermine the
Commerce Department's ability to conduct the 2020 census, said Rod Turk,
Commerce chief information security officer, during a Wednesday panel,
according to NextGov.

The concern at hand regards the public's trust in government. Commerce is
worried that the June 2015 hack of OPM's database, which compromised the
personal information of some 21.5 million current and former federal employees,
could have deteriorated the public's trust in government to the point where
citizens won't want to share their census information.

Citizens might ask, "if the federal government cannot keep my data from a
security clearance, why should | tell you my census data?" Turk said.

The department's concerns are not unfounded. While the vast majority of citizens
send in their census data, back in 2010 around 6 percent of citizens said they
would "probably not" or "definitely not" participate in the 2010 census, according
to Pew Research Center. Two percent ultimately followed through with that threat,
Tim Olson, a respondent advocate for the census, told the Frederick News-Post.

That's not huge, but it's notable. And slightly higher rates of nonparticipation could
seriously affect the census's conclusions, according to Olson. Census data
directly affect representation in Congress and presidential elections, federal
spending on programs, compliance with federal civil rights laws, and private
sector decisions on investment and location of facilities, according to the
Leadership Conference on Civil and Human Right.

Public trust in the government is also near historic lows, and has been for some
time. According to Pew, only 19 percent of citizens said they could trust the
government to do what is right "just about always" or "most of the time."

Those low numbers could have a bigger effect on the 2020 census than
Commerce has seen in previous iterations. "Public trust is significant in this
regard. We're well aware of it," Turk said, according to NextGov.

In fact, this worry even precedes the OPM hack. In April 2014, the Census Bureau
started considering changing or removing some of the census questions to which




citizens took offense in 2010, according to Pew.

As for whether census data would actually be at risk of breach, Turk said that the
Commerce Department is trying to develop a "cybersecurity culture," and is "laser
focused" on three cybersecurity priorities for next year:

+ lIdentify cyber risks using the Continuous Diagnostic and Mitigation
program

» Block phishing campaigns that appear to use legitimate email
communication to nefariously extract sensitive information

« Advance the Personal Identity Verifications cards system that employees
use to gain access to sensitive assets

"Whether or not training and using anti-phishing exercises have any efficacy,"
Turk said, according to NextGov. "The fact of the matter is that most
incursions into our environments come from phishing expeditions.”

For more:
- read the NextGov article

Related Articles:

OPM ClO steps down

The president's 2017 budget request. Commerce Department
Census outreach to go mobile, social with new communications plan
China-based hackers linked to OPM arrested, says report

This week’s sponsor is Deltek.
i .eBrief | A Contractor's Guide to Navigating the ACA Compliance

:Landscape

As the contracting community faces rapidly-approaching deadlines under the
Affordable Care Act, it has become clear that what's required of businesses in
the coming months is hardly straightforward. This eBrief takes a deep dive into
deadlines and obligations for businesses to comply with the changing
requirements. Download today!

2. White House puts the kibosh on encryption hill

Friday, April 8, 2016 | By Eli Richman

A draft bill pending in the Senate would require device manufacturers to include
encryption workarounds in their products for law enforcement access, but the
White House declined to provide public support for the bill, Reuters reported on




Thursday, citing unnamed sources.

White House opposition would likely doom the bill. While the administration
declined to comment on the bill, it did point {o White House Press Secretary Josh
Earnest's statement last month, when he said, "l continue to be perscnally
skeptical, more broadly ... of Congress's ability to handle such a complicated
policy area, given Congress's recent inability to handle simple things."

The draft bill has bi-partisan support with sponsorships from Senators Richard
Burr (R) and Dianne Feinstein (D), the chairman and ranking member,
respectively, of the Senate Intelligence Committee.

However, the bill also garnered its share of critics on both sides of the aisle. Some
worried that a backdoor would uliimately jeopardize user privacy. Others worried
that any backdoor maobile manufacturers could install would be accessible to
anyone, thereby decreasing security for everyone.

For instance, Senator Ron Wyden wrote in a post at Medium that, "U.S.
companies should comply with warrants to the extent they are reasonably able to
do so, but no company should be forced to weaken the security of its products.”

President Barack Obama gave some insight into his own views on the matter at
the South by Southwest festival in Austin last month. At the event, Obama
expressed sympathy for the need for a workaround in broad strokes.

"If your argument is strong encryption no matter what, and we can and should in
fact create black boxes, that | think does not strike the kind of balance we have
lived with for 200, 300 years. And it's fetishizing our phones above every other
value," he said.

At the same time, Obama also warned against Congress taking a "sloppy and
rushed" approach to solving the issue — a message that perhaps sheds some light
on his decision regarding the Burr-Feinstein bill.

The urgency for an encryption solution has cooled off in recent weeks. While the
Federal Bureau of Investigations had filed legal action against Apple to gain help
unlocking the San Bernardino shooter's iPhone, it dropped the suit in late March,
saying it had found a way 1o access the phone on its own.

But that solution is merely a stop-gap. As the FBI admitted this week, its hacking
tool only works on the iPhone 5c¢, and it's likely only a matter of time until Apple
finds the flaw the FBI used and fixes it.

“If we tell Apple [about the flaw], they are going to fix it and we are back where we
started from," FBI Director James Comey said at an address at Kenyon College
on Wednesday.




If (when?) Apple fixes the flaw, the FBI will undoubtedly find need to access
ancther phone at some point, and the debate will resume in full force. Another
option is for Congress to form a National Encryption Commission to further study
the issue, but that proposal is unlikely to pass either, according to Reuters.

For their part, tech companies are split on whether a congressional fix is
appropriate. Some, like Apple have calied on Congress to help find a solution
(though not a backdoor) to criminals and terrorists using encryption, while others
have opposed any kind of encryption legislation, according to Reuters.

For more:

- read the Reuters report

- read Sen. Ron Wyden's Medium post

- see the Verge article on Obama's SXSW comments

Related Articles:

FBI chief admits hacking tool enly works on a 'narrow slice' of iPhones

FBI offering iPhone cracking services to federal agencies, local law enforcement
FBI unlocks San Bernardino shooter's iPhone, drops case against Apple

3. California proposals would increase state government
transparency

Friday, April 8, 2016 | By Stephanie Kanowitz

California's state government is considering two measures that aim fo increase
transparency.

One is a ballot initiative and the other a bill, and "each one's supporters say it
would cut down on backroom deals,” according to an April 4 California Public
Radio article.

The bill, written by Demacratic State Sen. Hannah-Beth Jackson, would require
that interest groups approach commissioners only at public hearings. [t followed
the dismissal last month of the California Coastal Commission's executive director
— a move activists blamed on pressure from developers behind-the-scenes, the
article stated.

"The public is entitled to know what decisions are being made and why they're
being made, and to have input in those decisions," Jackson said, according to the
article.




The ballot initiative, on the other hand, came from Republican Charles Munger,
vice chairman of Berkshire Hathaway, and would require that bills be reviewable
for 72 hours before lawmakers take a final vote, the article stated, adding that it
will likely appear on the November ballot. Jackson's bill will likely have its first
public hearing this spring, according to the story.

But openness comes with tradeoffs, said Bruce Cain, a political science professor
at Stanford University. For instance, more transparency makes reaching
consensus difficult for lawmakers, he told the news outlet.

"It can put a premium on never compromising and never backing down," he said.
"That you're true to your principles, and yet our political system requires that
people compromise.”

For that reason, he opposed Jackson's bill, but did not take issue with Munger's
initiative.

Jackson did, however. She said the delay could impede delicate compromises on
legislation, which often come right before a deadline. She added that the public

already reviews most bills that go through the California State Legislature, but that
the commission is not as transparent.

For more:
- read the California Public Radio article

Related Articles:
On Weast Coast tour, Carter taps innovation advisor, looks to forge closer ties with

Silicon Valley
Digital engagement on the rise, survey finds

4. White House cybersecurity commission to hold first meeting
April 14 :

Friday, April 8, 2016 | By Fred Donovan

The Commission on Enhancing National Cybersecurity is scheduled to hold its
first meeting on April 14 in Washington, D.C., at the Department of Commerce,
according to a meeting notice in Thursday's Federal Register.

The commission was established by an executive order signed by President
Barack Obama in February. It will support the president's Cybersecurity National




Action Plan, which he announced along with his fiscal 2017 budget request.

The success of the commission will require private sector buy-in, Kevin Stine,
manager of security outreach and integration group at Commerce's National
Institute of Standards and Technology, told a cybersecurity conference in
Washington, D.C., held last month.

According to the Federal Register notice, the purpose of the initial meeting is to
discuss the "goals and outcomes of the Commission's work with an emphasis on
topics for the Commission to review as it develops detailed recommendations to
strengthen cybersecurity in both the public and private sectors while protecting
privacy, ensuring public safety and economic and national security, fostering
discovery and development of new technical solutions, and bolstering
partnerships between federal, state, local, tribal and territorial governments and
the private sector in the development, promotion and use of cybersecurity
technologies, policies and best practices.”

Not everyone is happy with the commission’s focus. Patrick Coyle, with the
Chemical Facility Security News, criticized the Obama administration for not
including industrial control system security in the commission's mandate (pdf),
and for the late notice of the meeting, just a week before the meeting date.

The commission is scheduled to deliver its recommendations in December, a
month before President Obama is set to leave office.

For more:
- check out the Federal Register notice
- see Obama's executive order (.pdf)

Related Articles:
Obama signs new executive orders promoting cybersecurity and privacy in

agencies
Private sector buy-in critical to cybersecurity commission success

5. Autonomous truck platoons complete world's first cross-border
journey, traveling across Europe

Friday, April 8, 2016 | By Alyssa Huntley

Autonomous truck platoons have completed the first successful cross-border
journey. The six truck platoons traveling across Europe arrived at their destination




in Maasvlakte Il seaport in the Netherlands earlier this week.

This is a solid leap forward in autonomous vehicle technology and could prove to
be the stepping stone needed to introduce autonomous vehicles into freight
shipping and other commercial uses.

In platooning, two to three trucks drive in a single-file line — referred to as a
column — along the highway. The lead truck has a human operator, while the
trucks following are autonomous and connected via Wi-Fi. The lead truck
determines speed and route, which is transmitted over the Wi-Fi connection.The
journeys were completed as part of the European Truck Platooning Challenge, an
operation put on by Rijkswaterstaat, the Netherlands' main infrastructure design,
management and maintenance organization. Truck platooning could potentially be
used for freight shipping, the press release explained.

>> Read more at FierceMobilelT

This week's sponsor is VION,

[Webinar] Cost Avoidance and Financial Capture: Making (Dollars
=] tand) Sense of ‘Cloud First’
Wednesday, April 27 | 2pm ET / 11am PT

Government agencies are being asked to think “cloud first” when it comes to
modernizing legacy systems or deploying new programs, but the incentives
for doing so are often driven by superior reliability and agility, naot cost. This
FierceGovernmentIT webinar will explore how agencies can realize the
financial benefits of cloud computing and the commeon pitfalls that can ruin
the return on a cloud investment. Reserve Your Spot Today!

Also Noted

Spotlight: Even facial recognition software has a racial bias

Facial recognition software, which uses special camera algorithms to recognize
and identify individuals, might have trouble recognizing African Americans,
according to a post at The Atlantic. The technology is already being used by
law enforcement agencies in Chicago, Dallas, West Virginia, California, Florida
and others, but according to the article, it performs between 5-10 percent




worse on African Americans than Caucasians. That could result in law
enforcement agencies falsely marking even more African Americans as
suspects than they do today.

Memo gives behind the scenes look at DoD reforms | GSA wants
startups to sell to the government

> Mary Davie, GSA's great communicator (FCW)

> Memo gives behind the scenes lock at DoD reforms (FedNewsRadio)

> Thousands of federal jobs are about to come open, but you're probably not
going to get one (GovExec)

> With new programs, GSA wants startups to sell to the government. Will they
work? (NextGov)

> EPA chief says agency wouldn't go down without a fight in Republican
administration (GovExec)

And Finally... The IRS now allows Americans to pay their taxes in cash at 7-
Eleven (Time)
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This week's sponsor is VION.
.[Webinar] Cost Avoidance and Financial Capture: Making (Dollars and)
B :Sense of ‘Cloud First’
‘Wednesday, April 27 | 2pm ET / 1iam PT

Government agencies are being asked to think “cloud first” when it comes to
modernizing legacy systems or deploying new programs, but the incentives for
doing so are often driven by superior reliability and agility, not cost. This
FierceGovernmentIT webinar will explore how agencies can realize the financial
benefits of cloud computing and the common pitfalls that can ruin the return on
a cloud investment. Reserve Your Spot Today!

Today's Top Stories

1. White House formally proposes $3.1B IT Modernization Fund to Congress

2. House Judiciary Committee chairman alters email privacy bill before panel vote
on Wednesday

3. VA seeking enterprise cloud broker in cloud push

4. Oregon, Oracle continue battle over failed healthcare website

This week's sponsor is Deltek.




As the contracting community faces rapidly-approaching deadlines under the
Affordable Care Act, it has become clear that what's required of businesses in
the coming months is hardly straightforward. This eBrief takes a deep dive into
deadlines and obligations for businesses to comply with the changing
requirements. Download today!

Also Noted

Spotlight; Diagnosing the taxman's |IT woes

VA pilots new healthcare apps | DOJ wants Apple to unlock another iPhone

News from the Public Sector
White House puts the kibosh on encryption bill

Backlash from OPM hack could affect census response rate, official
warns

California proposals would increase state government
transparency

Webinars

Cost Avoidance and Financial Capture: Making (Dollars and) Sense of ‘Cloud
First' - April 27 | 2pm ET / 11am PT

Events




Cloud Expo Europe 2016 - 12-13 April 2016 - ExCel. Centre, London, UK -
9.30am — 5pm

Marketplace
Survey: Cloud Computing in the Federal Government: Perceptions, Obstacles,
Qpportunities

eBook: eBrief | A Contractor's Guide to Navigating the ACA Compliance
Landscape

Try Alteryx and get a $25 Starbucks Card

Today's Top News

1. White House formally proposes $3.1B IT Modernization Fund to
Congress

Monday, April 11, 2016 | By Eli Richman

Undeterred by a recent budget markup that cut the Obama administration’s
proposed $3.1 billion IT Modernization Fund, or ITMF, the White House officially
filed a legislative proposal (pdf) to establish the fund on Friday.

The administration had previously included the ITMF, which aims to improve
cybersecurity and replace legacy IT systems, in the Cybersecurity National Action
Plan it proposed in February.

"The proposed ITMF...will fund the transition to more secure and efficient modern
IT systems and infrastructure, while also establishing a self-sustaining mechanism
for federal agencies to regularly refresh their IT systems based on up-to-date
technologies and best practices,” Federal CIO Tony Scott wrote in a White House
blog entry released along with the legislative proposal.

However, the proposal may already be dead in the water, as just last month the
House Budget Committee rejected an amendment that would establish the ITMF.

Although Budget Committee Chairman Tom Price (R-Calif.) didn’t specify the
rationale behind the committee's decision, Rep. William Hurd (R-Texas) had said
in February that agencies should be individually responsible for modernizing their
IT, not a centralized board at the General Services Administration.




Neither the blog entry nor the administration's letter to coﬁgressional leaders
grappled with the Budget Committee’s decision, instead using its space to
diagnose cybersecurity challenges facing the nation and detail its prescription in
the ITMF,

The ITMF would use five mechanisms to address challenges associated with
legacy IT:

» Government-wide prioritization: The fund would use an independent board
of experts to identify the government's highest-priority projects and to
replace multiple legacy systems with a smaller number of common
platforms.

« Self-sustaining funding: The fund's $3.1 billion would serve as seed
funding that agencies would pay back, thus addressing at least $12 billion
in modernization projects in the first 10 years.

« Expert management: Every investment that receives funding would receive
guidance from GSA experts in IT acquisition and development.

» Plans to transition to common platforms: The GSA board would identify
opportunities to replace multiple legacy systems across agencies with a
smaller number of common platforms, something that is difficult for
agencies to coordinate individually.

« Strong incentives: Since agencies would need to apply and compete for
investments from the central fund, they would be heavily incentivized to
develop comprehensive, high-quality modernization plans. Furthermore,
since the funding would be relatively stable, those plans could incorporate
long-term thinking and shorter development times.

"Ultimately, retiring or modernizing vulnerable and inefficient legacy IT systems
will not only make us more secure, it will also save money," said Scott. "As a
means of addressing these pressing challenges, the ITMF is an important first
step in changing the way the Federal Government manages its IT portfolio.”

For more:
- read the White House blog entry
- see the full legislative proposal [.pdf]

Related Articles:

House Budget Committee cuis administration's $3.1B IT modernization fund
GSA administrator makes the case for $3B in mandatory funding for [T
modernization proposal

White House unveils broad strateqy for strengthening cybersecurity




2. House Judiciary Committee chairman alters email privacy bili
before panel vote on Wednesday

Monday, April 11, 2016 | By Fred Donovan

The chairman of the House Judiciary Committee has made key changes to email
privacy legislation being considered by the panel on Wednesday, The Hill
newspaper reported on Monday.

Chairman Bob Good!atte (R-Va.) circulated a substitute amendment for the bili,
which would remove the requirement that the U.S. government notify customers
in a timely manner after seizing their emails from an email provider.

The previous version would have forced the government fo tell a customer after
10 days that it had received the person's email from a service provider. When the
warrant originated from a government entity, the government would have been
required to tell the person within three days.

The substitute amendment also would explicitly state that congressional
investigative powers would not be limited by the bill, "including the authority to
compel the production of a wire or electronic communication,” according to the
report.

The substitute would also keep the legal distinction between remote computing
services, such as cloud computing, and electronic communications services, such
as email.

The core of the bill, which has been stalled in the committee for years, would
update the decades-old Electronic Communications Privacy Act, or ECPA, {o
require the government to get a warrant when demanding that companies hand
over customers' emails or other electronic communications, the report noted.

The bill wouid close a loophole in the ECPA, which allows the government to use
a subpoena, rather than a more difficult-to-get warrant, to acquire emails and
other communications if they are at least six months old, the report explained.

For more:
- check out The Hill article

Related Articles:
Spotlight: Even facial recognition software has a racial bias
Stolen federal eguipment puts sensitive data of millions at risk- again




NYCLU finds privacy issues with LinkNYC kiosk-collected info

3. VA seeking enterprise cloud broker in cloud push

Monday, April 11, 2016 | By Eli Richman

The Veterans Affairs department is looking to move more aggressively to the
cloud, and adopting VA CIO LaVerne Council's "buy first" strategy is an important
first step.

in a Request for Information the department put out last week, the VA expressed
its desire to acquire an enterprise cloud services broker, or ECSB, "to manage a
portfolio of cloud computing services across mulitiple cloud service provider
offerings, supplying VA with a flexible solution for the delivery of cloud computing
services."

Gaining an ECSB would help the VA streamline its push to the cloud, a process
that involves modernizing its networks, creating development platforms, installing
new infrastructure, unifying communications and hosting data.

To gain perspective on that acquisition, the RF| is asking interested cloud brokers
to answer five questions detailing their experience and capacity by April 18. The
department will then release Request for Proposals sometime during this fiscal
year.

"We want to take the opportunity fo use cloud to advance and standardize our
common IT services initially, fo focus around the core delivery, to ensure
consistency, to ensure that we have future capacity for growth, to ensure that we
have a standard way of delivering our services to our veterans,” Ron Thompson,
VA's deputy ClO, who is leading the department's cloud effort, told FCW.

In addition to modernizing the department's IT infrastructure, the move to the
cloud will also heip the VA meet its milestones mandated under the Federal Data
Center Consolidation Initiative, or FDCCI.

That's important, because while the agency scored a "C" overall in |ast year's
Federal Information Technology Acquisition Reform Act scoreboard, it earned an
"F" in data center consolidation.

Council testified about the department's consolidation progress, or lack thereof, at
a hearing before the House Oversight and Government Reform subcommittee last
month. At that hearing, she asserted that many of the remaining data centers "will




be eliminated through the use of the cloud, through the use of consolidation of
various data and processes, and elimination of certain legacy systems.”

The VA currently maintains over 365 data centers and more than 800 custom
applications, according to FCW.

The VA isn't the only agency struggling to meet its data center consolidation
deadlines. While 47 percent of feds think they will have successfully complied with
FITARA by 2021, according to a recent MeriTalk study (pdf), that achievement will
come at a cost: Less than 5 percent of federal [T managers believe their agency
has the security speed or capacity they'll need to by 2021.

Still, 80 percent of federal respondents said they believed their agency would
successfully comply with the FDCCI, which would equate to $10 billion in federal
savings if accurate.

For more:

- see the FCW post

- read and respond to the VA's Request for Information
- check out the MeriTalk study's press release (.pdf)

- see the full MeriTalk study (reg. req.)

Related Articles:

IG: DoD far off track on data center consoclidation

VA CIO places renewed focus on cloud, data center consclidation
Cloud first strategy turns 5 years old

4. Oregon, Oracle continue battle over failed healthcare website

Monday, April 11, 2016 | By Stephanie Kanowitz

In a long legal battle between Oracle and Oregon over a failed healthcare
exchange, the company is now accusing the state of leaking confidential Oracle
documents to the press, according to a news report.

Oracle is seeking contempt sanctions against the alleged move, which it said
directly violates a court order, according to an article on OregonLive.com last
week.

Oracle said the state told a reporter how to remove redactions in documents that
hid snippets of damaging content, the article stated. In one document — an email —
a company employee referred to the exchange as "something that will never work




well," the article showed.

This latest accusation is one in a siring of arguments over the failure of Cover
Oregon, the state's healthcare website. Oracle was the primary contractor for the
project. Among the six lawsuits filed as part of the finger-pointing, the state filed
one accusing the software company of fraud and racketeering, seeking $6.5
billion in damages, according to the report.

Oracle, on the other hand, blamed the failure on what it said was poor
management by the state, and said Oregon is asking for damages that are 27
times more than what the state paid the company for the project, the article said.

What's more, Oracle accused Oregon Governor Kate Brown, who inherited the
problem when she took office last year, of agreeing last fall to settle the case for
$25 million and now lying about it. The company filed a lawsuit to force the state
to adhere to the $25 million deal.

The state ended the Cover Oregon project two years ago after years of effort and
$300 million in costs. At the time, then-Governor John Kitzhaber conceded that
state held some biame in its management of the project, but also asserted that
Oracle had failed to deliver, according to the article. Consequently, he asked the
state's Justice Department to sue the company for the $240 million it had
received.

Oracle saw things a different way. The company said it delivered a functional
system by February 2013, but that Kitzhaber chose to say it didn't work as a
calculated political maneuver, the report stated.

Although Oracle was open in its attacks against the state, it was less forthcoming
with documents, classifying 97 percent of the ones it gave the state in the
discovery process as confidential, the article continued.

When the state asked a judge to release some of the half a million pages, Oracle
accused Oregon officials of wanting to leak them to the media. On Jan. 13, 2014,
the state sent copies of its motion to reporters, and that motion included examples
of the internal Oracle material it wanted opened, the article stated. The
Oregonian/OregonLive ran a story including the confidential material on Feb. 22,
and the company immediately shook its finger at the state.

"The notion that [the reporter] may have figured out on his own how to defeat the
redactions apparently never entered Oracle's mind," the article stated.

As the case drags on, some are calling for mediation to help put an end to the
arguing, according to the article. A mediator has been appointed, but the
company has yet to accept him.

For more:




- read the OregonLive.com article

Related Articles:

Eugene, Oregon, considers plan for downtown fiber optic broadband network
VA looks to build culture of innovation with new program

Mobile app aims to save cardiac arrest victims

This week’s sponsor Is VION.

[Webinar] Cost Avoidance and Financial Capture: Making (Dollars
=l tand) Sense of ‘Cloud First’
Wednesday, Aprit 27 | 2pm ET / 11am PT

Government agencies are being asked to think “cloud first” when it comes fo
modernizing legacy systems or deploying new programs, but the incentives
for doing so are often driven by superior reliability and agility, not cost. This
FierceGovernmentlT webinar will explore how agencies can realize the
financial benefits of cloud computing and the common pitfalis that can ruin
the return on a cloud investment. Reserve Your Spot Today!

Also Noted

Spotlight: Diagnosing the taxman's IT woes

The Internal Revenue service still depends on ancient internal IT systems —a
modest curiosity considering the agency's robust IT budget and responsible
investments, according to a recent post at FCW. In short, the IRS faces
challenges including insufficient funding, political pressure, technical
constraints, lack of skilled tech professicnals and the tax code itself. But the
challenges facing the agency go much deeper than that, and it's worth reading
the article in full to glimpse the full scope of the problem.

VA pilots new healthcare apps | DOJ wants Apple to unlock
another iPhone

> VA pilots health care apps as new push for major reorg emerges




(FedNewsRadio)
> White House misses big opportunity with open source push (FCW)
> The Justice Department wants Apple to unlock another iPhone (GovExec)
> HHS says health records should communicate with each other. What does
that mean? (NextGov)
> Pentagon plans new crackdown on data centers, with emphasis on labor
costs (FedNewsRadio)

> Army is testing talk-start computers for war zones (NextGov)

And Finally... The Navy christened its first "robot ghost ship" last week. This
can only go well, right? (NextGov)
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.[Webinar] Cost Avoidance and Financial Capture: Making (Dollars and)
(] :Sense of 'Cloud First’
NOW AVAILABLE ON-DEMAND

Government agencies are being asked to think “cloud first” when it comes to
modernizing legacy systems or deploying new programs, but the incentives for
doing so are often driven by superior reliability and agility, not cost. This
FierceGovernmentIT webinar will explore how agencies can realize the financial
benefits of cloud computing and the common pitfalls that can ruin the return on
a cloud investment. Register to watch now!

Today's Top Stories

1. FBI says it can't disclose details for iPhone hack to Apple because of third-
party rights

2. Transparency guestions follow revelations about lead levels in South Carolina's
water

3. FOIA 'still interested letters' have uncertain effect on requesters, report finds

4. New Mexico's Alamogordo ponders joint PSAP as feds push nationwide
NextGen911 network

5. USAA is using bots to help its 11.4M customers, but wants to keep the human
touch




This week's sponsor is VION,

.eBrief | Data Science Strateqy for Federal IT

[x]

"Most federal IT professionals realize big data and analytics present a unique
opportunity to improve business practices. This eBrief provides expertise to
stand up programs that harness the power of data analytics. Download today!

Also Noted

Spotlight: After landslide House vote, Senate pressured to take up email privacy
bill

Are agencies drowning in data mandates? | Library of Congress to retire Thomas

News from the Public Sector

Data governance carries benefits for costs, transparency and
collaboration

Security experts: Smart city loT projects could pose threat to
corporate networks

Q&A: Advocacy group ED discusses how to improve city
transportation, economic and environmental problems

Marketplace

Survey: Cloud Computing in the Federal Government: Perceptions, Obstacles,
QOpportunities
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Today's Top News

1. FBl says it can't disclose details for iPhone hack to Apple
because of third-party rights

Thursday, April 28, 2016 | By Fred Donovan

The Federal Bureau of Investigation does not plan to disclose information about
how it hacked into the iPhone of the San Bernardino shooter to Apple, according
to Amy Hess, the FBI's executive assistant director for science and technology.

"The FBI purchased the method from an outside party so that we could unlock the
San Bernardino device. We did not, however, purchase the rights to technical
details about how the method functions, or the nature and extent of any
vulnerability upon which the method may rely in order to operate,” Hess said in a
statement quoted by the AFP newswire.

The FBI paid an undisclosed third-party around $1.3 million to get access to
encrypted data on the iPhone 5 used by one of the shooters in the San
Bernardino massacre, according to remarks last week by FBI Director James
Comey. Once the FBl was able to access the data, it dropped its legal effort to
require Apple to develop a tool to get into the iPhone without deleting the data.

While the FBI did not disclose the third party, an Israeli newspaper reported that
Israel-based mobile forensics company Cellebrite worked with the FBI in an effort
to unlock an iPhone used by one of the San Bernardino shooters.

Some have argued that the FBI should disclose the method for breaking into the
phone under a U.S. government policy known as the Vulnerabilities Equities
Process that direct U.S. government agencies to disclose vulnerabilities they
discover. But Hess said that "currently we do not have enough technical
information about any vulnerability that would permit any meaningful review under
the VEP process."

For more:
- check out the AFP story (via SecurityWeek)




Related Articles:

Spotlight: FBI unlocks second iPhone without Apple

FBi ponied up $1.3M to crack San Bernardino shooter's iPhone, suggests Comey
FBI unlocks San Bernardino shooter's iPhone, drops case against Apple

2. Transparency guestions follow revelations about lead levels in
South Carolina's water

Thursday, April 28, 2016 | By Stephanie Kanowitz

The government in Flint, Mich., is not the only one whose transparency policies
are in question after high lead levels were found in drinking water. South Carolina
is also under scrutiny after its water regulatory agency told the U.S.
Environmental Protection Agency that it didn't have data on lead sampling results
and the location of lead service lines, a news report shows.

The state's Department of Health and Environmental Control, or DHEC, was
responding to a letter that EPA sent to every state about monitoring for lead in
drinking water after the crisis in Flint, according to an April 23 article at
GreenvilleOnline.

EPA asked each state to work with its public water systems to increase
transparency by publishing an inventory of customers who may be receiving water
through lead or partial-lead service lines, the article stated.

Every public water system in the country had to take such an inventory when EPA
issued the Lead and Copper Rule in 1991 requiring monitoring of lead and copper
levels in drinking water, but DHEC didn't require copies of the results, and they
may no longer exist, the department's director of environmental affairs said in a
March 29 letter. Greenville Water System reported last month, however, that it
had fewer than 3,000 lead "goosenecks" connecting service lines to the water
main, but it didn't know where they were, the article stated.

South Carolina Gov. Nikki Haley sent a letter March 18 to DHEC's director asking
“for a full accounting of its water quality monitoring program specific to lead and a
list of communities that have or are currently experiencing elevated lead levels in
drinking water and DHEC's plan to eliminate the risk of lead from drinking water
systems," the article stated. That was a day after The Greenville News found that
DHEC had 28 small or midsize rural water systems that had lead counts
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exceeding EPA's action level of 15 parts per billion.

The state is studying the reason for the elevated levels, and DHEC set up the
Office of Rural Water to find solutions to water and wastewater problems in such
areas.

The USA Today Network, which includes GreenvilleOnline, led an investigation
last month that found that lead levels in 2,000 water systems affecting the drinking
water of more than 6 million customers nationwide failed to meet EPA standards.

For more;:
- read the article

Related Articles:

Environmental sensors, apps could help cities ward off hazards

Flint crisis offers lessons in government transparency

Metro Detroit not taking advantage of high-tech water monitoring system

3. FOIA 'still interested letters' have uncertain effect on requesters,
report finds

Thursday, April 28, 2016 | By Stephanie Kanowitz

Sending a so-called "still interested letter" to someone who requested responses
under the Freedom of Information Act, or FOIA, has an uncertain effect, an
analysis found.

It's tough to measure these letters' effect on requesters, found part 1 of a study
(pdf) by the Compliance Team at the Office of Government Information Services,
or OGIS, on the use of such letters by the 15 Cabinet-level agencies between
fiscal years 1998 and 2014, according to an April 27 blog post by the National
Archives' FOIA ombudsman.

That's due, in part, to the fact that no guidance or standard for reporting requests
closed using the letters exist.

"Still interested' correspondence is a letter or an email that an agency sends to a
FOIA requester asking if the requester remains interested in the requested
records despite the time that elapsed since the request was filed," according to
the report. "These letters are generally sent to the requester a significant amount
of time after the FOIA request is made and inform the requester that if he or she
does not indicate interest within a certain time, the agency will not process the




request and will administratively close it."

Sometimes this letter is the first communication that an agency has with a
requester, according {o the report. "These letters can give the appearance fo
requesters — particularly frequent savvy requesters — that an agency's FOIA
process does not work," it added.

Two types of still interested letters typically go out, the report stated. One seeks a
requester's response by a certain time, while the other informs requesters that
their inquiry is closed. Customs and Border Protection used this second type to
close 11,000 FOIA requests in 2012, aithough it ultimately had to reopen and
process them.

Although the Cabinet-level agencies reported closing an average of about 2,455
requests per year using the letters, they accounted for less than 1 percent of the
number of requests processed in all but one of the years OGIS reviewed. The
study looked at data from FOIA annual reports to the U.S. Attorney General,
including the number of requests the agencies reported closing using still
interested letters, the number of requests processes and the number pending
closure.

That data does not capture requester frustration with still interested letters,
however, the blog stated.

"fronically, the requesters most likely to be annoyed by correspondence of this
type — those who wish for their requests to remain open, and respond by the
agency's deadline — will never show up in data about the number of requests
closed using still interested letters," according to the post. "As the report points
out, available data does not show how long the agency gives requesters to
respond or how many times a requester is sent a still interested letter before
records are finally processed.”

Agencies use the letters to reduce their FOIA request backlogs, but that's an
"ineffective strategy," the blog stated, because only three instances showed that
the letters led to a reduction in pending requests of at least 3 percent at the end of
a fiscal year.

OGIS' Compliance Team will continue to study still interested letters and report
additional findings, the blog stated.

For more:
- read the blog post
- read the analysis [.pdf]

Related Articles:
Brewer to become new chief records officer for US government May 1




DoD's FOIA 'spammer’ steps forward
FOIA delays at NYC's Administration for Children's Services exemplify issues with
request process

4. New Mexico's Alamogordo ponders joint PSAP as feds push
nationwide NextGen911 network

Thursday, April 28, 2016 | By Julie Bird

Officials in Alamogordo, N.M., are trying to work out funding and other details for
consolidating a public safety answering point, or PSAP, to manage 911 calls for
the city police and fire departments and the county sheriff's office, the
Alamogordo Daily News reported.

Otero County, where Alamogordo is located, is one of only three counties in the
state not receiving funding for a PSAP, according to the article. The consolidated
emergency communication centers aren't fully state funded, and a worst-case
scenario projection called for the county coughing up $731,000 for the center and
the city paying $543,000. In all, the project will cost an estimated $2.28 million,
the paper reported.

Interim City Manager George Straface said the city and county are long overdue
for a PSAP.

Earlier this year the U.S. House Energy and Commerce subcommittee on
communications and technology held a hearing to discuss local preparedness to
handle complex requirements and cybersecurity for PSAPs as part of the "next
generation 911" system, or NextGen811, the Federal Communications
Commission is working to roll out nationwide.

Those requirements are contained in a request for proposals by the First
Responder Network Authority, or FirstNet, for a nationwide, interoperable LTE
network for public safety. Upgrades in the RFP include setting up PSAPs around
the country to receive text messages, images and video calls, and to allow more
data transmission between dispatchers and first responders.

The RFP outlined a network covering 56 states and territories with a core
network, radio access network, backhaul, aggregation and other means to provide
connectivity. The network is to be highly reliable and secure and give local and
national public safety agencies "control over prioritization, preemption,
provisioning and reporting,” according to the proposal request.




For more:
- read the article (via Emergency Management)

Related Articles:

NG911 capabilities, cybersecurity concerns take center stage at FirstNet hearing
FirstNet issues long-awaited RFP for nationwide network

Cybersecurity emerging as concern for 911 call centers as they become
connected to Internet

Tennessee firefighters say they need workarounds to avoid dropped signals with
digital communication system

5. USAA is using bots to help its 11.4M customers, but wants to
keep the human touch

Thursday, April 28, 2016 | By Alyssa Huntley

USAA, a financial services firm for 11.4 million military members and their
families, has plans to employ bots to help automate financial transactions, CIO
reported. USAA's efforts in building up this tech underscore the importance of
having bots feel more human and less robotic.

USAA CIO Jennifer Sepuli told the publication that her firm wants to add
messaging to its mobile software. Using this tech, the bank could integrate
software agents into its website and mobile app that would initiate events on a
human's behalf.

The aim is to have USAA connect with "our members in ways that may be
unexpected but let them know that we are there for them," Sepull told CIO.

>> Read more at FierceClQ

This week's sponsor is VION.

. [Webinar] Cost Avoidance and Financial Capture: Making (Dollars
= cand) Sense of ‘Cloud First’
NOW AVAILABLE ON-DEMAND

Government agencies are being asked to think “cloud first” when it comes to
e ity g} g i -t g eerg s e sy o r h e e e

for domg so are often driven by superlor relaabrllty and agility, not cost. This




FierceGovernmentIT webinar will explore how agencies can realize the
financial benefits of cloud computing and the common pitfalls that can ruin
the return on a cloud investment. Regqister to watch now!

Also Noted

Spotlight: After landslide House vote, Senate pressured to take
up email privacy bill

The House of Representatives passed the Email Privacy Act 419-0 vesterday,
and now elected officials in both chambers are putting pressure on the Senate
to take up the bill. "Now that the House has passed this bill by a vote of 419-0,
it's time for the Senate to act. We urge the Senate to take up and pass this
bipartisan, common-sense legislation without delay,” said Sens. Patrick Leahy
(D-Vt.) and Mike Lee (R-Utah), the lead co-sponsors on the Senate version of
the bill, in a statement today, according to The Hill.

The bill would update the 1886 Electronic Communications Privacy Act and
require that law enforcement agencies get a warrant before technology
companies have to hand over customers' emails or other electronic
communications to them.

Are agencies drowning in data mandates? | Library of Congress
fo retire Thomas

> Are agencies drowning in data mandates? (Nextgov)

> Malware, ransomware thrive despite criminal prosecutions (Gov Info
Security)

> Library of Congress to retire Thomas (FCW)

> DHS to tap Silicon Valley for doggie fitbits, facial recognition tech (Nextgov)
> Senators press OMB for update on key cybersecurity guidance (Senate
Committee on Homeland Security and Governmental Affairs)

And Finally... Just how many Americans are the NSA spying on? "\ (%) [
(Gov Exec)
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