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FirstN et and Elected Official s 

WHAT IS THE FIRST RESPOND ER NETWORK AUTHORITY (FIRSTNET)? 
FirstNet is an independent authority within the U.S. Departm ent of Commerce's National Telecommunications and 
Information Admjnistration. FirstNet is governed by a 15-member Board consisting of the Attorney General of the 
United States, the Secretary of Homeland Security, the Director of the Office of Management and Budget, and 12 
members appointed by the Secretary of Commerce. The FirstNet Board is composed of representative s from public 
safety; local , state and federal government; and the wireless industry. 

Signed into law on February 22, 2012, the Midd le Class Tax Relief and Job Crea tion Act created FirstNet. The law gives 
FirstNet the duty to build , operate and maintain the first high- speed , nationwide wire less broadband network 
dedicated to public safety entities. FirstNet will provid e a sing le interoperable platform for public safety 
communications. 

WHAT WlLL THE FIRSTNET NETWORK DO FOR MY CITY OR COUNTY? 
The FirstNet network will impr ove citizen and responder safety and increase the efficiency and effectiveness of 
emergency response through cutting edge broadband communications . Imagine a day when a single communications 
network can be used to dispatch EMS personnel, a medical helicopter , police officers, and fire personnel from different 
juri sdiction s all at the same tim e, utilizin g voice, video, and data at broadband speeds. Public safety personn el u sing 
the FirstNet network will be able to share applications, access databases, and provide better informed responses to 
incidents through integrated communications. 

FirstNet's goal is to provide public safety-g rade reliability and nationwide coverage so all public safety personnel can 
count on the network when they are on the job. FirstNet is also aiming to provide coverage so lutions that let public 
safety "take the network along" to the destination in certain geographies. FirstNet will crea te a nationwide standard of 
serv ice while affording localjzed customi zation and control. 

WILL THE FIRSTNET NETWORK REPLACE THE LAND MOBILE RADIO (LMR) NETWORKS PUBLIC 
SAFETY USES TODAY? 
When the FirstNet ne twork launc hes, it wiJI provide mission- critical, high- speed dat a services to supp lement the voice 
capab iliti es of today's Land Mobile Rad io (LMR) networks. Initi ally, the FirstNet network will be used for send ing 
dat a, video, im ages and text. The FirstNet networ k will also carr y location information and even tuall y support 
s treaming video. FirstN et also plans to offer cellular voice communications such as Voice over Long Term Evolution 
(VoLTE) or other altern atives. The FirstNet network will not become a viable replacement for LMR until the 
availability of mission-critical voice functionaljty that mee ts or exceeds the needs of public safety agencies. 

WHO IS RESPONSIBLE FOR BUILDING THE NETWORK COMPONENTS? 
FirstNe t will be responsible for building out the network core . Lf, after compl eting the collaborative stat e consultation 
proces s, a state decid es to opt -in and accept First Net's sta te plan jointly develop ed by the state and FirstNet , FirstNe t 
will pay to build out the sta te's radio access network (RAN) that will connect to the core. FirstNet will also be 
finan cially resp onsible for the netwo rk' s operations and maintenance. ---
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WILL ALL MY PUBLIC SAFETY EMPLOYEES HA VE TO SUBSCRIBE TO THE NETWORK? 
Use of the FirstNet network is voluntary, and any public safety agency is not required to participate. However, a 
network built for and dedicated to public safety agencies should provide a dependable and affordable user experience 
making FirstNet network an attractive choice for first responders. 

HOW MUCH IS THE SUBSCRIPTION COST AND WILL IT BE PER USER OR PER DEVICE? 
FirstNet intends to offer services at a compe llin g and competitive cost to attract millions of public safety user s and 
make the FirstNet network self-sustaining. The costs for FirstNet's services and devices have not yet been set. 

WHO WILL BE RESPONSIBLE FOR OPERA TING AND MANAGING THE NETWORK IN MY CITY OR 
COUNTY? 
FirstNet will be responsible for managing core operations and RAN operations for opt-in states. FirstNet also will 
enable robust identity management and authentication practices at the local level. 

WH EN WILL THE NETWORK BE AVAILABLE IN MY CITY OR COUNTY? 
Each state/ territory will participate in a series of meetings with FirstNet as part of the required consultation process. 
Once the consultation is completed, the state plan is finalized, and a governor opts into the network , the RAN will be 
built to the plan speci fications. FirstNet cannot determine at this time when its services will be available to cities and 
counties. 

HOW CAN MY CITY OR COUNTY PARTICIPAT E IN THE DEVELOPMENT OF THE FIRSTNET 
NETWORK? 
FirstNet is responsibl e for working through the designated state Single Points of Contact (SPOC) to consult with states, 
local communities, tribal governme nts, and first responders to gather requirements for developin g its network 
deployment plans. Elected officials may provid e input to FirstNet via the outreach efforts being coordinated by the 
SPOC in each state and through the notice of proposed rulemaking proce ss that will take place in 2014. 

Elected officials may also want to contact members of the FirstNet Public Safety Advisory Committee (PSAC). PSAC 
member s represent associations whose memberships are comprised of local, state, and tribal entities. More 
information regarding the PSAC and its member ship is available at http :// firstnet.gov/abou t/pu blic-safe ty-advisory­
committ ee . 

FirstNet often participates in profes sional association meetings and conferences. To request FirstNet's participation at a 
meetin g or conference, pleas e contact us at in fo@firstne t.gov . 

To stay up-to-date on FirstNet activities , elected officials can track progre ss at www .firstnet.gov and @FirstNetGov on 
Twitter 

WHAT AGENCIES BESIDES LAW ENFORC EMENT, FIRE, EMS, AND 911 CAN USE THE NETWORK? 
WHAT OTHER CITY/COUNTY OFFICIALS WILL BE ABLE TO USE THE N ETWORK DURING AN 
EMERGENCY? 
FirstNet will be issuing a public comment notice regarding eligible public safety entities under the law in 2014 to solicit 
input from stakeholder s on this topic. State and territory spec ific discuss ions regarding eligible users will occur during 
the consul tation process. 

WHO IS MY STATE SINGL E POINT OF CONT ACT FOR FURTHE 
To identify the SPOC for a state, visit http ://firstnel.!{ov/consull ation . 
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FirstNetN 

FirstNet and Emergency Medical Services 

WHAT IS THE FIRST RESPONDER NETWORK AUTHORITY (FIRSTNET)? 
FirstNet is an independent authority within the U.S. Department of Commerce's National 
Telecommunications and Information Administration. FirstNet is governed by a IS-member Board 
consisting of the Attorney General of the United States, the Secretary of Homeland Security, the Director of 
the Office of Management and Budget , and 12 members appointed by the Secretary of Commerce. The 
FirstNet Board is composed of representatives from public safety; local, state and federal government; and 
the wireless industry. 

Signed into law on February 22, 2012, the Mid dle Class Tax Relief and Job Crea tion Act created FirstNet. 
The law gives FirstNet the duty to build , operate and maintain the first high-speed, nationwide wireless 
broadband network dedicated to public safety entities. FirstNet will provide a single interoperable platform 
for public safety communications. 

WHAT WILL BE POSSIBLE WITH THE FIRSTNET NETWORK? 
The FirstNet network will save time during the golden hour. Imagine a day when one interoperable 
communications network can be used to dispatch EMS personnel, a medical helicopter, police officers, and 
fire personnel from different jurisdictions all at the same time. EMS professionals using the FirstNet 
network will be able to share applications, access to databases, and provide better patient care through 
improved communications. 

FirstNet's goal is to provide public safety-grade reliability and extensive coverage so EMS personnel can 
count on the network when they are on the job. FirstNet is also aiming to provide coverage solutions that let 
EMS personnel "take the network along" to the des tination in certain geographies. EMS chiefs and local 
officials will have local control over the network so, for example, they can assign users and talk groups and 
determine who can access applications . 

When the FirstNet network launches , it will provid e mission -cri tical, high- spee d data services to 
supplement the voice capabilities of today's Land Mobile Radio (LMR) networks . Initially , the FirstNet 
network will be used for sending data, video, imag es and text. The FirstNet network will also carry location 
information and eventually supp ort streaming video. FirstNet plans to offer cellular voice communications 
such as Voice over Long Term Evolution (VoLTE) or other alternatives. 
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WHY WAS FIRSTNET CREA TED? 
The public safety community fought hard to fulfill the 9/11 Commission's last standing recommendation 
and lobbied Congress to pass legislation establishing a dedicated, reliable network for advanced data 
communications nationwide . During emergencies, EMS personnel need priority access and preemption, 
which are not available on commercial networks . 

HOW WILL THE FIRSTNET NETWORK BENEFIT EMS? 
Using the FirstNet network will improve situational awareness and decision-making. The FirstNet network 
will make it possible to use new tools that support faster parallel processing. The FirstNet network will 
enable the exchange of real-time data and audio /video feeds between EMS personnel and hospital staff. This 
kind of connection, while units are on the scene and during transport, will improve all levels of pre-hospital 
care. 

WHAT WILL USERS PAY FOR FIRSTNET'S SERVICES? 
FirstNet intends to offer services at a compelling and competitive cost to attract millions of public safety 
users and make FirstNet self-sustaining. The use of FirstNet's services and applications will be voluntary. 
The costs for FirstNet's services and devices have not yet been set. 

HOW CAN MY LOCAL AGENCY PARTICIPATE IN THE DEVELOPMENT OF THE 
FIRSTNET NETWORK? 
FirstNet is responsible for working through the designated State Single Points of Contact (SPOC) to consult 
with states, local communities, tribal governments , and first responders to gather requirements for 
developing its network deployment plans. EMS personnel can provide input to FirstNet via the outreach 
efforts coordinated by the SPOC in each state. To identify the SPOC for a state and let them know you are 
interested, go to http ://firstnet.gov/consu llation. EMS personnel may also want to contact members of the 
FirstNet Public Safety Advisory Committee (PSAC) and participat e in outreach discussions at professional 
association meetings and conferences. More information regarding the PSAC and its membership is 
available at http://firstnet.gov/about/pub lic-safet;y-advisory- committ ee. To stay up-to-date on FirstNet 
activities, EMS personnel can track progre ss at www.firstnel.gov . 
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FirstNetN 

FirstN et and the Fire Service 

WHAT IS THE FIRST RESPONDER NETWORK AUTHORITY (FIRSTNET)? 
FirstNet is an independent authority within the U.S. Department of Commerce's National 
Telecommunications and Information Administration. FirstNet is governed by a 15-member Board 
consisting of the Attorney General of the United States, the Secretary of Homeland Security, the Director of 
the Office of Management and Budget, and 12 members appointed by the Secretary of Commerce . The 
FirstNet Board is composed of repr esentatives from public safety; local, state and federa l government; and 
the wireless industry. 

Signed into law on February 22, 2012, the Middle Class Tax Relief and Job Creatio n Act created FirstNe t. 
The law gives FirstNet the duty to build , operate and maintain the first high-speed , nationwide wireless 
broadband netwo rk dedicat ed to public safety entities. FirstNet will provide a single interoperable platform 
for public safety communications . 

WHAT WILL BE POSSIBLE WITH THE FIRSTNET NETWORK? 
The FirstNet network will enable faster, better coordinated response to natural and manmade disas ters. Just 
as smartphones hav e changed personal lives, FirstNet device s and applic ations will ultimately change the 
way career firefighters and volunteers operate. Imagin e a day when one interoperable communications 
network can be used to dispatch an extrication team, a medical helicopter, police and EMS personne l from 
different jurisdiction s all at the same time. Fire personnel using the FirstNet network will be able to share 
images and applications, and access database s to have a common operational picture as incidents unfold. 

FirstNet's goal is to provide public safety-grade reliability and extensive coverage so fire personnel can 
count on the network when they are on the job. FirstNet is also aiming to provide coverage solutions that let 
fire personnel "take the network along" to their destination in certain geographies. Incident commanders 
and local officials will have local control over the network so, for example, they can assign users and talk 
groups and de termine who can access applications. 

When the FirstN et network launches, it will provide mission-critical , high-spe ed data services to 
supplement the voice capa bilitie s of today's Land Mobile Radio (LMR) networks . initially, the FirstNet 
network will be used for sending data, video, images and text. The FirstNet network will also carry location 
information and eventually support streaming video. FirstNet plans to offer cellul ar voice communications 
such as Voice over Long Term Evolution (VoLTE) or other alternatives. 
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WHY WAS FIRSTNET CREA TED? 
The public safety community fought hard to fulfill the 9/11 Commission's last standing recommendation 
and lobbied Congress to pass legislation establishing a dedicated, reliable network for advanced data 
communications nationwide. During emergencies, fire personnel need priority access and preemption, 
which are not available on commercial networks. 

HOW WILL THE FIRSTNET NETWORK BENEFIT THE FIRE SERVICE? 
Using the FirstNet network will greatly improve situationa l awareness and keep fire personnel safer with an 
improved communications capability. The FirstNet network will make it possible to gain quick access to 
new tools and applications that provide location data and other vital information for firefighting. The 
FirstNet network will enab le the exchange of real-time data and audio/video feeds on the fireground to 
assist incident commanders with operational decision-making and maximize search and rescue and 
suppression effectiveness. 

WHAT WILL USERS PAY FOR FIRSTNET'S SERVICES? 
FirstNet intends to offer services at a compelling and competitive cost to attract millions of public safety 
users and make FirstNet self-sustaining. The use of FirstNet's services and applications will be voluntary. 
The costs for FirstNet's services and devices have not yet been set. 

HOW CAN MY LOCAL AGENCY PARTICIPATE IN THE DEVELOPMENT OF THE 
FIRSTNET NETWORK? 
FirstNet is responsib le for working through the designated State Single Points of Contact (SPOC) to consult 
with states, local communities , tribal governments, and first responders to gather requirements for 
developing its network deployment plans. Fire personnel can provide input to FirstNet via the outreach 
efforts coordinated by the SPOC in each state. To identify the SPOC for a state and let them know you are 
interested, go to http :Ufirsll1et.gov/consultati on . Fire personnel may also want to contact members of the 
FirstNet Public Safety Advisory Committee (PSAC) and participate in outreach discussions at professional 
association meetings and conferences. More information regarding the PSAC and its membership is 
available at http: // firs tnet.gov/abo ut /p ublic-safety -advisory-committ ee . To stay up-to-date on FirstNet 
activities , fire personn el can track progress at www. firstnet.gov . 
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FirstNetN 

FirstNet and Law Enforcement 

WHAT IS THE FIRST RESPONDER NETWORK AUTHORITY (FIRSTNET)? 
FirstNet is an independent authority within the U.S. Department of Commerce's National 
Telecommunications and Information Administration . FirstNet is governed by a 15-member Board 
consisting of the Attorne y General of the United States, the Secretary of Homeland Security, the Director of 
the Office of Management and Budget, and 12 members appointed by the Secretary of Commerce. The 
FirstNet Board is composed of representatives from public safety; local, state and federal government; and 
the wireless industry. 

Signed into law on February 22, 2012, the Middle Class Tax Relief and I ob Creation Act created FirstNet. 
The law gives FirstNet the duty to build, operate and maintain the first high-speed, nationwide wireless 
br oadband network dedicated to public safety entities. FirstNet will provide a sing le interoperable platform 
for public safety communications. 

WHAT WILL BE POSSIBLE WITH THE FIRS TN ET NETWORK? 
The FirstNet network will enab le faster, more informed and better coordinated response to incidents. Just as 
smartphones have changed personal lives, FirstNet devices and applications will ultimatel y change the way 
law enforcement personnel and agencies operate . Imagine a day when one interoperable communications 
network can be used to dispatch police, fire, and EMS personnel from different jurisdictions all at the same 
time . Law enforcement personnel using the FirstNet network will be able to share images and applications, 
and access multiple databases to have a common operational picture as incidents unfold. 

FirstNet's goal is to provide pub lic safety-grade reliability and extensive coverage so law enforcemen t 
personnel can count on the network when they are on the job. FirstNet is also aiming to provide coverage 
soluti ons that let law enforcement personnel "take the network along " to the destination in certain 
geographies . Incident commanders and local officials will have local contro l over the network so, for 
examp le, they can assign users and talk groups and determine who can access applications. 

When the FirstNet network launches, it will provide mission-critical , high-speed data services to 
supplement the voice capabilities of today's Land Mobile Radio (LMR) networks. Initially, the FirstNet 
network will be used for sending data, v ideo, images and text. The FirstNet network will also carry location 
information and eventual ly support streaming vid eo. FirstNet plans to offer cellular voice communications 
such as Voice over Long Term Evoluti on (VoLTE) or other alternatives. 



WHY WAS FIRSTNET CREA TED? 
The public safety community fought hard to fulfill the 9/11 Commission's last standing recommendation 
and lobbied Congress to pass legislation establishing a dedicated, reliable network for advanced data 
communications nationwide. During emergencies, police officers, sheriffs, deputies, and other law 
enforcement personnel need priority access and preemption, which are not available on commercial 
networks. 

HOW WILL THE FIRSTNET NETWORK BENEFIT LAW ENFORCEMENT AGENCIES? 
Using the FirstNet network will improve situational awareness and keep law enforcement personnel safer 
with an improved communications capability. The FirstNet network will make it possible to use new audio 
reporting tools in the field to gain efficiency. Real-time data and audio/video feeds sent before, during and 
after incident response will improve the overall effectiveness of law enforcement personnel. 

WHAT WILL USERS PAY FOR FIRSTNET'S SERVICES? 
FirstNet intends to offer services at a compelling and competitive cost to attract millions of public safety 
users and make FirstNet self-sustaining. The use of FirstNet's services and applications will be voluntary. 
The costs for FirstNet's services and devices have not yet been set. 

HOW CAN MY LOCAL AGENCY PARTICIPATE IN THE DEVELOPMENT OF THE 
FIRSTNET NETWORK? 
FirstNet is responsible for working through the designated State Single Point of Contact (SPOC) to consult 
with states, local communities, tribal governments, and first responders to gather requirements for 
developing its network deployment plans. Law enforcement personnel can provide input to FirstNet via the 
outreach efforts coordinated by the SPOC in each state. To identify the SPOC for your state and let them 
know you are interested, go to http://firstnet.gov/cons ultation . Law enforcement personnel may also want to 
contact members of the FirstNet Public Safety Advisory Committee (PSAC) and participate in outreach 
discussions at professional association meetings and conferences. More information regarding the PSAC 
and its membership is available at http: //firstnet .gov/about/public-safety-advisory-committee . To stay up-to­
date on FirstNet activities, law enforcement personnel can track progress at www.firstnet.gov . 
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FirstNetN 

How will the FirstNet Network Work with 
Today's Land Mobile Radio Networks? 

WILL THE FIRST RESPONDER NETWORK AUTHORITY (FIRSTNET) NETWORK REPLACE 

THE LAND MOBILE RADIO (LMR) NETWORKS PUBLIC SAFETY USES TODAY? 

When the FirstNet network launches, it will provide mission-critical, high-speed data services to 
supplement the voice capabilities of today's Land Mobile Radio (LMR) networks. Initially, the 
FirstNet network will be used for sending data, video, images and text. The FirstNet network will 
also carry location information and eventually support streaming video. FirstNet plans to offer 
cellular voice communications such as Voice over Long Term Evolution (VoLTE) or other 
alternatives. 

WHEN WILL MISSION-CRITICAL VOICE BE AVAILABLE FOR FIRSTNET USERS? 

FirstNet can't predict the arrival of mission-critical voice in part because the standards are still 

under development. The standards work will determine the functionality and performance 
requirements for mission-critical Voice over Long Term Evolution (VoLTE). FirstNet is actively 
involved in the standards-setting process and the industry at large is working to accelerate the 

development of this new worldwide standard . 

WHAT MAKES MISSION-CRITICAL VOICE DIFFERENT FROM CELLULAR-QUALITY OR 

COMMERCIAL-GRADE VOICE? 

Today's LMR networks support push-to-talk, direct mode, and emergency call functionality. Public 
safety users typically communicate one-to-many instead of one-to-one. If the network fails, they 
also must be able to communicate with other responders in close proximity, so direct mode is 
critical. There are also performance requirements for mission-critical voice that address call set-up 
speed, quality, and reliability. These attributes need to be defined through the standards-setting 
process. 



WILL THE FIRSTNET NETWORK SHARE SITES WITH LMR NETWORKS? 

The FirstNet network will leverage existing infrastructure where it makes engineering and 
economic sense. Our goal is to keep costs down and reduce the time it takes to build out the new 
Band Class 14 FirstNet network. Band Class 14 is the portion of spectrum allocated to public safety 
for operation of the FirstNet nationwide public safety wireless broadband network. Whether 
FirstNet shares sites with LMR networks will depend on the availability of space to house FirstNet 

equipment and whether the location proves to be the best option for meeting our network design, 
coverage, and cost requirements. 

WILL THE FIRSTNET NETWORK CONNECT TO LMR NETWORKS? 

In order to access one or more LMR networks, a dedicated handset must be within range of the 
specific towers within the frequency band on which it operates. Public safety personnel utilize a 
propriety subscriber unit and must sometimes carry multiple units to execute their daily mission. 
Headquarters personnel, ad hoc users or neighboring jurisdictions are routinely provided with 
units when needed for mutual aid. There are many solutions that will allow FirstNet users to 
improve efficiency by extending LMR access to smartphones, tablets and PCs. Through a simple 
Internet Protocol (IP) gateway, users will be able to transmit and receive voice traffic on any device 
that is authenticated to an LMR network via a Push to Talk (PTT) voice application. 

Questions in Massachusetts? Contact: 
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Safety Broadband Network (NPSBN) 
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Current State: Public Safety competes with the public for priority. 

Immediate Goal: 
Make data 
mission critical 
for public safety 

Long-Term Goal: 

Develop mission 
critical voice 
over LTE 

Data A ppl ica t ions 
(LTE) 

Congestion 

Site Outages 

Current State: \ b \ / 
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• Homeland 
\~ • Security 
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- Mission Critical 
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Reference: OHS OEC Presentat ion, "Broadband Consultation Preparat ion Workshop," September 4, 2014, p. 10 
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VISION To provide emergency responders with the first nationwide, 
high-speed, wireless broadband network dedicated to public safety 

THE ORIGIN 
9/11 Commission 

T Ii t: 

9/ 11 
C OMMISSION 

REPORT 

THE LAW FUNDING 

2.22.12 recommends 
improved 
communications for public 
safety and first responders. 

FirstNet becomes Law in Title VI 
of the Middle Class Tax Relief and 

$7 B auth: iz~ t~ build 
the FirstNet network. Funded by 

spectrum auctions through 2022. 
Job Creation Act of 2012 
(PL 112-96). 

The first auction netted 

GOVERNANCE 
$1.6B 

~{( : ) )\ SPECTRUM 
~ . • 1 'J 20MHz of bandwidth has been 

FirstNet Board of Directors' 15 members have 
backgrounds in police, fire, sheriff, emergency medical, 
city government, and commercial telecommunications. 

Governor appoints 1 Single Point of Contact (SPOC) and 
governing body to represent the state's interests to FirstNet. 

40 member Public Safety Advisory Committee (PSAC) 
advises FirstNet on public safety intergovernmental matters . 

~ 

~ ,, 

T 

dedicated to public safety in the 
prime 700MHz frequency range. 

TECHNOLOGY 
4G LTE1s10x 
faster than 3G wireless service. 



FirstNet Coverage 
Public Safety 
Broadband Offic e >, 
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Over 5 Million potential public safety users nationwide over ... 

... across the breadth of first response and public safety. 

Law 
Enforcement 

Fire 
Services 

Medical 
Services 

Federal State 
Gov't Gov't Utilities 

3 800 000 
?quare ~ iles 

60,000 
Public Safety Agencies 

3,250 
Counties 

566 
Tribes 



Coverage Challenges 

5% 

Dense Urban 
Urban 

Suburban 

3 IN 1 COVERAGE 
APPROACH 

• Terrestrial towers 
and various 
small cells 

8 Satellites 

8 Deployables 

68% 

Rural 

The nature of the terrain , the density of 
populations , and the preexistence of other 
infrastructure are factors when determining coverage approaches. 

Public Safety 
Broadband Office 

27% 

Wilderness 
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Network Funding PSBO 
Public Safety 
Broadband Office 

• Planning and implementation fu nding is provided through spectrum auctions 

• By law, t he network is to be self-sustaining upon expending $7 billion 

Phase Funds 

$135 Million 

Planning 

$7 Bill.ion 

Implementation 

Sustainment Ongoing 

Purpose 
Grants to assist States/Territor ies with planning & implementat ion 
Requires 20% match 

$2 billion prov ided up front to start plann ing, designing and early 
impleme ntat ion 

Remaining $5 billion to be provided from spec trum auct ions ; used to 
comp lete network build out 

Network User Fee: Fee from eac h entity including public safety or 
secondary user that uses the Network 

Lease Fee for Network Capa city: Fee for agreement between the 
FirstNet and secondary user to permit secondary access 

Lease Fee for Network Equipment/Infras tructure: Fee for entity 
that seeks access or use of antennas , towers, etc . construc ted or 
owned by FirstNet 

8 

Table Reference: OHS OEC Presentation, "Broadband Consultation Preparatio n Workshop," September 4, 2014, p. 22 



LMR T-Band Giveback 

• Spectrum Act 
Requires the giveback of the T-Band spectrum 
{470-512 MHz) that is used by public safety and 
business/industry users on a shared basis 

T-Band licenses have up to 9 years to plan the 
move to other spectrum and then 2 more years 
to implement the plan 

Proceeds from the auction of the T-Band 
spectrum would be used to pay for relocation 
costs 

• Impact on Public Safety 
Many agencies, particularly in the Boston metro 
area , will be significantly affected 

This will impact all current users of the Boston 
Area Police Emergency Radio Network (BAPERN) 

South 

LJ Southeasl 

l--::J Southwesl 

Public Safety 
Broadband Office 

Actions in this proceeding is not anticipated anytime soon as 
relocation need not occur until 2023 

9 
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The FirstNet Consultation Process _- PSBO 

Initiation 

Design 

Approval 

Public Safety 
Broadband Office 

• Initial Consultation (Aligned with SL/GP Phase 1) 

• State RAN Design (Iterative design reviews) 

• Asset Identification & Selection (Aligned with SL/GP Phase 2} 

• State Operations (National template customized by each State) 

• Final State Plan (Presented to Governor) 

• PSAC • Tribal Work ing Group • NTIA SLIGP Monitoring/Support • ECPC Federal Agency Inputs 



Governance 
Public Safety 
Broadband Office 
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Chaired by US Wood, the Commonwealth SPOC, EOPSS has established a 
multi-discipline advisory board to help assist in planning the NPSBN 
implementation in Massachusetts. The Board has 17 members. 

Homeland 
DCJIS Security/MEMA Local Fire Services 1 

Local Fire Services 2 

Administration 
and Finance 

Local Fire Services 3 ........ ..... 
Transportation 

Telecomm. 
and Cable 

- ~t,\· .... . · . .·. . -• i:.\· ' Massachusetts• ·FirstNet • .... ·· · ... ,' . -- ·,•.•, ,. ·, • i"' \ Advisory Board (MFAB) • 
- -•:,__, . . . -

Local Law 
Enforcement 1 

Local Law 
Enforcement 2 

State Police - ••••• Local Law 
Enforcement 3 

State Fire Services 
- ' 

Public Safety 
Technology 

Mass. Broadband Institute 
Public Health and 
Emergency Medical Services 



Opt In or Opt Out Decision 

State Decision !Process 
FirsrNet \/\till collaborate vvith states to develop and deliver a 
RAN plan t hat meets thei r needs. 

Consultation 

- Regional \No!'kshops 
- SlaLe Visits 
- Ongoing Dialogue 

RFP Process 

Fi1stNet 

Presents 
Plan (O 

Governo, 

State Decision 
2 Options 

90 days lo dec ide 

and notify FirstNet, 

NTIA and the FCC 

Accept FirstNet Plan 

First Net bu i Ids the RAN. 

Opt Out 

Public Safety 
Broadband Office 

State seeks approval to 
construct its own RAN 

State Requirem.ents: 

12 

• Submit alternate plan to FCC 
and gain FCC approval 

• Con-1 plete an RFP 
• May apply for g rant fundin g 

fro1n NTIA 
• Must apply to NTIA to 

I.ease FirstNet spectrum 
• State RAN must con nect to 

the Fi rstNet Core 
• State must pay user fees to 

FirstNet 

Reference: FirstNet web site, "Consultation ," http://firstnet.gov/consultation 



Upcoming Activities 

Massachusetts PSBO 

• Conduct FirstNet updates with 
public safety stakeholder groups 
(Sept to Dec) 

• Convene first MFAB meeting 
(October) 

• .Participate in FirstNet Initial 
Consultation Meeting (likely Jan­
Feb 2015) 

• Collect data to support FirstNet 

• Identify Massachusetts specific 
network requirements 

• Identify likely users and coverage 
needs 

FirstNet 

Public Safety 
Broadband Office 

• Continue to staff key positions 
(including Region 1 liaison) 

• Conduct 56 Initial Consultation 
Meetings 

• Continue development of FirstNet 
core 

• Coordinate with PSCR on testing 
Band 14 devices and technologies 

• Coordinate with NIST in 
advocating for inclusion of Public 
Safety requirements in upcoming 
releases of LTE 

• Draft and issue RFP(s) for: 
- Comprehensive network 
- Network equipment and services 



The Road to FirstNet 

2014-2016 

Public Safety 
Broadband Office 

IED FirstNef Develop FirstNet Roadmap 
Conduct outreach and awareness 
Consult State consultations 
Collect local data and design networl<:=~~~~~~~ 
Develop and award comprehensive RFP(s) 
Establish network core 

2022 
Last spectrum auction 
Network substantially in operation 

2016+ 
Governor reviews design 

offer and opts in or out of 
FirstNet RAN deployment 

Integrate with Next Generation 9-1-1 



Information on the Web 

Follow updates at: 

mass. gov /psbo 
Public Safety 

Public Safety 
Broadband Office 

Q S.arch 

Fundlno & 
rra,n1no 

()poom,nl t1es 

Law Enforcement 
• Crimlnal JOOk:e 

Leotstouw, 
Jnitiattves 
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Commonwealth Public Safety Broadband Office (PSBO) 

Contact us at: 
psbo@state.ma.us 

(((flll) 

/ \PSBO 
Public Safet y 
llro • db • nd Office: 

@ PSBO Information 

PSBO LHdtrlhlp THm 

P580 Evtnt.1 

Frequently A1kt d Ou1111ons 

(FAOs t 

@ News & Updates 

Comprehenstn Network Soluuons 

RFI (FlrtlNlt . 91141 

PropoJ.td Fir1I N1t Law 

lnterprtl41ion, (Flr1tN1 1, Sl(t ,t) 

Flrs tNot law lntorp11taUons FAQs 

(Flr11Nt~ 911' ) ':':J 

F1r1tN1r1 Procu rtmtnt Appro,ch 

FAa, (FlfltN et. 911•) "iJ 

Fi11INot Moves: Fo rward on 

Roedmop (FlrstN I L 9114) 

Welcome to the PSBO 

Tht ExtcUbvt Office of Pubic S.fety and Sotumy hat em blolhed the Public: 
Safety Broadband Office to O'✓t<IH and dHct all CommOffi\e.aJth plJnning and 

tmDlement.ltion ac.lMbes associated with FrstNet 

This office will coordinate and coDabo<att ..u, pubic waty entities. local and 
ltatt offic1al . 3nd otMr llakeholden m prepanng the Conmonw.a'th for 

participa110n wrth Fir1tNet 1t1 the building and deploymen l of the Nat10nal Public 
S.fety Broadband No'-'< (NPSBN) 

VISION 

THE LAW RJNDING 

2.22 .12 f.(i ):\ . :::.-:-~-~ ~ C > ~ $7B __., ..... 
~ --=-r::~=:.:-:.-.:.::::: 

GOVERNANCE ..._ 
-- .. - 1s-- ,~ 1.6B ... .- .. ""ice.- .-- ._...., --~-=., ... .-. ... _.. 20Mtt:i .,---
__,.....,..._1., .. ,. • .,a.iten... "" ........... ,.._ • ...., 
~~ .. ,..,_._ .. _____ .. ......... 700Wllt& ft....-w, 

·"""- ,....... 
I irslNt't hy 1hr. Numhcrs 
View ~ :;umrmJ,y of I ustN,•1 - l,y lhe numbo~ 

0 2 3 4 5 6 7 8 9 10 a l~\DJ J•• 

PSBO's Role with FlrstNet and the NPSBN 

lnrually 8f"M5Q"ltd by the 9111 Commrssion and aoacled by the Mtddle Clasl 

Tax Roil ! and Job Croabon Act o( 2012. tt>e Fir&t Respond0< Na1w0rk Autt>onty 
(FirstNel) ,s an ndependent Federal authorrty v.,thm tha Nauona l 

Telecommunication, and lnformal1on Admtnta1rab0n (NTIA) that waa estabhahed 
to provide emergency rt'P()ndera wrth a naboM'Nlde. h1gh-spetd, ¥wireless 
networic dedicated to pubhc safety. The envisioned Nabon1I Pubk Safely 

Q.n>sM,\Yood 
Und.....,...ryd 
~ soence ~nd 
Technology 

Welcome ma11age 

Bro:idb.and Resources © 
MA Stalawld e Communlcalfont 
lnluope roblllty Pion - 1~11 

NPSBN Rtcomm tn dtd MJnlmum 

Ttchn lcal ReQUlrtmtntl 

NPSTC Defin ition or Publi c sarery 

Grade ~ 

Natk>nl l Broadband Map 

Regional Flr11Nt1 Info Sen k>n 
Pre11nui1ton (PSBO • 11ot) '::J :?11.•s 

See A ll 

!J Substnbe Ltam more 

Related lin ks @ 

OHS Office or lnteroptrablllty a nd 

com .. llblltty (OICI 

OHS o mc, of Emergency 

Com municaHons COEC) 



{((~ )) --------
PSBO 

Public Safety 
Broadband Office 

~ .... 



~ Homeland 
\if/I Security Office of Emergency Communications 

October 2012 

The Nationwide Public Safety 
Broadband Network 

FAQs for Technical Personnel 
The Middle Class Tax Relief and Job Creation Act of 2012 ( the Act), specifica lly Title VI enti tled Public Safety Communications 
and Electromagnetic Spectrum Auctions, authorizes the dep loyment of th e Nationwide Public Safety Broadband Netwo rk 
(NPSBN). The NPSBN will be a wi reless, interoperable nationwide commun ications network that will allow 
the public safety commun ity to secure ly and reliably gain and share information w ith their counterparts in 
other locat ions and agencie s. The law also establishes the First Responder Netwo rk Authority (FirstNet) as an 
independent body that wi ll govern the NPSBN; sets aside $7 billion for network development, deployment, 
and operation; and assigns the use of the 700 MHz D Block to FirstNet for the public safety community. As 
envisioned, the network will incorporate open, commercial wirele ss techno logy standards. 

NATIONWIDE NETWORK OVERVIEW 
What is FirstNet and what will it do? FirstNet is an 
independent authority within the Department of 
Commerce's National Telecommu ni cations and 
Information Administration (NTIA) that will develop 
and design the network architecture and gather 
network requirement s. FirstNet will also develop 
a plan for network deploym ent for each State; and 
work with State, local, and triba l governments to 
create an interoperable, nationwide network; and 
hold the spectrum licen se for the NPSBN. FirstNet is 
led by a Board composed of I 5 member s to incl ud e 
th e Secretary of Home land Security, the Attorney 
General, the Direct or of the Office of Management 
and Budget , and 1 2 experts-named by the Secretary 
of Commerce on August 2 0, 201 2--each with 
exper ien ce in the pub lic safety, technical, network, 
or financial fields. Per the Act, at least tlu-ee Board 
members must repre sent the collective interests of 
States, local, tribe s and terr itories. At least tlu-ee 
Board members must have serve d as public safety 
professionals . 

When will the NPSBN be deployed? Will deployments vary 
across the country? There is no defined time line for the 
deployme nt of and transiti on to the NPSBN. FirstNet 

must first engage in a consultation process before 
craftin g its nationwide network architecture, which 
will serve as the basis for requests for proposal 
(RFPs). FirstNet will provide each State wit h a 
proposed network build-out plan and State-specific 
funding allocation, as determined by NTIA. It is 
projected that deployments will vary by State based 
on existing infra stru cture and geography; however, 
the way in which deployment s will vary will not be 

known until FirstNet develop s the plan for each State. 

What entities are included in the term "public safety"? 
The Act defines a public safety entity as a provider 
of public safety services and defines public safety 
services and emergency response providers by the 
definition s included in the Comm unications Act 
of 1934 and the Homeland Security Act of 20 02, 
resp ectively. Section 3 3 7 (f) of the Com muni cations 
Act defines public safety servi ces as the sole or 
prin cipal purpose of which is to "protect the safety 
of life, health, or property ; that are provided by State 
or local government entities; or by nongove rnmenta l 
organizations that are authori zed by a governmental 
entity w hose primary mission is the provision of 
such services; and that are not made commercially 
available to the pub lic by the provider." Section 



2 of the Homeland Security Act of 2002 defines 
emergency response providers as including "Federal, 
State, and local governmen tal and nongovernmental 
emergency public safety, fire, law enforc ement, 
emergency response, emergency medical (including 
hospital emergency facilities), and related personnel, 
agencies, and authorities ." 

What is the timeline for my State to opt-out of the NPSBN? 
Within 90 days of a State receiving the FirstNet 
plan for the NPSBN, the governor of each State 
must decide whether to participate in the FirstNet 
recommended nationwide network build-out or opt­
out and deploy a State-specific Radio Access Network 
(RAN) that connects to the nationwide network. If 
the governor elects to opt-out, the governor must 
develop and complete requests for proposals for the 
construction, maintenance, and operation of the 
RAN within 180 days of notifying FirstNet, NTIA, 
and the Federal Communications Commission (FCC) 
of its decision . The State must submit to the FCC an 
alternative plan for RAN construction and operation 
that meets the minimum technical interoperability 
requirements developed by the Technical Advisory 
Board for First Responder Interoperability and 
interop erates with the NPSBN. The State must also 
apply for spectrum through the NTIA and pay user 
fees for the shared elements of the network core. 
The State may also apply to NTIA for a grant to build 
its portion of the RAN. If the FCC disapproves the 
State's plan, network build-out within the State will 
proceed under the FirstNet plan . 

COMMUNICATIONS TECHNOLOGY 
What is the difference between Land Mobile Radio {LMR) 
and broadband networks, in particular Long Term Evolution 
{LTE) networks? LMR is a terrestrially-based wireless 
narrowband communications system common ly 
used by Federal, State, and local emergency 
responders, public wor ks companies, and even 
the military to support voice and low-speed data 
communica tions. LTE is the next evolution of 
commercial broadband wi reless communications 
technology, which was developed to address 
the demand for high-speed, data intensive 
communicat ions, such as situational awareness, 
advanced analytics, database queries, photographs, 
and video applications. LTE promises higher data 
transmission rates and capacity than the current 
3rd generation (3G) commercial service offerings. 
Unlike LMR, LTE does not curren tly support mission 

critical public safety grade voice communications; 
priority access for public safety users; or have the 
push-to-talk, multi -broadcast, or "talk around" 
capabilit ies required by the public safety community. 

FirstNet has yet to determine the nationwide network 

architecture and technical requirements; therefore, 
many questions are yet to be defined: 

• How will the NPSBN intersect/interact with the 
Commercial Mobile Alert System (CMAS) ? 

• What is the ratio of sites needed to provide data 
coverage (in comparison to the tower sites needed for 
voice coverage)? 

• How will the NPSBN be secured? Will the same 
level of security standards be required nationwide? 

• What is the current stage of development for 
broadband devices ? When will the devices be 
available for public safety use? 

• Who will provide and maintain devices for the 
network? How and where will user agencies acquire 
these devices? What options will we have? Will there 
be cooperative purchasing opportunities? How do we 
participate? 

• How will individual jurisdictions maintain and 
provide access to their applications and data, while 
restricting access to outside users? 

• What capabilities can we expect ifwe indeed roam to 
a commercial network? 

Will broadband replace LMR? For the foreseeable future, 
broadband will supplement, but not replace LMR. 
At this time, the available broadband technologies 
do not adequately supp ort voice communications 
capabilities as required by public safety personne l; 
therefore, it will be necessary to continue to invest in 
LMR networks as an integral part of first responder 
communications. Voice over LTE (VoLTE) standards 
are under development and emerging, and in time 
will provide standardized voice capabilities as an 
adjunct to public safety LMR services. These VoLTE 
services may be similar to telephony services and 
capabilities now offered on commercia l 3G system s. 
While VoLTE is expected to support standardized 
voice traffic over LTE, the way in which critical 
LMR voice capabilities can be delivered in the 
NPSBN in the future will only be determined once 
the architecture is defined; technical standards are 
drafted and accepted; devices are built, tested, and 
certified; and the public safety community begins the 
migration to these new services and capabilities. 
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Will broadband data access be ubiquitous across the 
country? Depending on many technical factors and 
the deployment methodology selected, the final 
architec ture of the NPSBN shou ld provide coverage 
for public safety operations in most areas. However, 
achieving universal coverage immediately may not be 
technically or financially possible. The Act includes 
direction to leverage existing assets and capabilities 
of government and commercial entities, which may 
provide and enhance robust network coverage. 

How will the NPSBN be different than Project 25 (P25)? 
The envisioned NPSBN will embrace commercial 
LTE technology, which is the next evolutionary 
step in the Third Generation Partnership Program 
(3GPP) technical standard for Global System for 
Mobile Communications. LIE builds upon the 
previous generations of cellular communications 
technology and is being implemented worldwide 
by many commercial wireless carrie rs. Project 25 is 
a public safety communications standard dedicated 
to ensuring voice interoperability for publi c safety 
LMR communications. It is designed to provide a 
common operating platform for public safety LMR 
communica tions. The envisioned NPSBN will have a 
single, nationwide network architecture, in contrast 
to the multiple P25 and non-P25 public safety LMR 
systems that are deployed consistent with local, 
county, State, and Federal jurisdictions. 

Will the NPSBN make all public safety agencies 
interoperable? On their own, the standardized 
technological attributes of the NPSBN will not make 
an agency interopera ble. SAFECOM developed an 
Interoperability Continuum , which is a guiding 
framework for interoperability planning. The 
Continuum identifies governance, standard operating 
procedures, technology, training and exercise, and 
usage as critical elements of interoperable solutions 
for both LMR and broadband communications. The 
creation of standard ope rating procedures that dictate 
the use and capabilities of the network will be of 
significant importance to ensure both operab ility and 
interoperability of the NPSBN. · 

Who has priority on my State's system when outside users 
come into our State? Is there a standard priority 
system? The nationwide network architecture 
and technical requir ements have not yet been 
established. FirstNet, in consultation with the States, 
localities, tribe s, and territories will determine how 

user prioritie s will be established throughout the 
network. 

How will the commercial wireless companies interact with 
States? Will we have public safety priority? Under 
the law, FirstNet is to enter into agreements, as 
appropriate, with commercial network providers 
for public safety communicati ons roaming and 
prioritization on commercial networks during 
emergencies. The FCC may adopt rules to improve 
the ability of public safety network users to roam 
onto comme rcial networks and gain priority access 
to commercial networks in an emergency. 

Will there be a standard for hardening the system to public 
safety standards? Who will approve and pay for that? 
The nationwide network architecture and technical 
requirements, specific to robustness and resilienc y 
of systems, have not yet been defined. FirstNet, in 
consultation with the States, localities, tribes, and 
territories will determine the appropriate hardening 
and resilien cy needs of the network. 

How will other States' networks identify and allow access 
for my State's equipment? The public safety broadband 
network w ill be based on a single, nationwide 
network architecture and will utilize a shared core, 
which wi ll include authentication of end user 
devices. 

A commercial vendor approached me to sell LTE infrastructure, 
do I need to purchase this equipment now? No, you do 
not need to purchase, and in some cases should 
not purchase, LIE infrastru cture and devices 
from commercial vendors at this time. Because 
the network architecture has not been designed 
or deployed, it is impossible to know what 
infrastru cture and devices each State, region, or 
jurisdi ction may need. Any entity making such 
purchases now risks buying infrastructure and 
equipment that may not be interoperable with the 
future NPSBN. 

GOVERNANCE 
Who is responsible for coordinating all the State and local 
assets and working with the FirstNet Board? The Act 
require s each State to designate a single State officer 
or governmental body that will be the point of 
contact for consultations with FirstNet. States must 
also designate a single officer or governmenta l body 
to coordinate the implementation of any grant 
funding the State receives under the State and Local 
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Implementation Grant Program. These decisions will 
be made by each State's governor. 

FirstNet has yet to determine the nationwide 
network architectur e and technical 

requirements; therefore, many questions are yet 

to be defined: 

• If the entire State is not covered by the 
NPSBN, how will coverage gaps be 
addressed? 

• How will the NPSBN standard operating 
procedures be developed? 

• What basic applications/access will the 
network and operators/providers give or be 
required to provide to visiting authorized users 
entering their jurisdictions? 

• Who will be responsible for user equipment 
applications development allowing access to 
the various information sources? 

Many States have a Statewide Interoper ability 
Coordinator and a Statewide Interoperability 
Governing Body to implement the statewide plans 
for enhancing interoperable communications. These 
individu.Js and structures should be leveraged to 
support NPSBN imp lementation. 

How does a State that chooses to opt-out of the FirstNet 
deployment obtain spectrum? The Act allocates 20 MHz 
of public safety broadband spectrum to FirstNet 
and FirstNet will hold the spectrum license for 
the NPSBN. If a State has received approval for its 
alternate plan from the FCC as outlined above, it may 
seek authority to lease the public safety broadband 
spectrum from NTIA. To receive approval, the State 
must demonstrate that it has the technical capabilities 
to operate and the funding to support the State RAN, 
tl1e ability to maintain ongoing interoperability with 
the NPSBN, and the ability to comp lete the project 
withm its specified timelines. 

FUNDING 
How will the network be funded? The Act authorizes the 
creation of the Public Safety Trust Fund (PSTF), in 
which revenue collected from the spectrum auctions 
will be deposited, to fund FirstNet's activities as 

it designs, dep loys, operates, and maintains the 
network. FirstNet also will collect user fees and fees 
from leasing its spectrum , and is also authorized to 
accept other financing, such as through grants and 
gifts. 

Is grant funding available to develop a network in my State? 
Will this funding pay for planning only, or also 
for equipment or services? While grant programs 
and funding have been identified, currently there 
is no structure to apply for and receive funding. In 
the future, NTIA will provide guidance regarding 
how to apply for funds from the State and Local 
Implementation Grant Program, define the scope 
of eligib le grant activities, and prioritize grants for 
activities tl1at ensure both rural and urban coverage. 

Should I continue to spend money on public safety 
communications systems? Public safety's use of 
LMR systems will continue for the foreseeable 
future as there is no defined timeframe when LTE 
broadband technology may provide the same level 
of mission-critical voice services that are available 
today. Therefore, it will be necessary to continue 
investments for existing and new LMR voice systems, 
while allocating new funding to the development 
and deployment of the NPSBN. 

How will costs associated with roaming to commercial 
networks be dealt with? Under the law, FirstNet is 
to enter into agreements, as appropriate , with 
commercial network providers for public safety 
roaming and prioritization on commerc ial networks 
during emergenc ies. The FCC may adopt rules to 
improve the ability of public safety networks to roam 
onto commerc ial networks and gain priority access 
to commercial networks in an emergency if: 

• Public safety entity equipment is technically 
compatible with the commercial network; 

• The commercia l network is reasonably 
compensa ted for use; and 

• Such access does not preempt or otherwise 
terminate or degrade all existing voice 
conversations or data sessions. 

FOR ADDITIONAL INFORMATION 

Please contact OEC@dhs.gov or visit www.dhs.gov (keyword OEC) . 

Version I 0/ 12 

4 



~ Hon1eland 
'fltil Security Office of En1ergency Communications 

October 2012 

The Nationwide Public Safety 
Broadband Network 

FAQs for Policymakers 
The Middle Class Tax Relief and Job Creation Act of 2012 (the Act), specifically Title VI entitled Public Safety Communications 
and Electromagnetic Spectrum Auctions, authorizes the deployment of the Nationwide Public Safety Broadband Network 
(NPSBN). The NPSBN will be a wireless, interoperable nationwide commun ications network that will allow 
the public safety community to securely and reliably gain and share information with their counterparts in 
other locations and agencies. The law also establishes the First Responder Network Authority (FirstNet) as an 
independent body that will govern the NPSBN; sets aside $7 billion for network development, deployment, 
and operation; and assigns the use of the 700 MHz D Block to FirstNet for the public safety community. As 
envisioned, the network will incorporate open, commercial wireless technology standards. 

NATIONWIDE NETWORK OVERVIEW 
What is the purpose of the NPSBN? As envisioned, the 
network will allow first responders to send and 
receive voice, video, and otl1er information in real 
tim e; enable communicat ions across agencies and 
jurisdictions; and improve the safety and effectiveness 
of operations by enhancing the way public safety 
personnel are notified about, gain information on, 
and respond to emergencies and natural disasters. 

What is the history of the NPSBN? Following the terrorist 
attacks on Sept em her I I , 2 0 0 I , the 9 / I I Commission 
was established to review the incident and make 
recommendations to the President that would mitigate 
the possibility of such attacks occurring again. One 
of the 9 / 11 Commission's recommendations was the 
establishment of a nationwide, interoperable public 
safety communications network envisioned to resolve 
communicat ions challenges faced by emergency 
responders. For the past decade, public safety worked 
with State and local government officials, the Federal 
government, and Members of Congress to amass 
support for the creation of the nationwide network. 
On February 22, 20 I 2, President Obama signed tl1e 
Act into law, of which Title VI includes provisions to 
fund and govern the NPSBN. 

What is FirstNet and what will it do? FirstNet is an 
independent authority within the Department of 
Commerce's National Telecommunications and 
Information Administration (NTIA) that will develop 
and design the network architecture and gather 
network requirements . FirstNet will also develop 
a plan for network deployment for each State; and 
work with State, local, and tribal governments to 
create an interoperable, nationwide network; and 
hold the spectrum license for the NPSBN. FirstNet is 
led by a Board composed of I 5 members including 
tl1e Secretary of Homeland Security, the Attorney 
General, the Director of the Office of Management 
and Budget, and I 2 experts-named by the Secretary 
of Commerce on August 20, 2012-each with 
experien ce in the public safety, technical, network, 
or financial fields. Per the Act, at least three Board 
members must represent the collective interests 
of States, local, tribes and territories. Additionally, 
at least three Board members must have served as 
public safety professiona ls. 

When will the NPSBN be deployed? There is no defined 
timeline for the deployment of and transition to the 
NPSBN. FirstNet must first engage in a consultation 
process before crafting its nationwide network 
architecture, which will serve as the basis for 



requests for proposal (RFPs). FirstNe t will provide 
each State wi th a proposed network build- ou t plan 
and State-specific funding allocation, as determined 
by NTIA. 

Will deployments vary across the country? It is projected 
that dep loyments will vary by State based on existing 
infrastructure and geography; however, the way in 
which deployments will vary will not be known 
until FirstNet develops the plan for each State. 

What entities are included in the term "public safety"? 
The Act defines a public safety entity as a provider 
of public safety services and defines public safety 
services and emergency response providers by the 
defini tions included in the Communications Act 
of 1934 and the Home land Security Act of 20 02, 
respectively. Section 3 3 7 (f) of the Communication s 
Act defines public safety services as the sole or 
principal purpose of which is to "protect the safety 
of life, health, or property; that are provided by State 
or local government ent ities; or by nongovernmental 
organ izations that are authorized by a governmental 
entity whose primary mission is the provision of 
such services; and that are not made comme rcially 
available to the public by the provider." Section 
2 of the Home land Security Act of 2002 defines 
emergency response providers as including "Federal, 
State, and local governmental and nongovernmental 
emergency public safety, fire, law enforceme nt, 
emergency response, emergency medical (includin g 
hospital emergency facilities), and related personne l, 
agencies, and authorities." 

What is the timeline for my State to opt-out of the NPSBN? 
Within 90 days of a State receiving the FirstNet 
plan for the NPSBN, the governor of each State 
must decide whether to participate in the FirstNet 
recom mended nationwide networ k build -out or opt ­
out and deploy a State-specific Radio Access Network 
(RAN) that conn ects to the nationwide network. If 
the governor elects to opt-out, the governo r must 
develop and com plete requests for proposals for the 
construction, maintenance, and operation of the 
RAN within 180 days of notifying FirstNet, NTlA, 
and the Federal Communi cations Commiss ion (FCC) 
of its decision. The State mus t submi t to the FCC an 
alternat ive plan for RAN const ru ction and ope ration 
that mee ts the minimum technical interoperability 
requirements developed by the Techni cal Advisory 
Board for First Responde r Interoperability and 

interoperates with the NPSBN. The State mu st also 
apply for spectrum through the NTIA and pay user 
fees for the shared elements of the network core. The 
State may also apply to NTIA for a grant to build, 
its portion of the RAN. If the FCC disapproves the 
State's plan, netw ork build-out within the State will 
proceed under the FirstNet plan. 

A commercial vendor has offered to sell Long Term Evolution 
{LTE) infrastructure to my agency. Do I need to purchase 
this equipment now? No, you do not need to purchase, 
and in some cases should not pur chase, LTE 
infrastructure and devices from comme rcial vendors 
at thi s time. Because the network architecture has 
not been designed or deployed, it is impossible to 
know what infra stru cture and devices each State, 
region, or jurisdiction may need. Any enti ty making 
such purchases now risks bu ying infrastructure and 
equipm ent that may not be intero perable with the 
future NPSBN. 

COMMUNICATIONS TECHNOLOGY 
What is the difference between Land Mobile Radio {LMR) 
and broadband networks, in particular LTE networks? 
LMR is a terrestriall y-based wireless narrowband 
communications system comm on ly used by Federal, 
State, and local emergency responders, public works 
comp anies, and even the military to supp ort voice 
and low-speed data communications. LTE is the 
next evolution of comme rcial broadb and wire less 
communi cations technology, which was developed 
to address the demand for high-speed, data intens ive 
commu nication s, such as situati onal awareness, 
advanced analytics, database lookups, and video 
appli cations. LTE promises higher data transmissio n 
rates and capacity than the current 3rd generation 
(3G) commercial service offering s. Unlike LMR, LTE 
does not currently suppo rt mission criti cal publi c 
safety grade voice communi cations; priority access 
for publi c safety users; or have the push-to- talk, 
multi -broadc ast, or the ability to talk device-to­
device (known as "talk around") capabilities required 
by the public safety comm unit y. Additionally, 
FirstNet's depl oyment is likely to be a multi -year 
rollout , so coverage may not be ubiquit ous from the 
outset. 

What is the difference between public safety and commercial 
networks? Public safety voice and data networks are 
designed to pr ovid e emergency responders with 
dedicated communi cations networks. Public safety 
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networks require higher degrees of robustness , 
resiliency, redundancy, and securi ty than comm only 
found in comm ercial networks . Public safety 
networks are built to provide equal coverage across 
broad areas, handle one-to-m any communications, 
and data distribution wherever the incident or event 
occurs. Comme rcial communi cation s networks 
provid e primarily one- to-on e communication s 
services to private consumer s and are designed to 
generate the largest possible economic return for the 
commerc ial provider. 

While current commerc ial solutions are used to 
augment pub lic safety networ ks by providing non­
mission critical services, many comme rcial mobile 
data soluti ons are not interoperable with publi c 
safety data systems. In addition, comm ercial mobile 
data have limi ted bandwidth and capacity, are not 
built to public safety standard s, do not provid e 
priority for first respond ers in the event of an 
emergen cy, and may become inaccessible durin g a 
significant emergency event. 

Will broadband replace LMR? For the foreseeable future, 
broadband will supplement, but not replace LMR. 
At this time, the available broadband technologies 
do not adequately support voice commun ications 
capabilitie s as required by publi c safety personne l; 
therefore , it will be necessar y to continue to invest in 
LMR networks as an integral part of first responder 
comm unications. Voice over LTE (VoLTE) standard s 
are under developm ent and emerging, and in time 
may provide standardized voice capabilities as an 
adjun ct to public safety LMR services. These VoLTE 
services will be simi lar to telephony services and 
capabilities now offered on commerc ial 3G systems. 
While VoLTE is expected to support stand ardized 
voice Lraffic over LTE, the way in which criti cal 
LMR voice capabilities can be delivered in the 
NPSBN in the future wi ll only be determined once 
the architecture is defined; techni cal standard s are 
drafted and accepted; devices are bu ilt, tested, and 
certified; and the public safety comm unity begins the 
migrati on to these new services and capabilities. 

GOVERNANCE 
Who is responsible for coordinating all the State and local 
assets and working with the FirstNet Board? The Act 
requir es each State to designate a single State officer 
or governm ental body that will be the point of 
contac t for consultations with FirstNet. States must 
also designate a single officer or governmental body 

to coord inate the imp lementation of any grant 
funding the State receives und er the State and Local 
Implementa tion Grant Program . These decisions 
will be mad e by each State's governo r. Many States 
have a Statewide Interoperability Coordina tor 
and a Statewide Interoperabi lity Governing Body 
to implement the statewide plans for enhancin g 
interoperable communications . These individuals 
and stru ctures should be leveraged to suppo rt NPSBN 
implem entation. 

FUNDING 
How will the network be funded? The Act auth orizes the 
creation of the Public Safety Trust Fund (PSTF), in 
whic h revenue collected from the spectrum auctions 
will be deposited, to fund FirstNet's activities as 
it designs, deploys, operates , and maintains the 
network. FirstNet also will collect user fees and fees 
from leasing its spectrum , and is also author ized to 
accept other financing, such as through grant s and 
gifts. 

Will funding of the network raise taxes in my State? Per 
the legislation, funding for the network will be 
generated by spectrum auctions throug h Fiscal Year 
2 0 2 2, not through tax revenue. Sustainment of the 
network is envisioned to come from user fees and 
potent ial leases of network assets to private sector 
provide rs for secondary use. 

Is grant funding available to develop a network in my State? 
Will thi s funding pay for plann ing only. or also 
for equipment or services? Whi le grant program s 
and funding have been identified, curr ently ther e 
is no struc ture to app ly for and receive fun ding. In 
the future, NTIA will provide guidan ce regarding 
how to apply for funds from the State and Local 
Implementation Grant Program, define the scope 
of eligible grant activities, and prioritize grants for 
activities that ensure both rural and urban network 
coverage. 

Does the size of my State matter or will most of the funding 
go to States with larger populations? If the State has many 
tribal entiti es, does that impact how much money a 
State may get? Distributi on of grant funding for State 
and local planning for broad band has not yet been 
determin ed. The Act conta ins no provisions that 
indicate certain areas will receive more funding than 
other regions of the country. At this time it is also 
und eterm ined how the prevalence of tribal entitie s in 
a State w ill impact funding. 
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How much will the network cost to develop, deploy, and 
maintain? For what percentage of this cost will States 
and local areas be responsib le? At this time, it is 
unknown how mu ch it will cost to develop, deploy, 
and maintain the NPSBN; thus, there is no specific 
information available to indicate what percent ages 
may be attri but able to State or local entities. Any 
qualified entity receiving suppo rt through the State 
and Local Implem en tation Grant Program and State 
construction grant funding will be requ ired to 
provide a min imum of a 20 percent match, unl ess a 
waiver is obtained. 

Should I continue to spend money on public safety 
communications systems? Public safety's use of 
LMR systems will continue for the foreseeable 
future as there is no defined timeframe when LTE 
broadband teclmo logy may provide the same level 
of mission-critical voice services that are available 
today. Therefor e, it will be necessary to continue 
investmen ts for existing and new LMR voice systems, 
while allocating new funding to the development 
and deployment of the NPSBN. 

Can my State generate revenue from the NPSBN if we opt­
out? No. If a State chooses to opt-out it is only 
opting-out of the provis ion and construction of the 
RAN portion of the envisioned network. The Act 
specifies that if a State chooses to opt -out and then 
satisfies all of the cond ition s to construc t a State­
provided RAN using grant funding from FirstNet, 
any money or fees collected must be used to supp ort 
the construc ted network. 

IMPACT AND THE FUTURE 
OF THE NETWORK 
What do I need to do to promote the development and 
deployment of the NPSBN? The network bui ld-ou t 
will requ ire continuing education and a high 
level of commitment at all levels of government 

and across pub lic safety disciplines to und erstand 
network requirement s and identify existing 
resources and assets. It will also be necessary to 
develop and maintain strategic parmerships wi th a 
variety of stakeholder agencies and organiza tion s, 
and design effective policy and governance 
structu res. Stakeholders mu st engage in planning 
and coordination at the nationwide, statewide, 
regional, and tactical levels; foster partners hips 
between disciplines and jurisdictions; and develop 
policies and plan s for new and emerging emergency 
communications technologies. 

Has such a deployment been done successfully elsewhere? 
While there are region s that have received grant 
funding and invested their own resources to 
develop a network using broadban d technology, 
no such nationwid e publi c safety network exists in 
the US today. Further, wh ile no other nation has 
developed a broadband network for public safety, 
nat ion states through out the wor ld, primarily in 

Europe and Asia, have built TETRA and TETRAPOL 
voice and data systems for emergency responders. 
In North America, the Nationa l Law Enforcement 
Telecomm unications System (NLETS) network 
provides law enforc ement and public safety 
personnel in the US and Canada with the ability 
to exchange information and other data. Other 
Federal networks, such as the Federal Bureau of 
Investigation's National Crime Information Center, 
Automated Fingerprint Identification System, and 
State Criminal Justice Information Systems, are 
accessible by authorize d law enforcement ent ities at 
all levels of government. 

FOR ADDITIONAL INFORMATION 

Please contact OEC@dhs.gov or visit www.dhs .gov (keyword OEC) . 
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The Impact of the Nationwide 
Public Safety Broadband Network for 

Operational Personnel 
The continued evolution of commercial wireless data services and rapid development of new technologies and 
applications has led to on-demand access to information, with increased speeds, and with greater accessibility 
throughout the country. However, these advances have largely bypassed emergency responders . More than 55,000 

public safety agencies across the United States rely on individual Land Mobile Radio (LMR) networks, which support 
mission critical voice communi cations. 

Currentl y, first responders 
largely augment LMR 
capabilities with com mercial 
cellular service and / or agency­
owned legacy data systems 
that provide relatively slow 
speed mobil e data capabilities. 

Some agencies have also created mobile data systems 
using a variety of technolog ies to suppl emen t legacy, 
agency-owned systems witl1 newer offerin gs such as 
WiFi, WIMAX, and 4.9GHz broadband system s. These 
systems provide pub lic safety personne l witl1 capabilities 
to perform functions such as dispatch and Computer 
Aided Dispatch (CAD) system inquirie s, various 
National Crime Informatio n Center (NCIC) and National 
and State Criminal Justice Information System (CJIS) 
queries, dispatcher-to-unit and unit-to-unit messaging, 
and ilie transmission of low resolution images. Some 
networks also supp ort records management systems 
(RMS) inquirie s and in-field reporting capabilities for 
law enforcement, fire, and EMS personnel. Mobile data 
systems also provide an alternative communicat ions 
capability and, in many cases, interoperability pathways 
for agencies sharing larger systems or using comm ercial 
offerings. 

The Februar y 2 0 I 2 passage of tl1e Middle Class Tax Relief 
and Job Creation Act of 2012 enables tl1e public safety 
comm uni ty to fully leverage advancements in broadband 
technol ogy, specifically Long Term Evolution (LTE), to 

develop and deploy an interoperable Nationwide Public 
Safety Broadband Network (NPSBN). LTE is the next 
evolution of commerci al wireless communicatio ns 

technology developed to address ilie increasing demand 
for data communications. As of mid -Augu st 2012, a 
total of98 LTE networks were deployed in 49 countries 
witl1 an additional 342 network s planned or und er 
development. LI E promi ses high er data transmission 
rates and capacity tl1an other current commercia l service 
offerings, allowing for high-speed access to information. 
Commer cial LIE does not currently support public safety 
grade mission critical voice communi cations; pri ority 
access for public safety users; or pu sh-to-talk, multi ­
broadcast, or "talk around" capabilities requir ed by the 
public safety communit y. In additi on , comm ercial LTE 
may not have the capacity to be accessible during an event 
or emergency. 

THE NPSBN 
The NPSBN will be a dedicated, wireless, interoperable, 
comm unication s network that allows public safety 
to receive and share critical informati on with their 
counterpart s across the Nation. The First Respond er 
Network Authority (FirstNet) is an independent 
authori ty within the Depar tment of Commerce' s National 
Telecommunications and Inform ation Administration that 
will hold the spectrum license for the NPSBN; specify 
tl1e network requirement s; develop a plan for network 
deployment for each State; and work witl1 State, local, and 
tribal governments to create an interoperable, nationw ide 
network. The FirstNet Board is comp osed of 15 membe rs 
to include ilie Secretary of Homeland Security, the 
Attorney General of the United States, the Director of the 
Office of Management and Budget, and 1 2 experts with 
experience in ilie pub lic safety, technical, network , or 
financial fields. 



The NPSBN will embrace open commercial technology 
standards, possess built-in backup capabilities, and 
provide highly-available public safety-grade access to 
emergency response personnel. The network will provide 
emergency responders with the ability to have high 
speed access and exchange information in various forms, 
including picture s, graphics, video, and non-missi on 
critical voice applications. Public safety will operate 
on a single network ~vith a single Public Land Mobile 
Network ID, include nationally consistent techno logy and 
standards, and leverage uniform agreements with national 
commercial carriers. It is expected that First responders 
will not encounte r roaming issues when traveling outside 
of one's home jurisdiction, as they will still be operating 
on the dedicated public safety network. First responder s 
will only roam on comme rcial networks when outside of 
the NPSBN coverage area or if required due to network . 
congestion and lack of capacity on the NPSBN. 

Public safety will continue to rely on LMR and legacy 
communications systems for mission critical voice 
communicati ons as the NPSBN evolves; therefore, LMR 
voice capabilities will be used by first responder s for the 
foreseeable future. Investments in LMR infrastructure, 
subscriber devices, and overall system maintenance will 
continue for the foreseeable future, and agencies must 
begin, or continue, to implement emerging wireless 
broadband services and applications . Once the nelwork 
is deployed public safety organizations may begin 
transitioning from using commercial broadband services 
to the dedicated NPSBN. 

THE NPSBN AND THE FUTURE OF 
PUBLIC SAFETY OPERATIONS 
The NPSBN will provide the emergency respon se 
community with mission critical voice, data, and video 
capabilities and access to real-rime information. As a 
result, first responder s will be able to communicate across 
agency and jurisdicti onal boundaries, have access to more 
effective emergency communicatio ns on a nationwide 
scale. LTE will provide the public safety community 
wilh reliable, redundant, and resilient techn ology and 
provide the potential benefit of purchasing lower cost 
equipment manufactured on a global scale. LTE systems 
are scalable, allowing system operators to tailor their 
network deployment strategies and add spectrum to 
meet the needs of available resources and/ or a parti cular 
technology. 

As the Nation's public safety entities increasingly emp loy 
broadband technologies, it is important to consider how 
emergency responders will use the nationwid e network . 
While there currently is no rimeframe for when tl1e 
NPSBN will be fully operational, telephony voice and 
adjuncl voice services will be deployed and available for 
first responder use prior to mission critical voice services. 
The future network will also provide services such as: 

• Remote CAD access 

• Geo-spatial application s 

• Telemedicine for EMS 

• Next generation 9- 1- 1 (NG9- 1-1) 

• Real-time resources tracking 

• Enhanced field reporting. 

The network will allow first responders to securely and 
reliably gain situational awareness, share information 
with their counterparts in other locations and agencies, 
conduct safer and more effective operation s by enl1ancing 
the effectiveness of emergency communications 
tluoughout tl1e Nation, and engage in response operations 
on a nationwide scale, all while operating on a single 
network. 

Th e Ben e fi ts of Us ing LT E fo r Publi c Saf ety 
Communi cati ons: 

✓ Access to t ech no logic al adva n ces to i nclude 

mobile d a t a and video capabi l i ti es 

✓ Leverage potential cost savi n g~ by pr ov iding 

access to an increasing nu m ber of provi d ers . 

manufactu rers, and devices ( handsets. moh tl e 

term i n a ls and co n nec t ive dev ices) 

✓ Network sca labi lit y wi l l a l low operators 

to ta i lor network d eploy m en t stra t eg ies a n d 

spectrum needs . 

✓ Use new a nd enhanced infor m ation so ur ce~. 

appl ic a t io n s. and ca p abi li t i es t o conduct 

opera t io ns faster . more efficiently . and i n 

grea t e r cleta1 l. Applica ti o n s i nclude : remote 

CAD access , geo - s pat ia l ap p lica t ions for 

p erso n ne l t r ac kin g, t e lem ed ici n e, a n d 

N G9 - l - 1 

✓ Leve ra ge ex p e r ie n ce of worldw ide I.TE 

d rp loymc n ts 
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